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1. CESION DE DATOS POR PARTE DE UN AYUNTAMIENTO A REPRESENTANTES
SINDICALES

DICTAMEN QUE EMITE LA AGENCIA VASCA DE PROTECCION DE DATOS EN RELACION A
LA CONSULTA REALIZADA POR UN AYUNTAMIENTO EN RELACION CON LA INFORMACION
QUE DEBE FACILITAR A LOS REPRESENTANTES SINDICALES

CNO07-003
I

El Ayuntamiento de xxxx ha elaborado un Plan de Informacién a los Representantes Sociales del
Ayuntamiento con el objeto declarado de conciliar la LOPD vy el ejercicio de la accion sindical. Para
la elaboracion del Plan han tomado como referencia la LOPD, la Ley 8/1987, de 12 de junio, de
Organos de Representacion y Participacion del Personal al servicio de las Administraciones
Publicas, el Estatuto de los Trabajadores y la Recomendacion 1/2006, de 3 de abril, de la Agencia
de Proteccion de Datos de la Comunidad de Madrid.

Algunas de las cuestiones contenidas en el citado Plan no son pacificas y por ello se acuerda
solicitar informe sobre los puntos controvertidos a la Agencia Vasca de Proteccion de Datos, en
concreto:

a) Sobre si vulnera o no la LOPD facilitar a los representantes sindicales la Relacién de
Puestos de Trabajo (RPT) identificando a las personas (nombre, apellidos y DNI) que ocupan
cada puesto de trabajo. Si es necesario recabar su consentimiento inequivoco y si este debe ser
expreso.

b) Sobre la compatibilidad o no con la LOPD de trasladar a los representantes sindicales
copia de las resoluciones que se adoptan en materia de funcion publica en las que consten datos
de caracter personal de los empleados publicos (nombre, apellidos, DNI u otros (ej: el nombre del
hijo/a, cuando se trate de solicitud de reduccién de jornada por cuidado de hijo menor). Si es
necesario solicitar previamente el consentimiento del trabajador.

El presente informe se emite en virtud de la competencia que a esta Direccién atribuye el articulo
17 n) de la Ley del Parlamento Vasco 2/2004, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccion de Datos.

El problema se plantea, en este caso, respecto de los datos que comparte el Ayuntamiento con los
representantes sindicales, ya que el Ayuntamiento entiende que el tratamiento que hasta la fecha
ha venido realizando, facilitando a los mismos las RPT vy las resoluciones en materia de funcién
publica con datos de caracter personal de los empleados publicos, pudiera chocar con el derecho
a la proteccion de datos de caracter personal, mientras que los representantes sindicales
entienden que la propuesta del Ayuntamiento de no facilitar la RPT desagregada y de no trasladar
copia de las resoluciones sino un listado con un resumen de su contenido, coarta y limita el
ejercicio de la libertad sindical.

Lo que se plantea, en definitiva, es la posible colisiéon entre dos derechos fundamentales: Por un
lado, el derecho a la proteccion de datos de caracter personal, derivado del articulo 18.4 CE y
consagrado como derecho auténomo e informador del texto constitucional por la STC 292/2000,
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de 30 de noviembre, y, por otro, el derecho a la libertad sindical recogido como derecho
fundamental por el articulo 28.1 de la CE.

Trataremos, por ello, de dar debida respuesta a las concretas cuestiones planteadas en la
consulta, para lo que tendremos que delimitar el derecho a la protecciéon de datos de caracter
personal frente a otro derecho fundamental, el derecho a la libertad sindical.

La Constitucion de 1978 consagra en su Titulo | una serie de derechos fundamentales, y entre
esos derechos contempla el articulo 18.4 que dispone lo siguiente:

“la ley limitara el uso de la informatica para garantizar el honor y la intimidad personal y familiar de
los ciudadanos y el pleno ejercicio de sus derechos”.

De ese precepto constitucional deriva el derecho a la proteccion de datos de caracter personal o
derecho a la autodeterminacién informativa, que la jurisprudencia constitucional ha consagrado
como derecho fundamental y autbnomo y que alguna doctrina ha denominado nuevo derecho
fundamental del siglo XXI.

El TC ha declarado que el art. 18.4 CE contiene, en los términos de la STC 254/1993,

“un instituto de garantia de los derechos a la intimidad y al honor y del pleno disfrute de los
restantes derechos de los ciudadanos que, ademds, es en si mismo un derecho o libertad
fundamental, el derecho a la libertad frente a las potenciales agresiones a la dignidad y a la
libertad de la persona provenientes de un uso ilegitimo del tratamiento mecanizado de datos, lo
gue la Constitucién llama "la informatica"», lo que se ha dado en llamar «libertad informatica» (F.
6, reiterado posteriormente, entre otras, en SSTC 143/1994, 11/1998, 94/1998 y 202/1999).”

Este derecho fundamental a la proteccidén de los datos personales es un concepto cuyo ambito es
mas amplio que el derecho a la intimidad. Asi lo ha declarado el Tribunal Constitucional en su STC
292/2000:

“la proteccion de datos no se reduce solo a los datos intimos de la persona, sino cualquier tipo de
datos de caracter personal, sean intimos 0 no, cuyo conocimiento o empleo por terceros puede
afectar a sus derechos sean o no fundamentales, porque su objeto no es sélo la intimidad
individual, que para ello esta la protecciéon que el art. 18.1 CE otorga, sino los datos de caracter
personal Por consiguiente, también alcanza a aquellos datos personales publicos, que por el
hecho de serlo, de ser accesibles al conocimiento de cualquiera, no escapan al poder de
disposicién del afectado porque asi lo garantiza su derecho a la proteccion de datos. ...Los datos
amparados son todos aquellos que identifiguen o permitan la identificacion de la persona,
pudiendo servir para la confeccidn de su perfil ideolégico, racial, sexual, econémico o de cualquier
otra indole, o que sirvan para cualquier otra utilidad que en determinadas circunstancias
constituya una amenaza para el individuo” (FJ 62).

El TC, en esta misma STC 290/2000, ha definido el contenido de este derecho fundamental del
siguiente modo:

“consiste en un poder de disposicion y de control sobre los datos personales que faculta a la
persona para decidir cuales de esos datos proporciona a un tercero, sea el Estado o un particular,
0 cudles puede este tercero recabar, y que también permite al individuo saber quién posee esos
datos personales y para qué, pudiendo oponerse a esa posesién 0 uso. Estos poderes de
disposicién y control sobre los datos personales, que constituyen parte del contenido del derecho
fundamental a la proteccion de datos se concretan juridicamente en la facultad de consentir la
recogida, la obtencién y el acceso a los datos personales, su posterior almacenamiento y
tratamiento, asi como su uso 0 usos posibles, por un tercero, sea el estado o un particular Y ese
derecho a consentir el conocimiento y el tratamiento, informético o no, de los datos personales,
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requiere como complementos indispensables, por un lado, la facultad de saber en todo momento
quién dispone de esos datos personales y a qué uso los esta sometiendo, y, por otro lado, el
poder oponerse a esa posesion y usos. (...)" (FJ 7°).

Estos son, en definitiva, los elementos que caracterizan la definicion que el TC hace del derecho a
la proteccién de datos personales, derecho fundamental que, en la actualidad, se regula en la Ley
Orgéanica 15/1999, de 13 de diciembre, de Proteccion de Datos de Caracter Personal (LOPD, en
adelante), y en el @ambito de esta Comunidad Autonoma se complementa con la Ley 2/2004, de 25
de febrero, de Ficheros de Datos de Caracter Personal de Titularidad Publica y de Creacién de la
Agencia Vasca de Proteccion de Datos.

Las citadas LOPD y la Ley Autonomica 2/2004, definen a los datos de caracter personal como
“cualquier informacion concerniente a personas fisicas identificadas o identificables” y a la cesion
de datos como “toda revelacion de datos realizada a una persona distinta del interesado”.

Respecto de las cesiones de datos, el art. 11 de la LOPD establece que:

“los datos de caracter personal, objeto del tratamiento, solo podran ser comunicados a un tercero
para el cumplimiento de fines directamente relacionados con las funciones legitimas del cedente y
cesionario con el previo consentimiento del interesado”.

De conformidad con dicho precepto legal nos encontramos con que, como regla general, es
necesario para la cesién de datos de caracter personal que los afectados consientan esa cesion y
ademas la misma debe obedecer a un fin legitimo entre cedente y cesionario. No obstante, esta
regla general se exceptla en los supuestos previstos en el apartado 2 del mencionado articulo 11,
y, entre ellos, “Cuando la cesidn esté autorizada en una Ley” (11.2 a) o “Cuando se trate de datos
recogidos de fuentes accesibles al publico” (11.2h).

Dicho esto, no ofrece duda alguna que la comunicacion de datos de caracter personal de los
empleados publicos del Ayuntamiento de XXX a los representantes sindicales constituye, de
conformidad a lo dispuesto en el citado articulo 3. i) de la Ley Orgéanica 15, 1999, de 13 de
diciembre, de Proteccion de Datos de Caracter Personal, una cesion de datos de caracter
personal.

Por ello, la cuestién que debe resolverse en este informe es si la cesién de datos personales de
los empleados publicos del Ayuntamiento de XXX a los representantes sindicales sin
consentimiento de los titulares de los datos, encuentra cobertura en alguna de las excepciones del
articulo 11.2 de la LOPD.

Para ello, debemos centrarnos ahora en el otro derecho fundamental en juego.
v
El derecho a la libertad sindical se recoge en el articulo 28.1 CE como un derecho fundamental.

Para conocer el alcance del contenido de este derecho resulta obligado tener presente la STC
231/2000, de 11 de noviembre (FJ4°), donde el TC ha declarado que aunque del tenor literal del
articulo 28.1 CE “pudiera deducirse la restriccion del contenido de la libertad sindical a una
vertiente exclusivamente organizativa o asociativa, este Tribunal ha declarado reiteradamente...
gue en el contenido de este precepto se integra también la vertiente funcional del derecho, es
decir, el derecho de los sindicatos a ejercer aquellas actividades dirigidas a la defensa, proteccion
y promocion de los intereses de los trabajadores, en suma, a desplegar los medios de accion
necesarios para que puedan cumplir las funciones que constitucionalmente les corresponden” (por
todas, SSTC 105/1992, de 1 de julio; 173/1992, de 29 de octubre; 164/1993, de 18 de mayo;
145/1999, de 22 de julio y 308/2000, de 18 de diciembre.). Los sindicatos disponen de un ambito
esencial de libertad para organizarse y actuar de la forma que consideren mas adecuada a la
efectividad de su accién, dentro, claro esta, del respeto a la Constitucion y a la Ley.
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En el art. 28.1 CE se integra, pues, el derecho a llevar a cabo una libre accién sindical,
comprensiva de todos los medios licitos y sin indebidas injerencias de terceros (por todas, SSTC
94/1995, de 16 de junio; 127/1995, de 25 de julio; 168/1996, de 29 de octubre; 107/2000, de 5 de
mayo y 121/2001, de 4 de junio), y, en coherencia con dicho contenido constitucional, la Ley
Organica 11/1985, de 2 agosto, de libertad sindical (en adelante, LOLS), reconoce en su art. 2.1 d)
«el derecho a la actividad sindical», regulando su ejercicio dentro de la empresa en sus art. 8 a 11.
Sin necesidad de su exposicion exhaustiva, es de sefialar que para el cabal ejercicio de la accién
sindical, la Ley Orgénica de libertad sindical otorga a los delegados sindicales iguales derechos y
garantias que el estatuto de los trabajadores destina a los miembros de comités de empresa y a
éstos como instituciones de representacion electiva de los trabajadores. De este modo, a través
de la explicita remisién a lo dispuesto en el art. 64 LET se reconoce a los delegados sindicales el
derecho a acceder a la misma documentacion e informacién que la empresa ha de poner a
disposiciéon del comité de empresa...

Ahora bien, tales representantes no sélo gozan del derecho recibir informacion del empresario
acerca de las cuestiones que han quedado sefialadas. Pesa también sobre ellos el deber de
mantener informados a sus representados «en todos los temas y cuestiones sefalados... en
cuanto directa o indirectamente tengan o puedan tener repercusion en las relaciones laborales»
(art. 64.1.12 LET). Como hemos tenido la oportunidad de decir en anteriores ocasiones, esa
transmision de noticias de interés sindical, ese flujo de informacién entre el sindicato y sus
afiliados, entre los delegados sindicales y los trabajadores, «es el fundamento de la participacién,
permite el ejercicio cabal de una accion sindical, propicia el desarrollo de la democracia y del
pluralismo sindical y, en definitiva, constituye un elemento esencial del derecho fundamental a la
libertad sindical» (SSTC 94/1995, de 19 de junio y 168/1996, de 25 de noviembre).

Ciertamente, el derecho y deber de informacién de los delegados sindicales -al igual que el de los
representantes electivos o unitarios de los trabajadores y de los funcionarios publicos- no resulta
ilimitado, sino que se encuentra condicionado por la imposicion legal de un «deber de sigilo
profesional» (art. 10.3.1 LOLS, en relacion con el art. 65.2 LET y art. 10, parrafo 2, de la Ley
9/1987, de 12 de junio, de 6rganos de representacion, determinacion de las condiciones de trabajo
y participacion del personal al servicio de las Administraciones publicas). A través del mismo, se
impone a los representantes de los trabajadores la obligacion de no difundir determinadas
informaciones que les proporciona la empresa en cumplimiento de su obligacién legal de
informacién sobre las materias competencia de la funcion de representacion de aquéllos. Pero
tampoco el deber de sigilo es irrestricto, antes al contrario se acota en los términos del art. 65.2
LET para permitir el desenvolvimiento de la labor de representacion, garantizando una base de
confianza entre el sujeto informante (empresario) y el informado (representante) y reduciendo asi
los temores o las reservas del primero por facilitar una informaciéon cuya divulgacién podria
perjudicar sus intereses”.

\Y

Sefialada la doctrina del TC sobre el contenido y limites de la Libertad Sindical, debemos ponderar
como afecta este derecho fundamental al derecho fundamental a la proteccion de datos de
caracter personal. Para ello, tendremos que analizar las competencias que el ordenamiento
juridico atribuye a los representantes sindicales y comprobar si cabe apreciar o no la
excepcionalidad del consentimiento para transmitirles los datos personales de los empleados
publicos municipales.

Ello nos exige detenernos, en primer lugar, en la Ley Organica 11/1985, de 2 de agosto, de
Libertad Sindical y, en particular en su Titulo IV “de la accion sindical”, donde se recogen las
competencias, facultades y garantias de que gozan estos representantes sindicales.

El articulo 8.2 de ese Ley regula los derechos de las secciones sindicales de los sindicatos mas
representativos y de los que tengan representacion en los comités de empresa y en los drganos
de representacion de las Administraciones Publicas o cuenten con delegados de personal (
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derecho a un tablén de anuncios en el centro de trabajo, derecho a la negociacién colectiva y a la
utilizacion de un local adecuado).

Sin embargo, el articulo 10.3 de mismo texto legal, dispone que los delegados sindicales, en el
supuesto de que no formen parte del comité de empresa, tendran las mismas garantias que las
establecidas legalmente para los miembros de los comités de empresa o de los 6rganos de
representacion que se establezcan en las Administraciones Publicas, sefialando, ademas, de
manera expresa, que tendrdn acceso a la misma informacién y documentacion que la empresa
ponga a disposicién del comité de empresa, estando obligados los delegados sindicales a guardar
sigilo profesional en aquellas materias en las que legalmente proceda.

El articulo 64 .1 del Real Decreto Legislativo 1/1995, de 24 de marzo, por el que se aprueba el
Texto Refundido de la Ley del Estatuto de los Trabajadores, establece las competencias del
comité de empresa.

“Articulo 64. Competencias.
1. El comité de empresa tendra las siguientes competencias:

1°. Recibir informacion, que le sera facilitada trimestralmente, al menos, sobre la evolucién general
del sector econémico al que pertenece la empresa, sobre la situacion de la produccion y ventas de
la entidad, sobre su programa de produccién y evolucién probable del empleo en la empresa, asi
como acerca de las previsiones del empresario sobre celebracién de nuevos contratos, con
indicacion del nimero de éstos y de las modalidades y tipos de contratos que seran utilizados y de
los supuestos de subcontratacion.

2°. Recibir la copia basica de los contratos a que se refiere el parrafo a) del apartado 3 del articulo
8 y la notificacion de las prérrogas y de las denuncias correspondientes a los mismos, en el plazo
de los diez dias siguientes a que tuvieran lugar.

3°. Conocer el balance, la cuenta de resultados, la memoria y, en el caso de que la empresa
revista la forma de sociedad por acciones o participaciones, de los demés documentos que se den
a conocer a los socios, y en las mismas condiciones que a éstos.

4°, Emitir informe con cardcter previo a la ejecucién por parte del empresario de las decisiones
adoptadas por éste sobre las siguientes cuestiones:

a) Reestructuraciones de plantilla y ceses totales o parciales, definitivos o temporales de aquélla.
b) Reducciones de jornada, asi como traslado total o parcial de las instalaciones.

c¢) Planes de formacién profesional de la empresa.

d) Implantacién o revision de sistemas de organizacion y control del trabajo.

e) Estudio de tiempos, establecimiento de sistemas de primas o incentivos y valoracion de puestos
de trabajo.

5°. Emitir informe cuando la fusién, absorcion o modificacion del «status» juridico de la empresa
suponga cualquier incidencia que afecte al volumen de empleo.

6°. Conocer los modelos de contrato de trabajo escrito que se utilicen en la empresa, asi como de
los documentos relativos a la terminacion de la relacion laboral.

7°. Ser informado de todas las sanciones impuestas por faltas muy graves.

8°. Conocer, trimestralmente al menos, las estadisticas sobre el indice de absentismo y sus
causas, los accidentes de trabajo y enfermedades profesionales y sus consecuencias, los indices
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de siniestralidad, los estudios periédicos o especiales del medio ambiente laboral y los
mecanismos de prevencion que se utilicen.

9°. Ejercer una labor:

a) De vigilancia en el cumplimiento de las normas vigentes en materia laboral, de Seguridad Social
y empleo, asi como el resto de los pactos, condiciones y usos de empresa en vigor, formulando,
en su caso, las acciones legales oportunas ante el empresario y los organismos o tribunales
competentes.

b) De vigilancia y control de las condiciones de seguridad e higiene en el desarrollo del trabajo en
la empresa, con las particularidades previstas en este orden por el articulo 19 de esta Ley.

10°. Participar, como se determine por convenio colectivo, en la gestiébn de obras sociales
establecidas en la empresa en beneficio de los trabajadores o de sus familiares.

11°. Colaborar con la direccibn de la empresa para conseguir el establecimiento de cuantas
medidas procuren el mantenimiento y el incremento de la productividad, de acuerdo con lo
pactado en los convenios colectivos.

12°. Informar a sus representados en todos los temas y cuestiones sefialados en este numero uno
en cuanto directa o indirectamente tengan o puedan tener repercusiébn en las relaciones
laborales”.

De acuerdo con lo dispuesto en la normativa citada los datos que se podrian ceder a los
representantes sindicales sin necesidad de consentimiento serian los contemplados
expresamente en el articulo 64.1 ET.

Por lo que respecta a las competencias de los 6rganos de representacion del personal al servicio
de las Administraciones Publicas, debe sefialarse que estos érganos de representacion estaban
regulados hasta la fecha en la Ley 9/1997, de 12 de junio, de Organos de Representacion,
Determinacién de las Condiciones de Trabajo y Participacion del Personal al Servicio de las
Administraciones Publicas, pero esa Ley ha sido recientemente derogada, (excepto su articulo 7 y
con la excepcién contemplada en la DT5 de ese nuevo Estatuto) por la Ley 7/2007, de 12 de abril,
del Estatuto Basico de la Funcion Publica, que ha entrado en vigor el 13 de mayo de 2007.

El articulo 40 del nuevo Estatuto Basico de la Funcién Publica, atribuye a los 6rganos de
representacion (Juntas de Personal y Delegados de Personal) las siguientes funciones:

“Articulo 40. Funciones y legitimacion de los 6rganos de representacion.

1. Las Juntas de Personal y los Delegados de Personal, en su caso, tendran las siguientes
funciones, en sus respectivos ambitos:

a) Recibir informacion, sobre la politica de personal, asi como sobre los datos referentes a la
evolucion de las retribuciones, evolucion probable del empleo en el ambito correspondiente y
programas de mejora del rendimiento.

b) Emitir informe, a solicitud de la Administracién Publica correspondiente, sobre el traslado total o
parcial de las instalaciones e implantacion o revision de sus sistemas de organizacion y métodos
de trabajo.

¢) Ser informados de todas las sanciones impuestas por faltas muy graves.

d) Tener conocimiento y ser oidos en el establecimiento de la jornada laboral y horario de trabajo,
asi como en el régimen de vacaciones y permisos.
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e) Vigilar el cumplimiento de las normas vigentes en materia de condiciones de trabajo,
prevencion de riesgos laborales, Seguridad Social y empleo y ejercer, en su caso, las acciones
legales oportunas ante los organismos competentes.

f) Colaborar con la Administracion correspondiente para conseguir el establecimiento de cuantas
medidas procuren el mantenimiento e incremento de la productividad.

2. Las Juntas de Personal, colegiadamente, por decisibn mayoritaria de sus miembros y, en su
caso, los Delegados de Personal, mancomunadamente, estaran legitimados para iniciar, como
interesados, los correspondientes procedimientos administrativos y ejercitar las acciones en via
administrativa o judicial en todo lo relativo al &mbito de sus funciones.

En consecuencia, los datos que se pueden ceder a los representantes de los empleados publicos
sin necesidad de consentimiento serian los resefiados en el citado precepto legal.

Sefialado lo anterior y dado que la controversia se plantea en temas referidos a la funcion publica,
a la posibilidad de comunicar a los representantes sindicales las RPTs con indicacion de las
personas que ocupan cada puesto, asi como copia resoluciones referidas a materia de funcién
publica donde constan datos de caracter personal de los empleados publicos, debemos también
detenernos en la legislacion sobre funcién publica.

El articulo 16 de la Ley 6/1989, de 6 de julio, de la Funcién Publica Vasca, establece el caracter
publico de las RPT (que en el caso de que correspondan a Corporaciones Locales deben
publicarse en el Boletin del Territorio Historico correspondiente), pero estas relaciones de puestos
de trabajo, no indican, segun el articulo 15.1 de esa Ley, los datos de las personas que ocupan
cada puesto sino Unicamente las caracteristicas de cada puesto de trabajo, esto es, “su
denominacion; departamento o centro directivo al que se halle adscrito; régimen de dedicacion;
requisitos exigidos para su desempefio, entre los que , necesariamente, debera figurar el perfil
linglistico asignado y su fecha de preceptividad; la adscripcién al Grupo, Cuerpo o Escala o
categoria laboral y, el nivel del puesto, sistema de provision y complemento especifico que
corresponda a los puestos cuando hayan de ser desempefiados por personal funcionario”.

Del mismo modo, el articulo 15.3 de la Ley 30/1984, de 2 de agosto, de Medidas para la Reforma
de la Funcion Publica establece el caracter publico de las RPTs, pero tampoco contempla en su
apartado 1b), dentro del contenido de las mismas, los datos de caracter personal de cada
empleado publico. En este mismo sentido, se pronuncia el articulo 74 de la Ley 7/2007, de 12 de
abril, del Estatuto Basico de la Funcion Publica.

De lo expuesto, vemos que las RPTs, se configuran legalmente como listados de puestos pero no
de personas.

En definitiva, analizada la normativa vigente en materia de funcion publica (estatal y autonémica)
debe concluirse que la misma no autoriza la comunicacién de los datos personales en los términos
a los que hace referencia la consulta.

VI

Una vez apuntado el marco normativo aplicable, nos encontramos con que del examen de todas
las normas legales citadas no aparece atribuido a los representantes sindicales el derecho a
recibir la concreta informacién de las personas que ocupan cada puesto de trabajo, ni el derecho a
conocer todas las resoluciones en materia de funcion publica con los datos personales de los
empleados municipales.

Tampoco creemos que se pueda extraer la obligacion del Ayuntamiento de suministrar esa
informacién con los datos personales de los empleados publicos, del genérico derecho de
actividad sindical contenido en el articulo 2 .1 d) de la LOLS.
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Llegados a este punto es necesario traer a colacion la reiterada jurisprudencia constitucional
relativa a que ningun derecho fundamental es absoluto, (por todas, SSTC 156/2001 y 70/2002) y
la constante doctrina que viene sefialando que la relacion entre ambos derechos fundamentales
debe articularse en base a un principio de proporcionalidad y equilibrio y no en base a un principio
de jerarquia que haga prevalecer un derecho fundamental sobre otro.

En este sentido conviene recordar que uno de los principios basicos de la proteccion de datos de
caracter personal es el principio de calidad de los datos, recogido en el articulo 4.1 LOPD, segun
el cual:

“Los datos de caracter personal s6lo se podran recoger para su tratamiento, asi como someterlos
a dicho tratamiento, cuando sean adecuados, pertinentes y no excesivo en relacion con el ambito
y las finalidades determinadas, explicitas y legitimas para las que se hayan obtenido”.

El principio de proporcionalidad de la LOPD exige que el tratamiento de los datos de de caracter
personal sea proporcionado a la finalidad que la motiva.

No procede, reproducir aqui en detalle la doctrina del Tribunal Constitucional sobre el citado
principio. A los efectos que aqui importan, basta con recordar que, como sintetizan las SSTC
66/1995, fundamento juridico 5°; 55/1996, fundamentos juridicos 6°, 7°, 8° y 9° y 207/1996,
fundamento juridico 4° e), para comprobar si una medida restrictiva de un derecho fundamental
supera el juicio de proporcionalidad, es necesario constatar si cumple los tres requisitos o
condiciones siguientes: si tal medida es susceptible de conseguir el objetivo propuesto (juicio de
idoneidad); si, ademds, es necesaria, en el sentido de que no exista otra medida mas moderada
para la consecucién de tal propdsito con igual eficacia (juicio de necesidad); y, finalmente, si la
misma es ponderada o equilibrada, por derivarse de ella mas beneficios o ventajas para el interés
general que perjuicios sobre otros bienes o valores en conflicto (juicio de proporcionalidad en
sentido estricto).

De acuerdo con la jurisprudencia constitucional citada, esta AVPD considera que una cesion
generalizada de los datos personales de los empleados publicos por parte del Ayuntamiento de
XXX, para dar cumplimiento al derecho de libertad sindical, resultaria desproporcionada,
irrazonable y en definitiva, contraria a la proteccion de datos, al carecer de amparo o habilitacion
legal.

Es indiscutible que el Ayuntamiento de XXX ha de poner a disposicion de los representantes
sindicales toda la informacion y documentacién que sea necesaria para el ejercicio de los
derechos, facultades y funciones que tienen legalmente atribuidas, (informacion, vigilancia...) pero
entendemos que el ejercicio de dichas funciones no exige, con caracter general, la cesién de
datos personales de los empleados publicos salvo en los supuestos tasados en la ley.

A nuestro juicio, s6lo seria posible la comunicacién de esos datos en aquellos concretos
supuestos en los que la cesion de datos de empleados publicos fuese una medida imprescindible
y justificada desde la perspectiva de la proporcionalidad del sacrificio del derecho a la proteccion
de datos para garantizar el cumplimiento de las funciones que la ley reconoce a los
representantes sindicales. En otro caso, esa informacién debera cederse debidamente disociada,
segun el procedimiento del articulo 3f) de la LOPD, o sera preciso recabar el consentimiento del
titular de los datos, que debera ser expreso si los datos que se ceden son especialmente
protegidos, de conformidad con el articulo 7 LOPD.

En todo caso, esa labor de ponderacion debera hacerla el Ayuntamiento atendiendo a la finalidad
a la que van a destinarse los datos.

En este sentido, resulta obligado sefialar que la defensa de los datos personales debe convivir con
la libertad sindical dado que como mantiene algin sector doctrinal “poniendo en riesgo los
derechos y libertades de ambito personal, se pone en riesgo los derechos y libertades del
trabajador”.
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Esta afirmacion cobra su sentido si tenemos en cuenta que el derecho de libre sindicacion ademas
de dimensién colectiva de organizacion y de actuacion, tiene una dimension individual que
garantiza la libertad de cualquier trabajador para formar parte de un sindicato. Y, curiosamente,
esa dimension individual del derecho a la libre sindicacion esta especialmente protegida por Ley
Organica de Proteccion de Datos, ya que el dato de la afiliacién sindical es considerado como un
dato sensible, merecedor de la maxima proteccién y, por ello, Unicamente puede ser objeto de
tratamiento con el consentimiento expreso y por escrito del afectado (articulo 7.2 LOPD).

De hecho existe un largo elenco de SSTC donde el TC estima que ha tenido lugar una lesion
conjunta de la libertad sindical y de la proteccion de datos, al utilizar un dato sensible (la afiliacién
sindical) que habia sido proporcionado con una determinada finalidad, para otra radicalmente
distinta (para detraer haberes de los trabajadores con ocasion de una huelga promovida por
determinado sindicato), con menoscabo del legitimo ejercicio del derecho de libertad sindical (STC
11/1998, de 13 de enero, cuya doctrina ha sido reiterada en una larga serie de Sentencias del TC
resolviendo idéntica cuestion, y , entre ellas, merece destacarse la STC 94/1998, de 4 de mayo, y
la STC 44/ 1999, de 22 de marzo y 202/1999, de 8 de noviembre).

Por todo lo expuesto, esta AVPD comparte el criterio que mantiene la Agencia de Proteccion de
Datos de la Comunidad de Madrid, en su Recomendacion 1/2006, de 3 de abiril, respecto a como
debe procederse en situaciones de posible colisién entre ambos derechos fundamentales en los
supuestos sometidos a consulta.

Debe, ademas, sefialarse que la Agencia Espafiola de Proteccién de Datos, también se ha
pronunciado en el mismo sentido en el informe 171/2004, emitido a raiz de la consulta planteada
por un sindicato sobre si resultaba ajustada a la LOPD la difusién en Internet de la RPT de la
Diputacion Provincial de Valencia, con indicacion de las personas concretas que cubrian cada
puesto de trabajo.

En dicho informe la AEPD concluye que la difusién de esos datos no encuentra cobertura legal en
la Ley 30/1984 y ademas reitera el criterio mantenido en anteriores informes, en concreto, en el
informe de 19 de marzo de 2000 (referido a la comunicacion a los representantes del personal al
servicio de la Administracion de datos contenidos en las nédminas) y en otro de 23 de julio de 1993
, en los que concluye que la cesibn masiva de datos de caracter personal de los empleados
publicos sin su consentimiento, salvo en relaciéon con aquellos datos respecto de los que la Ley
expresamente reconoce su caracter publico, es contrario a la LOPD.

Esta doctrina de la Agencia Espafola de Proteccién de Datos ha sido asumida por la Agencia
Vasca de Proteccidn de Datos en el Informe CN 11/2005, relativo a la posibilidad de disposicion
de datos retributivos de determinados funcionarios publicos de la Diputacién Foral de Bizkaia.

CONCLUSIONES

12 La transmision a los representantes sindicales de las RPTs con indicacidn de las personas
que ocupan cada puesto de trabajo, no encuentra cobertura legal en la normativa en materia de
proteccion de datos.

22 La cesion generalizada a los representantes sindicales de datos de caracter personal de
los empleados publicos sin su consentimiento, salvo en los supuestos previstos en la Ley, se
opone, también, a la normativa en materia de proteccion de datos, al carecer de amparo legal.

32 La cesion de la informacion a la que se refiere la consulta resultara conforme a derecho
una vez disociada, segun el procedimiento del articulo 3 f) de la LOPD, o cuando se cuente con el
consentimiento previo del titular de los datos, que debera ser expreso si los datos son
especialmente protegidos, de acuerdo con lo dispuesto en el articulo 7 de la misma ley orgénica.

42 La defensa de los datos de caracter personal debe convivir con la libertad sindical, y
corresponde al Ayuntamiento consultante tratar de armonizar ambos derechos fundamentales.
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2. CESION DE DATOS DE LOS USUARIOS DE UN CENTRO DE DIA A GRUPO
POLITICO MIEMBRO DE LA CORPORACION

INFORME QUE SE EMITE EN RELACION A LA CONSULTA REALIZADA POR EL
AYUNTAMIENTO DE abc EN RELACION A UNA PETICION DE DATOS FORMULADA POR UN
GRUPO DE LA OPOSICION, RELATIVA A LOS USUARIOS DEL CENTRO DE DIA ASi COMO
AL TIPO DE SERVICIOS PRESTADOS EN EL MISMO.

CNO7-007

ANTECEDENTES

Con fecha 12 de febrero de 2007 tiene entrada en esta Agencia Vasca de Proteccion de Datos,
correo electrénico remitido por el Ayuntamiento de xxx, cuyo tenor literal es el siguiente:

“Tras la conversacion mantenida, remito la peticion realizada por el Grupo Municipal de xxx sobre
el Centro de dia de xxx.

La peticion literal del grupo politico es la siguiente:

1°.- Relacion de usuarios/as del Centro de dia del Centro de Integracion Socio-Cultural, desde
agosto de 2006 hasta fecha de hoy.

2°.- Tipo de servicios que recibe cada uno/a de dichos usuarios.

Como en este caso considero que choca el derecho a la informacién de un representante politico
municipal para ejercer su control sobre el equipo de gobierno con el derecho a ala proteccién de
datos de cardacter personal, os remito este correo para ver si me podéis orientar sobre la peticién.”

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcién:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caréacter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de datos en virtud de la normativa mas arriba
citada, la emisién del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

La cuestién de fondo objeto de consulta consiste en resolver la tension existente entre el derecho
a la proteccion de los datos personales y el derecho de participacion en los asuntos publicos. El
solicitante pretende una cesion de datos, definida en el art. 3 i) de la LOPD como una revelacién
de datos realizada a persona distinta del interesado; cesién cuya adecuacién a los preceptos de la
Ley Organica de Proteccion de Datos debemos examinar.

El derecho de participacién en los asuntos publicos est4d consagrado en el articulo 23 de la
Constitucién, cuando sefiala que
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Los ciudadanos tienen el derecho a participar en los asuntos publicos, directamente o por medio
de representantes, libremente elegidos en elecciones periddicas por sufragio universal.

Asimismo, tienen derecho a acceder en condiciones de igualdad a las funciones y cargos publicos,
con los requisitos que sefialen las leyes.

La plasmaciéon del principio constitucional de participacion en los asuntos publicos en el dmbito
local, la encontramos en el articulo 77 de la Ley de Bases de Régimen Local y en los articulos 14,
15 y 16 del Reglamento de Organizacion, Funcionamiento y Régimen Juridico de las Entidades
Locales.

Segun el articulo 77 de la Ley de Bases de Régimen Local que

“todos los miembros de las Corporaciones locales tienen derecho a obtener del Alcalde o
Presidente o de la Comision de Gobierno cuantos antecedentes, datos o informaciones obren en
poder de los servicios de la Corporacién y resulten precisos para el desarrollo de su funcién.”

Los articulos 14 a 16 del Reglamento de Organizacién, Funcionamiento y Régimen Juridico de las
Corporaciones Locales especifica el modo en que debera producirse la solicitud, asi como las
particularidades para el ejercicio de la consulta.

Ademds, en relacién con los derechos informativos de los electos locales, es preciso traer a
colacion la Sentencia del Tribunal Supremo de 9 de diciembre de 1995:

“El derecho de los miembros de la Corporaciones a la informacion necesaria para el desempefio
de sus cargos (...) es esencial para el funcionamiento democratico de dichas Corporaciones y
para el derecho fundamental de participacion en los asuntos publicos que dimana del articulo 23
CE. Una informacién adecuada es presupuesto ineludible para participar en las deliberaciones y
votaciones del Pleno y de los restantes 6rganos colegiados, para una correcta labor de control y
fiscalizacion, o para el ejercicio de las responsabilidades de gestion, que, en su caso ostente el
concejal quien, en fin, debe responder civil y penalmente por los actos y omisiones realizados en
ele ejercicio de su cargo (articulo 78 LRBRL). Por eso, la jurisprudencia de esta Sala ha
examinado siempre con rigor los supuestos de limitacion o restriccion de este derecho.”

Acreditado el derecho que asiste a los concejales a solicitar informacién, hemos de comprobar si
el ejercicio de dicho derecho esta excepcionado de la necesaria solicitud de consentimiento de los
titulares de los datos personales afectados.

En el articulo 11.2 de la Ley Orgénica de Proteccién de Datos se regulan las excepciones al
principio general del consentimiento en materia de proteccion de datos, siendo una de ellas, la que
figura en el aparado a)

“cuando la cesidn esta autorizada en una ley”.

La Ley de Bases del Régimen Local es por tanto el titulo habilitante para excepcionar el
consentimiento del titular de los datos. Cabe por tanto ceder informacion a los grupos municipales
sin consentimiento de sus titulares, pero esta afirmacién ha de matizarse.

Si bien es claro el derecho fundamental que asiste a los concejales, no lo es menos que ninguno
de los derechos fundamentales es absoluto

“... pudiendo ceder ante intereses constitucionalmente relevantes, siempre que el recorte que
aquél haya de experimentar se revele como necesario para lograr un fin constitucionalmente
legitimo, proporcionado para alcanzarlo y, en todo caso, sea respetuoso con el contenido esencial
del derecho ( SSTC 57/1994, de 28 de febrero, F. 6; 143/1994, de 9 de mayo, F. 6 98/2000, de 10
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de abril , F. 5, 186/2000, de 10 de julio , F. 5; 156/2001, de 2 de julio , F. 4) ( STC 70/2002, de 3
de abril, F. 10).”

La dificil tarea de encontrar el equilibrio entre los intereses constitucionalmente relevantes se
encuentra inserta en la esfera de las relaciones gobierno local-oposicion, sin que pueda ni deba la
Agencia Vasca de Proteccion de Datos intervenir en dicho ambito pues como se establece en el
informe 327/2005 de la Agencia Espafiola de Proteccién de Datos:

“... no corresponde a esta Agencia Espafiola de Proteccion de Datos proceder a la interpretacion
de dicho precepto a efectos de valorar la proporcionalidad de los datos que deban ser
comunicados”.

La peticion del grupo politico es la siguiente:

“Relacion de usuarios/as del Centro de Dia del Centro de Integracion Socio-Cultural, desde agosto
de 2006, hasta fecha de hoy.”

El grupo municipal solicita “relacion de usuarios...”. El término “relacion”, es definido en una de
sus acepciones por la Real Academia de la Lengua como

“lista de nombres o elementos de cualquier clase”.

Entendiendo ser ésta la acepcion utilizada por el Grupo municipal en su solicitud, el petitum
parece consistir en un listado de personas con nombres y apellidos. Con los datos facilitados a
esta Agencia es imposible determinar si dichos datos personales pueden ser facilitados o no, lo
que, por otro lado tampoco es esa la obligacion de esta entidad,

Ante cualquier tratamiento de datos, siempre ha de atenderse el principio clave de la legislacion
en materia de proteccion de datos, esto es, el principio de calidad de datos, en virtud del cual,

“Los datos de caracter personal sélo se podran recoger para su tratamiento, asi como someterlos
a dicho tratamiento, cuando sean adecuados, pertinentes y no excesivos en relacién con el &mbito
y las finalidades determinadas, explicitas y legitimas para las que se hayan obtenido.”

Son los servicios municipales por tanto quienes deben realizar la ponderacion sobre si los datos
solicitados son pertinentes o resultan excesivos en relacién con el derecho que legitima la
solicitud, esto es, el derecho de participacion politica. Resultarian excesiva la cesion de datos con
nombres y apellidos de los usuarios siempre que se pudiera dar satisfaccion a los derechos
informativos de los concejales, suministrandose no los nombres y apellidos, sino el nUmero de
usuarios del centro de dia en las fechas solicitadas, es decir, adoptando una postura mas
garantista en materia de protecciéon de datos. No obstante, son los servicios de la entidad local
quienes deben realizar la ponderacion.

La misma respuesta podemos sefalar para la segunda de las peticiones formulada por el grupo
municipal, esto es, “tipo de servicios que recibe cada uno/a de dichos usuarios”.

Ha de tenerse en cuenta que con la descripcién del tipo de servicios que recibe cada usuario bien
pudiera estar cediéndose datos especialmente protegidos, regulados en el articulo 7 de la LOPD.
Si la comunicacién del nUmero de servicios de cada clase fuera suficiente para satisfacer la labor
de control del gobierno municipal, esta seria la practica mas respetuosa con la LOPD.

Aun cuando la Agencia Vasca de Proteccién de Datos debe ser muy cautelosa en su proceder
para evitar posibles injerencias en cuestiones que exceden de su competencia, y respetar
asimismo la autonomia municipal, es también obligacion de esta entidad intentar fijar unas pautas
de actuacién en materia de proteccion de datos.

Memoria 2007 Informes mas representativos 15


javascript:enlaza('RTC%202000%5C%5C186','.','F.3')
javascript:enlaza('RTC%202001%5C%5C156','.','F.3')
javascript:enlaza('RTC%202002%5C%5C70','.','F.3')
javascript:enlaza('RTC%202002%5C%5C70','.','F.3')

2007

En este sentido, y sin otro animo que el de colaborar, debe indicarse que en muchas ocasiones,
probablemente, una solicitud mejor formulada permitiria conseguir la finalidad perseguida, sin
afectar en los mas minimo al derecho fundamental de los titulares de los datos.

El supuesto palmario en el que el derecho fundamental no sufre ninguna afectacién es el previsto
en el articulo 11.6 de la LOPD de acuerdo con el cual

“Si la comunicacion se efectla previo procedimiento de disociacion no sera aplicable lo
establecido en los apartados anteriores”

Una cesion de datos disociada no plantea ningun problema desde la perspectiva de proteccion de
datos y, a juicio de esta Agencia, en ocasiones permite alcanzar las mismas finalidades que se
persiguen con datos relativos a personas identificadas o identificables.

Una buena practica en esta materia, acorde con el derecho fundamental a la proteccién de datos
personales requeriria una motivacion clara en la solicitud, en la que se indicara la finalidad
pretendida y el porqué se solicitan datos que hagan identificables a las personas, maxime
cuando se trata de datos especialmente protegidos, con los que evidentemente ha de ser la
Administracion muy rigurosa en su recogida, tratamiento y cesién.

Por otra parte, pensamos desde esta Agencia que el grupo municipal es plenamente consciente
de las obligaciones y responsabilidades que se derivan de la Ley Organica de Protecciéon de
Datos y el ambito en el que sebe ser utilizada la informacion, no obstante lo cual no ve esta
Agencia Obice alguno en la realizacion de un recordatorio de dichas obligaciones, a traves,
siquiera sea, de una breve referencia a los principios generales de proteccién de datos
expresados en el Titulo Il de la LOPD, que sean aplicables al supuesto (obligacién de secreto,
seguridad de los datos, datos especialmente protegidos, etc.)

CONCLUSION

La comunicacion de los datos solicitada no se opone a la normativa sobre proteccién de datos de
caracter personal, en los términos contenidos en el presente informe, con especial referencia a las
consideraciones recogidas en su apartado Ill.
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3. CESION DE DATOS POR PARTE DE OSAKIDETZA SOBRE PERSONAS
ATENDIDAS EN URGENCIAS E INGRESADAS POR ACCIDENTES DE TRAFICO

INFORME QUE SE EMITE EN RELACION A LA CONSULTA REALIZADA POR EL
DEPARTAMENTO DE SANIDAD DEL GOBIERNO VASCO SOBRE “LA POSIBLE CESION DE
CIERTOS DATOS DESDE OSAKIDETZA-SERVICIO VASCO DE SALUD A UNA DIRECCION
DEL DEPARTAMENTO ASi COMO LA ULTERIOR CESION DE ALGUNOS DE ESOS DATOS
DESDE ESA DIRECCION AL DEPARTAMENTO DE INTERIOR”

CNO07-009

ANTECEDENTES

Con fecha 15 de marzo de 2007 tiene entrada en esta Agencia Vasca de Proteccion de Datos,
escrito de la Direccion XXX del Departamento de Sanidad del Gobierno Vasco por el que se eleva
consulta en relacion al asunto mas arriba referenciado.

En el escrito de remision de la consulta se expresa que:

“Los datos cuya obtencién nos interesa por ser necesarios para el ejercicio de nuestras
competencias... se refieren a las personas atendidas en urgencias e ingresadas en los hospitales
de Osakidetza-Servicio Vasco de Salud como consecuencia de accidente de trafico. Los datos
necesarios serian el codigo del centro en el que se ha ingresado, nombre, apellidos, sexo, fecha
de nacimiento, TIS, provincia, municipio, calle, fecha y hora de ingreso, fecha y hora de alta,
circunstancias de alta, diagnéstico, codigo E, régimen econdmico y coste en euros de la asistencia
recibida”

“Estos datos solicitados serian incluidos en el fichero Epidemiologia responsabilidad de esta
Direccion.... Sus finalidades declaradas son... realizar campafas de prevencién sanitaria y
accidentes de tréfico y estudios”

“Los datos solicitados se requieren con fines epidemiolégicos, con el fin de estudiar la distribucion
y las causas de los accidentes de trafico. Para el logro de esos fines la epidemiologia requiere
emplear informacion individualizada y personalizada procedente de grandes muestras de
poblacién que muestre una imagen real del problema en la CAPV y permita establecer los
mecanismos adecuados para su prevencion y control”

“Como un sistema de vigilancia epidemioldgica, el Departamento de Sanidad ha considerado
necesario el establecimiento de un registro en el que se recopilen los datos relativos a los
accidentados por trafico, registro que encuentra su fundamento en la Ley 14/1986, de 25 de abiril,
General de Sanidad”

“Con base en la normativa citada, el Departamento de Sanidad ha previsto que los datos
necesarios para el ejercicio de esas funciones sean incluidas en el fichero de datos de caracter
personal Epidemiologia al que anteriormente hemos hecho referencia.”

“Estos datos nos son necesarios para conocer cudles son las causas de accidentalidad, al
permitirnos realizar un analisis estadistico de las personas ingresadas en Osakidetza por
accidente de trafico. Este andlisis estadistico requiere la codificacion de la causa externa de la
produccion del accidente, denominada codigo E, que se realiza segun la clasificacion Estadistica
Internacional de Enfermedades y problemas relacionados con la salud, novena revision. Este
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cbdigo permite conocer como se ha producido el accidente, lo que tiene una importancia especial
para el andlisis posterior. De esta manera se conoce el volumen de pacientes ingresados y
atendidos en urgencias la gravedad de las lesiones, su localizacion y los recursos sanitarios
invertidos. Para el andlisis estadistico se utilizan las variables siguientes: género, edad., localidad
de residencia, distrito, seccion, fecha de ingreso, fecha de alta, diagnostico principal, diagndstico
secundario, causa externa, garante y coste del proceso.”

“Por la necesidad de identificar a los accidentados de trafico que son atendidos por Osakidetza-
Servicio Vasco de Salud se ha incluido dentro de los contratos-programa suscritos entre el
Departamento y las distintas Organizaciones de Servicio de Osakidetza, como compromiso de
calidad, la codificacién del CAdigo E que permite conocer la causa externa del accidente que, en
el caso de lesiones traumaticas es entendida como las circunstancias del accidente que producen
la lesiéon”

“En el caso de que se considerase posible la cesion de datos de Osakidetza-Servicio Vasco de
Salud a esta Direccion, deseariamos que se nos informase sobre la viabilidad de una posterior
cesion de datos desde el Departamento de Sanidad a la Direccion XXX del Departamento de
Interior. La cesion quedaria limitada exclusivamente al datos del fallecimiento de las personas que
han sido atendidas por Osakidetza-Servicio Vasco de Salud como consecuencia de un accidente
de trafico, dato que entendemos que es de nivel basico”

“La razon de esta cesion debemos situarla en el hecho de que tanto el Departamento de Sanidad
como el Departamento de Interior forman parte de la Comision de Seguridad Vial de la Comunidad
Auténoma del Pais Vasco, creada por el Decreto 22/1993, de 9 de octubre, y que se configura
como 6rgano de asesoramiento y de encuentro y participacion de las distintas Administraciones
Publicas Vascas en materia de seguridad vial. Como funciones de esta Comision debe destacase,
en lo que ahora nos interesa, la de elaborar cuantos estudios e informes le sean requeridos por
autoridades competentes y organismos interesados en relacion con los fines y cometidos que le
son propios”

“El Departamento de Sanidad, al igual que otros Departamentos e Instituciones, forma parte del
Comité Director y de las Mesas Sectoriales de Educacion Vial, Atencion Postaccidente,
Investigacion Cientifica y Técnica, y Sistemas de Informaciéon. Su presencia en estas mesas se
canaliza a través de la Direccién XXX, y se traduce en una serie de actuaciones”

“La Direccion XXX del Departamento de Interior tiene conocimiento de los fallecimientos
acaecidos en el mismo momento del accidente, pero no asi de los fallecidos a 30 dias dato que
necesita conocer al estar obligada a colaborar con el Gobierno Estatal en la confeccion de la
estadistica de accidentes de circulacion, tal y como recoge el articulo 2 de la Orden de 18 de
Febrero de 1993 por la que se modifica la estadistica de accidentes.”

“Si se considera ajustada a la normativa de proteccion de datos la cesién de datos de Osakidetza
al Departamento de Sanidad, a la que antes hemos hecho referencia, esta Direccion dispondria
del dato de los fallecidos a 30 dias dato que entendemos seréa posible facilitar al Gobierno Central
ya sea con amparo en el articulo 21.1 de la Ley 15/1999 o ya sea con amparo en el articulo 11.2
e) de la misma por tratarse de una cesion de datos entre Administraciones Publicas con objeto de
su tratamiento posterior con fines estadisticos.”

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccion de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcion:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”
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Corresponde a esta Agencia Vasca de Protecciéon de datos en virtud de la normativa mas arriba
citada, la emision del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

Son dos las cuestiones que se plantean en la consulta. La primera relativa a la adecuaciéon o no a
la normativa sobre proteccion de datos de la “cesion de datos de Osakidetza-Servicio Vasco de
Salud a la Direccién XXX del Departamento de Sanidad” en relacién con aquellos que se citan
(nombre y apellidos, sexo, fecha de nacimiento, TIS,...) sobre las personas atendidas en
urgencias e ingresadas en los hospitales de Osakidetza como consecuencia de accidentes de
trafico.

La segunda sobre la posibilidad de una posterior cesion de dichos datos a la Direccion XXX del
Departamento de Interior del Gobierno Vasco.

Antes de intentar dar respuesta a la primera de las cuestiones es necesario realizar alguna
consideracion sobre extremos que no quedan suficientemente claros a esta Agencia en el
planteamiento realizado por la consultante.

El primero es el relativo al silencio que se guarda en relacién al fichero o ficheros de los cuales se
pretenden obtener los datos en cuestion.

Se dice lo anterior porque de un mero repaso de los ficheros que se contienen en el Acuerdo de
19 de junio de 2006, del Consejo de Administracién del Ente Publico Osakidetza-Servicio Vasco
de Salud por el que se regulan los ficheros de caracter personal gestionados por Osakidetza-
Servicio Vasco de Salud, cabe deducir que son varios los posibles ficheros que pudieran contener
los datos solicitados, siendo el régimen de cesiones distinto segun sea de uno o de otros de los
que se pretenda obtenerlos.

Asi, sin caracter exhaustivo, pueden destacarse los ficheros:
“Historial Clinico”, cuyo responsable es la Divisién de Asistencia Sanitaria

“Registro Actividad Asistencial de Urgencias y Emergencias”, responsabilidad de la Gerencia de
emergencias.

“Tréfico”, Responsabilidad de la Gerencia de emergencias.

Otra cuestion que preocupa a esta Agencia es la afirmacion contenida en el planteamiento de la
consulta de acuerdo con el cual “Para el logro de esos fines (estudiar la distribucion y las causas
de los accidentes de tréfico) la epidemiologia requiere emplear informacion individualizada y
personalizada procedente de grandes muestras de poblacion que muestre una imagen real del
problema en la CAPV y permita establecer los mecanismos apropiados para su prevencion y
control”.

La cuestién se complica mas (a juicio de esta Agencia, y teniendo en cuenta que la misma no es
especialista en cuestiones de epidemiologia) cuando el mismo planteamiento, mas adelante, se
realiza de la siguiente manera:

“Estos datos nos son necesarios para conocer cudles son las causas de accidentalidad, al
permitirnos realizar un andlisis estadistico de las personas ingresadas en Osakidetza por
accidente de trafico. Este analisis estadistico requiere la codificacion de la causa externa de la
produccion del accidente, denominada c6digo E, que se realiza segun la clasificacion Estadistica
Internacional de Enfermedades y problemas relacionados con la salud, novena revision. Este
cbdigo permite conocer como se ha producido el accidente, lo que tiene una importancia especial
para el analisis posterior. De esta manera se conoce el volumen de pacientes ingresados y
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atendidos en urgencias la gravedad de las lesiones, su localizacion y los recursos sanitarios
invertidos. Para el andlisis estadistico se utilizan las variables siguientes: género, edad., localidad
de residencia, distrito, seccién, fecha de ingreso, fecha de alta, diagndstico principal, diagnéstico
secundario, causa externa, garante y coste del proceso.” (Los subrayados son nuestros)

Se quiere poner de manifiesto (e insistimos en la falta de especializacion de esta Agencia en
epidemiologia) que, aunque existe una afirmacién respecto a la necesidad de identificacion
personalizada e individualizada, no se alcanza por esta Agencia a conocer los motivos de dicha
necesidad, maxime teniendo en cuenta los subrayados anteriores.

Hechas las anteriores observaciones debe intentarse dar adecuada respuesta a las cuestiones
planteadas, comenzando por la primera.

Dicho intento partira de la propia perspectiva que ofrece la consultante, esto es, desde la de la
“epidemiologia” y por lo tanto del articulo 11.2 f) de la LOPD, y ello, no porque a juicio de esta
Agencia sea la Unica posibilidad, ni la mas adecuada probablemente para la obtencion de los
datos que se precisen para el desempefio de las competencias que tiene atribuidas el 6rgano
consultante, sino porque es la que ha elegido el mismo.

Desde dicha perspectiva, no tendria sentido que esta Agencia entrara a discutir sobre si la
finalidad que se dice perseguir por el érgano consultante es 0 no un “estudio epidemiolégico” en
los términos de dicho articulo 11.2 f).

Son varias las razones que nos llevan a la anterior consideracion.

En primer lugar, porque precisamente al 6rgano consultante, de acuerdo con el Decreto 268/2001,
de 6 de noviembre, por el que se aprueba la estructura organica del Departamento de Sanidad, se
le encomienda ejercer, entre otras, la siguiente atribucion: “Realizar la vigilancia y analisis
epidemioldgico y la prevencion de enfermedades”, por lo tanto, nadie mejor que él puede
determinar qué deba entenderse por estudio epidemioldgico.

En segundo lugar, porque el fichero “Epidemiologia” de acuerdo con la Orden de 1 de junio de
2005, del Consejero de Sanidad por la que se regulan los ficheros de datos de caracter personal
del Departamento de Sanidad, establece como una de las finalidades “realizar campafias de
prevencion sanitaria y accidentes de trafico, y estudios”, que, aunque en redaccion no muy
afortunada, confirma la visién que de la cuestién tiene el Departamento, y que parece recoger el
espiritu que al respecto mantiene la Organizacién Mundial de la Salud.

Desde dicha perspectiva por lo tanto, el apartado 2 f) del articulo 11 de la LOPD excepciona del
principio del consentimiento el supuesto de que la cesién de datos de caracter personal tenga la
finalidad de realizar estudios epidemiologicos de conformidad con la regulacién contenida en la
legislacion sobre sanidad estatal o autonémica.

El régimen juridico de la cesiéon de datos de caracter personal relativos a la salud para la
realizaciéon de estudios epidemiolégicos es por lo tanto, el contenido en ambas normativas.

O dicho de otra manera, en este punto, la hormativa sanitaria completa la regulacion de la LOPD
al producirse por ésta una remisibn a aquella que se adecua a la doctrina del Tribunal
Constitucional

La relacibn entre ambas normativas, a juicio de esta Agencia, se articula no en base a la
prevalencia de una sobre otra, bien por rango o por especialidad, sino en la aplicacion de ambas,
como se desprende de la remisién que la LOPD hace a la “legislacion” sobre sanidad estatal o
autondémica.
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En dicho sentido, la Ley 14/1986, de 25 de abril, General de Sanidad, y la Ley del Parlamento
Vasco 8/1997, de 26 de junio, de Ordenacién Sanitaria de Euskadi, establecen de una parte el
derecho de los pacientes a que se les garantice la confidencialidad de toda la informacion
relacionada con su proceso y con su estancia en las instituciones sanitarias publicas -articulo 10.
3 de la Ley 14/1986 y articulo 10.1 de la Ley 8/1997- y de otra, se considera como actividad del
sistema sanitario la realizacién de los estudios epidemiolégicos necesarios para orientar con
mayor eficacia la prevencién de los riesgos para la salud —articulo 8.1 de la Ley 14/1986, y articulo
9.a) de la Ley 8/1997-

Ambas normas, sin embargo, no regulan la forma en que se llevara a efecto la realizacion desde
el sistema sanitario de los estudios epidemiolégicos y mas cuando dichos estudios precisan un
acceso a datos de la historia clinica, como en el supuesto planteado en la consulta.

Ha sido la Ley 41/2002, de 14 de noviembre, Basica Reguladora de la Autonomia del Paciente y
de Derechos y Obligaciones en materia de Informaciéon y Documentacion Clinica, la que ha
previsto en su articulo 16 los usos de la historia clinica, estableciendo en su apartado 3, que el
acceso a la historia clinica con fines epidemiolégicos, de salud publica, de investigacién o de
docencia, obliga a preservar los datos de identificacion del paciente separados de los de caracter
clinico asistencial, de manera que como regla general quede asegurado el anonimato, salvo que
el propio paciente haya dado su consentimiento para no separarlos.

La conclusion que, razonablemente, cabe deducir de lo anterior es que, como regla general, los
datos de vacunacién que obren en la historia clinica no pueden ser cedidos a terceros para la
realizacién de estudios epidemiol6gicos, sino con el consentimiento de sus titulares o de forma
disociada.

La inclusién de la expresion “como regla general” indica que es posible dicha comunicacion
identificando a su titular y sin su consentimiento con caracter excepcional, caracter que, con
evidencia, no es posible apreciar en la situacién que se plantea por el érgano consultante que
describe una situacién de necesidad permanente en el tiempo de obtener y tratar dichos datos.

Siendo la anterior la conclusién que razonablemente cabe extraer por esta Agencia del andlisis del
régimen juridico aplicable, es lo cierto que, en otras ocasiones (y muy significativamente en la
CNO7-008) en un afan meramente colaborador se ha considerado que era posible la obtencién de
los datos que se precisan por el 6rgano consultante a través de otros cauces.

Dicha posibilidad, siempre a juicio de esta Agencia, se hace mas dificil en el caso que se nos
plantea, porque mientras que en aquellas (en especial en relacion con la vacunacion) se
apreciaba sin esfuerzo que la identificacion de los titulares de los datos era absolutamente
necesaria para conseguir la finalidad que se perseguia, en este caso, y como se ha puesto de
manifiesto en el primero de los puntos del presente, no es facil para esta Agencia descubrir la
necesidad de dicha identificacion.

A lo anterior debe unirse que ni de las explicaciones que ofrece la Direccién ni de la normativa
sobre epidemiologia cabe deducir, como regla general, la necesidad de identificar a los titulares de
los datos.

v

En relacion a la segunda cuestién que se planteaba, debe observarse que aunque la Direccion
consultante parece condicionar su respuesta a la ofrecida a la primera, no encuentra motivo esta
Agencia para que necesariamente deba ser asi, y ello por cuanto la propia consultante delimita
por relacion al “sujeto” los datos que se pretenden ceder estableciendo asi que seria “el dato del
fallecimiento de las personas que han sido atendidas por Osakidetza-Servicio Vasco de Salud”
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Si ello fuera asi, habra de entenderse que, por la naturaleza del propio dato, éste siempre vendra
referido a una persona fallecida, y por lo tanto, de acuerdo con una constante doctrina de la
AEPD, no seria de aplicacion la normativa sobre proteccion de datos, al delimitar la LOPD su
ambito a los derechos de las personas, siendo la muerte una de las causas de extincion de la
personalidad.

De esta manera y siempre que el dato venga referido a una persona fallecida, y no contenga
informacion “concerniente” a otra persona identificada o identificable y se circunscriba
exclusivamente al dato del propio fallecimiento y a ningln otro, la posibilidad de cesion de dicho
dato no ofreceria problema desde la perspectiva de proteccion de datos, o como establece la
AEPD:

“Asi las cosas, si el derecho fundamental a la proteccion de datos ha de ser considerado como el
derecho del individuo a decidir sobre la posibilidad de que un tercero pueda conocer y tratar la
informacion que le es propia, lo que se traduce en la prestacion de su consentimiento a la cesion y
tratamiento y en el deber de ser informado, es evidente que dicho derecho desaparece con la
muerte de las personas por lo que los tratamientos de datos de personas fallecidas no
pueden considerarse comprendidos dentro del ambito de aplicacion de la LOPD. En
consecuencia, solo el titular de los datos puede ejercer el derecho de acceso a los mismos, por lo
que su fallecimiento imposibilita que un tercero pueda ejercer ese derecho en su nombre”.

CONCLUSIONES

La comunicacion de los datos solicitada no se ajusta a lo previsto en el articulo 11.2 f) de la LOPD.

La cuestion planteada acerca de la cesion del dato del fallecimiento queda fuera del ambito de
competencias de esta Agencia Vasca de Proteccion de Datos en los términos del Fundamento IV
del presente informe.
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4. CESION DE DATOS DEL PADRON A OTRAS AREAS DEL PROPIO
AYUNTAMIENTO

INFORME JURIDICO QUE SE EMITE EN RELACION A LA CONSULTA REALIZADA POR EL
AYUNTAMIENTO DE xxx SOBRE LA POSIBILIDAD DE FACILITAR DATOS DEL PADRON
MUNICIPAL A LAS DISTINTAS AREAS O SERVICIOS DEL AYUNTAMIENTO PARA EL
DESARROLLO DE ACTIVIDADES EN EJERCICIO DE COMPETENCIAS MUNICIPALES.

CNO07-010

ANTECEDENTES

Con fecha 19 de marzo de 2007 tiene entrada en esta Agencia Vasca de Proteccién de Datos,
escrito de la Secretaria del Ayuntamiento de xxx en la que se eleva consulta en relacién al asunto
mas arriba referenciado.

En el escrito de remision de la consulta se dice expresamente que:

“En este Ayuntamiento es frecuente que desde distintas areas, y con el animo de desarrollar
competencias encomendadas a las mismas (promocién del euskera, cultura, asistencia social,
etc....) se soliciten datos del padrén municipal de habitantes.

A modo de ejemplo se cita:

- El &rea de euskera para regalar un CD con canciones en euskera a los recién nacidos solicita
relacién de los nacidos el ultimo mes (nombre, apellidos, fecha de nacimiento y domicilio)

- Desde el area de medio ambiente, para celebrar el dia del arbol y poder asignar a cada arbol que
se planta el nombre de un nifio nacido durante el ultimo afio, se solicita nombre, apellidos y
direccién de los nacidos en un periodo de tiempo concreto.

- Desde el area de bienestar social se solicita la lista de fallecidos para archivar expedientes.

- Desde el 4&rea de cultura se solicita nombre, apellidos y direccién de las mujeres comprendidas
en una franja de edad para mandarles informacion sobre los cursillos de manualidades, pintura,
etc.... que el Ayuntamiento organiza.

Sin perjuicio de que la casuistica sea, y lo es, muy amplia, me surgen serias dudas sobre la
procedencia de facilitar dichos datos si nos remitimos al régimen juridico al que se encuentra
sometido el padron municipal.

¢Es ajustado a derecho facilitar datos del padrén municipal a las distintas areas o servicios del
Ayuntamiento en esos casos o cuando precisan de dichos datos para desarrollar actividades en
ejercicio de sus competencias?”.

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcién:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de datos en virtud de la normativa mas arriba
citada, la emision del informe en respuesta a la consulta formulada.
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CONSIDERACIONES
|

Como se desprende del planteamiento que se realiza en la consulta, el intento de dar respuesta a
la cuestion que preocupa al solicitante exige una aproximacioén al régimen juridico al que se
encuentra sometido el padrén municipal.

Dicho régimen juridico se contiene, basicamente, en los articulos 15, 16 y 17 de la Ley de Bases
de Régimen Local, en la redaccion dada por las Leyes 4/1996, de 10 de enero, de modificacion de
la LBRL en esta materia 'y en la Ley Orgéanica 14/2003, de 20 de noviembre de Extranjeria.

Interesa destacar, a los efectos del presente Dictamen, el articulo 16, a cuyo tenor

“1. El Padrén municipal es el registro administrativo donde constan los vecinos de un municipio.
Sus datos constituyen prueba de la residencia en el municipio y del domicilio habitual en el mismo.
Las certificaciones que de dichos datos se expidan tendran caracter de documento publico y
fehaciente para todos los efectos administrativos.

La inscripcion en el Padron Municipal sélo surtird efecto de conformidad con lo dispuesto en el
articulo 15 de esta Ley por el tiempo que subsista el hecho que la motivé y, en todo caso, debera
ser objeto de renovacion periddica cada dos afios cuando se trate de la inscripcidn de extranjeros
Nno comunitarios sin autorizacion de residencia permanente.

El transcurso del plazo sefialado en el parrafo anterior sera causa para acordar la caducidad de
las inscripciones que deban ser objeto de renovacion periddica, siempre que el interesado no
hubiese procedido a tal renovacion. En este caso, la caducidad podra declararse sin necesidad de
audiencia previa del interesado.

2. La inscripcion en el Padron municipal contendrd como obligatorios soélo los siguientes datos:
a) Nombre y apellidos.

b) Sexo.

¢) Domicilio habitual.

d) Nacionalidad.

e) Lugar y fecha de nacimiento.

f) Nimero de documento nacional de identidad o tratandose de extranjeros: NUumero de la tarjeta
de residencia en vigor, expedida por las autoridades espafiolas o, en su defecto, nimero del
documento acreditativo de la identidad o del pasaporte en vigor expedido por las autoridades del
pais de procedencia, tratandose de ciudadanos nacionales de estados miembros de la Unién
Europea, de otros Estados parte en el Acuerdo sobre el Espacio Econdmico Europeo o de
Estados a los que, en virtud de un convenio internacional se extienda el régimen juridico previsto
para los ciudadanos de los Estados mencionados.

Numero de identificacion de extranjero que conste en documento, en vigor, expedido por las
autoridades espafiolas 0, en su defecto, por no ser titulares de éstos, el nimero del pasaporte en
vigor expedido por las autoridades del pais de procedencia, tratandose de ciudadanos nacionales
de Estados no comprendidos en el inciso anterior de este parrafo g) Certificado o titulo escolar o
académico que se posea.

g) Certificado o titulo escolar o académico que se posea.

h) Cuantos otros datos puedan ser necesarios para la elaboracion del Censo Electoral, siempre
gue se garantice el respeto a los derechos fundamentales reconocidos en la Constitucion.
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3. Los datos del Padrén municipal se cederan a otras Administraciones Publicas que lo soliciten
sin consentimiento previo del afectado solamente cuando les sean necesarios para el ejercicio de
sus respectivas competencias, y exclusivamente para asuntos en los que la residencia o el
domicilio sean datos relevantes. También pueden servir para elaborar estadisticas oficiales
sometidas al secreto estadistico, en los términos previstos en la Ley 12/1989, de 9 de mayo de la
Funcion Estadistica Publica y en las leyes de estadistica de las comunidades autébnomas con
competencia en la materia (Redacciéon dada por la LO 4/2003.

El articulo 11.1 de la Ley 15/99 de Proteccion de Datos de Caracter Personal, establece lo
siguiente:

“Los datos de caracter personal objeto del tratamiento s6lo podran ser comunicados a un tercero
para el cumplimiento de fines directamente relacionados con las funciones legitimas del cedente y
del cesionario con el previo consentimiento del interesado.”

En el apartado 2 del mismo articulo se regulan las excepciones al principio del consentimiento,
siendo la que ahora nos incumbe la recogida en el apartado a).

“El consentimiento exigiendo en el apartado anterior no sera preciso:
a) Cuando la cesion esta autorizada en una Ley”.

El articulo 16.3 de la Ley de Bases de Régimen Local constituye la “ley” a la que se refiere el
articulo 11.2 a) de la LOPD que permitiria en su caso, excepcionar el consentimiento del
interesado para la cesién de sus datos de caracter personal.

Por otro lado, la jurisprudencia ha declarado de manera reiterada que:

“Los datos del padrén son confidenciales pues contienen datos propios del ambito de privacidad
de los empadronados como se infiere de la simple lectura del articulo 16.2 de la Ley de Bases de
Régimen Local donde se exponen los datos que obligatoriamente constan en el Padrén y que
estdn sometidos a la Ley Organica de Proteccion de Datos de Caracter Personal con la Unica
excepcion contenida en el articulo 16.3 de dicha Ley de Bases”

De conformidad con lo establecido en el citado articulo 16 de la Ley de Bases de Régimen Local,
la expresion “datos del Padron municipal” se refiere a los datos que en sentido propio sirven para
atender a la finalidad a que se destina el Padron Municipal: la determinacién de la residencia en el
municipio y del domicilio habitual en el mismo, la atribucién de la condicién de vecino, de modo
que permita la determinacion de la poblacion del municipio. La utilizacion de los datos del Padrén
con una finalidad diferente se rige por lo dispuesto en la normativa de Proteccion de Datos de
Caracter Personal, requiriendo el consentimiento de los afectados para su tratamiento.

Existe una coincidencia practicamente total entre los diferentes érganos de control de proteccion
de datos, en considerar que dicho articulo 16.3, por una parte, Unicamente posibilita la cesion de
aquellos datos que en sentido propio sirven para atender a la finalidad a que se destina el padrén
(determinacién del domicilio o residencia habitual de los ciudadanos, la atribucién de la condicién
de vecino, la determinacion de la poblacion del municipio y la acreditacion de la residencia y
domicilio, en definitiva, datos identificativos y datos de domicilio, no cualquier otro) y, por otra, que
Unicamente sera posible dicha cesiébn de esos concretos datos para el ejercicio de una
competencia del cesionario en la que el domicilio o la residencia sea un dato relevante, siendo
obligacion de dicho cesionario justificar tanto su competencia como la relevancia del dato padronal
en orden a la realizacién de la misma.

La exigencia de competencia supone una aplicacion del principio de finalidad recogido en el
articulo 4.2 de la Ley 15/1999 de proteccion de datos de caracter personal:
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“Los datos de caracter personal objeto de tratamiento no podran usarse para finalidades
incompatibles con aquellas para las que los datos hubieran sido recogidos. No se considerara
incompatible el tratamiento posterior de éstos con fines historicos, estadisticos o cientificos”

En relacién con la necesidad de acreditar la competencia, hay que sefalar que ademas del
régimen juridico propio establecido por la Ley de Bases de Régimen Local, es de aplicacion al
Padrén lo dispuesto en la Disposicion adicional segunda, apartado segundo de la Ley Organica
15/1999:

“Los ficheros o registros de poblacién tendran como finalidad la comunicacion de los distintos
6rganos de cada administracion publica con los interesados residentes en los respectivos
territorios, respecto a las relaciones juridico administrativas derivadas de las competencias
respectivas de las Administraciones Publicas”

Este precepto ha sido interpretado por la Sala de lo Contencioso-Administrativo de la Audiencia
Nacional en su sentencia de 21-4-2004, Fundamento Juridico quinto, en el siguiente sentido:

“De este precepto de la Ley de Proteccion de Datos de Caréacter Personal se conciben los ficheros
0 registros de poblacién, entre los que cabe incluir al Padron municipal, como un elemento de
comunicacion entre los distintos 6rganos de las administraciones publicas y de los ciudadanos, y
gue su uso vendra determinado en el cumplimiento de las competencias que por el ordenamiento
juridico le viene atribuido”.

En el Fundamento Juridico sexto de la misma sentencia continlia sefialando la Audiencia Nacional
que:

“...no puede mantenerse que la utilizacién por el Alcalde del Ayuntamiento de ...., de unos datos
obtenidos del Padron municipal para remitir las cartas a los vecinos nacidos en...., haya vulnerado
el art. 4.2 de la Ley Organica 15/1999 LOPD, porque dichos datos no se utilizaron para una
finalidad incompatible con aquellas para las que los datos hubieran sido recogidos, sino
precisamente para el ejercicio de unas competencias municipales, como son las de integracién
social...”

En el mismo sentido, la Recomendacién 1/2004, de 14 de abril, de la Agencia de Proteccion de
Datos de la Comunidad de Madrid, sobre la utilizacion y tratamiento de datos del padrén municipal
por los Ayuntamientos de esta Comunidad Auténoma (aprobada por resoluciéon del Director con
fecha 14 de abril de 2004, (BOCM n° 104, de 3 de mayo), se expresa en los siguientes términos:

“No obstante y derivado de la tipologia de datos que obligatoriamente se contienen en el padrén,
pues aparte del nombre y domicilio, se contiende la edad, el nivel de estudios, etc., hay que
entender que pueden existir otras finalidades municipales, que no siendo incompatibles con las
principales, permitirn utilizar los datos patronales.

Tal es el caso del ejercicio de las competencias legalmente reconocidas a los Ayuntamientos en
los articulos 25 y 26 LBRL. A estos efectos, se entiende que, la utilizacion de aquellos datos del
padron municipal necesarios para el cumplimiento eficaz de la competencia municipal, es una
finalidad compatible con el uso principal del padron.”

Aplicando los fundamentos juridicos citados a la consulta formulada por el Ayuntamiento de xxx
podemos concluir que la utilizacion de los datos del padrén por los distintos servicios municipales
sera posible, si bien sometida a una serie de cautelas:

1.- Que se utilicen para actos dictados en ejercicio de las competencias municipales. (Articulos 25
y 26 de la LBRL)
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2.- Que se utilicen exclusivamente los datos identificativos de la persona y los datos del domicilio,
siempre y cuando este Ultimo sea relevante para el ejercicio de la competencia.

Es decir, en cada solicitud de datos patronales debera acreditarse la competencia municipal para
cuyo ejercicio se solicitan los datos, asi como la relevancia del dato del domicilio para el ejercicio
de la misma. Sélo tras la debida ponderacion de cada solicitud se podra determinar la licitud o
ilicitud del requerimiento.

En todo caso, una vez cedidos los datos, deberan observarse las medidas tendentes a garantizar
la seguridad y confidencialidad de los mismos. Estos datos Unicamente podrén ser utilizados para
actos de comunicacion, sin que en ningln caso puedan ser incorporados a otros ficheros.

CONCLUSION

La comunicacion de los datos del padrén solicitados en los términos planteados en la consulta,
seréd ajustada a derecho, y en concreto a la normativa sobre proteccién de datos de caracter
personal, siempre que se acredite la competencia municipal para cuyo ejercicio se solicitan los
datos y la relevancia del domicilio para el ejercicio de dicha competencia, siendo los servicios de
la Corporacion Local quienes deban en cada caso, realizar la ponderacién correspondiente.
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5. CESION DE DATOS DEL PADRON DE IAE A LA EMPRESA ADJUDICADA POR
IHOBE PARA REALIZAR LA ACTUALIZACION DEL INVENTARIO DE
EMPLAZAMIENTO CON ACTIVIDADES POTENCIALMENTE CONTAMINANTES DE
SUELO DE LA CAPV

INFORME QUE SE EMITE RESPECTO DE LA CONSULTA PLANTEADA POR EL
AYUNTAMIENTO DE XXX, EN RELACION CON LAS SOLICITUDES DE INFORMACION
FORMULADAS POR LA SOCIEDAD PUBLICA DE GESTION AMBIENTAL “IHOBE, S.A.”

CNO07-016

ANTECEDENTES

Con fecha 7 de mayo de 2007 tiene entrada en esta Agencia Vasca de Proteccion de Datos, fax
enviado por la Secretaria del Ayuntamiento de XXX, por el que se eleva consulta en relacion al
asunto mas arriba referenciado.

En dicho escrito de remision de la consulta se expresan las siguientes cuestiones:

..."Segun carta que acompafia al presente escrito, en marzo de 2007 comparecio una persona en
el Ayuntamiento solicitando el padron municipal de actividades econdmicas.

De ese padrén se le facilitd informacion sobre las actividades y la localizacion de las mismas.

Después de eso vino a solicitar toda la informacion y le contesté que no se la proporcionaria sin
conocer antes la opinion de la Agencia Vasca de Proteccién de Datos.

Por ello, de acuerdo con la solicitud que se adjunta, quisiera saber qué informacion puedo dar o si
no debo dar ninguna”.

A dicho escrito de remision se acompafia fotocopia de la carta remitida por IHOBE S.A., en la que
ponen en conocimiento del Ayuntamiento, que estan realizando los trabajos de actualizacion del
inventario de emplazamientos con actividades potencialmente contaminantes del suelo de la
Comunidad Auténoma del Pais Vasco, a través de la empresa ZZZ contratada al efecto. Se
comunica al Ayuntamiento que personal de la empresa contratada se personara en las
dependencias municipales para solicitar los datos necesarios.

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcion:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacion con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Protecciéon de Datos, en virtud de la normativa mas arriba
citada, la emision del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

Por el Ayuntamiento de XXX se solicita informe de la Agencia Vasca de Proteccion de Datos sobre
la posibilidad de ceder datos personales contenidos en los expedientes del censo de actividades
economicas.
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La cesion es solicitada por una empresa ZZZ, empresa adjudicataria de un Concurso Publico
convocado por la sociedad publica IHOBE S.A. y cuyo objeto es la elaboracion del inventario de
emplazamientos con actividades potencialmente contaminantes del suelo del Territorio Historico
de Bizkaia.

Por no ser objeto de la consulta, no entramos a analizar el cumplimiento de las obligaciones que
se desprenden del articulo 12 de la Ley Organica de Proteccion de Datos en cuanto a la relacion
entre el Responsable del fichero y el encargado del tratamiento.

La Sociedad Publica IHOBE S.A., dependiente del Gobierno Vasco se constituyé mediante
Decreto 218/1982, de 8 de noviembre, a propuesta de los Departamentos de Politica Territorial y
Transportes y de Economia y Hacienda.

Esta Sociedad Publica ha pasado de ser una sociedad promotora de instalaciones de gestion de
residuos industriales a ser una entidad dinamizadora del cambio ambiental entre los diversos
agentes sociales del Pais Vasco, muy especialmente la industria. En este sentido, entre las
acciones realizadas se encuentra la elaboracion del inventario de emplazamientos con actividades
potencialmente contaminantes del suelo.

En la pagina web de IHOBE S.A., www.ihobe.net, apartado empresa, subapartado informacion
de la calidad del suelo, se incluyen tres ventanas de una aplicacion informética que entendemos
que recoge los datos propios del inventario sobre la calidad del suelo.

La primera ventana se denomina “ventana de recogida de datos sobre la actividad del suelo”.

La segunda se denomina “ventana de recogida de datos sobre muestras de suelo” y la tercera
“representacion cartogréfica de las parcelas inventariadas”.

Analizadas las tres ventanas, en ninguna de ellas se incluye dato personal alguno. Se incluyen
campos tales como, tipo de actividad, clasificacion industrial, registro industrial, tipo de planta, tipo
de proceso, afio de inicio, afio de clausura, tipo de propiedad, identificacion, etc.

Ninguno de los datos que aparecen en las tres ventanas analizadas tiene el caracter de dato
personal, por ello, parece excesiva la necesidad mostrada por la empresa ZZZ, en su visita al
Ayuntamiento, para solicitar el acceso a la totalidad de los datos incluidos en el censo de
actividades economicas.

No hemos de olvidar que uno de los principios clave, informador de toda la materia de proteccion
de datos es el principio de calidad de datos, consagrado en el articulo 4.1 de la Ley:

Los datos de caracter personal sélo se podran recoger para su tratamiento, asi como someterlos a
dicho tratamiento, cuando sean adecuados, pertinentes y no excesivos en relacion con el ambito y
las finalidades determinadas, explicitas y legitimas para las que se hayan obtenido.

Parece por tanto que, al menos con los datos que se han aportado, no queda acreditada la debida
proporcionalidad entre la documentacion solicitada y la finalidad de la misma.

Por otro lado, en lo referente a la comunicacion de los datos personales, la Ley Organica 15/1999
de 13 de diciembre, de Proteccién de Datos de caracter personal, regula la comunicacion de los
datos a un tercero en el articulo 11, exigiendo expresamente en el 11.1 el requisito del
consentimiento.

“Los datos de caracter personal objeto del tratamiento sélo podran ser comunicados a un tercero
para el cumplimiento de fines directamente relacionados con las funciones legitimas del cedente y
del cesionario con el previo consentimiento del interesado.”
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En el apartado 11.2 se regulan las excepciones al principio general del consentimiento, sin que
ninguna de ellas sea de aplicacion al supuesto objeto de consulta. No resultaria por tanto aplicable
el articulo 11 sin que existiera el consentimiento del interesado.

Ademas del articulo 11 existe otro supuesto legal de comunicacion de datos sin necesidad de
consentimiento del titular, es el recogido en el articulo 21. El articulo 21 de la Ley Organica de
Proteccion de Datos regula la comunicacion de datos entre Administraciones Publicas y sefiala
que:

“los datos de caracter personal recogidos o elaborados por las Administraciones Publicas para el
desempefio de sus atribuciones no seran comunicados a otras Administraciones Publicas para el
ejercicio de competencias diferentes o de competencias que versen sobre materias distintas”

Son dos los requisitos sefialados por la Ley para que sea posible la comunicacion de datos: por un
lado que la comunicacion se produzca entre Administraciones Publicas, y por otro, que los datos
no se hayan recogido para competencias diferentes o que versen sobre materias distintas.

En nuestro caso, la comunicacion pretendida lo es respecto a una empresa contratada por IHOBE
S.A

IHOBE S.A. es una Sociedad Publica creada mediante Decreto 218/1982, de 8 de noviembre, que
tras la modificacién operada en la clasificacion institucional por la Ley 5/2006, de 17 de noviembre,
del Patrimonio de Euskadi, tiene la consideracion de sector publico de la Comunidad Autébnoma de
Euskadi, pero ya no es Administracion institucional.

Por tanto, en este caso, no se daria el primer requisito que, para la comunicacion de datos sefala
el articulo 21 de la Ley Orgénica de Proteccién de Datos.

Pero ademés, en el caso que nos ocupa, los datos fueron inicialmente recogidos por el
Ayuntamiento de XXX para la gestion del Impuesto de Actividades EconOmicas, mientras que
IHOBE S.A. solicita los datos, a través de la empresa contratada, para actualizar el inventario de
emplazamientos con actividades potencialmente contaminantes del suelo de la Comunidad
Autonoma del Pais Vasco.

La identidad de materias o competencias exigida por la norma tampoco se cumple en el presente
supuesto, pues los datos se recogen inicialmente para la gestion tributaria y la finalidad de la
cesion es la gestién ambiental. Por tanto, tampoco se cumple la segunda exigencia legal para una
comunicacion inconsentida.

Todas las consideraciones anteriores tienen que ver con la cesion de los datos personales. Es
preciso, no obstante, realizar algunas consideraciones sobre el empresario individual y si sus
datos se pueden considerar como datos personales o no.

Para ello, es necesario hacer una aproximacion al régimen legal del Impuesto de Actividades
Econdmicas.

Segun el Real Decreto Legislativo 2/2004, de 5 de marzo, por el que se aprueba el Texto
Refundido de la Ley Reguladora de las Haciendas Locales, sefiala en su articulo 90 al referirse a
la gestion del Impuesto sobre Actividades Econdmicas:

“El impuesto se gestiona a partir de la matricula de éste. Dicha matricula se formara anualmente
para cada término y estara constituida por censos comprensivos de las actividades econdmicas,
sujetos pasivos, cuotas minimas y, en su caso, del recargo provincial.”
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Segun el articulo 2 del Decreto Foral 192/1991, de 27 de diciembre, por el que se dictan normas
para la gestion del impuesto sobre actividades econémicas, los Ayuntamientos pueden asumir la
gestion censal del impuesto.

Pueden por tanto los Ayuntamientos gestionar los censos del impuesto de actividades
economicas, pudiendo asimismo en dichos censos figurar empresarios individuales. La cuestion
consiste en determinar en qué casos los datos del empresario individual estan amparados por la
normativa sobre proteccion de datos.

Es significativa a este respecto la Resolucion de 27 de febrero de 2001 de la Agencia Espafiola de
Proteccion de Datos:

“...la proteccién conferida por la Ley Orgéanica 15/1999, de 13 de diciembre, de Proteccion de
Datos de Caréacter Personal, no es aplicable a las personas juridicas, que no gozaran de ninguna
de las garantias establecidas en la Ley y por extensién lo mismo ocurrira con los profesionales
que organizan su actividad bajo la forma de empresa (ostentando, en consecuencia la condicién
de comerciante, a la que se refieren los articulos primero y siguientes del Cédigo de Comercio) y
con los empresarios individuales que ejercen una actividad comercial y respecto de las cuales sea
posible diferenciar su actividad mercantil de su propia actividad privada, estando en el primer caso
excluidos también del &mbito de aplicacién de la Ley Orgénica 15/1999.

En definitiva pues tanto las personas juridicas como los profesionales y los comerciantes
individuales (estos dos ultimos sélo en los estrictos términos sefialados en el parrafo que
antecede, esto es, cuando sus datos hayan sido tratados tan so6lo en su consideracion de
empresarios) quedan fuera del marco protector de la Ley Organica 15/1999.

A contrario sensu, tanto los profesionales como los comerciantes individuales quedarian bajo el
ambito de aplicacion de la Ley Organica 15/1999 y, por tanto amparados por ella cuando los
primeros no tuvieran organizada su actividad profesional bajo la forma de empresa, no
ostentando, en consecuencia, la condicion de comerciante (es el caso de los profesionales
liberales cuyas actividades estan expresamente excluidas del ambito de aplicacion de la Ley
Basica 3/1993 por su art. 6) y los segundos cuando no fuera posible diferenciar su actividad
mercantil de la propia actividad privada.”

Este criterio de la Agencia Espafiola ha sido acogido por la Audiencia Nacional en las sentencias
de 21 de noviembre de 2002, 11 de febrero de 2004 y 27 de abril de 2005.

En resumen, los criterios de la Agencia Espafiola de Proteccion de Datos y de la Audiencia
Nacional, para poder excluir los datos del empresario del ambito de aplicacién de la LOPD podrian
resumirse de la manera siguiente:

Criterio subjetivo: la persona fisica ha de ser comerciante y criterio objetivo: los datos han de
referirse a la actividad mercantil.

Por tanto, para determinar si los datos de un empresario individual estan amparados por la
normativa de proteccion de datos o no, habra que ponderar caso por caso, como sefiala la
Agencia Espafiola

“para hallar en cada supuesto concreto el limite fronterizo donde resulte afectado el derecho
fundamental a la proteccién de datos de los interesados personas fisicas o, por el contrario, que
aquél no resulte amenazado por incidir sélo en la esfera de la actividad comercial o empresarial
teniendo en todo caso presente que, en caso de duda, la solucién debera siempre adoptarse a
favor de la proteccion de los derechos individuales.”

En el caso que nos ocupa, parece légico pensar que en un censo de actividades econémicas, la
identidad del empresario individual est& incluida en razon a su actividad comercial, en cuyo caso
no tendria el caracter de dato personal; no obstante serd labor de los servicios municipales
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determinar en cada caso si el dato tiene caracter personal o no. En caso afirmativo, no podria
cederse a la empresa solicitante por las consideraciones anteriormente expuestas.

CONCLUSION

La cesion por el Ayuntamiento de XXX de todos los datos de caracter personal contenidos en el
censo del Impuesto de Actividades EconOmicas para su inclusiébn en el inventario de
emplazamientos con actividades potencialmente contaminantes del suelo del Territorio Histérico
de Bizkaia, contraviene los principios de calidad y finalidad de datos recogidos en el articulo 4,
apartados 1 y 2 de la Ley 15/99 de 13 de diciembre, tal y como se sefiala en el cuerpo del
presente informe.
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6. POSIBILIDAD DE INCLUIR DATOS DE CARACTER PERSONAL RELATIVOS A LA
COMISION DE INFRACCIONES PENALES O ADMINISTRATIVAS

DICTAMEN QUE SE EMITE RESPECTO DE LA CUESTION PLANTEADA POR EL
DEPARTAMENTO XXX DEL GOBIERNO VASCO, EN RELACION CON LA POSIBILIDAD DE
INCLUIR DATOS DE CARACTER PERSONAL RELATIVOS A LA COMISION DE
INFRACCIONES PENALES O ADMINISTRATIVAS EN LOS FICHEROS DE LA DIRECCION DE
XXX.

CNO7-020

ANTECEDENTES

PRIMERO. Con fecha 6 de junio de 2007 tiene entrada en esta Agencia Vasca de Proteccion de
Datos, escrito de la Direccion del Departamento XXX del Gobierno Vasco, por el que se eleva
consulta en relacion al asunto mas arriba referenciado.

SEGUNDO. El escrito de remision de la consulta resume la cuestién objeto de analisis en los
siguientes términos:

Mediante la presente me dirijo a usted para recabar de esa Direccion la siguiente
CONSULTA:

La posibilidad de incluir en los ficheros del Servicio de atencién juridico-social a personas de la
CAE de la Direccion datos de caracter personal relativos a la comision de infracciones penales o
administrativas.

TERCERQO. El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter
Personal de Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su
apartado n) atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcién:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de Datos, en virtud de la normativa mas arriba
citada, la emisién del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

La Direccion XXX del Departamento XXX tiene declarados en la Agencia Vasca de Proteccion de
Datos, dos ficheros:

1.- “Ayudas y subvenciones”, que tiene por finalidad la gestion de ayudas a asociaciones sin
animo de lucro y de becas en materia de inmigracion.

2.- “Jornadas de inmigracién”, que tiene por finalidad el control de jornadas organizadas por la
Direccion XXX.

En ninguno de estos dos ficheros entendemos que tendria cabida la inclusion de los datos
relativos a infracciones penales y administrativas de los inmigrantes; por tanto, parece que se
trataria de un nuevo fichero auln sin declarar, donde se quieren incluir dichos datos.
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La Ley Organica 4/2000, de 11 de enero, sobre derechos y libertades de los extranjeros en
Espafia y su integracion social, en su articulo 31.4 establece lo siguiente:

“Para autorizar la residencia temporal de un extranjero sera preciso que carezca de antecedentes
penales en Espafia 0 en sus paises anteriores de residencia por delitos existentes en el
ordenamiento espafiol y no figurar como rechazable en el espacio territorial de paises con los que
Espafia tenga firmado un convenio en tal sentido. Se valorara, en funcion de las circunstancias de
cada supuesto, la posibilidad de renovar la autorizacién de residencia a los extranjeros que
hubieren sido condenados por la comision de un delito y hayan cumplido la condena, los que han
sido indultados, o que se encuentren en la situacién de remisién condicional de la pena”.

El Departamento justifica la necesidad de contar en sus ficheros con los datos de antecedentes
penales y administrativos en la necesidad de conocer dichos datos para ofrecer a la poblacién
inmigrante un mejor servicio por parte de ABC (Servicio de Atencién Juridico Social a personas
inmigrantes en la Comunidad Autébnoma de Euskadi)

ABC se constituye, a través de un convenio entre el Departamento del Gobierno Vasco y los
Colegios de Abogados de Bizkaia, Araba y Gipuzkoa, como una Red de Asistencia Juridico Social
para personas inmigrantes extranjeras de la C.A.E. Segun la informacién recogida en la propia
Web del Departamento,

“Este servicio tiene como finalidad colaborar con los servicios sociales de base para que puedan
atender con mayores garantias a las personas ciudadanas inmigrantes extranjeras que en razén
de su situacion de falta de autorizacion administrativa para residir en Espafia sufren grave riesgo
de exclusion social o padecen de una clara vulnerabilidad social.

En este sentido este servicio informa, asesora, acompafia y tramita de forma gratuita sobre
solicitudes de permisos de residencia, o residencia y trabajo, de personas inmigrantes extranjeras
gue han sido derivadas por los servicios sociales de la Comunidad Autbnoma del Pais Vasco. Asi
mismo, este servicio asesora a las profesionales de los servicios sociales de base de cémo actla
especialmente la Ley Organica de Extranjeria sobre la Legislacion General, para que estas
puedan atender en condiciones de igualdad a las personas inmigrantes extranjeras que acuden a
demandar sus servicios.

Segun el escrito de consulta, “es imprescindible en la atencion juridica remarcar la necesidad de
tener ese dato para poder o no solicitar una autorizacion, o instar la renovacion de la misma”.

Como hemos sefialado anteriormente, el servicio de atencion juridico social a los inmigrantes,
segun la propia Web departamental “informa, asesora, acompafa y tramita de forma gratuita
sobre solicitudes de permisos de residencia y trabajo, de personas inmigrantes extranjeras que
han sido derivadas por los servicios sociales de la Comunidad Auténoma del Pais Vasco.”

Entendemos que la cuestion previa y fundamental para la resolucion de la consulta consiste en
determinar si para el ejercicio de la propia competencia por parte del Departamento es
imprescindible incluir esos datos en ficheros propios.

A este respecto, resulta esclarecedora la Sentencia del Tribunal Constitucional nimero 1999/144
dictada en Recurso de Amparo n® 3460/1996. En el Fundamento Juridico Octavo, al tratar la
cuestion de la remision por parte del Registro Central de Penados y Rebeldes de la hoja histérico-
penal del recurrente a la Junta Electoral de Zona, a fin de comprobar si éste cumplia con los
requisitos legales de elegibilidad, dispone lo siguiente:

“...cabe desprender, no solo que la vida privada de la persona o su familia, en la que a todas luces
parece integrarse su historial penal, constituye un limite al acceso de la informacion relativa a esos
circunstancias, sino que el propio almacenamiento y tratamiento automatizado de aquélla esta
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sometido a fuertes constricciones, que obligan a una interpretacion restrictiva y rigurosa de los
términos que los que esa informacion puede divulgarse o transmitirse, incluso (y, quiza sobre
todo) entre distintos drganos del Estado.”

“...La informacion relativa a un aspecto tan sensible de la vida de un individuo como son sus
antecedentes penales, que indudablemente afectan a su integridad moral, debe estar a recaudo
de una publicidad indebida y no consentida del afectado, y, aun en el caso de que una norma de
rango legal autorice a determinados sujetos el acceso a la misma, con o sin el consentimiento el
afectado, ese acceso sélo estd justificado si responde a alguna de las finalidades que explican la
existencia del Archivo o Registro en el que estan contenidas; fines que deberan coincidir con
alguna de las limitaciones constitucionalmente impuestas a la esfera intima del individuo y su
familia.”

“.. El art. 19 LOREG no habilita, ni siquiera genéricamente, para acceder a esa informacion, aun
tan s6lo para comprobar que los candidatos presentados con las candidaturas relnen las
condiciones de elegibilidad exigidas por el art. 6.1. con remision a los art. 2 y 3, todos de la
LOREG.”

De conformidad con esa interpretacion restrictiva que el Tribunal Constitucional propugna respecto
de la posibilidad de almacenamiento y comunicacion del historial penal de la persona, vemos dificil
poder justificar la inclusién de dicho dato en ficheros de la Direccién consultante.

En concreto, para informar, asesorar, acompafiar y tramitar de forma gratuita solicitudes de
permisos de residencia y trabajo, de personas inmigrantes extranjeras que han sido derivadas por
los servicios sociales de la Comunidad Autonoma del Pais Vasco parece en principio excesiva la
necesidad de contar con los antecedentes penales en un fichero de la Direccién consultante,
cuando lo que en realidad el inmigrante debe presentar es una certificacion negativa de penales.
Otro tanto podemos decir respecto a las sanciones administrativas, a las que la Ley 4/2000, de 11
de enero, sobre derechos y libertades de los extranjeros en Espafia no menciona a la hora de
regular la concesién del permiso de residencia.

Los datos cuya inclusién en ficheros de la Direccién consultante se pretende, son datos incluidos
en el articulo 7 de la Ley Organica 15/1999, de 13 de diciembre, de Protecciéon de Datos de
Caracter Personal, en adelante LOPD, esto es, datos a los que el legislador otorga un tratamiento
diferenciado al referirse a aspectos mas delicados de la persona.

El articulo 7.5 de la LOPD establece que:

Los datos de caracter personal relativos a la comision de infracciones penales o administrativas
s6lo podran ser incluidos en ficheros de las Administraciones Publicas competentes en los
supuestos previstos en las respectivas normas reguladoras.

A nuestro modo de ver, este articulo supone materializar la exigencia del principio de calidad de
datos. Esto es, unos datos que han sido recabados y archivados para una finalidad, (punitiva o
sancionadora), no pueden ser usados para otra finalidad distinta (atencién juridico-social a
personas inmigrantes)

En el articulo 16 del Decreto de estructura organica y funcional del Departamento de xxx se
establecen como funciones de la Direccién consultante:

a) La definicion de una estrategia propia para la Comunidad Auténoma del Pais Vasco en materia
de inmigracion.

b) La planificacion de las actuaciones en materia de inmigracion y la elaboracién de proyectos
normativos en materia de inmigracién dentro del ambito competencial de la Comunidad Auténoma
del Pais Vasco.
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c) La propuesta de acciones y medidas destinadas a lograr la integracién social de las personas
inmigradas y su incorporacion a los sistemas de proteccion social.

d) La propuesta de mecanismos e instrumentos de coordinacion con el Estado y otras
Administraciones Publicas en materia de inmigracién, sin perjuicio de las competencias de la
Vicepresidencia del Gobierno.

e) La propuesta y ejecucion de medidas de sensibilizacion de la poblacion de acogida y de apoyo
a las actividades asociativas e interculturales.

No cabe entender que, al amparo de las funciones atribuidas en ese Decreto, la Direccién pueda
incluir en sus ficheros datos tan sensibles como los pretendidos. La previsibn expresa que
requiere el articulo 7.5 de la LOPD no se encuentra en el Decreto de estructura organica, por tanto
el almacenamiento de los datos a que se refiere el articulo 7.5 de la LOPD carece de amparo
legal.

Ademas, son dos las consideraciones que han de realizarse:

Por un lado, la prestacion de un servicio juridico a las personas inmigrantes implica
necesariamente el tratamiento de datos que integraran el correspondiente fichero, que debera
declararse y cumplir con los requisitos establecidos en el articulo 20 de la LOPD.

Por otro lado, la prestacion del servicio de atencién juridico-social a las personas inmigrantes, ha
dejado de articularse a través de convenios con los Colegios de Abogados y ahora adopta la
forma juridica de contrato administrativo especial y ha sido objeto de licitaci6n mediante Concurso
Pdblico (BOPV n° 196, de 13 de octubre de 2006). Este Concurso se adjudicO mediante
Resolucion de 14 de diciembre de 2006 a la empresa CDE

Desde la 6ptica de proteccién de datos, la empresa adjudicataria asume la funciéon de encargado
del tratamiento, pues trata datos de todas las personas que reciben asistencia juridica, y lo hace
por cuenta del Responsable, que sera el Departamento, 6rgano adjudicador del contrato.

Esta relacion entre Responsable y encargado debe cumplir los requisitos que la LOPD establece
en su articulo 12.

“Articulo 12. Acceso a los datos por cuenta de terceros.

1. No se considerara comunicacion de datos el acceso de un tercero a los datos cuando dicho
acceso sea hecesario para la prestacion de un servicio al responsable del tratamiento.

2. La realizacion de tratamientos por cuenta de terceros debera estar regulada en un contrato que
deberd constar por escrito o en alguna otra forma que permita acreditar su celebracion y
contenido, estableciéndose expresamente gque el encargado del tratamiento Unicamente tratara los
datos conforme a las instrucciones del responsable del tratamiento, que no los aplicara o utilizara
con fin distinto al que figure en dicho contrato, ni los comunicard, ni siquiera para su conservacion,
a otras personas.

En el contrato se estipularan, asimismo, las medidas de seguridad a que se refiere el articulo 9 de
esta Ley que el encargado del tratamiento esté obligado a implementar.

3. Una vez cumplida la prestacion contractual, los datos de caracter personal deberan ser
destruidos o devueltos al responsable del tratamiento, al igual que cualquier soporte o
documentos en que conste algin dato de caracter personal objeto del tratamiento.

4. En el caso de que el encargado del tratamiento destine los datos a otra finalidad, los comunique
o los utilice incumpliendo las estipulaciones del contrato, serd considerado también responsable
del tratamiento, respondiendo de las infracciones en que hubiera incurrido personalmente.”
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Sin incidir en este punto por no ser objeto del presente informe, es preciso recalcar la especial
importancia que en el tratamiento de datos personales que nos ocupa tiene todos los aspectos
relativos a la seguridad de los datos. Sobre esto, el Departamento y, por tanto, la empresa
contratada deberan ser exquisitos en su cumplimiento.

CONCLUSIONES

PRIMERA. La inclusion de los datos correspondientes a infracciones penales y administrativas en
ficheros de la Direccion consultante contraviene la normativa en materia de proteccién de datos de
caracter personal.

SEGUNDA. El fichero integrado por los datos de personas inmigrantes que soliciten el servicio de
atencion juridico-social, ha de cumplir con los requisitos del articulo 20 de la LOPD.

TERCERA. Quien figure como responsable de dicho fichero, debera formalizar con la empresa
adjudicataria del servicio, el documento exigido en el articulo 12 LOPD.
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7. DEBER DE INCLUIR O NO EL PRECEPTIVO AVISO LEGAL EN LOS
FORMULARIOS DONDE SE RECABEN DATOS DE CARACTER PERSONAL

DICTAMEN QUE SE EMITE RESPECTO DE LA CUESTION PLANTEADA POR UNA
DIPUTACION FORAL, EN RELACION CON EL DEBER DE INFORMAR PREVISTO EN EL
ARTICULO 5.5 DE LA LEY ORGANICA DE PROTECCION DE DATOS Y EJERCICIO DE
DERECHOS.

CNO7-021

ANTECEDENTES

Ha tenido entrada en esta Agencia Vasca de Proteccion de Datos, mensaje de correo electrénico
remitido por XXX adjuntando una consulta del Departamento ABC de una Diputacién Foral, en
relacion al asunto mas arriba referenciado.

En dicho escrito de remision de la consulta se expresan las siguientes cuestiones:

1.- Si es 0 no de aplicacion a los datos recogidos para integrar el fichero “contribuyentes”, fichero
declarado por la Diputacién Foral, el deber de informar establecido en el articulo 5 de la Ley
Organica de Proteccion de Datos o si por el contrario es aplicable la excepcién recogida en el
articulo 5.5 de dicho texto legal.

2.- Ejercicio de los derechos de acceso, rectificacion, cancelacion y oposicidn respecto a los datos
que obran en el fichero “Contribuyentes” del que es responsable el Departamento ABC de la
Diputacién Foral.

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcién:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccién de Datos, en virtud de la normativa mas arriba
citada, la emisién del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

En relaciéon con la primera cuestion, esto es, si es 0 no de aplicacion a los datos recogidos para
integrar el fichero “contribuyentes”, el deber de informar establecido en el articulo 5 de la Ley
Organica de Proteccion de Datos o si por el contrario es aplicable la excepcién recogida en el
articulo 5.5 de dicho texto legal, debemos empezar por examinar la excepcion legal.

La excepcion del articulo 5.5 de la LOPD se refiere a la obligacién recogida en el articulo 5.4 que
sefala lo siguiente:

“Cuando los datos de caracter personal no hayan sido recabados del interesado, éste debera ser
informado de forma expresa, precisa e inequivoca, por el responsable del fichero o su
representante, dentro de los tres meses siguientes al momento del registro de los datos, salvo que
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ya hubiera sido informado con anterioridad del contenido del tratamiento, de la procedencia de los
datos, asi como de lo previsto en las letras a), d) y e) del apartado 1 del presente articulo.”

El articulo 5.5 de la LOPD establece:

“No serd de aplicacion lo dispuesto en el apartado anterior, cuando expresamente una ley lo
prevea, cuando el tratamiento tenga fines histoéricos, estadisticos o cientificos o cuando la
informacién al interesado resulte imposible o exija esfuerzos desproporcionados, a criterio de la
Agencia de Proteccion de Datos o del organismo autonémico equivalente, en consideracién al
namero de interesados, a la antigiiedad de los datos y a las posibles medidas compensatorias.

Asimismo, tampoco regird lo dispuesto en el apartado anterior cuando los datos procedan de
fuentes accesibles al publico y se destinen a la actividad de publicidad o prospeccion comercial,
en cuyo caso, en cada comunicacion que se dirija al interesado se le informara del origen de los
datos y de la identidad del responsable del tratamiento asi como de los derechos que le asisten.”

Del examen de la propia declaracion del fichero “contribuyentes” realizada por la Diputacién Foral,
podemos extraer alguna conclusién al respecto: ademas de la funcién estadistica publica y otras
finalidades, la finalidad principal del fichero es “gestionar y controlar el cumplimiento de las
obligaciones fiscales de los contribuyentes” siendo diversa la procedencia de los datos: entidades
privadas, Administraciones Publicas, el propio interesado 0 su representante legal, personas
distintas del interesado o0 su representante legal y registros publicos. Por otro lado, los
procedimientos previstos de recogida son tres: encuestas o0 entrevistas, declaraciones o
formularios y transmision electronica de datos.

Estamos, a nuestro modo de ver, ante un fichero cuyos datos principalmente los aportan los
ciudadanos en sus declaraciones tributarias. En estos casos, teniendo en cuenta la procedencia
de los datos, no es de aplicacién la excepcién del articulo 5.5. en relacién con el 5.4 ya que este
ultimo esta refiriendose a la obligacion de informar al interesado cuando los datos no han sido
recabados de él mismo sino de un tercero.

Por ello, tratAndose de datos recabados del propio interesado, es de aplicacion lo dispuesto en el
articulo 5 apartados 1y 2.

5.1. Los interesados a los que se soliciten datos personales deberan ser previamente informados
de modo expreso, preciso e inequivoco:

a) De la existencia de un fichero o tratamiento de datos de caracter personal, de la finalidad de la
recogida de éstos y de los destinatarios de la informacion.

b) Del caracter obligatorio o facultativo de su respuesta a las preguntas que le sean planteadas.
¢) De la posibilidad de ejercitar los derechos de acceso, rectificacion, cancelacién y oposicién.
e) De la identidad y direccion del responsable del tratamiento o, en su caso, de su representante.

Cuando el responsable del tratamiento no esté establecido en el territorio de la Unién Europea y
utilice en el tratamiento de datos medios situados en territorio espafiol, debera designar, salvo que
tales medios se utilicen con fines de tramite, un representante en Espafia, sin perjuicio de las
acciones que pudieran emprenderse contra el propio responsable del tratamiento.

5.2 “Cuando se utilicen cuestionarios u otros impresos para la recogida, figuraran en los mismos,
en forma claramente legible, las advertencias a que se refiere el apartado anterior”

En cuanto al otro tipo de datos, esto es, a los datos que no hayan sido recabados del propio
interesado sino de un tercero, para que fuese aplicable la excepcion del articulo 5.5 seria precisa
una ley que expresamente asi lo declarase.
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La norma que el consultante alega es el articulo 90.1 de la Norma Foral de de, , que establece lo
siguiente:

“Las personas fisicas o juridicas, publicas o privadas, asi como las entidades mencionadas en e la
apartado 3 del articulo 35 de esta Norma Foral, estaran obligadas a proporcionar a la
Administracion tributaria toda clase de datos, informes, antecedentes y justificantes con
trascendencia tributaria relacionados con el cumplimiento de sus propias obligaciones tributarias o
deducidos de sus relaciones econémicas, profesionales o financieras con otras personas.”

Esta norma recoge una habilitacion legal para la ceder a la Administracion tributaria toda clase de
datos, informes, antecedentes y justificantes con trascendencia tributaria.

Respecto a la cuestién de si dicha habilitacién implica también la exencién del requisito de
informacion que se recoge en el articulo 5.5 requiere un analisis mas detallado.

El articulo 5.5 de la LOPD supone una transposicion al derecho interno, de lo establecido en la
articulo 11.2 de la Directiva 95/46/CE del Parlamento Europeo y del Consejo de 24 de octubre de
1995. Segun dicho precepto

“las disposiciones del apartado 1 (relativo a la obligacion de informar en el supuesto de datos
recabados de fuentes distintas al titular) no se aplicaran, en particular para el tratamiento con fines
estadisticos o de investigacion histérica o cientifica, cuando la informacién al interesado resulte
imposible o exija esfuerzos desproporcionados o el registro o la comunicacion a un tercero estén
expresamente prescritos por la ley. En tales casos los Estados miembros estableceran las
garantias apropiadas.”

La Agencia Espafiola de Proteccion de datos ha sefialado en su informe 60/2004, que la
excepcion del articulo 5.5 deber ser interpretada de acuerdo con la Directiva 95/46, llegando a la
conclusién de que “ una interpretacion coherente del articulo 5.5 de la Ley Organica 15/1999, a la
vista de lo establecido en la Directiva 95/46/CE de que trae causa, implica que el deber de
informacién al afectado quedara exceptuado en los supuestos en que el tratamiento o cesion de
datos venga expresamente regulado en una norma con rango de Ley.

En todo caso, es preciso aclarar que la aplicacion de la excepcion del articulo 5.5 a la que
venimos refiriéndonos en este caso serd aplicable a supuestos como el aqui analizado, en que el
tratamiento o cesion de los datos de caracter personal aparece recogido expresamente en una
norma con rango de Ley, pero no a aquellos supuestos en que la Ley autorice o habilite la cesion
de los datos, pero no la recoja de modo expreso y taxativo en su articulado, sin perjuicio de que en
dichos supuestos la cesion se encontrard amparada por lo dispuesto en los articulos 6.2 u 11.2.a)
de la Ley Organica 15/1999.”

El supuesto a que se refiere la Agencia Espafiola en su informe es una cesiéon que implica el
acceso a los datos del Padrén Municipal por parte de la Direccion General de la Policia, prevista
en la Disposicién Adicional Séptima de la Ley 7/1985 de Bases de Régimen Local. Esta norma
establece lo siguiente:

“Para la exclusiva finalidad del ejercicio de las competencias establecidas en la Ley organica de
derechos y libertades de los extranjeros en Espafia y su integracion social, sobre control y
permanencia de extranjeros en Espafia, la Direccion general de la Policia accedera a los datos de
inscripcion patronal de los extranjeros existentes en los Padrones Municipales, preferentemente
por via telematica.”

Ademas, la Agencia Espafiola de Proteccion de Datos en su resolucion de 8 de octubre de 2004
sefiala que

“El articulo 5.5 también exceptla de la obligacién de informar cuando expresamente una Ley lo
prevea. De la interpretacion literal del articulo resultaria que la obligacion de informar debe estar
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expresamente exceptuada en una Ley para que se cumplan las condiciones previstas en este
supuesto. Sin embargo la Directiva 95/46 CE, que ha sido transpuesta por la Ley 15/1999, en su
articulo 11.2 especifica que no existe deber de informar en particular para el tratamiento con fines
estadisticos o de investigacion historica o cientifica, cuando la informacién al interesado resulte
imposible o exija esfuerzos desproporcionados o el registro o la comunicacidén a un tercero estén
expresamente prescritos por ley, por lo que ha de interpretarse este supuesto de exclusion en los
términos previstos en la directiva, quedando excluida la obligacion de informar cuando la cesion
de datos esté expresamente prevista en una Ley.”

La norma alegada en el escrito de consulta para exceptuar el deber de comunicacion y considerar
aplicable la salvedad del articulo 5.5 de la LOPD es la Norma Foral de de, concretamente el
articulo 90 puntos 1y 6:

Articulo 90.- Obligaciones de informacion.

1.- Las personas fisicas o juridicas, publicas o privadas, asi como las entidades mencionadas en
el apartado 3 del articulo 35 de esta Norma Foral, estardn obligadas a proporcionar a la
Administracion tributaria toda clase de datos, informes, antecedentes y justificantes con
trascendencia tributaria relacionados con el cumplimiento de sus propias obligaciones tributarias o
deducidos de sus relaciones econémicas, profesionales o financieras con otras personas.

6.- En los términos que se establezcan reglamentariamente, la Administracién tributaria podra
sefalar los requisitos y condiciones para que la informacién a suministrar a que se refiere este
articulo y el siguiente se realice mediante la utilizacion de técnicas y medios electrénicos,
informaticos o telematicos.

El articulo transcrito contiene, a nuestro juicio, no una prevision expresa de ceder datos concretos,
tal y como exige la Agencia espafiola, sino una habilitacion genérica de cesion de datos. La norma
hace referencia a la obligacién de ceder a la Administracién Tributaria “toda clase de datos”, lo
gue no se aviene con la exigencia recogida en la Directiva Comunitaria de que la comunicacion a
un tercero de los datos personales esté expresamente prescrita por la Ley.

Para la presente consulta, es importante recoger la distincién doctrinal incluida en la Sentencia del
Tribunal Supremo de 12 de noviembre de 2003, segun la cual:

“se viene a distinguir, segln precision de la doctrina, dos procedimientos de obtencion de
informacién de terceros por parte de la Administracién Tributaria, la obtencién por “suministro”, en
los casos en que la norma establece la obligaciébn de proporcionar determinados datos, sin
necesidad de que la Administracion los requiera, y la obtencién por “captacion”, que implica una
actuaciéon singularizada, exigiéndose a una persona determinada que proporcione unos datos
concretos (de forma que, de no exigirse, no se proporcionarian).”

En este sentido, de cara a distinguir ambos tipos de datos, puede resultar esclarecedora la
redaccion del articulo 93.1, relativa a las obligaciones de informacion, de la Ley General Tributaria
cuando sefiala:

“1. Las personas fisicas o juridicas, publicas o privadas, asi como las entidades mencionadas en
el apartado 4 del articulo 35 de esta Ley, estaran obligadas a proporcionar a la Administracion
tributaria toda clase de datos, informes, antecedentes y justificantes con trascendencia tributaria
relacionados con el cumplimiento de sus propias obligaciones tributarias o deducidos de sus
relaciones econémicas, profesionales o financieras con otras personas.

En particular:

a) Los retenedores y los obligados a realizar ingresos a cuenta deberan presentar relaciones de
los pagos dinerarios o0 en especie realizados a otras personas o entidades.
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b) Las sociedades, asociaciones, colegios profesionales u otras entidades que, entre sus
funciones, realicen la de cobro de honorarios profesionales o de derechos derivados de la
propiedad intelectual, industrial, de autor u otros por cuenta de sus socios, asociados o0
colegiados, deberan comunicar estos datos a la Administracion tributaria.

c¢) A la misma obligacion quedaran sujetas aquellas personas o entidades, incluidas las bancarias,
crediticias o de mediacion financiera en general que, legal, estatutaria o habitualmente, realicen la
gestion o intervencion en el cobro de honorarios profesionales o en el de comisiones, por las
actividades de captacion, colocacion, cesion o mediacion en el mercado de capitales.

Las personas o entidades depositarias de dinero en efectivo o en cuentas, valores u otros bienes
de deudores a la Administracién tributaria en periodo ejecutivo estaran obligadas a informar a los
o6rganos de recaudacién y a cumplir los requerimientos efectuados por los mismos en el ejercicio
de sus funciones.”

Tras una redaccion genérica en la que se incluye la obligacion de proporcionar “toda clase de
datos” el articulo procede a concretar una serie de obligados a suministrar informacién,
informacion referida a datos concretos. Estariamos por tanto en este segundo caso, ante datos
denominados doctrinalmente como datos de suministro.

La distincibn entre datos de suministro y datos de captacion es relevante para intentar dar
respuesta a la consulta. En los datos de suministro existe una obligacion de remitir determinados
datos a la Administracion Tributaria, es el caso de los supuestos del articulo 93.1 a) b) y ¢)
transcritos de la Ley General Tributaria. En estos supuestos, existe por tanto una cesién de datos
expresamente prevista en la ley tal y como lo exige la Agencia Espafiola y, por tanto, se aplicaria
la excepcion a la obligacion de informar.

Otra cosa sucederd, a nuestro entender, en los supuestos de datos obtenidos por captacion, es
decir, aquellos datos que si no se hubieran exigido, no se habrian proporcionado; en estos
supuestos entendemos que, en principio, subsiste la obligacidon de informar al titular de los datos,
de la fuente de obtencion de los mismos.

En este sentido, es obligado mencionar la célebre sentencia 292/2000, de 30 de noviembre, que
declaré inconstitucional la totalidad del articulo 24.2 de la Ley 15/99 de Proteccién de Datos de
Caracter Personal y parte del articulo 24.1 de la misma Ley.

El articulo 24.1 de la LOPD sefalaba en su redaccion inicial lo siguiente:

“Lo dispuesto en los apartados 1 y 2 del articulo 5, no sera aplicable a la recogida de datos
cuando la informacion al afectado impida o dificulte gravemente el cumplimiento de las funciones
de control y verificacién de las Administraciones Publicas o cuando afecte a la Defensa Nacional,
a la seguridad publica o a la persecucién de infracciones penales o administrativas”.

La citada sentencia del Tribunal Constitucional declaré inconstitucional los siguientes incisos del
articulo 24.1: “impida o dificulte gravemente el cumplimiento de las funciones de control y
verificacion de las Administraciones publicas” y el inciso final “o administrativas”.

Segun la propia sentencia citada, “El interés publico en sancionar infracciones administrativas no
resulta, en efecto, suficiente, como se evidencia en que ni siquiera se prevé como limite para el
simple acceso a los archivos y registros administrativos contemplados en el art. 105 b) CE. Por lo
gue la posibilidad de que, con arreglo al art. 24.1 LOPD, la Administracion pueda sustraer al
interesado informacién relativa al fichero y sus datos segun dispone el art. 5.1 y 5.2 LOPD,
invocando los perjuicios que semejante informacién pueda acarrear a la persecucion de una
infraccién administrativa, supone una grave restricciéon de los derechos a la intimidad y a la
proteccion de datos carente de todo fundamento constitucional. Y cabe observar que se trata,
ademas, de una practica que puede causar grave indefension al interesado, que puede verse
impedido de articular adecuadamente su defensa frente a un posible expediente sancionador por
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la comisidn de infracciones administrativas al negarle la propia Administracién acceso a los datos
gue sobre su persona pueda poseer y que puedan ser empleados en su contra sin posibilidad de
defensa alguna al no poder rebatirlos por resultarle ignotos al afectado. La propia LOPD establece
en su art. 13 que los ciudadanos tienen derecho a no verse sometidos a una decision con efectos
juridicos, sobre ellos o que les afecte de manera significativa que se base Unicamente en un
tratamiento de datos destinados a evaluar determinados aspectos de su personalidad. Criterios
dificilmente compatibles con la denegacion del derecho a ser informado del art. 5 LOPD acordada
por la Administracion Publica con el Unico fundamento de la persecucion de una infraccion
administrativa.”

Es decir, la Sentencia declara inconstitucionales las limitaciones a los derechos de informacion de
los articulos 5.1 y 5.2 justificadas en la persecucion de infracciones administrativas y en la traba
que suponen dichos derechos para las labores de control y verificacion. Se mantiene tras la
sentencia la restriccion del derecho en orden a la persecucion de las infracciones penales.

Sentado como principio general el mantenimiento de la obligacién de informar en los datos de
captacioén, no puede sin embargo obviarse que el articulo 23.2 de la Ley Organica de Proteccion
de Datos, al regular las excepciones a los derechos de acceso, rectificacion y cancelacion,
posibilita a la Administracion Tributaria la denegacion del ejercicio de estos derechos:

“Los responsables de los ficheros de la Hacienda Publica podran, igualmente, denegar el ejercicio
de los derechos a que se refiere el apartado anterior cuando el mismo obstaculice las actuaciones
administrativas tendentes a asegurar el cumplimiento de las obligaciones tributarias y en todo
caso, cuando el afectado esté siendo objeto de actuaciones inspectoras.”

Hemos de tener en cuenta, que la obligacion de informar al titular de los datos sobre su destino,
responsable del fichero, fuente de obtencion, etc., esta vinculado con el derecho de acceso, ya
que a través de la obligacion de informar se posibilita también el derecho de acceso y el ejercicio
del poder de disposicién sobre los propios datos.

Por ello, si bien el Tribunal Constitucional ha declarado contrarias a derecho las limitaciones al
derecho de informacion para el ejercicio de funciones de comprobacion y verificacion, asi como
para la persecucion de infracciones administrativas, no es menos cierto que el texto legal no ha
sufrido modificacién alguna en el articulo 23.2 que recoge limitaciones a los derechos de acceso,
entre otros, para los supuestos en que el ejercicio de esos derechos “obstaculice las
actuaciones administrativas tendentes a asegurar el cumplimiento de las obligaciones
tributarias y, en todo caso, cuando el afectado esté siendo objeto de actuaciones
inspectoras”.

Una interpretacion conjunta del derecho positivo y de la Jurisprudencia que lo informa,
nos lleva a concluir que parece razonable sostener que en aquellos casos en que la
Administracién Tributaria deniegue, al amparo del art. 23.2 LOPD, el ejercicio del derecho
de acceso por entender que puede obstaculizar las actuaciones administrativas tendentes
a asegurar el cumplimiento de las obligaciones tributarias o cuando el afectado esté
siendo objeto de inspeccidn, seria aplicable la excepcion al deber de informar.

1
La segunda de las cuestiones objeto de informe es la siguiente:

Ejercicio de los derechos de acceso, rectificacién, cancelacion y oposicion (en adelante derechos
ARCO) respecto a los datos que obran en el fichero “Contribuyentes” del que es responsable el
Departamento abc de la Diputacion Foral de.
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Establece la consultante que, en la practica, teniendo en cuenta las limitaciones que la propia
LOPD impone al ejercicio de estos derechos respecto a los datos de Hacienda Publica, no se van
a poder ejercitar casi en ningun supuesto, por ello habria que determinar en qué supuestos podran
ejercitar estos derechos los interesados.

Los denominados derechos ARCO estan regulados en los articulos 15, 16 y 17 de la LOPD; los
dos primeros, que son los pertinentes al caso, establecen lo siguiente:

“Articulo 15. Derecho de acceso.

1. El interesado tendra derecho a solicitar y obtener gratuitamente informacién de sus datos de
caracter personal sometidos a tratamiento, el origen de dichos datos, asi como las
comunicaciones realizadas o que se prevén hacer de los mismos.

2. La informacién podr4 obtenerse mediante la mera consulta de los datos por medio de su
visualizacién, o la indicacion de los datos que son objeto de tratamiento mediante escrito, copia,
telecopia o fotocopia, certificada o no, en forma legible e inteligible, sin utilizar claves o codigos
gue requieran el uso de dispositivos mecanicos especificos.

3. El derecho de acceso a que se refiere este articulo sélo podra ser ejercitado a intervalos no
inferiores a doce meses, salvo que el interesado acredite un interés legitimo al efecto, en cuyo
caso podran ejercitarlo antes.”

“Articulo 16. Derecho de rectificacion y cancelacion.

1. El responsable del tratamiento tendra la obligacion de hacer efectivo el derecho de rectificacion
o cancelacion del interesado en el plazo de diez dias.

2. Seran rectificados o cancelados, en su caso, los datos de caracter personal cuyo tratamiento no
se ajuste a lo dispuesto en la presente Ley y, en particular, cuando tales datos resulten inexactos
o incompletos.

3. La cancelacion dard lugar al bloqueo de los datos, conservdndose Unicamente a disposicion de
las Administraciones publicas, Jueces y Tribunales, para la atenciébn de las posibles
responsabilidades nacidas del tratamiento, durante el plazo de prescripcion de éstas. Cumplido el
citado plazo debera procederse a la supresion.

4. Si los datos rectificados o cancelados hubieran sido comunicados previamente, el responsable
del tratamiento debera notificar la rectificacion o cancelacion efectuada a quien se hayan
comunicado, en el caso de que se mantenga el tratamiento por este uUltimo, que debera también
proceder a la cancelacion.

5. Los datos de caracter personal deberan ser conservados durante los plazos previstos en las
disposiciones aplicables o, en su caso, en las relaciones contractuales entre la persona o entidad
responsable del tratamiento y el interesado.”

Las limitaciones a los citados derechos, se encuentran reguladas en el articulo 23 de la LOPD y
en relacion con los ficheros de la Hacienda Publica, concretamente en el 23.2

En lo que se refiere al articulo 23.2, en él se recoge una prevision expresa para los responsables
de ficheros de la Hacienda Publica cuando sefala que podran denegar el ejercicio de estos
derechos cuando el mismo obstaculice las actuaciones administrativas tendentes a asegurar el
cumplimiento de las obligaciones tributarias, y, en todo caso, cuando el afectado esté siendo
objeto de actuaciones inspectoras.

La consulta se centra fundamentalmente en las excepciones recogidas en los articulos 23.2 'y 24.1
y 24.2 de la LOPD.
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Antes de nada, es preciso resefar que las excepciones del articulo 24.1 se refieren a la obligacion
de informar recogida en el articulo 5 de la LOPD, no es aplicable por tanto a los derechos ARCO.
El Tribunal Constitucional en la Sentencia 292/2000 ya citada, ha declarado parcialmente, como
hemos sefialado antes la inconstitucionalidad parcial del articulo 24.1 e integramente la del
articulo 24.2

En el apartado 2 del articulo 24 si se regulaban excepciones a los derechos ARCO, y en relacion
con este apartado sefala la sentencia que:

“Como en otra ocasion hemos aseverado, los motivos de limitacion adolecen de tal grado de
indeterminacion que deja excesivo campo de maniobra a la discrecionalidad administrativa,
incompatible con las exigencias de la reserva legal en cuanto constituye una cesion en blanco del
poder normativo que defrauda la reserva de ley. Ademas, al no hacer referencia alguna a los
presupuestos y condiciones de la restriccion, resulta insuficiente para determinar si la decisién
administrativa es o no el fruto previsible de la razonable aplicaciéon de lo dispuesto por el
legislador. De suerte que la misma falta evidente de certeza y previsibilidad del limite que el art.
24.2 LOPD impone al derecho fundamental a la proteccidén de los datos personales (art. 18.4 CE)
y la circunstancia de que, ademas, se trate de un limite cuya fijacion y aplicacion no viene
precisada en la LOPD, sino que se abandona a la entera discrecion de la Administraciéon Publica
responsable del fichero en cuestién, aboca a la estimacion en este punto del recurso interpuesto
por el Defensor del Pueblo al resultar vulnerados los arts. 18.4y 53.1 CE.”

Por tanto, podemos entender que el ejercicio de los derechos ARCO soélo esta limitado por los
supuestos recogidos en el articulo 23.2 de la LOPD. Son dos concretamente los casos en los que
se produce la limitacion de derechos:

1.- Cuando pueda suponer una obstaculizacion a actuaciones administrativas tendentes a
asegurar el cumplimiento de las obligaciones tributarias. (23.2 LOPD)

2.- Cuando el afectado esté siendo objeto de actuaciones inspectoras (23.2 LOPD)

Este supuesto del articulo 23.2, sera necesario ponerlo en relacién con la limitacion que fija el
articulo 16.5 de la LOPD:

“16.5. Los datos de caracter personal deberan ser conservados durante los plazos previstos en las
disposiciones aplicables o, en su caso, en las relaciones contractuales entre la persona o entidad
responsable del tratamiento y el interesado.”

En el caso que nos ocupa, habra de respetarse el plazo de conservacién que sefale la norma
foral reguladora de la materia, transcurrido el cual debera darse cumplimiento a la obligacién
sefialada en el articulo 4.5 de la LOPD, al regular la cancelacion:

“Los datos de caracter personal seran cancelados cuando hayan dejado de ser necesarios 0
pertinentes para la finalidad para la cual hubieran sido recabados o registrados”.

Del juego y aplicacion de estos preceptos resultar4 a partir de qué momento pueda hacerse
efectivo del derecho de cancelacién, no solamente como bloqueo de datos, sino como eliminacién
fisica de los mismos.

Se incluyen también por la consultante, dos supuestos en los que desde la Agencia Vasca de
Proteccion de Datos no se observa la afectacion con el derecho de acceso, pues ni la peticion de
acceso a sus datos personales durante el periodo voluntario de declaracion del Impuesto sobre la
Renta de las Personas Fisicas, ni la solicitud y emisién de certificados en principio, impiden el
ejercicio del derecho, salvo que sea de aplicacién la excepcién del articulo 23.2 ya citado.

Por ultimo, sefialar que no consideramos correcta la mencion que la consultante hace al bloqueo
de los datos, al considerarlo una limitacién al derecho de cancelacién. La Ley no sefiala, como se
establece en el escrito de consulta “no procederd la cancelacion de los datos de los afectados
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guedando a disposicion de los Jueces y/o Tribunales para atender posibles responsabilidades,
durante el plazo de prescripcion de éstas”, sino otra cosa diferente, esto es, que la cancelacion en
€s0s casos, consistira inicialmente en el bloqueo de los datos, si bien, después, transcurridos los
plazos de prescripcion correspondientes, se procedera a la supresion. Concretamente, el articulo
16.3 sefiala

“La cancelacion dara lugar al blogqueo de los datos, conservandose Unicamente a disposicién de
las Administraciones Publicas, Jueces y Tribunales, para la atencion de las posibles
responsabilidades nacidas del tratamiento, durante el plazo de prescripcion de éstas. Cumplido el
citado plazo debera procederse a la supresién”.

CONCLUSIONES

Primero. A los datos del fichero “contribuyentes” recabados de los propios interesados, no les es
de aplicacion la excepcién recogida en el articulo 5.5 LOPD, al entrar en juego las obligaciones
sefialadas en los apartados 1 y 2 del articulo 5. Cuando dichos datos sean recabados de fuentes
distintas al interesado, la Norma Foral invocada no constituye ley habilitante para excepcionar con
caracter general y en todos los casos el deber de informacion. Habra que estar a la naturaleza de
los datos obtenidos, esto es, si son datos de suministro o datos de captacién, para considerar de
aplicacion o no el articulo 5.5 LOPD, de acuerdo con lo establecido en el cuerpo del presente
informe.

Segundo. Las limitaciones a los derechos de acceso, rectificacion, cancelacion y oposicion,
referidos a los datos obrantes en el fichero “contribuyentes” son las recogidas en el articulo 23.2
de la LOPD.
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8. EXPOSICION DE LISTADOS DE PERSONAS QUE PARTICIPAN EN SORTEOS Y
LISTADOS DE ADJUDICACIONES DE VIVIENDAS VPO Y VTM EN OFICINA DE
SERVICIO A LA CIUDADANIA Y PAGINA WEB

DICTAMEN QUE SE EMITE RESPECTO DE LA CONSULTA PLANTEADA POR EL
AYUNTAMIENTO DE XXX SOBRE ADJUDICACION DE VIVIENDAS DE PROTECCION OFICIAL
Y VIVIENDAS TASADAS MUNICIPALES

CNO07-024

ANTECEDENTES

PRIMERO: Con fecha 15 de junio de 2007 se recibi6 en la Agencia Vasca de Proteccion de Datos
un correo electrénico remitido por el Responsable del Departamento de Personal, Organizacion e
Informatica del Ayuntamiento de XXX, en relacién con el procedimiento de adjudicacion de
viviendas de proteccion oficial y viviendas tasadas municipales.

SEGUNDO: En dicho escrito de remisién de la consulta se expresan las siguientes cuestiones:

1.- Posibilidad del Ayuntamiento de exponer las listas provisionales, las definitivas y las
adjudicaciones y listas de espera en la Oficina de Servicio a la Ciudadania.

2.- Posibilidad del Ayuntamiento de exponer las listas provisionales, definitivas y las
adjudicaciones y listas de espera en la pagina web del Ayuntamiento.

3.- Posibilidad de incluir, ademas del nombre y apellidos, el dato del DNI.

TERCERO: El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter
Personal de Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su
apartado n) atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcion:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccién de Datos, en virtud de la normativa mas arriba
citada, la emisién del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

La primera cuestion objeto de consulta estriba en la exposicion de las listas provisionales, las
definitivas, las adjudicaciones y listas de espera en la Oficina de Servicio a la Ciudadania.

Dicha cuestion la podemos considerar resuelta en la propia Ley de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun cuando en su articulo 60.1
sefiala:

“Los actos administrativos seran objeto de publicacion cuando asi lo establezcan las normas
reguladoras de cada procedimiento o cuando lo aconsejen razones de interés publico apreciadas
por el 6rgano competente.”

Por otro lado, el articulo 59.5 apartado b) del mismo texto legal sefiala que:
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“La publicaciéon, en los términos del articulo siguiente, sustituira a la notificacién surtiendo sus
mismos efectos en los siguientes casos:

b) Cuando se trate de actos integrantes de un procedimiento selectivo o de concurrencia
competitiva de cualquier tipo. En este caso, la convocatoria del procedimiento debera indicar el
tablén de anuncios o medios de comunicacion donde se efectuaran las sucesivas publicaciones,
careciendo de validez las que se lleven a cabo en lugares distintos.”

En este sentido, el Ayuntamiento de xxx regula el procedimiento, concretamente a través de la
Ordenanza municipal publicada en el Boletin Oficial de n°® 82 de 27 de abril de 2007 y que prevé
expresamente en su articulado la exposicion en la Oficina de Atencion al Pablico. Asi, al regular el
procedimiento de adjudicacién de las viviendas, sefiala en el punto 4 que “el nombre y apellidos
de las personas que participen en la seleccién de los adjudicatarios estardn expuestos al publico
en la Oficina de Atencion al Pablico”.

La publicacién citada goza por tanto de amparo legal.

No obstante, el responsable del fichero debera tener en cuenta la prevision legal de cancelacion
recogida en el articulo 4.5 de la Ley Orgéanica de Proteccién de Datos de caracter personal que
sefiala lo siguiente:

“Los datos de caracter personal serdn cancelados cuando hayan dejado de ser necesarios o
pertinentes para la finalidad para la cual hubieran sido recabados o registrados.

No seran conservados en forma que permita la identificacion del interesado durante un periodo
superior al necesario para los fines en base a los cuales hubieran sido recabados o registrados.”

No entramos a considerar en el presente dictamen, pero si debemos mencionarlo, que tanto en el
impreso de inscripcion como en otros documentos semejantes, deberd dejarse constancia del
derecho de informacion contemplado en el articulo 5 de la LOPD, asi debera informarse de:

gue los datos personales recogidos seran incorporados y tratados en el fichero pertinente,
indicando su finalidad

las cesiones previstas que se haran al respecto
organo responsable del fichero

direccién donde el interesado podra ejercer los derechos de acceso, rectificacion, cancelacion y
oposicion, y

gue los resultados seran publicados en el tablon de anuncios del organismo y en su pagina Web,
durante el tiempo pertinente para su conocimiento, asi como para el ejercicio de los oportunos
recursos.

La segunda cuestién objeto de consulta estriba en la posibilidad del Ayuntamiento de exponer las
listas provisionales, las definitivas y las adjudicaciones y listas de espera en su pagina web.

Dicha cuestion igualmente la podemos considerar resuelta en la propia Ley de Régimen Juridico
de las Administraciones Publicas y del Procedimiento Administrativo Comun cuando en el parrafo
ltimo del articulo 59.5 sefiala:

“Las Administraciones Publicas podran establecer otras formas de notificacion complementarias a
través de los restantes medios de difusion, que no excluyeran la obligacion de notificar conforme a
los dos parrafos anteriores.”
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Se trata de una prevision que pretende el cumplimiento efectivo de la finalidad de la notificacion: el
conocimiento por los interesados de los actos que les afecten.

En relacién con este tema cabe también citar que la reciente Ley 11/2007, de 22 de junio, de
acceso electrénico de los ciudadanos a los Servicios Publicos recoge en su articulo 4, principios
generales, y en concreto, en el aparado c) el principio de accesibilidad a la informacion, cuando
sefiala lo siguiente:

“c) Principio de accesibilidad a la informacién y a los servicios por medios electronicos en los
términos establecidos por la normativa vigente en esta materia, a través de sistemas que permitan
obtenerlos de manera segura y comprensible, garantizando especialmente la accesibilidad
universal y el disefio para todos de los soportes, canales y entornos con objeto de que todas las
personas puedan ejercer sus derechos en igualdad de condiciones, incorporando las
caracteristicas necesarias para garantizar la accesibilidad de aquellos colectivos que lo requieran.”

El articulo 12 de dicha norma supone una materializacién del principio de accesibilidad a la
informacién al establecer que:

“La publicacién de actos y comunicaciones que, por disposicién legal o reglamentaria deban
publicarse en tablon de anuncios o edictos podra ser sustituida o complementada por su
publicacion en la sede electronica del organismo correspondiente.”

También en este caso, el Responsable del fichero debera tener en cuenta la prevision legal de
cancelacion a que nos hemos referido con anterioridad.

Con carécter general en la informacion ofrecida tanto en la exposicion de listados como en la
propia Web, debera dejarse constancia de la naturaleza de los datos que en ella se recogen. Asi
debera indicarse que los listados publicados y que contienen datos de caracter personal se
ajustan a la legislacion actual de proteccion de datos, incluyendo la finalidad del tratamiento

También debera incluirse un parrafo informativo en el que se deje constancia de que, “estos
listados no constituyen fuente de acceso publico y no podran ser reproducidos ni en todo ni en
parte, ni transmitidos ni registrados por ningun sistema de recuperacion de informacion, sin el
consentimiento de los propios afectados”.

v

Respecto a la tercera cuestién, el consultante establece que “en los listados sélo hemos incluido el
dato del nombre y dos apellidos. ¢ Seria posible incluir el dato del DNI o debemos tender a indicar
datos no personales tales como nimero de expediente, nimero asignado para el sorteo...?”

La presente consulta esta directamente relacionada con el principio de calidad de los datos, que,
junto con el del consentimiento, son los pilares sobre los que se asienta la normativa en la
materia.

Sefiala el articulo 4.1 de la LOPD que:

“Los datos de caracter personal s6lo se podran recoger para su tratamiento, asi como someterlos
a dicho tratamiento cuando sean adecuados, pertinentes y no excesivos en relacién con el ambito
y las finalidades determinadas, explicitas y legitimas para las que se hayan obtenido.”

En la orden municipal reguladora del procedimiento, se recoge la asignacién de un nimero a cada
uno de los participantes en el sorteo. La finalidad de este dato entendemos que serd, entre otras
posibles, la de identificar y diferenciar a aquellas personas cuyos nombres y apellidos puedan
coincidir. Por ello, y de acuerdo con el principio de calidad de datos, la publicacion del DNI con
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esta finalidad puede resultar un tratamiento excesivo de datos de caracter personal, cuando se
cuenta ya con un dato que sirve al objetivo pretendido.

La utilizacibn del nimero asignado para el sorteo es una practica mas respetuosa con la
proteccion de datos de caracter personal que la utilizacion del DNI.

CONCLUSIONES

Primera. La exposicion al publico de las listas provisionales, las definitivas, las adjudicaciones y
listas de espera en el procedimiento de adjudicacién de viviendas tasadas municipales y viviendas
de proteccién oficial en xxx, no contraviene la normativa en materia de proteccién de datos de
caracter personal.

Segunda. La publicacion en la pagina web municipal de las listas provisionales, las definitivas, las
adjudicaciones y listas de espera en el procedimiento de adjudicacion de viviendas tasadas
municipales y viviendas de proteccion oficial en XXX, no contraviene la normativa en materia de
proteccion de datos de caracter personal.

Tercera. En los procedimientos citados, la publicacién del nimero asignado para el sorteo, con el
fin de identificar y distinguir a personas con coincidencia de nombre y apellidos, es una préactica
mas respetuosa con la proteccion de datos que la utilizacion del dato del DNI.
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9. CUESTIONES SOBRE PROTECCION DE DATOS A TENER EN CUENTA DENTRO
DE LA OFERTA DE EMPLEO PUBLICO DE LA UNIVERSIDAD

DICTAMEN QUE SE EMITE EN RELACION A LA CONSULTA PLANTEADA POR LOS
SERVICIOS JURIDICOS DE LA ADMINISTRACION XXX EN RELACION A LA OFERTA
PUBLICA DE EMPLEO DE DICHA ADMINISTRACION.

CNO7-028

ANTECEDENTES

Con fecha 24 de julio de 2007 tiene entrada en esta Agencia Vasca de Proteccion de Datos un
correo electrénico de los servicios juridicos de, por el que se eleva consulta en relacion al asunto
mas arriba referenciado.

En dicho escrito de remisién de la consulta se expresa que:

“Uno de los temas que mas nos preocupa es mantener el debido equilibrio entre la obligacion
formal de dar publicidad a todas las actuaciones que afecten a los/as candidatos/as y la hecesidad
de preservar los derechos que se derivan de la proteccién de datos de caracter personal.

Es por lo dicho que rogamos nos informen sobre las siguientes cuestiones en concreto:

Campos de informacion a afiadir a los diferentes listados que se deriven del desarrollo del proceso
selectivo (admitidos y excluidos, aprobados del primer ejercicio, aprobados del segundo, etc.) o
dicho de otra forma qué criterios de incompatibilidad de datos debemos observar.

¢La proteccion que ha de concederse a los listados publicados en la Web ha de darse también a
los publicados en papel en los tablones de anuncios?.

Seria conveniente que en las bases generales o especificas preveamos algun tipo de clausula por
la cual el/la interesado/a autorice la gestion de sus datos a los efectos del proceso selectivo?
Rogamos que si es necesaria tal clausula nos mandéis un modelo de redaccion.

Por supuesto entiendo que en la solicitud para tomar parte en el proceso selectivo si que ha de
preverse una autorizacion expresa referida a la proteccién de datos.

Si Uds. entienden que, ademas de las cuestiones aqui mencionadas, es importante tener en
cuenta algun otro aspecto, por favor, indiquenlo en su respuesta.

Con fecha 26 de julio de 2007, desde la Agencia Vasca de Proteccion de Datos se remite correo
electrénico a los servicios juridicos de XXX solicitando que se concretaran las cuestiones sobre
las que se solicitaban aclaraciones sin que al momento de la emisién del presente se haya
recibido contestacion a dicha solicitud.

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcién:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de Datos, en virtud de la normativa méas arriba
citada, la emision del informe en respuesta a la consulta formulada.
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CONSIDERACIONES
|

Las cuestiones sobre las que se pide la opinion de esta Agencia en la consulta, y a pesar de que
en la misma se las califica como “concretas”, entroncan directamente con algunos de los principios
gue rigen todo el régimen juridico de la proteccién de datos y que se contienen en el Titulo Il de la
Ley Orgéanica 15/1999, de 13 de diciembre, de Proteccion de Datos de Caracter Personal (LOPD
en adelante).

Asi, no es dificil a nuestro juicio, identificar en dichas cuestiones relacion directa con los principios
de calidad de los datos, seguridad, consentimiento e informacion.

La respuesta a cada una de las cuestiones planteadas exige un andlisis, siquiera somero de
dichos principios.

Con carécter previo, es conveniente calificar desde la perspectiva que ofrece la normativa sobre
proteccion de datos de caracter personal la operacion que preocupa al consultante, esto es, la
publicacion o publicaciones que deban llevarse a cabo en las distintas fases del proceso.

Asi, las publicaciones que necesariamente se llevardn a cabo durante el proceso selectivo
constituiran, de acuerdo con lo establecido en el articulo 3 apartado 1 de la Directiva 95/46 CE del
Parlamento Europeo y del Consejo de 24 de octubre, relativa a la proteccién de las personas
fisicas en lo que respecta al tratamiento de los datos personales y a la libre circulacion de estos
datos y el articulo 3 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter
Personal de Titularidad Publica y de Creacion de la Agencia Vasca de Proteccion de Datos, un
tratamiento de datos de caracter personal.

Mas concretamente, y de acuerdo también con las normas antes mencionadas supondra una
cesién o comunicacion de dichos datos, en cuanto los mismos seran revelados a persona distinta
del interesado.

De acuerdo con el articulo 11.1 de la LOPD, los datos de caracter personal objeto de tratamiento
s6lo podran ser comunicados a un tercero para el cumplimiento de fines directamente
relacionados con las funciones legitimas del cedente y cesionario con el previo consentimiento del
interesado. Sin embargo, el apartado 2 del mismo articulo regula una serie de excepciones, entre
las que se encuentra, referida al presente supuesto, la posibilidad de que una norma con rango de
Ley autorice la cesion.

También para el supuesto que nos ocupa, e independientemente de las habilitaciones que en la
legislacion de funcién publica puedan encontrarse, debe con caracter general, citarse el articulo
59.6 b) de la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones
Plblicas y del Procedimiento Administrativo Comuin de acuerdo con el cual la publicacion
sustituird a la notificacion

“Cuando se trata de actos integrantes de un procedimiento selectivo o de concurrencia competitiva
de cualquier tipo.”

La primera conclusion que (aunque pueda parecer obvia es conveniente tener a la vista) desde la
estricta perspectiva de la proteccion de datos de caracter personal cabe alcanzar de cuanto se
lleva dicho es que el “tratamiento” de los datos que prevé realizarse, consistente en la
“comunicaciéon o cesion” de los mismos a través de las publicaciones que deban realizarse
encuentra suficiente cobertura en norma con rango de Ley.

Alcanzada la anterior conclusion, debe igualmente dejarse sentado que el tratamiento, la
comunicacion de datos consecuencia de las obligaciones legales que a la Administracién
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convocante corresponden deberan ajustarse a los principios y reglas que rigen el derecho
fundamental a la proteccion de datos de caracter personal, entrando aqui en juego los principios
que antes se han citado.

Asi y comenzando por la primera cuestién y principio, el de calidad de los datos debe traerse aqui
la redaccion del articulo 4 de la LOPD, de acuerdo con el cual

“Los datos de caracter personal sélo se podran recoger para su tratamiento, asi como someterlos
a dicho tratamiento, cuando sean adecuados, pertinentes y no excesivos en relacion con el ambito
y las finalidades determinadas, explicitas y legitimas para las que se hayan obtenido”.

Ya desde las primeras resoluciones de esta Agencia y recogiendo la experiencia de otros 6érganos
de control, se dejé dicho que una correcta interpretacion del principio que encierra el precepto
trascrito lleva directamente a la utilizacion de criterios de razonabilidad y proporcionalidad en el
tratamiento que pretende llevarse a cabo en relacion con la finalidad que se persigue.

En el supuesto que se plantea, el tratamiento, (la publicacién de los datos de excluidos, admitidos,
resultados, etc....) a juicio de esta Agencia, no puede tener otra finalidad que el cumplimiento del
principio de publicidad que rige en los procesos selectivos de personal al servicio de la
Administracion Publica (articulo 33 de la Ley de la Funcion Pudblica Vasca) coadyuvando en
definitiva a dar cumplimiento al derecho fundamental a acceder en condiciones de igualdad a las
funciones y cargos publicos, en cuanto dicha publicidad permite el control del proceso.

Como criterio general por lo tanto puede establecerse que los datos de caracter personal objeto
de publicacion seran estrictamente aquellos que permitan cumplir la finalidad que dicha
publicacion persigue.

A poco mas que al establecimiento de dicho criterio general puede llegar esta Agencia Vasca de
Proteccion de Datos dado que no corresponde a la misma la determinacion de cuales sean para
cada caso concreto los campos o los datos que deban ser tratados y la forma de hacerlo siendo
labor de cada Administracién dicha determinacion atendiendo a la naturaleza y las caracteristicas
de cada proceso, de la misma manera que a cada Administracién corresponderd la elaboracion de
las bases que regiran el proceso las cuales deberan servir, también en el aspecto que ahora
interesa, de pauta del correcto tratamiento de datos de caracter personal que procedan.

Considera esta Agencia que la perspectiva desde la cual resulta mas interesante abordar la
segunda de las cuestiones que se enumeran en la consulta, puede ser la de destacar las
particularidades que ofrece la publicaciébn de datos de caracter personal a través de Internet,
partiendo de la premisa de que la publicacién a través de dicho medio es posible (“En este caso,
la convocatoria del procedimiento deberd indicar el tablén de anuncios o medio de comunicacion
donde se efectuaran las sucesivas publicaciones...” articulo 59.6 b) de la Ley 30/1992) y teniendo
en cuenta el importante impulso que a la utilizacion de las tecnologias de la informacién ofrece la
reciente Ley 11/2007, de 22 de junio, de acceso electronico de los ciudadanos a los servicios
publicos.

Dicho decidido impulso no es 6bice para que el propio legislador, ya en la Exposicion de Motivos
de dicha Ley reconozca que existen “...otra muchas consecuencias a las que hay que dar
solucion...”, suscitando “en primer lugar... la cuestion de la privacidad de unos datos que se
facilitan pero... que hace emerger el problema de su uso...”

Por ello la propia Exposicién de Motivos establece como “principal reto que tiene la implantacion
de las Tecnologias de la Informacion y las Comunicaciones... la generacion de confianza
suficiente que elimine o minimice los riesgos asociados a su utilizacion.”
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Por ello, y teniendo en cuenta que uno de los principales riesgos sobre el derecho fundamental a
la proteccién de datos de caracter personal deriva de la capacidad que se tiene a través de la
utilizacion de buscadores en Internet de acumular gran parte de informacién sobre los particulares
y siguiendo las recomendaciones ofrecidas por el Grupo de Trabajo sobre Proteccion de Datos del
articulo 29 en su documento de trabajo de 21 de noviembre de 2000, esta Agencia Vasca de
Proteccion de Datos ha elaborado un protocolo de publicacién de listados en Internet que se
anexa al presente dictamen.

Debe por ultimo hacerse referencia a una cuestion que permite enlazar los dos puntos vistos hasta
el momento y sobre el que, aunque nada se dice por el consultante, merece ser objeto de atencion
por parte de esta Agencia en cuanto tiene relacion directa con el principio de calidad de los datos
y resulta de especial interés en las publicaciones realizadas a través de Internet.

Tal es asi que en el propio articulo 4 de la LOPD se hace referencia a dicha cuestién en su
apartado 5, de acuerdo con el cual:

“Los datos de caracter personal seran cancelados cuando hayan dejado de ser necesarios o
pertinentes para la finalidad para la cual hubieran sido recabados o registrados.

No seran conservados en forma que permita la identificacion del interesado durante un periodo
superior necesario para los fines en base a los cuales hubieran sido recabados o registrados.”

La aplicacion del anterior principio a las publicaciones realizadas a través de Internet exige en
primer lugar tener en cuenta que dicho medio no es una fuente accesible al publico en los
términos del articulo 3 j) LOPD, lo cual implica que el régimen juridico aplicable, en lo que ahora
interesa, es diferente al de aplicacion a los diarios oficiales.

De esta manera, el principio de calidad aplicado a las publicaciones en Internet impide que los
datos publicados puedan ser mantenidos indefinidamente en dicho medio debiendo procederse a
su cancelacion una vez agotados los plazos que para cada fase del proceso se prevean en las
bases que regulen dicho proceso porque ningln fin puede cumplir dicho mantenimiento
transcurridos los plazos establecidos para realizar las correspondientes impugnaciones.

v

En el andlisis de la tercera de las cuestiones planteadas relativa a la conveniencia de prever algin
tipo de clausula por la que el titular de los datos autorice la gestion de dichos datos, debe partirse
de que, con caracter general y de acuerdo con el articulo 6 de la LOPD no sera necesario el
consentimiento del interesado para el tratamiento de sus datos cuando estos se hayan recogido
para el ejercicio de las funciones propias de las administraciones publicas en el &mbito de sus
competencias.

Si se pregunta sobre la “conveniencia” de introducir “algin tipo de clausula”, con la cautela que
exige emitir criterios de oportunidad y desconociendo a qué tipo de gestion se refiere la consulta,
debe decirse, en primer lugar, que la prevision contenida en el articulo 6 anteriormente citado, ha
de entenderse, abarca todas las gestiones que, razonablemente y en el marco de dichas
“funciones propias de la administracion” convocante, ésta necesite realizar en orden al correcto
desarrollo del proceso en cuestion.

A dicha idea responde la descripcion de la finalidad del fichero, seleccion y provision de puestos
gue se contiene con el nimero 14 en la Resolucion de 28 de febrero de 2007 por la que se ordena
la publicacion en el Boletin Oficial del Pais Vasco del Acuerdo adoptado en su sesion de 8 de
febrero para la creacién, modificacién y supresién de ficheros de datos de caracter personal.

Siendo ello asi y, se insiste, con toda cautela, no es aconsejable la introduccion en las bases de la
convocatoria de clausula de autorizacion alguna para dicha gestién ordinaria.
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En todo caso, y en cuanto el consentimiento (la autorizacion) que se pudiera solicitar y ofrecer
debe ser, (ademas de libre, inequivoca, e informada), especifica, lo aconsejable es que, detectada
en su caso, la necesidad de un acto de gestiébn que pudiera no encontrarse amparado por el
articulo 6 anteriormente citado, se introdujera una clausula solicitando el consentimiento de
manera especifica para dicho supuesto.

Y

Practicamente la misma argumentacién, con las mismas cautelas expresadas mas arriba, es
vélida para responder a la cuarta de las cuestiones, en cuanto no se alcanza a ver la necesidad de
solicitar con caracter general una autorizacion para el tratamiento de los datos de caracter
personal de aquellos que vayan a tomar parte en el proceso selectivo, cuando dichos datos y
tratamientos cumplan el principio de calidad y pertinencia a los que se ha hecho referencia
también mas arriba, y ello independientemente del momento (publicacion de las bases generales,
de las especificas o solicitud de admisién al proceso). Aunque es cierto también que muy
probablemente sea este el momento mas apropiado para realizar la solicitud del consentimiento
cuando ello fuera necesario.

Debe hacerse mencién por ultimo al derecho de informacion.

Siendo previsible que la formalizacion de la admisién se lleve a cabo a través de formularios, y
sea éste el momento principal en cuanto a la recogida de datos de caracter personal de los
participantes, el articulo 5, apartados 1y 2, de la LOPD, de acuerdo con los cuales:

“Los interesados a los que se soliciten datos personales deberan ser previamente informados de
modo expreso, preciso e inequivoco:

a) de la existencia de un fichero o tratamiento de datos de caracter personal, de la finalidad de la
recogida de éstos y de los destinatarios de la informacion.

b) del caracter obligatorio o facultativo de su respuesta a las preguntas que les sean planteadas.
c) de las consecuencias de la obtencién de los datos o de la negativa a suministrarlos.

d) de la posibilidad de ejercer los derechos de acceso, rectificacién, cancelacién y oposicion.

e) de la identidad y direccidn del responsable del tratamiento o, en su caso, de su representante”

“Cuando se utilicen cuestionarios u otros impresos para la recogida figuraran en los mismos, en
forma claramente legible, las advertencias a las que se refiere el apartado anterior”

De acuerdo con dicho precepto, debiera incluirse una clausula informativa en los formularios que
se utilicen para solicitar la admision al proceso.

CONCLUSIONES

Los tratamientos previstos en la consulta son acordes a la normativa sobre proteccion de datos de
caracter personal en los términos contenidos en el cuerpo del presente dictamen.
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10. LICITUD DE LA CESION A TERCEROS DE DATOS DE PERSONAS FISICAS Y
JURIDICAS PROPIETARIAS DE BIENES AFECTADOS POR INSTALACIONES DE
PRODUCCION DE ENERGIA ELECTRICA

DICTAMEN QUE SE EMITE RESPECTO DE LA CUESTION PLANTEADA POR EL
AYUNTAMIENTO DE XXXX SOBRE LA LICITUD DE LA CESION A TERCEROS, DE DATOS DE
PERSONAS FISICAS Y JURIDICAS PROPIETARIAS DE BIENES AFECTADOS POR
INSTALACIONES DE PRODUCCION DE ENERGIA ELECTRICA

CNO07-029

ANTECEDENTES

PRIMERO. Con fecha 3 de agosto de 2007 tiene entrada en esta Agencia Vasca de Proteccion de
Datos, escrito del Ayuntamiento de XXX adjuntando solicitud de datos formulada a ese
Ayuntamiento por la empresa ABC S.L.

SEGUNDO. En dicho escrito la empresa sefiala las siguientes cuestiones:

1. El Decreto 115/2002, de 28 de mayo regula el procedimiento para la autorizacion de las
instalaciones de produccion de energia eléctrica a partir de la energia edlica, a través de Parques
Edlicos, en el ambito de la Comunidad Autonoma de Euskadi.

2. En anuncio de 5 de junio de 200, del Jefe de la Oficina Territorial de Alava del Departamento de
Industria, Comercio y Turismo, se hizo publica la solicitud de autorizacion administrativa para la
explotacion e implantacion de los Parques Edlicos de Montes de lturrieta, Cruz de Alada-Arlaba,
Arkamo y Kolometa.

3. Que a efectos de lo establecido en el articulo 4 del Decreto 115/2002, en el plazo de 20 dias a
contar a partir de la fecha de la ultima de las publicaciones en el Boletin Oficial del Pais Vasco y
en los Boletines Oficiales de los Territorios Historicos correspondientes se da apertura a la
posibilidad de presentar solicitudes en competencia.

4. Que segun el articulo 5 del referido Decreto, finalizado el plazo indicado y dentro del mes
siguiente, los solicitantes de la autorizacién administrativa, deberan de presentar entre otros un
Anteproyecto del Parque Edlico firmado por un técnico competente y visado por el Colegio Oficial,
en el que entre otros asuntos, debera hacerse constar: la relacién de personas fisicas y juridicas
propietarias de bienes, instalaciones, obras o servicios afectados por la instalacion.

5. Que tras diversas conversaciones mantenidas con el Jefe de la Oficina Territorial de Alava, se
nos solicita realizar una instancia formal, dirigida a cada Ayuntamiento afectado por la
implantacion y explotacion de los referidos Parques Edlicos, a fin de que las mismas expidan
relacion de personas fisicas o juridicas propietarias y datos de las fincas, asi como la titularidad y
descripcion de los bienes, instalaciones y obras o servicios afectados por las referidas
instalaciones, a efectos de cumplir con lo establecido en el articulo 5 del Decreto 115/2002.

6. Que a los efectos de que ABC S.L., pueda presentar solicitud en competencia para la
implantacién y explotacion del Parque Eolico de Cruz de Alda-Arlaba y en aras de dar
cumplimiento a lo establecido en el referido articulo 5 del Decreto 115/2002, se solicita que se
expida relacidn de personas fisicas o juridicas propietarias y datos de las fincas que se describen
a modo de Anexo |, asi como la titularidad y descripcion de los bienes, instalaciones, obras o
servicios afectados por las referidas instalaciones.
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TERCERO. El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter
Personal de Titularidad Publica y de Creacién de la Agencia Vasca de Proteccion de Datos, en su
apartado n) atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcién:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacion con los tratamientos de datos de
caracter personal incluidos en el @mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de Datos, en virtud de la normativa méas arriba
citada, la emisidn del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

La cuestion sometida a consulta estriba en determinar la licitud de la cesion a un tercero, por parte
del Ayuntamiento, de los datos de personas fisicas y juridicas propietarias de los bienes afectados
por la instalacion de produccién de energia eléctrica.

En primer lugar es necesario dejar sentado que la cesion de datos correspondientes a personas
juridicas no plantea ningln problema desde la Optica de proteccién de datos, pues segun el
articulo 3 a) de la Ley 2/2004, de 25 de febrero, de ficheros de datos de caracter personal de
titularidad publica y de creacion de la Agencia Vasca de Proteccion de Datos, se entendera por
dato de caracter personal “cualquier informacion concerniente a personas fisicas identificadas o
identificables”.

Quedan por tanto fuera del concepto de dato de caracter personal los datos propios de las
personas juridicas.

En cuanto a los datos relativos a las personas fisicas, la cesién de estos datos a terceros se
regula en el articulo 11 de la Ley 15/99 de Proteccién de Datos de Caracter Personal.

“Articulo 11. Comunicacién de datos.

1. Los datos de caracter personal objeto del tratamiento sélo podran ser comunicados a un tercero
para el cumplimiento de fines directamente relacionados con las funciones legitimas del cedente y
del cesionario con el previo consentimiento del interesado.

Las excepciones al consentimiento se recogen en el apartado siguiente; entre esas excepciones
vamos a cefirnos, por ser la atinente al caso, a la primera:

2.- El consentimiento exigido en el apartado anterior no sera preciso:
a) Cuando la cesion esta autorizada en una ley.”

A estos efectos es preciso que citar la Ley 54/1997, de 27 de noviembre, del sector eléctrico, que
en su articulo 21.2. sefiala:

“2. Los solicitantes de autorizaciones para instalaciones de producciéon de energia eléctrica
deberan acreditar los siguientes extremos:

Las condiciones de eficiencia energética, técnicas y de seguridad de las instalaciones propuestas.

El adecuado cumplimiento de las condiciones de proteccién del medio ambiente y la minimizacion
de los impactos ambientales.

Las circunstancias del emplazamiento de la instalacion.
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Su capacidad legal, técnica y econdmico-financiera para la realizacion del proyecto.”

La forma de acreditacion en la Comunidad Auténoma del Pais Vasco de las circunstancias del
emplazamiento de la instalacion a la que se refiere la consulta, se regula en el Decreto 115/2002,
de 28 de mayo. En el articulo 5 del citado Decreto se establece la documentacidon complementaria
gue el solicitante ha de aportar, entre la que se encuentra:

“El Anteproyecto de Parque Edlico firmado por técnico competente y visado por el Colegio Oficial,
gue incluira una memoria en la que, como minimo, se especificara:

-Relacion de personas fisicas y juridicas propietarios de bienes, instalaciones, obras o servicios
afectados por la instalacion.”

Este Decreto ha sido dictado al amparo de lo establecido en la Disposicion Final Primera de la Ley
54/1997 de 27 de noviembre, del Sector Eléctrico, del siguiente tenor literal:

“1. La presente Ley tiene caracter basico, de acuerdo con lo establecido en el articulo 149.1.13 y
25 de la Constitucion.

2. Se excluyen de este caracter basico las referencias a los procedimientos administrativos, que
seran regulados por la Administraciébn competente, ajustandose en todo caso a lo establecido en
la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del
Procedimiento Administrativo Comuan.”

Es decir, la Comunidad Autdbnoma ha procedido al desarrollo necesario del texto legal, en la
regulacion concreta del procedimiento de autorizacion, concretando los requisitos que la Ley
marca con caracter general.

Por lo tanto, es evidente que la entidad solicitante tiene claramente la condicién de interesada en
el procedimiento de autorizacién para la instalacion de un parque edlico que tramita ante la
Administracion General de la CAPV.

Ahora bien, la cuestién objeto de la consulta estriba en determinar si la cesién de los datos
personales recabados al Ayuntamiento, tiene cobertura legal suficiente.

No se determina en el escrito de consulta cudl seria el fichero municipal fuente de la cesién, lo que
hace mas dificil la cuestién, aunque por el tipo de datos solicitados podria pensarse que fuera el
catastro.

En relacion con el catastro, es preciso traer a colacion el articulo 50.1 del Real Decreto Legislativo
1/2004, de 5 de marzo, por el que se aprueba el texto refundido de la Ley del Catastro Inmobiliario
gue dispone que

“La difusion de la informacién catastral a que se refieren los articulos 2 y 4 se regird por lo
dispuesto en este titulo (Titulo VI)".

El articulo 51 de dicho Decreto Legislativo regula los datos protegidos y establece que

“A efectos de lo dispuesto en este titulo tienen la consideracion de datos protegidos el nombre,
apellidos, razén social, cédigo de identificaciébn y domicilio de quienes figuren inscritos en el
Catastro Inmobiliario como titulares, asi como el valor catastral y los valores individualizados.”

La informacion que la entidad solicitante tendria por tanto la consideracion de informacion
protegida segun la propia normativa del catastro, en cuanto al acceso a dicha informacion, se
regula en el articulo 53:

Acceso a la informacion catastral protegida.
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1. El acceso a los datos catastrales protegidos sélo podra realizarse mediante el consentimiento
expreso, especifico y por escrito del afectado, o cuando una Ley excluya dicho consentimiento o la
informacidn sea recabada en alguno de los supuestos de interés legitimo y directo siguientes:

Para la ejecucion de proyectos de investigacion de caracter histdrico, cientifico o cultural
auspiciados por universidades o centros de investigacion, siempre que se califiquen como
relevantes por el Ministerio de Hacienda.

Para la identificaciéon de las fincas, por los notarios y registradores de la propiedad y, en particular,
para el cumplimiento y ejecucién de lo establecido en el titulo V.

Para la identificacién de las parcelas colindantes, con excepcién del valor catastral de cada uno de
los inmuebles, por quienes figuren en el Catastro Inmobiliario como titulares.

Por los titulares o cotitulares de derechos de trascendencia real o de arrendamiento o aparceria
que recaigan sobre los bienes inmuebles inscritos en el Catastro Inmobiliario, respecto a dichos
inmuebles.

Por los herederos y sucesores, respecto de los bienes inmuebles del causante o transmitente que
figure inscrito en el Catastro Inmobiliario.

2. No obstante, podrdn acceder a la informacién catastral protegida, sin necesidad de
consentimiento del afectado:

Los 6rganos de la Administracion General del Estado y de las demas Administraciones publicas
territoriales, la Agencia Estatal de Administracion Tributaria y las entidades gestoras y servicios
comunes de la Seguridad Social, con las limitaciones derivadas de los principios de competencia,
idoneidad y proporcionalidad.

Las comisiones parlamentarias de investigacion, el Defensor del Pueblo y el Tribunal de Cuentas,
asi como las instituciones autonémicas con funciones analogas.

Los jueces y tribunales y el Ministerio Fiscal.

Los organismos, corporaciones y entidades publicas, para el ejercicio de sus funciones publicas, a
través de la Administracion de la que dependan y siempre que concurran las condiciones exigidas
en el parrafo a.”

De los preceptos transcritos podemos concluir que no existe habilitacion legal para que el
Ayuntamiento consultante proceda a la cesion de los datos personales recabados por la entidad
solicitante. No olvidemos que se trata de una entidad privada, concretamente la mercantil “ABC,
S.L.", que interviene en un procedimiento administrativo ante la Administracién General de la
CAPV, en competencia con otros posibles demandantes de autorizacion, con lo que no existe una
relacion de sujecion especial de esa persona juridica con la Administracién que legitime la cesion
de datos pretendida.

Una vez sefalado que no se encuentra habilitacion legal para la cesion, entendemos preciso
hacer una reflexién sobre el cumplimiento por parte del Decreto 115/2002, del principio de calidad
de datos recogido el articulo 4 de la Ley 15/99 de Proteccion de Datos de Caracter Personal.

Sefiala dicho precepto que “los datos de caracter personal s6lo se podran recoger para su
tratamiento, asi como someterlos a dicho tratamiento, cuando sean adecuados, pertinentes y no
excesivos en relacién con el &mbito y las finalidades determinadas, explicitas y legitimas para las
gue se hayan obtenido.”

Este principio ha sido reconocido, entre otras, en la Sentencia de la Sala de lo Contencioso
Administrativo de la Audiencia Nacional, de 9 de marzo de 2001:
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'Uno de los principios que inspira la legislacion sobre tratamiento automatizado de datos de
caracter personal es el de calidad de datos. Este principio implica, entre otras cosas, que los datos
sean necesarios y pertinentes para la finalidad para la cual hubieran sido recabados o registrados
(art. 4.5 de la LO 5/1992). “

En este caso, un examen detenido del articulado del Decreto citado, nos lleva a obtener las
siguientes conclusiones:

- El Decreto 115/2002, de 28 de mayo regula el procedimiento para la autorizaciéon de las
instalaciones de produccidn de energia eléctrica a partir de la energia edlica, a través de Parques
Edlicos, en el &mbito de la Comunidad Autbnoma del Pais Vasco.

- En el citado Decreto, concretamente en el articulo 4, se contempla la posibilidad de que se
presenten solicitudes de autorizacién administrativa en competencia, para lo cual se prevé su
publicacion en el Boletin.

- Tras la publicacién, los solicitantes deben presentar en el plazo de un mes varios documentos,
entre los que se encuentra la relaciébn de personas fisicas y juridicas propietarios de bienes,
instalaciones, obras o servicios afectados por la instalacion.

- En caso de no aportarse toda la documentacion solicitada se le requiere al solicitante para que
aporte los documentos preceptivos en el plazo de diez dias, tras lo cual y si asi no lo hiciera, se le
tendra por desistido de su peticion.

- Posteriormente, la Direccion de Energia dictard Resolucién motivada por la que selecciona el
anteproyecto que considere mas idéneo en atencidn a una serie de criterios, entre los cuales no
estd la relacion de bienes y derechos afectados.

- Una vez elegido el Anteproyecto de instalacion idéneo, su titular debera remitir a la Direccion de
Energia una documentacion entre la que se encuentra la relacion concreta e individualizada de los
bienes y derechos afectados.

Analizado el contenido de este Decreto, esta Agencia entiende que resulta excesivo, desde la
Optica del respeto al derecho fundamental a la autodeterminacién informativa, exigir a un mero
aspirante a titular de la autorizacién administrativa, una documentacion con datos personales de
terceros, que en el caso de que el anteproyecto de ese aspirante no sea el elegido no van a ser
utilizados. Esta exigencia quiebra, a nuestro modo de ver, el principio de calidad de los datos
exigido por la LOPD.

CONCLUSION

La cesion por parte del Ayuntamiento a la entidad privada solicitante de los datos de personas
fisicas propietarias de bienes, instalaciones, obras o servicios afectados por las instalaciones de
produccién de energia eléctrica, no es acorde con la normativa en materia de proteccién de datos.
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11. SOLICITUD DE CESION DE DATOS A OTRAS ADMINISTRACIONES PARA
PROCEDER A LA GESTION RECAUDATORIA EN PERIODO EJECUTIVO DE LOS
INGRESOS DE DERECHO PUBLICO

DICTAMEN QUE SE EMITE EN RELACION A LA CONSULTA PLANTEADA POR EL ILMO. SR.
DIRECTOR DEL DEPARTAMENTO DE XXX DEL GOBIERNO VASCO SOBRE CESION DE
DATOS.

CNO7-032

ANTECEDENTES

Con fecha 26 de septiembre de 2007 tiene entrada en esta Agencia Vasca de Proteccion de Datos
escrito del llmo. Sr. Director del Departamento XXX del Gobierno Vasco por el que se eleva
consulta en relacién con el asunto mas arriba referenciado.

En dicho escrito de remisién de la consulta se expresa que:

“La Direccion xxx es, dentro del Departamento el érgano competente para la gestion recaudatoria
en periodo ejecutivo de los ingresos de derecho publico (tanto tributarios como no tributarios) de la
Administracion de la Comunidad Auténoma del Pais Vasco.

A tal efecto, una vez certificado por los departamentos gestores el impago de las deudas en
periodo voluntario se dicta por este Director al correspondiente providencia de apremio titulo
ejecutivo con idéntica fuerza que una sentencia judicial en la que se indica expresamente al
obligado que si la deuda no se paga en los plazos fijados en la misma se procedera al embargo de
sus bienes y derechos.

Para poder materializar correctamente esa gestién recaudatoria a través del procedimiento de
apremio, la Direccion precisa de ciertos datos sobre los deudores, de los que actualmente carece
y que se detallan a continuacion por lo que tiene intencidn de solicitar su cesién a las Diputaciones
Forales/Eustat/TGSS:

Domicilios Fiscales.- Para poder notificar a los ciudadanos esa providencia de apremio —por
correo certificado- la Direccién precisa disponer de unos domicilios que estén actualizados. Al dia
de hoy, se utilizan las direcciones que aportan los Departamentos gestores que, especialmente en
el caso de sanciones de tréfico, suelen ser poco fiables, por no estar actualizadas o corresponder
a empresas de quitamultas, lo que provoca que en muchos casos no pueda localizar a ese deudor
y se tenga que recurrir a la nada deseable notificacién edictal de las providencias. Por ello
precisamos que, bien las Diputaciones Forales o el EUSTAT a través del protocolo que se
establezca, cedan a esta Direccion de xxx los datos de los domicilios de esos obligados al pago,
para asi poder comunicarles todas las actuaciones del procedimiento recaudatorio, con las
garantias establecidas en la Ley 30/1992.

Datos de pagadores de néminas y salarios.- Por otro lado, una vez notificados los deudores e
impagada la deuda en los plazos establecidos por el articulo 40 bis de la Ley de Principios
Ordenadores los embargos se llevan a término, tras dictarse la oportuna diligencia, a través de
actuaciones masivas de embargo de dinero, por medios telematicos, en cuentas abiertas en
entidades de depésito (Cuaderno 63 AEB/CECA). No obstante en los casos en que no se
localizan cuentas de esos deudores siguiendo el orden establecido en el articulo 169 de la LGT,
habria que acudir al embargo de sueldos, salarios y pensiones. Es aqui cuando necesitamos la
colaboracion de otros entes institucionales como son las diputaciones Forales y en su caso la
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Tesoreria General de la Seguridad Social al objeto de que se cedan a esta Administracion los
datos relativos a los deudores ejecutivos con el siguiente detalle: nombre de la empresa donde
trabaja, domicilio social de esta, domicilio en la que ejerce la actividad, fecha de alta de la
empresa y fecha de baja, para asi poder cobrar esas deudas a través del embargo de salarios.

Respecto a los dos tipos de cesion de datos antes descritos, esta Direccidbn se comprometeria a
utilizar esa informacién cedida para la estricta exigencia de las obligaciones contraidas por los
deudores de la Administracion de la comunidad Autbnoma del Pais Vasco por el concepto de
ingresos de derecho publico. Es preciso recordar, asimismo, que el cobro de este tipo de deudas,
mas alla de un afan recaudador, pretende ser ejemplificante para, con su efectividad, provocar
una disminucién en la comisién de infracciones administrativas, con especial relevancia en el caso
de las de trafico.

Una vez explicadas sucintamente las caracteristicas del procedimiento de apremio que utiliza esta
Direccion y la necesidad de que desde otras Administraciones se le cedan ciertos datos
imprescindibles para la efectiva cobranza de das deudas en periodo ejecutivo, la consulta
concreta que le traslado es si a juicio de esa Agencia las peticiones dirigidas a las tres Haciendas
Forales, EUSTAT y TGSS que adjunto a la presente, en relacion con la cesion de datos
personales, deben ser atendidas por estos entes, sin que pueda alegarse por estos la vulneracién
de la normativa sobre proteccion de datos de caracter personal.

A este respecto ha de tenerse en cuenta que por esa Agencia en su informe que la mayor parte de
los ingresos de derecho publico que gestiona la Direccidn se refieren a sanciones administrativas
y que existe normativa en los tres Territorios Histéricos (distintas Normas Forales Tributarias) asi
como en la Tesoreria General de la Seguridad Social (Ley de Seguridad Social) en la que se
establece que la cesién de datos de drganos pagadores de sueldos y salarios a otras
Administraciones solo podrd tener lugar a efectos del cumplimiento de obligaciones
fiscales/tributarias, en el ambito de sus competencias”

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccion de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcion:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacion con los tratamientos de datos de
caracter personal incluidos en el &mbito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccién de Datos, en virtud de la normativa mas arriba
citada, la emisién del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

Aunque las cuestiones planteadas convergen en definitiva en una Unica “... la necesidad de que
desde otras administraciones se cedan ciertos datos...” las circunstancias que rodean a cada una
de las cesiones previstas son diversas, lo que aconseja analisis también diferenciados.

En cualquier caso, es conveniente tener a la vista ya desde el inicio aquellos preceptos desde los
cuales deban partir dichos analisis.

Asi habr4 de comenzarse por el articulo 40 del Decreto legislativo 1/1997, de 11 de noviembre,
por el que se aprueba el texto refundido de la Ley de Principios Ordenadores de la Hacienda
General del Pais Vasco, de acuerdo con el cual, y en lo que ahora mas puede interesar:

62 Informes mas representativos Memoria 2007



2007

“A excepcion de los ingresos previstos en los apartados a), d), e) y f) del articulo 32, los derechos
de naturaleza publica de la Hacienda General se hardn efectivos por medio del procedimiento
administrativo de recaudacion, de acuerdo con lo que establezca el Reglamento de Recaudacion
de la Hacienda General del Pais Vasco, o por cualquier otro procedimiento admitido en derecho y
aplicable en cada caso.”

Y en dicho sentido debe citarse el Decreto 212/1998, de 31 de agosto, por el que se aprueba el
Reglamento de Recaudacion de la Hacienda General del Pais Vasco y en especial, en lo que
ahora interesa, al Titulo V del mismo.

Por otra parte, de acuerdo con el articulo 4 del Decreto Legislativo antes citado

“La Comunidad Auténoma de Euskadi, en el ambito de su competencia y en relacién a su
Hacienda General, dispondra de las mismas prerrogativas reconocidas al Estado, salvo
disposicién expresa con rango de ley emanada de la misma.”

Lo cual remite en primer lugar a la Ley 47/2003, de 26 de noviembre, General Presupuestaria,
cuyo articulo 10.1 sefala expresamente que:

“Sin perjuicio de las prerrogativas establecidas para cada derecho de naturaleza publica por su
normativa reguladora, la cobranza de tales derechos se efectuara en su caso, conforme a los
procedimientos administrativos correspondientes y gozara de las prerrogativas establecidas para
los tributos en la Ley General Tributaria, y de las previstas en el Reglamento General de
Recaudacién.”

Llegados a este punto es posible obtener una primera conclusién que viene constituida por el
hecho de que el érgano competente para la gestion recaudatoria en periodo ejecutivo de los
ingresos de derecho publico actia en dicha gestion y porgue asi lo ha querido expresamente el
legislador, investido de las prerrogativas que asisten a la Administracién tributaria, lo cual es
extensivo a la concreta materia que nos ocupa (obtencién de datos).

Obtenida dicha conclusién, el siguiente I6gico paso no puede ser otro que indagar cuales son, en
dicha concreta materia, las prerrogativas de las que goza.

Lo cual apunta directamente a los articulos 93 a 95 de la Ley 58/2003 General Tributaria (LGT en
adelante) y a las correspondientes Normas Forales Generales Tributarias.

En dicho sentido resulta conveniente también, tanto por lo reciente de su publicacion como por la
relacién con las cuestiones que se plantean, hacer referencia al Real Decreto 1065/2007, de 27 de
julio, por el que se aprueba el Reglamento General de las actuaciones y los procedimientos de
gestion e inspeccion tributaria y de desarrollo de las normas comunes de los procedimientos de
aplicacion de los tributos, cuyo articulo 1 establece que dicho “...reglamento sera de aplicacién a
la gestidn recaudatoria en lo no previsto en el Reglamento General de Recaudacién aprobado por
el Real Decreto 939/2005, de 29 de julio”.

De acuerdo con su Exposicion de Motivos dicho reglamento tiene como una de sus finalidades
desarrollar “... los articulos 93, 94 y 95 de la Ley 58/2003, de 17 de diciembre, General Tributaria,
relativos a las obligaciones de informacién y el caracter reservado de los datos tributarios”.

En dicho sentido y en lo que ahora méas puede interesar debiera hacerse mencion especial al
Titulo Il de dicho Reglamento, y en especial a las Secciones 12 y 32 del su Capitulo V.

Sin necesidad de hacer una exégesis de dichos articulos de la LGT y del Real Decreto 1065/2007,
es razonable llegar a su vez a la conclusion de que la obligacion de comunicar datos a estos
efectos esta formulada de la forma més amplia posible. En dicho sentido, los articulos 93 y 94 de
la LGT y su desarrollo reglamentario establecen, dicho sea de manera genérica, la obligaciéon de
sujetos publicos y privados de proporcionar a la Administracion tributaria toda clase de datos,
informes o antecedentes con trascendencia tributaria.
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Alcanzada la anterior doble conclusion, es necesario pasar de su formulacion genérica a las
matizaciones que su aplicacién a los supuestos concretos que se plantean en la consulta, a
nuestro juicio, exige.

El primero de dichos supuestos viene referido a la posibilidad de obtener el dato relativo al
domicilio para poder notificar las providencias de apremio. Dicha obtencién del domicilio se
pretende desde las Diputaciones Forales o el EUSTAT

En relacion a este Ultimo, la matizacién que a la formulacion genérica debe hacerse proviene de la
propia Ley General Tributaria.

Asi, el articulo 93.4 b) de dicha Ley establece expresamente que:

“Los funcionarios publicos, incluidos los profesionales oficiales, estaran obligados a colaborar con
la Administracion Tributaria suministrando toda clase de informacion con trascendencia tributaria
de la que dispongan, salvo que sea aplicable

b) el secreto de los datos que se hayan suministrado a la Administracion para una finalidad
exclusivamente estadistica.”

(En el mismo sentido para los Territorios Histdricos, los articulos 90.4 b) de Ias, Normas Forales
6/2005, de 28 de febrero y 2/2005, de 8 de marzo, Generales Tributarias de Alava y Gipuzkoa
respectivamente y articulo 92.4 b) de la Norma Foral 2/2005, de 10 de marzo, General Tributaria.)

Como sin dificultad cabe deducir de los anteriores preceptos, y por relaciéon al EUSTAT, aquellos
datos que hayan sido obtenidos por dicho organismo para finalidades exclusivamente estadisticas
guedan sujetos al régimen del secreto estadistico regulado en los articulos 19 a 23 de la Ley
4/1986, de 23 de abril, de Estadistica de la Comunidad Autonoma de Euskadi, que implica la
prohibicién de utilizar los datos para finalidades distintas de las estadisticas, estando obligados
tanto el personal implicado en la elaboracion de la actividad estadistica en cualquiera de sus
fases, esto es, obtencién de la informacion, tratamiento informatico de la misma, explotacion,
andlisis de resultados y difusién, a guardar el secreto sobre dichos datos.

Fuera de dichos supuestos, las obligaciones de informacién y colaboracion del EUSTAT quedan
sometidas al régimen previsto en los articulos 92 y ss. de la Ley General Tributaria.

Otra cosa es que el érgano consultante esté pensando en la Disposicién Adicional Segunda de la
Ley 2/2004 de 25 de febrero, de Ficheros de Datos de Caracter Personal de Titularidad Publica y
de Creacion de la Agencia Vasca de Proteccion de Datos, a cuyo tenor:

“Las administraciones general y forales de la Comunidad Auténoma del Pais Vasco podran
solicitar al Euskal Estatistika-Erakundea/Instituto Vasco de Estadistica, en los términos que se
establecen en la disposicién adicional segunda de la Ley Organica 15/1999, de 13 de diciembre,
de Proteccion de Datos de Caracter Personal y articulo 17.3 de la Ley 7/1985, de las Bases del
Régimen Local, sin consentimiento del interesado una copia actualizada del fichero formado con
los datos del nombre, apellidos, domicilio, sexo y fecha de nacimiento que constan en los
padrones municipales de habitantes correspondientes a los territorios donde ejerzan sus
competencias para la creacion de ficheros o registros de poblacion. Estos ficheros o registros de
poblacién tendran como finalidad la comunicacion de los distintos érganos de cada administracién
publica con los interesados residentes en los respectivos territorios, respecto a las relaciones
juridico-administrativas derivadas de las competencias respectivas de las administraciones
publicas.”

De acuerdo con la diccidn literal de dicha Disposicion el 6rgano consultante podria solicitar dicha
copia actualizada.
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No obstante lo cual, es oportuno reproducir lo que esta Agencia dejo dicho en la Consulta 18/2006
de acuerdo con la cual:

“Hay por udltimo, una cuestion a la que se debe hacer referencia, que trae origen del supuesto
concreto que se plantea en la solicitud de informacién cursada por la Direccion de Financiacién y
Contratacion Sanitaria pero que considera esta Agencia conveniente plantearlo con un caréacter
general a la luz, tanto de la doctrina de la Agencia Espafiola de Protecciéon de Datos como de la
memoria que acompafaba al proyecto de Ley de ficheros de datos de caracter personal de
titularidad publica y de creacién de la Agencia Vasca de Proteccién de Datos en su remision al
Parlamento Vasco.

El supuesto al que nos referimos es el de la utilizacion de los datos que sean objeto de
comunicacion para hacer posible la participacion en acciones preventivas.

Para tal supuesto (perfectamente extensible a otros muchos) nos encontramos en una situacion
completamente diferente a la analizada en los anteriores fundamentos del presente, y es,
precisamente al que hace referencia la segunda parte del Dictamen de la Agencia Espafola de
Proteccion de Datos ya citado.

Efectivamente, para llevar a cabo dicho tipo de operaciones no es necesaria la comunicacién de
los datos de todas las personas residentes en el territorio de la CAPV, sino sélo de aquellas que
cumplan los criterios requeridos en el programa, actuacion, etc... que se pretenda llevar a cabo.

Son por lo tanto lo que dicho dictamen denomina “funciones administrativas particularizadas” para
cuya puesta en practica es suficiente realizar “solicitudes parciales de datos”, que no precisan “la
creacion de un especifico registro general” y que también encuentran amparo en dicha
Disposicion Adicional Segunda de la Ley.

Con un afan meramente colaborador, y sentado que es posible la obtencion de una copia
completa del registro de poblacion en la manera mas arriba vista, esta Agencia considera que la
utilizacion de esta segunda via, la de solicitudes parciales en atencion a la concreta funcién que
pretenda_desarrollarse, supone una mayor garantia del derecho fundamental a la vez que se
ajusta también mejor a la voluntad, tanto del redactor del proyecto de ley como del legislador, si
atendemos a la memoria explicativa que acomparié al primero al parlamento y al propio desarrollo
del debate parlamentario.

Dichas ideas inspiradoras de la Disposicion Adicional Segunda de la Ley, a nuestro juicio, y sin
desconocer las dudas y argumentos opuestos a dicha Disposicion que en sede parlamentaria se
plantearon, fueron recogidas en el momento de la aprobacion de la Ley.

Todo ello, junto al hecho de que no seria necesaria la creacion de un fichero especifico, ni la
introduccion de los datos en uno ya creado, que los datos no serian almacenados sino solo
utilizados para la comunicacion, que el volumen de los datos utilizados seria mucho menor y mas
ajustado a las necesidades especificas del programa o0 actuacion que se proyecta, supone a
nuestro juicio una menor afectacion al derecho fundamental y es la base de la preferencia de esta
Agencia por dicho sistema (Los subrayados no estan en el texto original)”

Se transcribe la anterior doctrina porgue creemos que es aplicable al supuesto que ahora se
plantea.

En relacion a las Diputaciones Forales, el planteamiento que se realiza en el escrito de consulta
versa sobre la posibilidad de que dichas Diputaciones cedan el dato del domicilio fiscal de los
deudores a efectos de la correcta notificacion personal de la providencia de apremio (pagina 1 del
escrito), en dicho sentido, en la pagina dos de la consulta (“Objeto de la consulta”) se solicita que
la Agencia opine sobre si “...las peticiones dirigidas a las tres Haciendas Forales..., que adjunto a
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la presente deben ser atendidas por esos entes, sin que pueda alegarse por estos la vulneracién
de la normativa sobre proteccion de datos de caracter personal”.

En las copias que se adjuntan, dirigidas a los Directores de Hacienda de las Diputaciones Forales,
se solicita la colaboracién de los mismos “al objeto de que se cedan a esta Administracion los
datos relativos a los deudores ejecutivos con el siguiente detalle: nombre de la empresa donde
trabaja, domicilio social de ésta, domicilio en la que ejerce la actividad, fecha de alta de la
empresa y fecha de baja”.

Dicho planteamiento de la cuestion no coincide, a juicio de esta Agencia, con el que se contiene
en el informe juridico que se acompafia a la misma, dado que éste versa “sobre la obligacion de
las Diputaciones Forales de embargar devoluciones tributarias de deudores de la Administracion
de la Comunidad Auténoma”, el cual concluye estableciendo que “...las Diputaciones Forales
estan obligadas a acatar la diligencia de embargo dictada por el Director de xxx y proceder al
embargo de las devoluciones tributarias a favor de aquellos deudores apremiados que se realizara
a través del envio de ficheros por esta Direccién de xxx hacia esas Haciendas Forales utilizando
para ello canales seguros de comunicacion”.

En relacién a la conclusion de la obligatoriedad de las Haciendas Forales de acatar la diligencia,
nada corresponde decir a esta Agencia, otra cosa supondria una extralimitacion de las
competencias que legalmente tiene atribuidas.

En relacion al “envio” de ficheros debiera decirse que dicha cesion de datos sera conforme a la
normativa sobre proteccion de datos en la medida en que sea correcta la conclusion relativa a la
“obligatoriedad” a la que se ha hecho referencia méas arriba, porque la misma normativa que
ampare dicha obligatoriedad seria la que amparara la cesion que se pretende siendo de aplicacion
en dicho caso la excepcién al consentimiento prevista en el articulo 11.2 a) de la LOPD.

En relacién a la adecuacion a la normativa sobre proteccion de datos de la hipotética cesion desde
las Diputaciones Forales a la Direccion de xxx la particularidad a la conclusién genérica alcanzada
en el primero de los fundamentos del presente, puede derivar dado el ambito en el que se produce
la consulta, del hecho de que el domicilio fiscal sea, a su vez, un dato de trascendencia tributaria
para la propia Diputacién Foral, y asi serd, con caracter general cuando dicho dato obre en
ficheros de los Departamentos de Hacienda de dichas Diputaciones.

Lo que se quiere decir es que para dichos supuestos, para tal tipo de dato sera de aplicacion lo
establecido en el articulo 95 de la LGT ( y en los correspondientes de las Normas Forales
Generales Tributarias) con la particularidad de que para tales supuestos el principio general citado
mas arriba se invierte.

Esto es, si respecto a la posibilidad de la obtencién de datos con trascendencia tributaria por parte
de las Administraciones tributarias dicha posibilidad est4 contemplada de la manera mas amplia
posible, la posibilidad de transmitir datos de trascendencia tributaria desde dicha
Administraciones, se permite de forma mucho mas reducida.

Es ilustrativa al respecto la exposicién de motivos de la Orden Foral 3324/2003, de 21 de octubre,
por la que se regula el suministro de informacion tributaria a las Administraciones Publicas para el
desarrollo de sus funciones, (BOB n° 208, de 30 de octubre) de acuerdo con la cual

La Norma General Tributaria establece en su articulo 114.1 el caracter reservado de la
informacién obtenida por la Administracion tributaria, de tal modo que su cesion a terceros queda
limitada a los supuestos previstos en el mencionado precepto legal. La mencionada prevision
normativa conlleva que este suministro de informacién no precise autorizaciéon alguna por parte
del interesado, habiendo quedado expresamente fijados en la Norma quiénes pueden ser sus
destinatarios y cuales los fines especificos para los que han de ser utilizados los datos cedidos.
(El subrayado es nuestro).
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Es lo que cabe deducir por otra parte del articulo 95 antes citado cuya regla general es la
imposibilidad de ceder dichos datos y las excepciones son las expresamente contempladas en las
diferentes letras del apartado primero de dicho precepto.

Entre dichas excepciones deben destacarse:

La colaboracién con otras Administraciones tributarias a efectos del cumplimiento de obligaciones
fiscales en el &mbito de sus competencias,

Y lo que mas puede interesar en el presente supuesto:

La colaboracion con érganos o entidades de derecho publico encargados de la recaudacion de
recursos publicos no tributarios para la correcta identificacion de los obligados al pago.

En definitiva pues, una hipotética cesién de dichos datos por parte de las Haciendas Forales a la
Direccion de xxx estaria amparada por la excepcion prevista en el articulo 11.2 a) de la LOPD en
relacién con el articulo 95.1 de la LGT, en el bien entendido de que, a juicio de esta Agencia,
dicha cesion lo seria en un marco de “colaboracion” y no de “obligacion”.

v

En relacion a la consulta relativa a los “Datos de pagadores de néminas y salarios” y en cuanto
implica a un 6rgano sobre cuyos ficheros de datos de caracter personal y sus tratamientos
escapan a la competencia de esta Agencia, debe aprovechar la misma para realizar una
matizacion respecto al alcance de la respuesta que se pueda ofrecer en el presente dictamen.

Asi, y a pesar de que en el “Objeto de la consulta” se solicitaba opinién sobre si las peticiones
“...deben ser atendidas...”, y como se puede comprobar de cuanto se lleva dicho, ninguna
conclusion se establece sobre dicho deber porque, como se ha dicho, considera esta Agencia que
sus competencias no alcanzan a pronunciarse sobre dicho extremo.

Creemos que es buen ejemplo de lo que queremos expresar la abundante jurisprudencia recaida
en supuestos (principalmente respecto a entidades bancarias) en los que precisamente el objeto
de discusion versa sobre la existencia o no y las condiciones en su caso del cumplimiento de
dicho deber.

En dicho sentido, y a lo que esta Agencia alcanza, la jurisprudencia a la que nos referimos
resuelve las controversias desde una perspectiva estrictamente tributaria o hacendistica, sin que
la proteccion de datos de caracter personal sea elemento decisor de dichas cuestiones.

Quiere decirse en definitiva que respecto a la TGSS no solo nada ha de decirse por esta Agencia
en relacion con un posible “deber” de colaborar, sino que la opinibn que este dictamen contiene
desde la estricta perspectiva de proteccion de datos queda sometida, como todos, a cualquier otra
mejor fundada en derecho y por lo tanto también a la que pueda expresar la autoridad que tiene
competencia sobre los ficheros y tratamientos de dicho organismo, la Agencia Espafiola de
Proteccion de Datos que no necesariamente tiene que coincidir con la expresada en el presente.

Dicho cuanto antecede, comparte esta Agencia la conclusién que se contiene en el informe que al
respecto se acompafia a la consulta y que ha sido elaborado por la Asesoria Juridica del érgano
consultante, aunque puede haber alguna divergencia respecto a la normativa aplicada.

En efecto, desde la perspectiva de “seguridad social” en el articulo 66 del Texto Refundido de la
Ley de Seguridad Social (si bien que a titulo de “colaboracién” que es como comienza la letra b
del apartado 1° de dicho articulo) es posible encontrar el amparo legal al que se refiere el articulo
11.2 a) de la LOPD, sin que encuentre motivo alguno esta Agencia para no considerar correcta la
interpretacion del término “obligaciones fiscales” realizada por quien sin duda mayor conocimiento
tiene de dichas cuestiones como es el propio érgano consultante.
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Desde la perspectiva “tributaria” o “hacendistica”, sin embargo y dicho sea con toda prudencia, a
juicio de esta Agencia no resultaria de aplicacion plena tanto el articulo 93.1 de la LGT (en cuanto
la informacion que transmitiria la TGSS, en el concreto supuesto planteado y a nuestro juicio, no
derivaria de “sus relaciones economicas, profesionales o financieras” con el “obligado tributario”,
con el deudor en este caso, salvo que fuera titular de alguna prestacion de seguridad social)
cuanto del articulo 94.1 a cuyo tenor y en lo que ahora interesa “... las demas entidades publicas,
incluidas las gestoras de la Seguridad Social... estaran obligados a suministrar a la Administracién
tributaria cuantos datos, informes y antecedentes con trascendencia tributaria recaba ésta
mediante disposiciones de caracter general 0 a través de requerimientos concretos y a prestarle a
ella y a sus agentes, apoyo, concurso auxilio y proteccién para el ejercicio de sus funciones.
Asimismo participaran en la gestion o exaccién de los tributos mediante las advertencias,
repercusiones y retenciones, documentales o pecuniarias, de acuerdo con lo previsto en las leyes
o disposiciones reglamentarias vigentes.”

En cualquiera caso la observacién anterior no altera la conclusion alcanzada en el informe
adjuntado, porque bien sea por el 93.1 (para cuando el deudor sea titular de prestaciones de la
seguridad social) bien por el 94.1, desde la perspectiva tributaria, también existiria la cobertura
legal exigida por el articulo 11.2 a) LOPD.

A mayor abundamiento, no tal vez de apoyo legal expreso como al que se acaba de hacer
referencia, pero si como muestra de la importancia que la colaboracion institucional adquiere en
estos supuestos, puede recordarse que el articulo 4 de la Ley 12/2002, de 23 de mayo, por la que
se aprueba el Concierto Econémico con la CAPV, segun redaccion dada por la Ley 28/2007, de 25
de octubre, incluye como principio fundamental que rige las relaciones entre las Administraciones,
el que se expresa de la siguiente manera:

“Articulo 4. Principio de colaboracion.

Uno. Las instituciones competentes de los Territorios Histéricos comunicaran a la Administracion
del Estado, con la debida antelacion a su entrada en vigor, los proyectos de disposiciones
normativas en materia tributaria.

De igual modo, la Administracion del Estado practicard idéntica comunicacién a dichas
instituciones.

Dos. El Estado arbitrard los mecanismos que permitan la colaboracién de las Instituciones del
Pais Vasco en los Acuerdos internacionales que incidan en la aplicacion del presente Concierto
Econdmico.

Tres. El Estado y los Territorios Histéricos, en el ejercicio de las funciones que les competen en
orden a la gestion, inspeccion y recaudacion de sus tributos, se facilitaran mutuamente, en tiempo
y forma adecuados, cuantos datos y antecedentes estimen precisos para su mejor exaccion.

En particular, ambas Administraciones:

Se facilitaran, a través de sus centros de proceso de datos, toda la informacion que precisen. A tal
efecto, se establecera la intercomunicacién técnica necesaria.

Anualmente se elaborara un plan conjunto y coordinado de informética fiscal.

Los servicios de inspeccion prepararan planes conjuntos de inspeccién sobre objetivos, sectores y
procedimientos selectivos coordinados, asi como sobre contribuyentes que hayan cambiado de
domicilio, entidades en régimen de transparencia fiscal y sociedades sujetas a tributacion en
proporcion al volumen de operaciones en el Impuesto sobre Sociedades.

Cuatro. El Estado y las Instituciones del Pais Vasco arbitraran los procedimientos de intercambio
de informacién que garanticen el adecuado cumplimiento de los Tratados y Convenios
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internacionales del Estado y, en particular, de la normativa procedente de la Unién Europea en
materia de cooperacion administrativa y asistencia mutua.”

\Y

Debe hacerse por Gltimo una precisién en cuanto al alcance de las solicitudes que se puedan
realizar.

Del planteamiento que se realiza en la consulta y de los modelos que se adjuntan, deduce esta
Agencia que las solicitudes que se realicen entraran dentro del ambito de lo que el Real Decreto
1065/2007, de 27 de julio, antes citado denomina “requerimientos individualizados para la
obtencion de informaciéon” o lo que jurisprudencialmente se ha descrito como obtencion “por
captacién” diferenciandolo de la obtencién de informacion “por suministro”.

Con esta Ultima expresion se refiere al “procedimiento de obtencién de informacién por terceros
por parte de la Administracion Tributaria en los casos en que la norma establece la obligacion de
proporcionar determinados datos sin necesidad de que la Administracién los requiera” mientras
gue la primera se refiere a “una actuacion singularizada que exige a una persona determinada que
proporcione unos datos concretos de forma que de no exigirse no se proporcionarian”,
singularidad o individualizacion por otra parte que “no necesariamente debe referirse a un unico
sujeto pasivo, sino que cabe que se refiera a una pluralidad de los mismos”.

Pues bien, si ello fuera asi, debe recordarse que la misma jurisprudencia comparte la definicion
ofrecida por el TEAC en su Resolucion de 23-9-1987 y de acuerdo con la cual:

“el requerimiento de informacién emitido al amparo del art. 111 de la LGT constituye un acto
administrativo con entidad propia, no adjetiva, que concreta e individualiza el deber general de
suministrar informacion de terceros, define una obligacién de hacer y el propio requerimiento se
convierte en el acto declarativo de esta obligacién de informar, que es una obligacién principal y
auténoma, constituye un acto administrativo, de caracter formal, que no puede ser considerado de
mero tramite y, en consecuencia, relne las caracteristicas precisas para ser calificado como acto
reclamable en la via econémico-administrativa, con aceptacion juridica del acto administrativo de
requerimiento de informacion que, ineludiblemente, obliga a exigir la constancia de su justificacion
o de los motivos por los que se emite para que, asi, pueda procederse, en su caso, al examen de
su adecuacion a Derecho.”

Quiere decirse con lo anterior que si la solicitud constituye un acto administrativo y el mismo
supone, cuando menos, una afectaciéon a un derecho fundamental (como parece evidente en el
presente caso) el mismo debera ser motivado y dentro de dicha motivacion, a juicio de esta
Agencia, deberéa contenerse la explicacion de cémo dicha afectacién, no ya supone la ultima ratio
para llevar a cabo lo que se pretende, o dicho de otra manera, cémo no ha sido posible llevar a
cabo la actuacién pretendida con los datos que ya se tenian y resulta imprescindible solicitar los
datos de caracter personal sin el consentimiento de su titular, sino siquiera de qué manera es
proporcionada la solicitud realizada, teniendo en cuenta que puede afectar a un derecho
fundamental.

Con todo ello queremos hacer referencia a la explicacion contenida en la elevacion de la consulta
respecto a “la poca fiabilidad” de las direcciones que aportan los Departamentos gestores, “...I0
que provoca que en muchos casos no se pueda localizar a ese deudor y se tenga que recurrir a la
nada deseable notificacién edictal de las providencias”.

En aplicacion de la doctrina de la maximizacion de los derechos fundamentales o lo que es lo
mismo, de su minima afectacion, no podria considerarse suficientemente motivado desde la
perspectiva de la proteccion de datos de caracter personal, y consecuentemente debiera ser
considerado desproporcionado, a nuestro juicio, solicitar a instituciones diferentes de aquella con
la cual se ha contraido la deuda y de manera indiscriminada los domicilios de los deudores,
cuando dicho domicilio conste como asi ocurrirh suponemos en muchos supuestos, en el
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procedimiento del que surja la deuda, sobre la base de que dicho domicilio no es fiable o de que la
notificacion edictal (cuya prevision y efectos se regulan expresamente en la Ley a la que se remite
el articulo 53 del Decreto 212/1998) no es deseable.

Obsérvese que, en cierta manera, el departamento gestor podia sostener parecida
argumentacion, porque si bien es verdad que no contaria con el apoyo de las prerrogativas que
ofrece la normativa tributaria, también es cierto que cuando dichas prerrogativas deban ser
utilizadas por los oOrganos recaudadores para el cobro de deudas no tributarias, la base
constitucional de dichas prerrogativas debe ser matizada, en cuanto no puede sostenerse a
nuestro juicio en su plenitud dicha base, expresada de la siguiente manera por el Tribunal
Constitucional:

“Sobre la cuestion planteada, hay que comenzar recordando que el derecho a la "intimidad
personal y familiar" (art. 18.1 CE) es un derecho fundamental vinculado a la propia personalidad
que deriva de la dignidad de la persona que el art. 10.1 CE reconoce. Su objeto es garantizar un
ambito reservado de la vida de las personas frente a la accion y conocimiento de terceros, sean
poderes publicos o particulares, aunque, como cualquier otro derecho, encuentra sus limites en
los restantes derechos fundamentales y bienes juridicos constitucionalmente protegidos, entre los
cuales, puede citarse el deber de todos de contribuir al sostenimiento de los gastos publicos (art.
31.1 CE). En este sentido, la colision entre el derecho fundamental a la intimidad personal y
familiar (art. 18.1 CE) y el deber constitucional de contribuir a los gastos publicos (art. 31.1 CE)
implica la inexistencia, frente a la Administracion tributaria u otros poderes publicos, de un
pretendido derecho absoluto e incondicionado a la reserva de los datos econdmicos del
contribuyente con trascendencia tributaria o relevancia fiscal que haga inoperante el deber
tributario que el art. 31.1 de la Constitucion consagra, pues ello impediria una distribucion
equitativa del sostenimiento de los gastos publicos en cuanto bien constitucionalmente protegido
(SSTC 110/1984, de 26 de noviembre, FJ 3; 76/1990, de 26 de abril, FJ 10; y 57/1994, de 28 de
febrero, FJ 5), que es un objetivo claramente legitimo desde la perspectiva constitucional [STC
143/1994, de 9 de mayo, FJ 6.b)]. En consecuencia, aunque la informaciébn que recogen y
archivan las Administraciones publicas ha de ser necesaria para el ejercicio de las potestades que
les atribuye la Ley y adecuada a las legitimas finalidades previstas por ella (STC 254/1993, de 20
de julio, FJ 7), resulta cuestionable -en abstracto- que la transmisién de informacion de naturaleza
tributaria pueda vulnerar el derecho a la intimidad de los contribuyentes, sobre todo cuando se
trata de actividades que tienden a desarrollarse en el &mbito de relacion con terceros y que estan
sometidas a formulas especificas de publicidad e informacién (STC 143/1994, de 9 de mayo, FJ
6). El deber de comunicacién de datos con relevancia tributaria se convierte, entonces, en un
instrumento necesario no s6lo para una contribucion justa a los gastos generales (art. 31.1 CE)
sino también para una gestion tributaria eficaz, modulando el contenido del derecho fundamental a
la intimidad personal y familiar del art. 18.1 CE (STC 292/2000, de 30 de diciembre, FJ 9).”

Dicha doctrina constitucional (STC 292/2000) debe ser armonizada sin embargo con aquella otra
(STC 233/2005) que establece:

“A este respecto hemos venido sefalando que, para que la afectacion del &mbito de intimidad
constitucionalmente protegido resulte conforme con el art. 18.1 CE, es preciso que concurran
cuatro requisitos: en primer lugar, que exista un fin constitucionalmente legitimo; en segundo
lugar, que la intromision en el derecho esté prevista en la Ley; en tercer lugar (s6lo como regla
general), que la injerencia en la esfera de privacidad constitucionalmente protegida se acuerde
mediante una resolucion judicial motivada; y, finalmente, que se observe el principio de
proporcionalidad, esto es, que la medida adoptada sea idonea para alcanzar el fin
constitucionalmente legitimo perseguido con ella, que sea necesaria o imprescindible al efecto
(que no existan otras medidas mas moderadas o0 menos agresivas para la consecucion de
tal propésito con igual eficacia) y, finalmente, que sea proporcionada en sentido estricto
(ponderada o equilibrada por derivarse de ella mas beneficios o ventajas para el interés general
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que perjuicios sobre otros bienes o valores en conflicto) [ SSTC 207/1996, de 16 de diciembre , F.
4;y 70/2002 F. 10 a)]. Pues bien, todos estos requisitos concurren en el presente supuesto.”

Dicho principio de proporcionalidad obliga a nuestro juicio al 6rgano consultante a apurar las
posibilidades de obtencion de los datos de caracter personal necesarios para el ejercicio de sus
competencias en el &mbito de la propia Administracion en la que se encuadra, en especial, a partir
del expediente del que trae causa la intervencién en via ejecutiva.

La anterior reflexion se hace mas patente, creemos, tras la reciente Sentencia del Tribunal
Constitucional, 219/2007, de 8 de octubre, en la que, basicamente expuesto, se viene a afirmar
que la Administracion ha de agotar el esfuerzo en identificar el domicilio real del interesado si le
consta por otros medios.

CONCLUSIONES

PRIMERA: EIl érgano competente para la gestién recaudatoria en periodo ejecutivo de los
ingresos de derecho publico ostenta respecto a la obtencién de datos de caracter personal de las
mismas prerrogativas que asisten a la Administracion tributaria.

SEGUNDA: Los datos obtenidos por el EUSTAT para finalidades exclusivamente estadisticas
quedan sujetos al régimen del secreto estadistico regulado en los articulos 19 a 23 de la Ley
4/1986, de 23 de abril, de Estadistica de la Comunidad Autonoma de Euskadi, que implica la
prohibicién de utilizar los datos para finalidades distintas de las estadisticas, estando obligados
tanto el personal implicado en la elaboracion de la actividad estadistica en cualquiera de sus
fases, esto es, obtencién de la informacién, tratamiento informatico de la misma, explotacion,
andlisis de resultados y difusion, a guardar el secreto sobre dichos datos.

TERCERA: La cesion de datos de caracter personal desde la Hacienda Foral a la Direccion de xxx
del Gobierno Vasco no es contraria a la normativa sobre proteccion de datos de caracter personal
en los términos contenidos en el presente dictamen.

CUARTA: La cesion de datos de caracter personal desde la Tesoreria General de la Seguridad
Social a la Direccion de xxx del Gobierno Vasco no es contraria a la normativa sobre proteccion de
datos de caracter personal en los términos contenidos en el presente dictamen.
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12. SOLICITUD DE INFORMACION SOBRE LOS DATOS IDENTIFICATIVOS QUE
PUEDAN SER PUBLICADOS DE LOS CANDIDATOS A LA CONVOCATORIA DE
CONCURSOS DE PUESTOS DE TRABAJO RESERVADOS A PERSONAL FUNCIONARIO

DICTAMEN QUE SE EMITE EN RELACION A LA CONSULTA PLANTEADA POR EL ILMO. SR.
DIRECTOR DE XXX DEL DEPARTAMENTO XXX DEL GOBIERNO VASCO EN RELACION A LA
CONVOCATORIA DE DIVERSOS CONCURSOS DE PUESTOS DE TRABAJO RESERVADOS A
FUNCIONARIOS DE CARRERA.

CNO07-036

ANTECEDENTES

Con fecha 2 de noviembre de 2007 tiene entrada en esta Agencia Vasca de Proteccion de Datos
escrito del llmo. Sr. Director de xxx del Departamento de xxx del Gobierno Vasco elevando
consulta en relacién con la cuestion en relacién al asunto mas arriba referenciado.

En dicho escrito de remision de la consulta se expresa que:

“En las préoximas fechas se va a proceder a la convocatoria de diversos concursos de provision de
puestos de trabajo reservados a personal funcionario. Dichos concursos van a ser de dos tipos:
concursos generales, en los que se valoran méritos como experiencia, antigledad, grado,
formacion, etc, y especificos en la que se va a proceder a valorar destrezas a través de la
realizacion de pruebas préacticas y entrevistas conductuales estructuradas.

Los resultados de la valoracion de todos ellos esta previsto que se publiquen en la Intranet del
Gobierno y en Internet, debido a que existen centros que no tienen acceso a la red corporativa del
Gobierno y que puede participar personal que no se encuentra a dia de hoy en activo en la
Administracion General de la CAPV.

Es por ello que solicitamos de esa Agencia que nos informe del nivel de identificacién de los
candidatos que podemos publicar junto con el resultado de la valoracion de las distintas fases del
proceso, teniendo en cuenta que, tratandose de un procedimientote concurrencia competitiva
resulta relevante la identificacién de los aspirantes para que por parte de los participantes puedan
llevarse a cabo las acciones de reclamacion y recurso a que tienen derecho”

El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de
Titularidad Publica y de Creacién de la Agencia Vasca de Proteccion de Datos, en su apartado n)
atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcion:

“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacién con los tratamientos de datos de
caracter personal incluidos en el ambito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccién de Datos, en virtud de la normativa mas arriba
citada, la emisién del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

En realidad, dado el caracter genérico de la principal cuestién que se plantea (cual debe ser “el
nivel de identificacion de los candidatos que podemos publicar junto con el resultado de la
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valoracién de las distintas fases del proceso”) y la fecha de remisién de la misma, podiamos decir
gue la misma queda contestada (y correctamente a nuestro juicio) en la base novena de la Orden
de 26 de octubre de 2007, de la Consejera de Hacienda y Administracién Publica, por la que se
aprueban las bases generales de los concursos generales para la provision de puestos de trabajo
reservados a personal funcionario de carrera de la Administracibn General de la Comunidad
Auténoma de Euskadi y sus Organismos Autbnomos, como luego se vera.

En cualquier caso, el intento de ofrecer una razonable respuesta a la consulta planteada nos
remite inmediatamente al articulo 4 de la Ley Organica 15/1999, de 13 de diciembre, de
Proteccion de Datos de Caracter Personal (LOPD en adelante) que recoge el principio de “calidad
de los datos”.

Antes de continuar, puede resultar conveniente calificar desde la perspectiva que ofrece la
normativa sobre proteccion de datos de caracter personal la operacion que preocupa al
consultante, esto es, la publicacién o publicaciones que deban llevarse a cabo en las distintas
fases del proceso.

Asi, las publicaciones que necesariamente se llevaran a cabo durante el proceso constituiran, de
acuerdo con lo establecido en el articulo 3 apartado 1 de la Directiva 95/46 CE del Parlamento
Europeo y del Consejo de 24 de octubre, relativa a la proteccion de las personas fisicas en lo que
respecta al tratamiento de los datos personales y a la libre circulacion de estos datos y el articulo
3 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de Titularidad
Publica y de Creacion de la Agencia Vasca de Proteccién de Datos, un tratamiento de datos de
caracter personal.

Mas concretamente, y de acuerdo también con las normas antes mencionadas supondra una
cesién o comunicacion de dichos datos, en cuanto los mismos seran revelados a persona distinta
del interesado.

De acuerdo con el articulo 11.1 de la LOPD, los datos de caracter personal objeto de tratamiento
s6lo podran ser comunicados a un tercero para el cumplimiento de fines directamente
relacionados con las funciones legitimas del cedente y cesionario con el previo consentimiento del
interesado. Sin embargo, el apartado 2 del mismo articulo regula una serie de excepciones, entre
las que se encuentra, referida al presente supuesto, la posibilidad de que una norma con rango de
Ley autorice la cesion.

También para el supuesto que nos ocupa, debe con caracter general, citarse el articulo 59.6 b) de
la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del
Procedimiento Administrativo Comun de acuerdo con el cual la publicacién sustituird a la
notificacion “Cuando se trata de actos integrantes de un procedimiento selectivo o de concurrencia
competitiva de cualquier tipo.”

La primera conclusion que (aunque pueda parecer obvia es conveniente tener a la vista) desde la
estricta perspectiva de la proteccion de datos de caracter personal cabe alcanzar de cuanto se
lleva dicho es que el “tratamiento” de los datos que prevé realizarse, consistente en la
“comunicacion o cesion” de los mismos a través de las publicaciones que deban realizarse
encuentra suficiente cobertura en norma con rango de Ley.

A la misma conclusion se llega desde la perspectiva de la legislacién de funcién publica.

Para ello debe tenerse presente la doctrina del Tribunal Constitucional, de acuerdo con la cual
(STC 221/2004, de 29 de noviembre):

“Conforme a la jurisprudencia de este Tribunal, una vez que ya se ha accedido a la funcién
publica, otros bienes merecedores de proteccién (que cabe aceptar que concurren en las tareas
que desempefia la Division de Escoltas) pueden justificar una modulacion en la valoracion de los
principios de mérito y capacidad en sucesivos procesos selectivos, como sucede, por ejemplo,
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cuando se utiliza el sistema de libre designacion para la provisién de puestos de trabajo (por
todas, STC 235/2000, de 5 de octubre , FF. 12-13). Lo que no puede admitirse, sin embargo, es la
vulneracién de la igualdad de oportunidades entre los participantes, la dimension «mas especifica
del derecho que reconoce el art. 23.2 CE » ( STC 107/2003, de 2 de junio ] , F. 4), que se deriva
de la circunstancia de que la mayor parte de éstos quedaran, por ausencia de publicidad,
excluidos incluso de la misma posibilidad de concurrir al procedimiento por el que serian
adjudicados dichos destinos en la Division de Escoltas y el Area de Informacion.

Y es que la jurisprudencia citada ha considerado, en efecto, que en los casos de libre designacion,
la publicidad de las convocatorias es precisamente garantia de la igualdad de oportunidades (
STC 235/2000, de 5 de octubre, F. 12), subrayando que el contenido del principio de igualdad
«queda suficientemente cubierto con la garantia de la publicidad de las correspondientes
convocatorias». Distinto es el supuesto del nombramiento de funcionarios eventuales (art. 20.2 de
la Ley 30/1984, de 2 de agosto, de medidas para la reforma de la funcion publica) al que se refiere
la STC 235/2000, de 5 de octubre, F. 3, u otros regimenes singulares que ahora no importan.”

Doctrina que obviamente puede extenderse sin ninguna dificultad al supuesto que ahora se
plantea.

Alcanzada la anterior conclusion, debe igualmente dejarse sentado que el tratamiento, la
comunicacion de datos consecuencia de las obligaciones legales que a la Administracion
convocante corresponden deberdn ajustarse a los principios y reglas que rigen el derecho
fundamental a la proteccion de datos de caracter personal, entrando aqui en juego el principio que
antes se ha citado.

Ya desde las primeras resoluciones de esta Agencia y recogiendo la experiencia de otros 6rganos
de control, se dej6 dicho que una correcta interpretacion del principio que encierra el precepto
trascrito lleva directamente a la utilizacion de criterios de razonabilidad y proporcionalidad en el
tratamiento que pretende llevarse a cabo en relacion con la finalidad que se persigue.

En el supuesto que se plantea, el tratamiento, a juicio de esta Agencia, no puede tener otra
finalidad que el cumplimiento del principio de publicidad que rige en procesos como el presente de
la forma en que queda explicado por el TC en la Sentencia mas arriba citada coadyuvando en
definitiva a dar cumplimiento al derecho fundamental a acceder y mantenerse en condiciones de
igualdad en las funciones y cargos publicos, en cuanto dicha publicidad permite el control del
proceso por los participantes.

Como criterio general por lo tanto puede establecerse que los datos de caracter personal objeto
de publicacion seran estrictamente aquellos que permitan cumplir la finalidad que dicha
publicacion persigue.

A poco mas que al establecimiento de dicho criterio general puede llegar esta Agencia Vasca de
Proteccion de Datos dado que no corresponde a la misma la determinacion de cuales sean para
cada caso concreto los campos o los datos que deban ser tratados y la forma de hacerlo siendo
labor de cada Administracidén dicha determinacion atendiendo a la naturaleza y las caracteristicas
de cada proceso, de la misma manera que a cada Administracién correspondera la elaboracién de
las bases que regiran el proceso las cuales deberan servir, también en el aspecto que ahora
interesa, de pauta del correcto tratamiento de datos de caracter personal que procedan.

Precisamente por cuanto se lleva dicho, se indicaba al comienzo del presente que, en realidad, la
respuesta se encontraba en la Orden de la Consejera que alli se citaba, no restando a esta
Agencia sino mostrar su acuerdo con el dictado de las bases 9.4 y 5 del Anexo de la misma, a
cuyo tenor:
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“La publicidad de los listados provisional y definitivo de aspirantes admitidos y excluidos,
provisional de adjudicacion ordenados por la Comision de Valoracién contendran los datos
personales minimos necesarios para cumplir el principio de publicidad y se mantendran hasta la
finalizacion del presente proceso de provisién y durante el tiempo adicional necesario para el
ejercicio de las reclamaciones o recursos”

“La publicacién de la Orden de la Consejera de Hacienda y Administracion Pablica aprobando la
adjudicacion definitiva de los puestos convocados en el Boletin Oficial del Pais Vasco contendra
los datos personales minimos para cumplir el principio de publicidad”

Corresponde por otra parte a la Administracion actuante la concrecion para cada fase de cuales
sean dichos “minimos”.

Hay una cuestiéon sobre la que, considera esta Agencia y a pesar de que no se solicita
expresamente su opinién, resulta interesante abordar como resulta ser la de destacar las
particularidades que ofrece la publicaciébn de datos de caracter personal a través de Internet,
partiendo de la premisa de que la publicacién a través de dicho medio es posible (“En este caso,
la convocatoria del procedimiento deberd indicar el tablén de anuncios o medio de comunicacion
donde se efectuaran las sucesivas publicaciones...” articulo 59.6 b) de la Ley 30/1992) y teniendo
en cuenta el importante impulso que a la utilizacion de las tecnologias de la informacién ofrece la
reciente Ley 11/2007, de 22 de junio, de acceso electronico de los ciudadanos a los servicios
publicos.

Dicho decidido impulso no es Gbice para que el propio legislador, ya en la Exposicion de Motivos
de dicha Ley reconozca que existen “...otra muchas consecuencias a las que hay que dar
solucion...”, suscitando “en primer lugar... la cuestion de la privacidad de unos datos que se
facilitan pero... que hace emerger el problema de su uso...”

Por ello la propia Exposicién de Motivos establece como “principal reto que tiene la implantacion
de las Tecnologias de la Informaciéon y las Comunicaciones ... la generacion de confianza
suficiente que elimine o minimice los riesgos asociados a su utilizacion.”

Por ello, y teniendo en cuenta que uno de los principales riesgos sobre el derecho fundamental a
la proteccién de datos de caracter personal deriva de la capacidad que se tiene a través de la
utilizacion de buscadores en Internet de acumular gran parte de informacion sobre los particulares
y siguiendo las recomendaciones ofrecidas por el Grupo de Trabajo sobre Proteccion de Datos del
articulo 29 en su documento de trabajo de 21 de noviembre de 2000, esta Agencia Vasca de
Proteccion de Datos ha elaborado un protocolo de publicacién de listados en Internet que se
anexa al presente dictamen.

Debe por ultimo hacerse referencia a una cuestion que permite enlazar los dos puntos vistos hasta
el momento y sobre el que, merece ser objeto de atencién por parte de esta Agencia en cuanto
tiene relaciéon directa con el principio de calidad de los datos y resulta de especial interés en las
publicaciones realizadas a través de Internet.

Tal es asi que en el propio articulo 4 de la LOPD se hace referencia a dicha cuestién en su
apartado 5, de acuerdo con el cual:

“Los datos de caracter personal seran cancelados cuando hayan dejado de ser necesarios o
pertinentes para la finalidad para la cual hubieran sido recabados o registrados.

No seran conservados en forma que permita la identificacion del interesado durante un periodo
superior necesario para los fines en base a los cuales hubieran sido recabados o registrados.”

La aplicacién del anterior principio a las publicaciones realizadas a través de Internet exige en
primer lugar tener en cuenta que dicho medio no es una fuente accesible al publico en los

Memoria 2007 Informes mas representativos 75



2007

términos del articulo 3 j) LOPD, lo cual implica que el régimen juridico aplicable, en lo que ahora
interesa, es diferente al de aplicacion a los diarios oficiales.

De esta manera, el principio de calidad aplicado a las publicaciones en Internet impide que los
datos publicados puedan ser mantenidos indefinidamente en dicho medio debiendo procederse a
su cancelacién una vez agotados los plazos que para cada fase del proceso se prevean en las
bases que regulen dicho proceso porque ningun fin puede cumplir dicho mantenimiento
transcurridos los plazos establecidos para realizar las correspondientes impugnaciones.

En relacién con lo anterior no puede tener sino una muy favorable acogida la advertencia que al
respecto se contiene en el segundo parrafo de la base 9.4 antes citada, de acuerdo con la cual

“Los mencionados listados incorporaran una clausula advirtiendo que contienen datos de caracter
personal que se ajustan a la legislacién actual en materia de proteccion de datos y que su Unica
finalidad es la de dar publicidad a la correspondiente Fase del Concurso que se trate y de
notificacion en su caso, a los y las participantes Asimismo incorporaran un parrafo informativo en
el que se deje constancia de que estos listados no constituyen fuentes de acceso al publico y no
podran ser reproducidos ni en todo ni en parte, ni transmitidos ni registrados por ningln sistema
de recuperacién de informacidn, sin el consentimiento propio de los interesados.”

CONCLUSIONES

Los tratamientos previstos en la consulta son acordes a la normativa sobre proteccion de datos de
caracter personal en los términos contenidos en el cuerpo del presente dictamen.

ANEXO

PROTOCOLO GENERAL DE PUBLICACION DE LISTADOS EN INTERNET.

El protocolo que debe cumplirse en cuanto al tratamiento de estos datos se refiere, debe
contemplar los siguientes aspectos:

1.- En cuanto a los aspectos formales que debe cumplir el propio fichero:

Los contemplados en el articulo 20 de la LOPD, esto es regulacién por una disposicién de caracter
general, publicada en el Boletin Oficial correspondiente.

La realizacion del documento de seguridad, segun lo establecido por el articulo 9 LOPD y su
concrecion en el Real Decreto 994/1999 (Reglamento de medidas de seguridad)

La inscripcion en el Registro De Proteccion de Datos, segun lo estipulado por el articulo 39 LOPD
y el articulo 18 de la LAVPD.

2.- En cuanto al derecho de informacion:

En el impreso de inscripcion a [XXXX], al igual que en otros documentos semejantes, debera
dejarse constancia del derecho de informacién contemplado en el articulo 5 de la LOPD, asi
deberé informarse de:

gue los datos personales recogidos seran incorporados y tratados en el fichero [XXXX], cuya
finalidad es [XXXX]

gue los mismos no seran cedidos,
gue el érgano responsable del fichero es [XXXX],

gue la direccion donde el interesado podra ejercer los derechos de acceso, rectificacion,
cancelacion y oposicion ante el mismo es ...(direccién [XXXX], y
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que los resultados de las pruebas seran publicadas en el tablén de anuncios de [Organismo
XXXX] y en su pagina Web, durante el tiempo pertinente para la realizacion del proceso de
[XXXX], asi como para el ejercicio de los oportunos recursos.

Modelo de clausula de informacion:

“Los datos personales recogidos serdn incorporados y tratados en el fichero [XXXX Indicar el
nombre], cuya finalidad es [XXXX describir], y podran ser cedidos a [XXXX Indicar], ademas de
otras cesiones previstas en la Ley. El érgano responsable del fichero es [XXXX Indicar], y la
direccion donde el interesado podra ejercer los derechos de acceso, rectificacion, cancelacion y
oposicion ante el mismo es [XXXX Indicar]. Todo lo cual se informa en cumplimiento del articulo 5
de la Ley Orgéanica 15/1999, de 13 de diciembre, de Proteccidén de Datos de Caracter Personal.”

3.- En cuanto a la informacion en la propia Web de los diferentes extremos de la publicacion que
en ella se realiza, debera dejarse constancia de la naturaleza de los datos que en ella se recogen.
Asi debera indicarse que los listados que se publican en la pagina Web y que contienen datos de
caracter personal se ajustan a la legislacion actual de proteccion de datos y su Unica finalidad,
[XXXX Ejemplo de matricula: de conformidad con lo previsto en el articulo 59 de la Ley 30/1992,
de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun, es la de proceder a notificar a cada uno de los aspirantes, el resultado de
la prueba de nivel, a los efectos del proceso de matriculacién.]

También debera incluirse un parrafo informativo en el que se deje constancia de que, “estos
listados no constituyen fuente de acceso publico y no podran ser reproducidos ni en todo ni en
parte, ni transmitidos ni registrados por ningun sistema de recuperacion de informacion, sin el
consentimiento de los propios afectados”.

4.- En cuanto a la calidad de los datos, estos, es decir en este caso los de realizacién de prueba
de nivel, deberan tratarse a la luz de lo que establece el articulo 4 de la LOPD, y concretamente
Sus puntos tres a cinco:

3. Los datos de cardcter personal seran exactos y puestos al dia de forma que respondan con
veracidad a la situacion actual del afectado.

4. Si los datos de caracter personal registrados resultaran ser inexactos, en todo o en parte, 0
incompletos, seran cancelados y sustituidos de oficio por los correspondientes datos rectificados o
completados, sin perjuicio de las facultades que a los afectados reconoce el art. 16.

5. Los datos de caracter personal seran cancelados cuando hayan dejado de ser necesarios o
pertinentes para la finalidad para la cual hubieran sido recabados o registrados. ...”
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13. CESION DE LISTADO RELATIVO A LOS PUESTOS DE TRABAJO VACANTES EN
UNA DIPUTACION

DICTAMEN QUE SE EMITE RESPECTO DE LA CUESTION PLANTEADA POR LA DIPUTACION
FORAL DE XXX RELATIVA A LA POSIBILIDAD DE CESION AL GRUPO JUNTERO XXX DE LA
RELACION DE PUESTOS DE TRABAJO DE LA DIPUTACION FORAL ACOMPANADA DE LOS
DATOS DE LAS PERSONAS OCUPANTES DE LAS PLAZAS.

CNO07-038

ANTECEDENTES

PRIMERO. Se ha recibido en esta Agencia Vasca de Proteccion de Datos, escrito remitido por fax,
del Diputado de de la Diputacion Foral de por el que se solicita la emisién de informe sobre la
cuestion sefialada en el encabezamiento.

SEGUNDO. Al escrito de solicitud acompafian los documentos que a continuacion se detallan:

Copia de la pregunta formulada por el Portavoz del Grupo Juntero XXX dirigida a la Diputacién
Foral por la que se solicita una relacion que enuncie todos los puestos de trabajo vacantes en la
Diputacion Foral.

Copia de la respuesta a dicha peticion de informacién cuyo contenido es el siguiente:

“Con relacién a la peticion de informacién efectuada por el Grupo Juntero XXX por la que se
requiere un listado con la Relacién de Puestos de Trabajo se informa de lo siguiente:

La solicitud inicialmente realizada hace referencia a la entrega de un listado que incluya la
Relacién de Puestos de Trabajo de la Diputacién Foral con la indicacion nominal de las personas
actualmente ocupantes de los mismos. A este respecto hay que indicar que la citada informacion
constituye un dato protegido por la normativa actualmente vigente en materia de proteccion de
datos, por lo que la relacion nominal de personas que cumplen con los requisitos marcados no
puede ser objeto de entrega salvo que exista autorizacion expresa por parte de las personas
interesadas.

En cualquier caso, y para dar cumplimiento a lo solicitado se traslada la Relacion de Puestos de
Trabajo actualizada. En lo que se refiere a los puestos de trabajo de funcionarios de carrera, sus
datos, estructura y definiciébn es la que fue aprobada en su Ultima modificacion llevada a cabo
mediante Decreto Foral nim.XX, no habiéndose producido ninguna alteracion desde entonces.”

Por dltimo, se incluye escrito de peticion de comparecencia dirigida al Diputado Foral de,
presentado por el Portavoz del Grupo Juntero XXX, un extracto del cual pasamos a reproducir:

“Se requiere la comparecencia para que la Diputacién especifique si al negar esta informacion a
las Juntas Generales ha tenido en cuenta que los nombres de los empleados forales se hacen
publicos a través del BOTH cuando proveen un puesto de trabajo y que la Ley Organica de
Proteccion de Datos establece que cuando los datos personales constan en fuentes accesibles al
publico ya no tiene sentido proteger esos datos personales.”

TERCERO. El articulo 17 de la Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter
Personal de Titularidad Publica y de Creacién de la Agencia Vasca de Proteccién de Datos, en su
apartado n) atribuye a la Agencia Vasca de Proteccion de Datos la siguiente funcion:
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“Atender a las consultas que en materia de proteccion de datos de caracter personal le formulen
las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
Ley, asi como otras personas fisicas o juridicas, en relacion con los tratamientos de datos de
caracter personal incluidos en el ambito de aplicacion de esta Ley.”

Corresponde a esta Agencia Vasca de Proteccion de Datos, en virtud de la normativa méas arriba
citada, la emisidn del informe en respuesta a la consulta formulada.

CONSIDERACIONES
|

El objeto de consulta es si resulta ajustado a la normativa en materia de proteccién de datos, la
cesioén por parte de la Diputacién Foral al Grupo Juntero XXX, de la relacién de puestos de trabajo
de la Diputacién Foral, con inclusién de los nombres y apellidos de las personas ocupantes de
dichos puestos.

Las cesiones de datos estan reguladas en el articulo 11 de la Ley Organica 15/99 de Proteccion
de Datos de Caracter Personal, que establece lo siguiente:

“Los datos de caracter personal, objeto del tratamiento, s6lo podran ser comunicados a un tercero
para el cumplimiento de fines directamente relacionados con las funciones legitimas del cedente y
cesionario con el previo consentimiento del interesado.”

De acuerdo con dicho precepto, la cesion de datos de caracter personal requiere que el
consentimiento de los afectados y que la misma obedezca a un fin legitimo entre cedente y
cesionario. No obstante, esta regla general se exceptla en los supuestos previstos en el apartado
2 del mencionado articulo 11, y, entre ellos, destacaremos dos: “cuando la cesion esté autorizada
en una Ley” (11.2.a) o “cuando se trate de datos recogidos de fuentes accesibles al publico”
(11.2.b).

Dicho esto, no ofrece duda alguna que la comunicacion de datos de caracter personal de los
empleados publicos de la Diputacién Foral a un grupo politico con representacién en las Juntas
Generales, constituye una cesion de datos de caracter personal. Por ello, la cuestion a resolver en
este informe es si la cesién de dichos datos encuentra cobertura en la normativa reguladora de la
proteccion de datos personales.

En primer lugar, y desde la Optica del tratamiento de datos personales, es procedente conocer el
régimen juridico de las relaciones de puestos de trabajo.

En este sentido, el articulo 16 de la Ley 6/1989 de 6 de julio, de la Funcién Publica Vasca,
establece el caracter publico de las RPTSs, si bien estas relaciones de puestos de trabajo no
indican, segun su articulo 15.1, los datos de las personas que ocupan cada puesto sino
Unicamente las caracteristicas de cada puesto de trabajo, esto es, su denominacion;
departamento o centro directivo al que se halle adscrito: régimen de dedicacion; requisitos
exigidos para su desempefio, entre los que, necesariamente, debera figurar el perfil linglistico
asignado y su fecha de preceptividad; la adscripcién al Grupo, Cuerpo o Escala o categoria laboral
y, el nivel del puesto, sistema de provision y complemento especifico que corresponda a los
puestos cuando hayan de ser desempefiados por personal funcionario.

Del mismo modo, el articulo 15.3 de la Ley 30/1984, de 2 de agosto, de Medidas para la Reforma
de la Funcion Publica establece el caracter publico de las RPTs pero tampoco contempla en su
apartado 1b) dentro del contenido de las mismas, los datos de caracter personal de cada
empleado publico. En este mismo sentido se pronuncia el articulo 74 de la Ley 7/2007 de 12 de
abril, del Estatuto Basico de la Funcion Puablica.
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De lo expuesto, vemos que las RPTs, se configuran legalmente como listados de puestos pero no
de personas.

La publicidad de las relaciones de puestos de trabajo se refiere a la descripcion de los puestos
pero no a los datos de caracter personal de sus ocupantes, por lo que la cesién de esos datos al
amparo de la normativa citada en materia de funcion publica no encontraria acomodo en el
articulo 11.2.a) de la Ley Organica, siendo preciso el consentimiento de los afectados.

Mencién aparte merece el andlisis de la publicidad en boletines oficiales, dado que en uno de los
escritos remitidos, se argumenta por el solicitante que “los nombres de los empleados forales se
hacen publicos a través del BOTH cuando proveen un puesto de trabajo y que la Ley Orgéanica de
Proteccion de Datos establece que cuando los datos personales constan en fuentes accesibles al
publico ya no tiene sentido proteger esos datos personales”.

Si bien es cierto que los Boletines Oficiales tienen la consideracion de fuentes accesibles al
publico segun el articulo 3 j) de la LOPD, y que los nhombramientos de los funcionarios se hacen
publicos a través de los boletines correspondientes, también hay que sefialar que no todos los
puestos de trabajo se ocupan por funcionarios de carrera, siendo habitual que muchas plazas
sean cubiertas por funcionarios interinos, cuyos nombramientos no suelen ser objeto de
publicacion oficial.

Por todo ello, tampoco entendemos que le sea aplicable la excepcién del 11.2.b) relativa a datos
obtenidos de fuentes accesibles al publico.

Las Juntas Generales son el 6rgano maximo de representacion y participacion popular del
Territorio Histérico, en este sentido, ejercen la potestad normativa, aprueban los presupuestos
forales y controlan e impulsan la actividad de la Diputacion Foral.

Dentro de su funcion de control, pueden los Junteros recabar informacién sobre una materia, un
hecho o sobre aspectos de la politica de la Diputacién Foral.

La Norma Foral XXX de Organizacion Institucional del Territorio Histdrico cuyo articulo 7 establece
lo siguiente:

Articulo 7

1.- La iniciativa normativa corresponde a la Diputacién Foral, a los Procuradores de las Juntas
Generales, y a los ciudadanos en uso de la iniciativa normativa popular en los términos que se
establezca en la correspondiente Norma Foral. (Modificado por Norma Foral 6/86, de 25 de marzo
y posteriormente por la Norma Foral 24/87, de 21 de diciembre)

2.- Los miembros de las Juntas Generales podran formular preguntas, interpelaciones y mociones
en los términos que reglamentariamente se establezcan. (Modificado por Norma Foral 24/87, de
21 de diciembre)

Ademads, en la Norma Foral sobre el reglamento de funcionamiento de las Juntas Generales se
desarrolla este derecho a realizar preguntas en los articulos 144 y siguientes. Esta funcion de
control es una materializacion del derecho de participacion politica consagrado en el articulo 23 de
la Constitucion Espafiola.

En este sentido la Norma Foral, dispone en su articulo 49:

1.- El Diputado General y los Diputados Forales, a peticion propia o porque asi lo disponga la
normativa foral, y cuando lo requieran conforme a Reglamento los Organos de las Juntas
Generales, compareceran ante el Pleno o cualquiera de las Comisiones de las Juntas Generales
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para informar sobre la politica de la Diputacibn en materias de su Departamento, aspectos
parciales de la misma, asuntos determinados, y para atender los ruegos, preguntas,
interpelaciones o mociones que se les formulen en los términos y plazos que prevea el
Reglamento de Funcionamiento de Juntas Generales.

2.- La Diputacién Foral facilitara a los Procuradores de las Juntas Generales y a las Comisiones
en ellas constituidas, la informacion que hubieran solicitado en la forma y plazo establecidos en el
Reglamento de Funcionamiento de las Juntas Generales.

La normativa foral citada seria pues, la ley habilitante exigida por el articulo 11.2.a) de la LOPD
para eximir el requisito del consentimiento del afectado.

En cualquier caso, es necesario recordar la reiterada jurisprudencia constitucional relativa a que
ningun derecho fundamental es absoluto (SSTC 156/2001, 70/2002) y la constante doctrina que
viene sefialando que la relacion entre los derechos fundamentales debe articularse en base a un
principio de proporcionalidad y equilibrio y no en base a un principio de jerarquia que haga
prevalecer un derecho fundamental sobre otro.

En este sentido, conviene sefialar que uno de los principios basicos de la proteccion de datos de
caracter personal es el principio de calidad de los datos, recogido en el articulo 4.1.LOPD, segun
el cual:

“Los datos de caracter personal s6lo se podran recoger para su tratamiento, asi como someterlos
a dicho tratamiento, cuando sean adecuados, pertinentes y no excesivos en relacion con el ambito
y las finalidades determinadas, explicitas y legitimas para las que se hayan obtenido.”

Ademas, el principio de proporcionalidad exige que el tratamiento de los datos de caracter
personal sea proporcionado a la finalidad que la motiva. El Tribunal Constitucional ha establecido
en varias sentencias (66/1995, 207/1996) que para comprobar si una medida restrictiva de un
derecho fundamental supera el juicio de proporcionalidad, es necesario constatar si cumple los
tres requisitos o condiciones siguientes: si tal medida es susceptible de conseguir el objetivo
propuesto (juicio de idoneidad); si, ademas, es necesaria en el sentido de que no exista otra
medida mas moderada para la consecucion de tal propédsito con igual eficacia (juicio de
necesidad); y, finalmente, si la misma es ponderada o equilibrada, por derivarse de ella mas
beneficios 0 ventajas para el interés general que perjuicios sobre otros bienes o valores en
conflicto (juicio de proporcionalidad en sentido estricto).

Este juicio de proporcionalidad, debe vincular tanto al solicitante al argumentar su solicitud de
informacién, como al cedente al comunicarlos, pues ambos estan obligados a respetar este
principio que constituye contenido esencial del Derecho Fundamental a la proteccidon de datos
personales.

En el caso que nos ocupa, son los servicios de la Diputacion Foral quienes deben realizar, al
analizar la argumentacion del solicitante, la ponderacién sobre si la peticién de datos supera el
juicio de proporcionalidad citado y por tanto si los datos solicitados son pertinentes o resultan
excesivos en relacion con el derecho que legitima la solicitud, esto es, el derecho de participaciéon
politica.

Auln cuando la Agencia Vasca de Proteccion de Datos deber ser muy cautelosa en su proceder
para evitar posibles injerencias en cuestiones que exceden de su competencia, y respetar
asimismo la autonomia de las Administraciones Forales, es también obligacién de esta entidad
intentar fijar unas pautas de actuacion en materia de proteccion de datos.

En este sentido, y sin otro animo que el de colaborar, debe indicarse que en muchas ocasiones,
probablemente, una solicitud mejor formulada, que se aleje de los requerimientos masivos de
datos (dificilmente argumentables desde el punto de vista de la finalidad pretendida), permitiria
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conseguir la finalidad perseguida sin afectar en lo mas minimo al derecho fundamental de los
titulares de los mismos.

Por tanto, una vez sentado que la habilitacién legal de cesién de datos no supone un cheque en
blanco para cesiones generalizadas de datos, sino que debe someterse al tamiz del juicio de
proporcionalidad establecido por la Jurisprudencia Constitucional, a nuestro entender seria posible
la comunicacion de los datos solicitados en caso de que la cesion de los datos personales de los
empleados publicos fuese una medida adecuada, pertinente y no excesiva para el ejercicio de la
funcién de control politico. En otro caso, esa informacion debera cederse debidamente disociada,
segun el procedimiento del articulo 3f) de la LOPD, o ser& preciso recabar el consentimiento del
titular de los datos, que debera ser expreso si los datos que se ceden son especialmente
protegidos, de conformidad con el articulo 7 LOPD.

Por otra parte, la comunicacion de datos que, en su caso, se realice debera encuadrarse dentro
de los protocolos que en materia de seguridad tenga establecidos la propia Diputacion Foral
(articulos 9 y 20 de la LOPD, en relacién con el Real Decreto 994/1999, de 11 de junio por el que
se aprueba el Reglamento de medidas de seguridad de los ficheros automatizados que contengan
datos de caracter personal).

La mencionada ponderacion de derechos, de equilibrio entre la participacion politica, la
transparencia de las Administraciones Publicas y el Derecho Fundamental a la proteccién de
datos personales; no deberian finalmente quebrar los principios de deber de secreto (articulo 10
LOPD) y la seguridad de los datos (articulo 9 LOPD) por el uso posterior que de los mismos haga
el cesionario o cesionarios.

CONCLUSION

La cesion al Grupo Juntero de la relacion de puestos de trabajo de la Diputacién Foral,
acompafiada de los datos de las personas ocupantes de las plazas, no contraviene la normativa
en materia de proteccion de datos de caracter personal, siempre que se observen las
consideraciones realizadas en el apartado Ill de este informe.
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