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Directiva 95/46/CE, del Parlamento y del Consejo, de 24 de octubre de 1995, relativa a la
proteccién de las personas fisicas en lo que respecta al tratamiento de datos personales
y alalibre circulacion de estos datos

(DOL num. 281, de 23 de noviembre de 1995)
EL PARLAMENTO EUROPEO Y EL CONSEJO DE LA UNION EUROPEA

Visto el Tratado constitutivo de la Comunidad Europea, y, en particular, su articulo 100 A.
Vista la propuesta de la Comision.

Visto el dictamen del Comité Econdmico y Social.

De conformidad con el procedimiento establecido en el articulo 189 B del Tratado.

(1) Considerando que los objetivos de la Comunidad definidos en el Tratado, tal y como quedd
modificado por el Tratado de la Union Europea, consisten en lograr una unién cada vez mas
estrecha entre los pueblos europeos, establecer relaciones mas estrechas entre los Estados
miembros de la Comunidad, asegurar, mediante una accion comun, el progreso econémico y
social, eliminando las barreras que dividen Europa, fomentar la continua mejora de las
condiciones de vida de sus pueblos, preservar y consolidar la paz y la libertad y promover la
democracia, basandose en los derechos fundamentales reconocidos en las constituciones y
leyes de los Estados miembros y en el Convenio Europeo para la Proteccién de los Derechos
Humanos y de las Libertades Fundamentales.

(2) Considerando que los sistemas de tratamiento de datos estan al servicio del hombre; que
deben, cualquiera que sea la nacionalidad o la residencia de las personas fisicas, respetar las
libertades y derechos fundamentales de las personas fisicas y, en particular, la intimidad, y
contribuir al progreso econdmico y social, al desarrollo de los intercambios, asi como al
bienestar de los individuos.

(3) Considerando que el establecimiento y funcionamiento del mercado interior, dentro del cual
esta garantizada, con arreglo al articulo 7 A del Tratado, la libre circulacion de mercancias,
personas, servicios y capitales, hacen necesaria no soélo la libre circulacién de datos
personales de un Estado miembro a otro, sino también la proteccién de los derechos
fundamentales de las personas.

(4) Considerando que se recurre cada vez mas en la Comunidad al tratamiento de datos
personales en los diferentes sectores de actividad econdmica y social; que el avance de las
tecnologias de la informacidn facilita considerablemente el tratamiento y el intercambio de
dichos datos.

(5) Considerando que la integracion economica y social resultante del establecimiento y
funcionamiento del mercado interior, definido en el articulo 7 A del Tratado, va a implicar
necesariamente un aumento notable de los flujos transfronterizos de datos personales entre
todos los agentes de la vida econdmica y social de los Estados miembros, ya se trate de
agentes publicos o privados; que el intercambio de datos personales entre empresas
establecidas en los diferentes Estados miembros experimentara un desarrollo; que las
administraciones nacionales de los diferentes Estados miembros, en aplicacion del Derecho
comunitario, estan destinadas a colaborar y a intercambiar datos personales a fin de cumplir su
cometido o ejercer funciones por cuenta de las administraciones de otros Estados miembros,
en el marco del espacio sin fronteras que constituye el mercado interior.



N1. Directiva 95/46/CE relativa al tratamiento de datos personales

Péagina 2/28

(6) Considerando, por lo demas, que el fortalecimiento de la cooperacion cientifica y técnica,
asi como el establecimiento coordinado de nuevas redes de telecomunicaciones en la
Comunidad exigen y facilitan la circulacién transfronteriza de datos personales.

(7) Considerando que las diferencias entre los niveles de proteccion de los derechos y
libertades de las personas y, en particular, de la intimidad, garantizados en los Estados
miembros por lo que respecta al tratamiento de datos personales, pueden impedir la
transmision de dichos datos del territorio de un Estado miembro al de otro; que, por lo tanto,
estas diferencias pueden constituir un obstaculo para el ejercicio de una serie de actividades
econdmicas a escala comunitaria, falsear la competencia e impedir que las administraciones
cumplan los cometidos que les incumben en virtud del Derecho comunitario; que estas
diferencias en los niveles de proteccion se deben a la disparidad existente entre las
disposiciones legales, reglamentarias y administrativas de los Estados miembros.

(8) Considerando que, para eliminar los obstaculos a la circulacién de datos personales, el
nivel de proteccion de los derechos y libertades de las personas, por lo que se refiere al
tratamiento de dichos datos, debe ser equivalente en todos los Estados miembros; que ese
objetivo, esencial para el mercado interior, no puede lograrse mediante la mera actuacién de
los Estados miembros, teniendo en cuenta, en particular, las grandes diferencias existentes en
la actualidad entre las legislaciones nacionales aplicables en la materia y la necesidad de
coordinar las legislaciones de los Estados miembros para que el flujo transfronterizo de datos
personales sea regulado de forma coherente y de conformidad con el objetivo del mercado
interior definido en el articulo 7 A del Tratado; que, por tanto, es necesario que la Comunidad
intervenga para aproximar las legislaciones.

(9) Considerando que, a causa de la proteccion equivalente que resulta de la aproximacion de
las legislaciones nacionales, los Estados miembros ya no podran obstaculizar la libre
circulacion entre ellos de datos personales por motivos de proteccién de los derechos y
libertades de las personas fisicas, y, en particular, del derecho a la intimidad; que los Estados
miembros dispondran de un margen de maniobra del cual podran servirse, en el contexto de la
aplicacion de la presente Directiva, los interlocutores econdmicos y sociales; que los Estados
miembros podran, por lo tanto, precisar en su derecho nacional las condiciones generales de
licitud del tratamiento de datos; que, al actuar asi, los Estados miembros procuraran mejorar la
proteccién que proporciona su legislacién en la actualidad; que, dentro de los limites de dicho
margen de maniobra y de conformidad con el Derecho comunitario, podran surgir disparidades
en la aplicacién de la presente Directiva, y que ello podra tener repercusiones en la circulacién
de datos tanto en el interior de un Estado miembro como en la Comunidad.

(10) Considerando que las legislaciones nacionales relativas al tratamiento de datos
personales tienen por objeto garantizar el respeto de los derechos y libertades fundamentales,
particularmente del derecho al respeto de la vida privada reconocido en el articulo 8 del
Convenio Europeo para la Proteccion de los Derechos Humanos y de las Libertades
Fundamentales, asi como en los principios generales del Derecho comunitario; que, por lo
tanto, la aproximacion de dichas legislaciones no debe conducir a una disminucion de la
proteccidn que garantizan sino que, por el contrario, debe tener por objeto asegurar un alto
nivel de proteccion dentro de la Comunidad.

(11) Considerando que los principios de la proteccién de los derechos y libertades de las
personas y, en particular, del respeto de la intimidad, contenidos en la presente Directiva,
precisan y amplian los del Convenio de 28 de enero de 1981 del Consejo de Europa para la
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proteccién de las personas en lo que respecta al tratamiento automatizado de los datos
personales.

(12) Considerando que los principios de la proteccion deben aplicarse a todos los tratamientos
de datos personales cuando las actividades del responsable del tratamiento entren en el
ambito de aplicaciéon del Derecho comunitario; que debe excluirse el tratamiento de datos
efectuado por una persona fisica en el ejercicio de actividades exclusivamente personales o
domésticas, como la correspondencia y la llevanza de un repertorio de direcciones.

(13) Considerando que las actividades a que se refieren los titulos V y VI del Tratado de la
Unién Europea relativos a la seguridad publica, la defensa, la seguridad del Estado y las
actividades del Estado en el ambito penal no estan comprendidas en el ambito de aplicacién
del Derecho comunitario, sin perjuicio de las obligaciones que incumben a los Estados
miembros con arreglo al apartado 2 del articulo 56 y a los articulos 57 y 100 A del Tratado; que
el tratamiento de los datos de caracter personal que sea necesario para la salvaguardia del
bienestar econémico del Estado no esta comprendido en el ambito de aplicacion de la
presente Directiva en los casos en que dicho tratamiento esté relacionado con la seguridad del
Estado.

(14) Considerando que, habida cuenta de la importancia que, en el marco de la sociedad de la
informacion, reviste el actual desarrollo de las técnicas para captar, transmitir, manejar,
registrar, conservar o comunicar los datos relativos a las personas fisicas constituidos por
sonido e imagen, la presente Directiva habra de aplicarse a los tratamientos que afectan a
dichos datos.

(15) Considerando que los tratamientos que afectan a dichos datos sélo quedan amparados
por la presente Directiva cuando estan automatizados o cuando los datos a que se refieren se
encuentran contenidos o se destinan a encontrarse contenidos en un archivo estructurado
segun criterios especificos relativos a las personas, a fin de que se pueda acceder facilmente a
los datos de caracter personal de que se trata.

(16) Considerando que los tratamientos de datos constituidos por sonido e imagen, como los
de la vigilancia por videocamara, no estdn comprendidos en el dmbito de aplicacion de la
presente Directiva cuando se aplican con fines de seguridad publica, defensa, seguridad del
Estado o para el ejercicio de las actividades del Estado relacionadas con ambitos del derecho
penal o para el ejercicio de otras actividades que no estdn comprendidos en el ambito de
aplicacion del Derecho comunitario.

(17) Considerando que en lo que respecta al tratamiento del sonido y de la imagen aplicados
con fines periodisticos o de expresion literaria o artistica, en particular en el sector audiovisual,
los principios de la Directiva se aplican de forma restringida segun lo dispuesto en al articulo 9.

(18) Considerando que, para evitar que una persona sea excluida de la proteccion garantizada
por la presente Directiva, es necesario que todo tratamiento de datos personales efectuado en
la Comunidad respete la legislacién de uno de sus Estados miembros; que, a este respecto,
resulta conveniente someter el tratamiento de datos efectuados por cualquier persona que
actlie bajo la autoridad del responsable del tratamiento establecido en un Estado miembro a la
aplicacion de la legislacion de tal Estado.
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(19) Considerando que el establecimiento en el territorio de un Estado miembro implica el
ejercicio efectivo y real de una actividad mediante una instalacion estable; que la forma juridica
de dicho establecimiento, sea una simple sucursal o una empresa filial con personalidad
juridica, no es un factor determinante al respecto; que cuando un mismo responsable esté
establecido en el territorio de varios Estados miembros, en particular por medio de una
empresa filial, debe garantizar, en particular para evitar que se eluda la normativa aplicable,
que cada uno de los establecimientos cumpla las obligaciones impuestas por el Derecho
nacional aplicable a estas actividades.

(20) Considerando que el hecho de que el responsable del tratamiento de datos esté
establecido en un pais tercero no debe obstaculizar la proteccion de las personas contemplada
en la presente Directiva; que en estos casos el tratamiento de datos debe regirse por la
legislacion del Estado miembro en el que se ubiquen los medios utilizados y deben adoptarse
garantias para que se respeten en la practica los derechos y obligaciones contempladas en la
presente Directiva.

(21) Considerando que la presente Directiva no afecta a las normas de territorialidad aplicables
en materia penal.

(22) Considerando que los Estados miembros precisaran en su legislacion o en la aplicacion
de las disposiciones adoptadas en virtud de la presente Directiva las condiciones generales de
licitud del tratamiento de datos; que, en particular, el articulo 5 en relacion con los articulos 7 y
8, ofrece a los Estados miembros la posibilidad de prever, independientemente de las normas
generales, condiciones especiales de tratamiento de datos en sectores especificos, asi como
para las diversas categorias de datos contempladas en el articulo 8.

(23) Considerando que los Estados miembros estan facultados para garantizar la proteccién de
las personas tanto mediante una ley general relativa a la proteccion de las personas respecto
del tratamiento de los datos de caracter personal como mediante leyes sectoriales, como las
relativas a los institutos estadisticos.

(24) Considerando que las legislaciones relativas a la proteccion de las personas juridicas
respecto del tratamiento de los datos que las conciernan no son objeto de la presente
Directiva.

(25) Considerando que los principios de la proteccién tienen su expresién, por una parte, en
las distintas obligaciones que incumben a las personas, autoridades publicas, empresas,
agencias u otros organismos que efectlden tratamientos- obligaciones relativas, en particular, a
la calidad de los datos, la seguridad técnica, la notificacion a las autoridades de control y las
circunstancias en las que se puede efectuar el tratamiento- y, por otra parte, en los derechos
otorgados a las personas cuyos datos sean objeto de tratamiento de ser informadas acerca de
dicho tratamiento, de poder acceder a los datos, de poder solicitar su rectificacién o incluso de
oponerse a su tratamiento en determinadas circunstancias.

(26) Considerando que los principios de la proteccion deberan aplicarse a cualquier
informacion relativa a una persona identificada o identificable; que, para determinar si una
persona es identificable, hay que considerar el conjunto de los medios que puedan ser
razonablemente utilizados por el responsable del tratamiento o por cualquier otra persona,
para identificar a dicha persona; que los principios de la proteccion no se aplicaran a aquellos
datos hechos anonimos de manera tal que ya no sea posible identificar al interesado; que los
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codigos de conducta con arreglo al articulo 27 pueden constituir un elemento Util para
proporcionar indicaciones sobre los medios gracias a los cuales los datos pueden hacerse
anonimos y conservarse de forma tal que impida identificar al interesado.

(27) Considerando que la proteccion de las personas debe aplicarse tanto al tratamiento
automatico de datos como a su tratamiento manual; que el alcance de esta proteccién no debe
depender, en efecto, de las técnicas utilizadas, pues la contrario daria lugar a riesgos graves
de elusion; que, no obstante, por lo que respecta al tratamiento manual, la presente Directiva
s6lo abarca los ficheros, y no se aplica a las carpetas que no estan estructuradas; que, en
particular, el contenido de un fichero debe estructurarse conforme a criterios especificos
relativos a las personas, que permitan acceder facilmente a los datos personales; que, de
conformidad con la definicion que recoge la letra ¢) del articulo 2, los distintos criterios que
permiten determinar los elementos de un conjunto estructurado de datos de caracter personal
y los distintos criterios que regulan el acceso a dicho conjunto de datos pueden ser definidos
por cada Estado miembro; que, las carpetas y conjuntos de carpetas, asi como sus portadas,
gue no estén estructuradas conforme a criterios especificos no estan comprendidas en ningun
caso en el ambito de aplicacion de la presente Directiva.

28) Considerando que todo tratamiento de datos personales debe efectuarse de forma licita y
leal con respecto al interesado; que debe referirse, en particular, a datos adecuados,
pertinentes y no excesivos en relacion con los objetivos perseguidos; que estos objetivos han
de ser explicitos y legitimos, y deben estar determinados en el momento de obtener los datos;
gue los objetivos de los tratamientos posteriores a la obtencion no pueden ser incompatibles
con los objetivos originalmente especificados.

(29) Considerando que el tratamiento ulterior de datos personales, con fines histéricos,
estadisticos o cientificos no debe por lo general considerarse incompatible con los objetivos
para los que se recogieron los datos, siempre y cuando los Estados miembros establezcan las
garantias adecuadas; que dichas garantias deberan impedir que dichos datos sean utilizados
para tomar medidas o decisiones contra cualquier persona.

(30) Considerando que para ser licito el tratamiento de datos personales debe basarse
ademas en el consentimiento del interesado o ser necesario con vistas a la celebraciéon o
ejecucién de un contrato que obligue al interesado, o para la observancia de una obligacién
legal o para el cumplimiento de una mision de interés publico o para el ejercicio de la autoridad
publica o incluso para la realizacidon de un interés legitimo de una persona, siempre que no
prevalezcan los intereses o los derechos y libertades del interesado; que, en particular, para
asegurar el equilibrio de los intereses en juego, garantizando a la vez una competencia
efectiva, los Estados miembros pueden precisar las condiciones en las que se podrén utilizar y
comunicar a terceros datos de caracter personal, en el desempefio de actividades legitimas de
gestion ordinaria de empresas y otras entidades; que los Estados miembros pueden asimismo
establecer previamente las condiciones en que pueden efectuarse comunicaciones de datos
personales a terceros con fines de prospeccidon comercial o de prospeccién realizada por una
institucion benéfica u otras asociaciones o fundaciones, por ejemplo de caracter politico,
dentro del respeto de las disposiciones que permiten a los interesados oponerse, sin alegar los
motivos y sin gastos, al tratamiento de los datos que les conciernan.

(31) Considerando que un tratamiento de datos personales debe estimarse licito cuando se
efectla con el fin de proteger un interés esencial para la vida del interesado.
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(32) Considerando que corresponde a las legislaciones nacionales determinar si el
responsable del tratamiento que tiene conferida una mision de interés publico o inherente al
ejercicio del poder publico, debe ser una administracién puablica u otra persona de derecho
publico o privado, como por ejemplo una asociacion profesional.

(33) Considerando, por lo demas, que los datos que por su naturaleza puedan atentar contra
las libertades fundamentales o la intimidad no deben ser objeto de tratamiento alguno, salvo en
caso de que el interesado haya dado su consentimiento explicito; que deberan constar de
forma explicita las excepciones a esta prohibicién para necesidades especificas, en particular
cuando el tratamiento de dichos datos se realice con fines relacionados con la salud, por parte
de personas fisicas sometidas a una obligacion legal de secreto profesional, o para actividades
legitimas por parte de ciertas asociaciones o fundaciones cuyo objetivo sea hacer posible el
ejercicio de libertades fundamentales.

(34) Considerando que también se debera autorizar a los Estados miembros, cuando esté
justificado por razones de interés puablico importante, a hacer excepciones a la prohibicion de
tratar categorias sensibles de datos en sectores como la salud publica y la proteccion social,
particularmente en lo relativo a la garantia de la calidad y la rentabilidad, asi como los
procedimientos utilizados para resolver las reclamaciones de prestaciones y de servicios en el
régimen del seguro enfermedad, la investigacion cientifica y las estadisticas publicas; que a
ellos corresponde, no obstante, prever las garantias apropiadas y especificas a los fines de
proteger los derechos fundamentales y la vida privada de las personas.

(35) Considerando, ademas, que el tratamiento de datos personales por parte de las
autoridades publicas con fines, establecidos en el Derecho constitucional o en el Derecho
internacional publico, de asociaciones religiosas reconocidas oficialmente, se realiza por
motivos importantes de interés puablico.

(36) Considerando que, si en el marco de actividades relacionadas con las elecciones, el
funcionamiento del sistema democratico en algunos Estados miembros exige que los partidos
politicos recaben datos sobre la ideologia politica de los ciudadanos, podra autorizarse el
tratamiento de estos datos por motivos importantes de interés publico, siempre que se
establezcan las garantias adecuadas.

(37) Considerando que para el tratamiento de datos personales con fines periodisticos o de
expresion artistica o literaria, en particular en el sector audiovisual, deben preverse
excepciones o restricciones de determinadas disposiciones de la presente Directiva siempre
que resulten necesarias para conciliar los derechos fundamentales de la persona con la
libertad de expresion y, en particular, la libertad de recibir o comunicar informaciones, tal y
como se garantiza en el articulo 10 del Convenio Europeo para la Proteccion de los Derechos
Humanos y de las Libertades Fundamentales; que por lo tanto, para ponderar estos derechos
fundamentales, corresponde a los Estados miembros prever las excepciones y las
restricciones necesarias en lo relativo a las medidas generales sobre la legalidad del
tratamiento de datos, las medidas sobre la transferencia de datos a terceros paises y las
competencias de las autoridades de control sin que esto deba inducir, sin embargo, a los
Estados miembros a prever excepciones a las medidas que garanticen la seguridad del
tratamiento; que, igualmente, deberia concederse a la autoridad de control responsable en la
materia al menos una serie de competencias a posteriori como por ejemplo publicar
periddicamente un informe al respecto o bien iniciar procedimientos legales ante las
autoridades judiciales.
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(38) Considerando que el tratamiento leal de datos supone que los interesados deben estar en
condiciones de conocer la existencia de los tratamientos y, cuando los datos se obtengan de
ellos mismos, contar con una informacion precisa y completa respecto a las circunstancias de
dicha obtencion.

(39) Considerando que determinados tratamientos se refieren a datos que el responsable no
ha recogido directamente del interesado; que, por otra parte, pueden comunicarse
legitimamente datos a un tercero aln cuando dicha comunicacion no estuviera prevista en el
momento de la recogida de los datos del propio interesado; que, en todos estos supuestos,
debe informarse al interesado en el momento del registro de los datos o, a mas tardar, al
comunicarse los datos por primera vez a un tercero.

(40) Considerando, no obstante, que no es necesario imponer esta obligacion si el interesado
ya esta informado, si el registro o la comunicacion estan expresamente previstos por la ley o si
resulta imposible informarle, o ello implica esfuerzos desproporcionados, como puede ser el
caso para tratamientos con fines historicos, estadisticos o cientificos; que a este respecto
pueden tomarse en consideracion el nimero de interesados, la antigliedad de los datos, y las
posibles medidas compensatorias.

(41) Considerando que cualquier persona debe disfrutar del derecho de acceso a los datos que
le conciernan y sean objeto de tratamiento, para cerciorarse, en particular, de su exactitud y de
la licitud de su tratamiento; que por las mismas razones cualquier persona debe tener ademas
el derecho de conocer la légica que subyace al tratamiento automatizado de los datos que la
conciernan, al menos en el caso de las decisiones automatizadas a que se refiere el apartado
1 del articulo 15; que este derecho no debe menoscabar el secreto de los negocios ni la
propiedad intelectual y en particular el derecho de autor que proteja el programa informatico;
que no obstante esto no debe suponer que se deniegue cualquier informacién al interesado.

(42) Considerando que, en interés del interesado de que se trate y para proteger los derechos
y libertades de terceros, los Estados miembros podran limitar los derechos de acceso y de
informacion; que podran, por ejemplo, precisar que el acceso a los datos de caracter médico
Unicamente pueda obtenerse a través de un profesional de la medicina.

(43) Considerando que los Estados miembros podran imponer restricciones a los derechos de
acceso e informacion y a determinadas obligaciones del responsable del tratamiento, en la
medida en que sean estrictamente necesarias para, por ejemplo, salvaguardar la seguridad del
Estado, la defensa, la seguridad publica, los intereses econémicos o financieros importantes
de un Estado miembro o de la Unién, asi como para realizar investigaciones y entablar
procedimientos penales y perseguir violaciones de normas deontolégicas en las profesiones
reguladas; que conviene enumerar, a efectos de excepciones y limitaciones, las tareas de
control, inspeccién o reglamentacion necesarias en los tres dltimos sectores mencionados
relativos a la seguridad publica, los intereses econémicos o financieros y la represién penal;
que esta enumeracion de tareas relativas a los tres sectores citados no afecta a la legitimidad
de las excepciones y restricciones establecidas por razones de seguridad del Estado o de
defensa.

(44) Considerando que los Estados miembros podran verse obligados, en virtud de las
disposiciones del Derecho comunitario, a establecer excepciones a las disposiciones de la
presente Directiva relativas al derecho de acceso, a la informacién de personas y a la calidad
de los datos para garantizar algunas de las finalidades contempladas mas arriba.
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(45) Considerando que cuando se pudiera efectuar licitamente un tratamiento de datos por
razones de interés publico o del ejercicio de la autoridad publica, o en interés legitimo de una
persona fisica, cualquier persona debera, sin embargo, tener derecho a oponerse a que los
datos que le conciernan sean objeto de un tratamiento, en virtud de motivos fundados y
legitimos relativos a su situacion concreta; que los Estados miembros tienen, no obstante, la
posibilidad de establecer disposiciones nacionales contrarias.

(46) Considerando que la proteccién de los derechos y libertades de los interesados en lo que
respecta a los tratamientos de datos personales exige la adopcion de medidas técnicas y de
organizacion apropiadas, tanto en el momento de la concepcién del sistema de tratamiento
como en el de la aplicacion de los tratamientos mismos, sobre todo con objeto de garantizar la
seguridad e impedir, por tanto, todo tratamiento no autorizado; que corresponde a los Estados
miembros velar por que los responsables del tratamiento respeten dichas medidas; que esas
medidas deberan garantizar un nivel de seguridad adecuado teniendo en cuenta el estado de
la técnica y el coste de su aplicacion en relacién con los riesgos que presente el tratamiento y
con la naturaleza de los datos que deban protegerse.

(47) Considerando que cuando un mensaje con datos personales sea transmitido a través de
un servicio de telecomunicaciones o de correo electronico cuyo Unico objetivo sea transmitir
mensajes de ese tipo, sera considerada normalmente responsable del tratamiento de los datos
personales presentes en el mensaje aquella persona de quien proceda el mensaje y no la que
ofrezca el servicio de transmision; que, no obstante, las personas que ofrezcan estos servicios
normalmente seran consideradas responsables del tratamiento de los datos personales
complementarios y necesarios para el funcionamiento del servicio.

(48) Considerando que los procedimientos de notificacion a la autoridad de control tienen por
objeto asegurar la publicidad de los fines de los tratamientos y de sus principales
caracteristicas a fin de controlarlos a la luz de las disposiciones nacionales adoptadas en
aplicacion de la presente Directiva.

(49) Considerando que para evitar tramites administrativos improcedentes, los Estados
miembros pueden establecer exenciones o simplificaciones de la notificacion para los
tratamientos que no atenten contra los derechos y las libertades de los interesados, siempre y
cuando sean conformes a un acto adoptado por el Estado miembro en el que se precisen sus
limites; que los Estados miembros pueden igualmente disponer la exencion o la simplificacion
cuando un encargado, nombrado por el responsable del tratamiento, se cerciore de que los
tratamientos efectuados no pueden atentar contra los derechos y libertades de los interesados;
gue la persona encargada de la proteccion de los datos, sea 0 no empleado del responsable
del tratamiento de datos, deberé ejercer sus funciones con total independencia.

(50) Considerando que podran establecerse exenciones o simplificaciones para los
tratamientos cuya Unica finalidad sea el mantenimiento de registros destinados, de
conformidad con el Derecho nacional, a la informacion del publico y que sean accesibles para
la consulta del publico o de toda persona que justifique un interés legitimo.

(51) Considerando, no obstante, que el beneficio de la simplificacion o de la exencién de la
obligacién de notificacién no dispensa al responsable del tratamiento de ninguna de las demas
obligaciones derivadas de la presente Directiva.
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(52) Considerando que, en este contexto, el control a posteriori por parte de las autoridades
competentes debe considerarse, en general, una medida suficiente.

(53) Considerando, no obstante, que determinados tratamientos pueden presentar riesgos
particulares desde el punto de vista de los derechos y las libertades de los interesados, ya sea
por su naturaleza, su alcance o su finalidad, como los de excluir a los interesados del beneficio
de un derecho, de una prestacién o de un contrato, o por el uso particular de una tecnologia
nueva; que es competencia de los Estados miembros, si asi lo desean, precisar tales riesgos
en sus legislaciones.

(54) Considerando que, a la vista de todos los tratamientos llevados a cabo en la sociedad, el
namero de los que presentan tales riesgos particulares debe- ria ser muy limitado; que los
Estados miembros deben prever, para dichos tratamientos, un examen previo a su realizacion
por parte de la autoridad de control o del encargado de la proteccidon de datos en cooperacion
con aquélla; que, tras dicho control previo, la autoridad de control, en virtud de lo que disponga
su Derecho nacional, podra emitir un dictamen o autorizar el tratamiento de datos; que este
examen previo podra realizarse también en el curso de la elaboracion de una medida
legislativa aprobada por el Parlamento nacional o de una medida basada en dicha medida
legislativa, que defina la naturaleza del tratamiento y precise las garantias adecuadas.

(55) Considerando que las legislaciones nacionales deben prever un recurso judicial para los
casos en los que el responsable del tratamiento de datos no respete los derechos de los
interesados; que los dafios que pueden sufrir las personas a raiz de un tratamiento ilicito han
de ser reparados por el responsable del tratamiento de datos, el cual sélo podra ser eximido de
responsabilidad si demuestra que no le es imputable el hecho perjudicial, principalmente si
demuestra la responsabilidad del interesado o un caso de fuerza mayor; que deben imponerse
sanciones a toda persona, tanto de derecho privado como de derecho publico, que no respete
las disposiciones nacionales adoptadas en aplicacion de la presente Directiva.

(56) Considerando que los flujos transfronterizos de datos personales son necesarios para la
desarrollo del comercio internacional; que la protecciéon de las personas garantizada en la
Comunidad por la presente Directiva no se opone a la transferencia de datos personales a
terceros paises que garanticen un nivel de proteccién adecuado; que el caracter adecuado del
nivel de proteccién ofrecido por un pais tercero debe apreciarse teniendo en cuenta todas las
circunstancias relacionadas con la transferencia o la categoria de transferencias.

(57) Considerando, por otra parte, que cuando un pais tercero no ofrezca un nivel de
proteccion adecuado debe prohibirse la transferencia al mismo de datos personales.

(58) Considerando que han de establecerse excepciones a esta prohibicién en determinadas
circunstancias, cuando el interesado haya dado su consentimiento, cuando la transferencia
sea necesaria en relaciobn con un contrato o una accién judicial, cuando asi lo exija la
proteccion de un interés publico importante, por ejemplo en casos de transferencia
internacional de datos entre las administraciones fiscales o aduaneras o entre los servicios
competentes en materia de seguridad social, o cuando la transferencia se haga desde un
registro previsto en la legislacion con fines de consulta por el publico o por personas con un
interés legitimo; que en tal caso dicha transferencia no debe afectar a la totalidad de los datos
o las categorias de datos que contenga el mencionado registro; que, cuando la finalidad de un
registro sea la consulta por parte de personas que tengan un interés legitimo, la transferencia
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s6lo deberia poder efectuarse a peticion de dichas personas o cuando éstas sean las
destinatarias.

(59) Considerando que pueden adoptarse medidas particulares para paliar la insuficiencia del
nivel de proteccién en un tercer pais, en caso de que el responsable del tratamiento ofrezca
garantias adecuadas; que, por lo demas, deben preverse procedimientos de negociacion entre
la Comunidad y los paises terceros de que se trate.

(60) Considerando que, en cualquier caso, las transferencias hacia paises terceros soélo
podran efectuarse si se respetan plenamente las disposiciones adoptadas por los Estados
miembros en aplicacion de la presente Directiva, y, en particular, de su articulo 8.

(61) Considerando que los Estados miembros y la Comision, dentro de sus respectivas
competencias, deben alentar a los sectores profesionales para que elaboren cédigos de
conducta a fin de facilitar, habida cuenta del caracter especifico del tratamiento de datos
efectuado en determinados sectores, la aplicacion de la presente Directiva respetando las
disposiciones nacionales adoptadas para su aplicacion.

(62) Considerando que la creacion de una autoridad de control que ejerza sus funciones con
plena independencia en cada uno de los Estados miembros constituye un elemento esencial
de la proteccién de las personas en lo que respecta al tratamiento de datos personales.

(63) Considerando que dicha autoridad debe disponer de los medios necesarios para cumplir
su funcion, ya se trate de poderes de investigacion o de intervencion, en particular en casos de
reclamaciones presentadas a la autoridad o de poder comparecer en juicio; que tal autoridad
ha de contribuir a la transparencia de los tratamientos de datos efectuados en el Estado
miembro del que dependa.

(64) Considerando que las autoridades de los distintos Estados miembros habran de prestarse
ayuda mutua en el ejercicio de sus funciones, de forma que se garantice el pleno respeto de
las normas de proteccion en toda la Unién Europea.

(65) Considerando que se debe crear, en el &mbito comunitario, un grupo de proteccion de las
personas en lo que respecta al tratamiento de datos personales, el cual habra de ejercer sus
funciones con plena independencia; que, habida cuenta de este caracter especifico, el grupo
debera asesorar a la Comisién y contribuir, en particular, a la aplicacién uniforme de las
normas nacionales adoptadas en aplicacion de la presente Directiva.

(66) Considerando que, por lo que respecta a la transferencia de datos hacia paises terceros,
la aplicacién de la presente Directiva requiere que se atribuya a la Comisién competencias de
ejecucion y que se cree un procedimiento con arreglo a las modalidades establecidas en la
Decisién 87/373/CEE del Consejo.

(67) Considerando que el 20 de diciembre de 1994 se alcanzé un acuerdo sobre un modus
vivendi entre el Parlamento Europeo, el Consejo y la Comisién concerniente a las medidas de
aplicacion de los actos adoptados de conformidad con el procedimiento establecido en el
articulo 189 B del Tratado CE.

(68) Considerando que los principios de proteccion de los derechos y libertades de las
personas y, en particular, del respeto de la intimidad en lo que se refiere al tratamiento de los
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datos personales objeto de la presente Directiva podran completarse o precisarse, sobre todo
en determinados sectores, mediante normas especificas conformes a estos principios.

(69) Considerando que resulta oportuno conceder a los Estados miembros un plazo que no
podra ser superior a tres afios a partir de la entrada en vigor de las medidas nacionales de
transposicién de la presente Directiva, a fin de que puedan aplicar de manera progresiva las
nuevas disposiciones nacionales mencionadas a todos los tratamientos de datos ya existentes;
que, con el fin de facilitar una aplicacion que presente una buena relacién coste-eficacia, se
concedera a los Estados miembros un periodo suplementario que expirara a los doce afios de
la fecha en que se adopte la presente Directiva, para garantizar que los ficheros manuales
existentes en dicha fecha se hayan ajustado a las disposiciones de la Directiva; que si los
datos contenidos en dichos ficheros son tratados efectivamente de forma manual en ese
periodo transitorio ampliado deberan, sin embargo, ser ajustados a dichas disposiciones
cuando se realice tal tratamiento.

(70) Considerando que no es procedente que el interesado tenga que dar de nuevo su
consentimiento a fin de que el responsable pueda seguir efectuando, tras la entrada en vigor
de las disposiciones nacionales adoptadas en virtud de la presente Directiva, el tratamiento de
datos sensibles necesario para la ejecucion de contratos celebrados previo consentimiento
libre e informado antes de la entrada en vigor de las disposiciones mencionadas.

(71) Considerando que la presente Directiva no se opone a que un Estado miembro regule las
actividades de prospeccion comercial destinadas a los consumidores que residan en su
territorio, en la medida en que dicha regulacién no afecte a la proteccion de las personas en lo
gue respecta a tratamientos de datos personales.

(72) Considerando que la presente Directiva autoriza que se tenga en cuenta el principio de
acceso publico a los documentos oficiales a la hora de aplicar los principios expuestos en la
presente Directiva. HAN ADOPTADO LA PRESENTE DIRECTIVA:

Capitulo 1.

Articulo 1. Objeto de la Directiva

1. Los Estados miembros garantizaran, con arreglo a las disposiciones de la presente
Directiva, la proteccion de las libertades y de los derechos fundamentales de las personas
fisicas, y, en particular, del derecho a la intimidad, en lo que respecta al tratamiento de los
datos personales.

2. Los Estados miembros no podran restringir ni prohibir la libre circulacion de datos
personales entre los Estados miembros por motivos relacionados con la proteccién
garantizada en virtud del apartado 1.
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Articulo 2. Definiciones

A efectos de la presente Directiva, se entendera por:
a) «Datos personales»: toda informacion sobre una persona fisica identificada o
identificable (el «interesado»); se considerara identificable toda persona cuya identidad
pueda determinarse, directa o indirectamente, en particular mediante un numero de
identificaciébn o uno o varios elementos especificos, caracteristicos de su identidad fisica,
fisiologica, psiquica, econémica, cultural o social.
b) «Tratamiento de datos personales» («tratamiento»): cualquier operacién o conjunto de
operaciones, efectuadas o no mediante procedimientos automatizados, y aplicadas a datos
personales, como la recogida, registro, organizacion, conservacion, elaboracion o
modificacién, extraccion, consulta, utilizaciéon, comunicaciéon por transmision, difusiéon o
cualquier otra forma que facilite el acceso a los mismos, cotejo o interconexion, asi como su
bloqueo, supresion o destruccion.
c) «Fichero de datos personales» («fichero»): todo conjunto estructurado de datos
personales, accesibles con arreglo a criterios determinados, ya sea centralizado,
descentralizado o repartido de forma funcional o geografica.
d) «Responsable del tratamiento»: la persona fisica o juridica, autoridad publica, servicio
0 cualquier otro organismo que sOlo o conjuntamente con otros determine los fines y los
medios del tratamiento de datos personales; en caso de que los fines y los medios del
tratamiento estén determinados por disposiciones legislativas o reglamentarias nacionales o
comunitarias, el responsable del tratamiento o los criterios especificos para su
nombramiento podran ser fijados por el Derecho nacional o comunitario.
e) «Encargado del tratamiento»: la persona fisica o juridica, autoridad publica, servicio o
cualquier otro organismo que, solo o conjuntamente con otros, trate datos personales por
cuenta del responsable del tratamiento.
f) «Tercero»: la persona fisica o juridica, autoridad publica, servicio o cualquier otro
organismo distinto del interesado, del responsable del tratamiento, del encargado del
tratamiento y de las personas autorizadas para tratar los datos bajo la autoridad directa del
responsable del tratamiento o del encargado del tratamiento.
g) «Destinatario»: la persona fisica o juridica, autoridad publica, servicio o cualquier otro
organismo que reciba comunicacion de datos, se trate o no de un tercero. No obstante, las
autoridades que puedan recibir una comunicacion de datos en el marco de una
investigacion especifica no seran considerados destinatarios.
h) «Consentimiento del interesado»: toda manifestacion de voluntad, libre, especifica e
informada, mediante la que el interesado consienta el tratamiento de datos personales que
le conciernan.

Articulo 3. Ambito de aplicacion

1. Las disposiciones de la presente Directiva se aplicaran al tratamiento total o parcialmente
automatizado de datos personales, asi como al tratamiento no automatizado de datos
personales contenidos o destinados a ser incluidos en un fichero.

2. Las disposiciones de la presente Directiva no se aplicaran al tratamiento de datos
personales:

e Efectuado en el ejercicio de actividades no comprendidas en el &mbito de aplicacion del
Derecho comunitario, como las previstas por las disposiciones de los titulos V y VI del
Tratado de la Unién Europea y, en cualquier caso, al tratamiento de datos que tenga por
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objeto la seguridad publica, la defensa, la seguridad del Estado (incluido el bienestar
econdémico del Estado cuando dicho tratamiento esté relacionado con la seguridad del
Estado) y las actividades del Estado en materia penal.

e Efectuado por una persona fisica en el ejercicio de actividades exclusivamente
personales o domésticas.

Articulo 4. Derecho nacional aplicable

1. Los Estados miembros aplicaran las disposiciones nacionales que haya aprobado para la
aplicacion de la presente Directiva a todo tratamiento de datos personales cuando:

a) El tratamiento sea efectuado en el marco de las actividades de un establecimiento del
responsable del tratamiento en el territorio del Estado miembro. Cuando el mismo
responsable del tratamiento esté establecido en el territorio de varios Estados miembros
debera adoptar las medidas necesarias para garantizar que cada uno de dichos
establecimientos cumple las obligaciones previstas por el Derecho nacional aplicable.

b) El responsable del tratamiento no esté establecido en el territorio del Estado miembro,
sino en un lugar en que se aplica su legislacion nacional en virtud del Derecho internacional
publico.

c) El responsable del tratamiento no esté establecido en el territorio de la Comunidad

y recurra, para el tratamiento de datos personales, a medios, automatizados o no, situados
en el territorio de dicho Estado miembro, salvo en caso de que dichos medios

se utilicen solamente con fines de transito por el territorio de la Comunidad Europea.

2. En el caso mencionado en la letra c) del apartado 1, el responsable del tratamiento debera
designar un representante establecido en el territorio de dicho Estado miembro, sin perjuicio de
las acciones que pudieran emprenderse contra el propio responsable del tratamiento.

Condiciones generales para la licitud del tratamiento de datos

personales

Articulo 5.

Los Estados miembros precisaran, dentro de los limites de las disposiciones del presente
capitulo, las condiciones en que son licitos los tratamientos de datos personales.

SECCION I. PRINCIPIOS RELATIVOS A LA CALIDAD DE LOS DATOS

Articulo 6.

1. Los Estados miembros dispondran que los datos personales sean:
a) Tratados de manera leal y licita.
b) Recogidos con fines determinados, explicitos y legitimos, y no sean tratados
posteriormente de manera incompatible con dichos fines; no se considerara incompatible el

tratamiento posterior de datos con fines histéricos, estadisticos o cientificos, siempre y
cuando los Estados miembros establezcan las garantias oportunas.
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¢) Adecuados, pertinentes y no excesivos con relacion a los fines para los que se recaben y
para los que se traten posteriormente.

d) Exactos y, cuando sea necesario, actualizados; deberan tomarse todas las medidas
razonables para que los datos inexactos o incompletos, con respecto a los fines para los
que fueron recogidos o para los que fueron tratados posteriormente, sean suprimidos o
rectificados.

e) Conservados en una forma que permita la identificacion de los interesados durante un
periodo no superior al necesario para los fines para los que fueron recogidos o para los que
se traten ulteriormente. Los Estados miembros estableceran las garantias apropiadas para
los datos personales archivados por un periodo mas largo del mencionado, con fines
histéricos, estadisticos o cientificos.

2. Correspondera a los responsables del tratamiento garantizar el cumplimiento de lo dispuesto
en el apartado 1.

SECCION Il. PRINCIPIOS RELATIVOS A LA LEGITIMACION DEL TRATAMIENTO DE
DATOS

Articulo 7.

Los Estados miembros dispondran que el tratamiento de datos personales sélo pueda
efectuarse si:

a) El interesado ha dado su consentimiento de forma inequivoca.

b) Es necesario para la ejecucion de un contrato en el que el interesado sea parte o para la
aplicacion de medidas precontractuales adoptadas a peticion del interesado.

¢) Es necesario para el cumplimiento de una obligacion juridica a la que esté sujeto el
responsable del tratamiento.

d) Es necesario para proteger el interés vital del interesado.

e) Es necesario para el cumplimiento de una misién de interés publico o inherente al
ejercicio del poder publico conferido al responsable del tratamiento o a un tercero a quien se
comuniquen los datos.

f) Es necesario para la satisfaccion del interés legitimo perseguido por el responsable del
tratamiento o por el tercero o terceros a los que se comuniquen los datos, siempre que no
prevalezca el interés o los derechos y fundamentales del interesado que requieran
proteccion con arreglo al apartado 1 del articulo 1 de la presente Directiva.

SECCION lll. CATEGORIAS ESPECIALES DE TRATAMIENTOS
Articulo 8. Tratamiento de categorias especiales de datos
1. Los Estados miembros prohibirdn el tratamiento de datos personales que revelen el origen
racial o étnico, las opiniones politicas, las convicciones religiosas o filoséficas, la pertenencia a
sindicatos, asi como el tratamiento de los datos relativos a la salud o a la sexualidad.
2. Lo dispuesto en el apartado 1 no se aplicara cuando:

a) El interesado haya dado su consentimiento explicito a dicho tratamiento, salvo en los

casos en los que la legislacién del Estado miembro disponga que la prohibicion establecida
en el apartado 1 no pueda levantarse con el consentimiento del interesado.
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b) El tratamiento sea necesario para respetar las obligaciones y derechos especificos del
responsable del tratamiento en materia de Derecho laboral en la medida en que esté
autorizado por la legislacion y ésta prevea garantias adecuadas.

c¢) El tratamiento sea necesario para salvaguardar el interés vital del interesado o de otra
persona, en el supuesto de que el interesado esté fisica o juridicamente incapacitado para
dar su consentimiento.

d) El tratamiento sea efectuado en el curso de sus actividades legitimas y con las debidas
garantias por una fundacion, una asociacion o cualquier otro organismo sin fin de lucro,
cuya finalidad sea politica, filosofica, religiosa o sindical, siempre que se refiera
exclusivamente a sus miembros o a las personas que mantengan contactos regulares con la
fundacion, la asociacion o el organismo por razon de su finalidad y con tal de que los datos
no se comuniquen a terceros sin el consentimiento de los interesados.

e) El tratamiento se refiera a datos que el interesado haya hecho manifiestamente publicos o
sea necesario para el reconocimiento, ejercicio o defensa de un derecho en un
procedimiento judicial.

3. El apartado 1 no se aplicara cuando el tratamiento de datos resulte necesario para la
prevencién o para el diagnéstico médicos, la prestacion de asistencia sanitaria o tratamientos
médicos o la gestion de servicios sanitarios, siempre que dicho tratamiento de datos sea
realizado por un profesional sanitario sujeto al secreto profesional sea en virtud de la
legislacion nacional, o de las normas establecidas por las autoridades nacionales
competentes, 0 por otra persona sujeta asimismo a una obligacién equivalente de secreto.

4. Siempre que dispongan las garantias adecuadas, los Estados miembros podran, por
motivos de interés publico importantes, establecer otras excepciones, ademas de las previstas
en el apartado 2, bien mediante su legislacion nacional, bien por decisiéon de la autoridad de
control.

5. El tratamiento de datos relativos a infracciones, condenas penales o medidas de seguridad,
s6lo podra efectuarse bajo el control de la autoridad publica o si hay previstas garantias
especificas en el Derecho nacional, sin perjuicio de las excepciones que podra establecer el
Estado miembro basandose en disposiciones nacionales que prevean garantias apropiadas y
especificas. Sin embargo, sélo podra llevarse un registro completo de condenas penales bajo
el control de los poderes publicos. Los Estados miembros podran establecer que el tratamiento
de datos relativos a sanciones administrativas o procesos civiles se realicen asimismo bajo el
control de los poderes publicos.

6. Las excepciones a las disposiciones del apartado 1 que establecen los apartados 4y 5 se
notificarén a la Comision.

7. Los Estados miembros determinaran las condiciones en las que un nimero nacional de
identificacion o cualquier otro medio de identificaciébn de caracter general podra ser objeto de
tratamiento.

Articulo 9. Tratamiento de datos personales y libertad de expresion
En lo referente al tratamiento de datos personales con fines exclusivamente periodisticos o de

expresion artistica o literaria, los Estados miembros estableceran, respecto de las
disposiciones del presente capitulo, del capitulo IV y del capitulo VI, exenciones y excepciones
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s6lo en la medida en que resulten necesarias para conciliar el derecho a la intimidad con las
normas que rigen la libertad de expresion.

SECCION IV. INFORMACION DEL INTERESADO
Articulo 10. Informacién en caso de obtencion de datos recabados del propio interesado

Los Estados miembros dispondran que el responsable del tratamiento o su representante
deberan comunicar a la persona de quien se recaben los datos que le conciernan, por lo
menos la informacién que se enumera a continuacion, salvo si la persona ya hubiera sido
informada de ello:

a) La identidad del responsable del tratamiento y, en su caso, de su representante.

b) Los fines del tratamiento de que van a ser objeto los datos.

¢) Cualquier otra informacién tal como:
e Los destinatarios o las categorias de destinatarios de los datos.
e El caracter obligatorio o no de la respuesta y las consecuencias que tendria para la
persona interesada una negativa a responder.
e La existencia de derechos de acceso y rectificacion de los datos que la conciernen, en la
medida en que, habida cuenta de las circunstancias especificas en que se obtengan los
datos, dicha informacién suplementaria resulte necesaria para garantizar un tratamiento de
datos leal respecto del interesado.

Articulo 11. Informacién cuando los datos no han sido recabados del propio interesado

1. Cuando los datos no hayan sido recabados del interesado, los Estados miembros
dispondran que el responsable del tratamiento o su representante deberan, desde el momento
del registro de los datos o, en caso de que se piense comunicar datos a un tercero, a mas
tardar, en el momento de la primera comunicacion de datos, comunicar al interesado por lo
menos la informacion que se enumera a continuacion, salvo si el interesado ya hubiera sido
informado de ello:

a) La identidad del responsable del tratamiento y, en su caso, de su representante.

b) Los fines del tratamiento de que van a ser objeto los datos.

¢) Cualquier otra informacion tal como:
e Las categorias de los datos de que se trate.
e Los destinatarios o las categorias de destinatarios de los datos.
e La existencia de derechos de acceso y rectificacion de los datos que la conciernen, en
la medida en que, habida cuenta de las circunstancias especificas en que se hayan
obtenido los datos, dicha informacion suplementaria resulte necesaria para garantizar un
tratamiento de datos leal respecto del interesado.

2. Las disposiciones del apartado 1 no se aplicaran, en particular para el tratamiento con fines
estadisticos o de investigacion historica o cientifica, cuando la informacion al interesado resulte
imposible o exija esfuerzos desproporcionados o el registro o la comunicaciéon a un tercero
estén expresamente prescritos por ley. En tales casos, los Estados miembros estableceran las
garantias apropiadas.
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SECCION V. DERECHO DE ACCESO DEL INTERESADO A LOS DATOS
Articulo 12. Derecho de acceso

Los Estados miembros garantizardn a todos los interesados el derecho de obtener del
responsable del tratamiento:

a) Libremente, sin restricciones y con una periodicidad razonable y sin retrasos ni gastos
excesivos:

e La confirmacion de la existencia o inexistencia del tratamiento de datos que le
conciernen, asi como informacion por lo menos de los fines de dichos tratamientos, las
categorias de datos a que se refieran y los destinatarios o las categorias de destinatarios
a quienes se comuniquen dichos datos.

e La comunicacion, en forma inteligible, de los datos objeto de los tratamientos, asi
como toda la informacion disponible sobre el origen de los datos.

¢ El conocimiento de la légica utilizada en los tratamientos automatizados de los datos
referidos al interesado, al menos en los casos de las decisiones automatizadas a que se
refiere el apartado 1 del articulo 15.

b) En su caso, la rectificacién, la supresion o el bloqueo de los datos cuyo tratamiento no se
ajuste a las disposiciones de la presente Directiva, en particular a causa del caracter
incompleto o inexacto de los datos.

¢) La notificacion a los terceros a quienes se hayan comunicado los datos de toda
rectificacion, supresion o bloqueo efectuado de conformidad con la letra b), si no resulta
imposible o supone un esfuerzo desproporcionado.

SECCION VI. EXCEPCIONES Y LIMITACIONES
Articulo 13. Excepciones y limitaciones

1. Los Estados miembros podran adoptar medidas legales para limitar el alcance de las
obligaciones y los derechos previstos en el apartado 1 del articulo 6, en el articulo 10, en el
apartado 1 del articulo 11, y en los articulos 12 y 21 cuando tal limitacién constituya una
medida necesaria para la salvaguardia de:

a) La seguridad del Estado.

b) La defensa.

¢) La seguridad publica.

d) La prevencién, la investigacion, la deteccién y la represién de infracciones penales

o de las infracciones de la deontologia en las profesiones reglamentadas.

e) Un interés econdémico y financiero importante de un Estado miembro o de la Union
Europea, incluidos los asuntos monetarios, presupuestarios y fiscales.

f) Una funcidon de control, de inspeccidon o reglamentaria relacionada, aunque sélo sea
ocasionalmente, con el ejercicio de la autoridad publica en los casos a que hacen referencia
las letras c), d) y e).

g) La proteccion del interesado o de los derechos y libertades de otras personas.

2. Sin perjuicio de las garantias legales apropiadas, que excluyen, en particular, que los datos
puedan ser utilizados en relacién con medidas o decisiones relativas a personas concretas, los
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Estados miembros podran, en los casos en que manifiestamente no exista ningun riesgo de
atentado contra la intimidad del interesado, limitar mediante una disposicion legal los derechos
contemplados en el articulo 12 cuando los datos se vayan a tratar exclusivamente con fines de
investigacion cientifica o se guarden en forma de archivos de caracter personal durante un
periodo que no supere el tiempo necesario para la exclusiva finalidad de la elaboracion de
estadisticas.

SECCION VII. DERECHO DE OPOSICION DEL INTERESADO
Articulo 14. Derecho de oposicion del interesado
Los Estados miembros reconoceran al interesado el derecho a:

a) Oponerse, al menos en los casos contemplados en las letras €) y f) del articulo 7, en
cualquier momento y por razones legitimas propias de su situacion particular, a que los
datos que le conciernan sean objeto de tratamiento, salvo cuando la legislacién nacional
disponga otra cosa. En caso de oposicién justificada, el tratamiento que efectle el
responsable no podra referirse ya a esos datos.

b) Oponerse, previa peticion y sin gastos, al tratamiento de los datos de caracter personal
que le conciernan respecto de los cuales el responsable prevea un tratamiento destinado a
la prospeccion; o ser informado antes de que los datos se comuniquen por primera vez a
terceros o se usen en nombre de éstos a efectos de prospeccién, y a que se le ofrezca
expresamente el derecho de oponerse, sin gastos, a dicha comunicacion o utilizacion.

Los Estados miembros adoptardn todas las medidas necesarias para garantizar que los
interesados conozcan la existencia del derecho a que se refiere el parrafo primero de la letra
b).

Articulo 15. Decisiones individuales automatizadas

1. Los Estados miembros reconoceran a las personas el derecho a no verse sometidas a una
decision con efectos juridicos sobre ellas 0 que les afecte de manera significativa, que se base
Unicamente en un tratamiento automatizado de datos destinado a evaluar determinados
aspectos de su personalidad, como su rendimiento laboral, crédito, fiabilidad, conducta, etc.

2. Los Estados miembros permitirdn, sin perjuicio de lo dispuesto en los demas articulos de la
presente Directiva, que una persona pueda verse sometida a una de las decisiones
contempladas en el apartado 1 cuando dicha decision:

a) Se haya adoptado en el marco de la celebracién o ejecucion de un contrato, siempre que
la peticion de celebracion o ejecucion del contrato presentada por el interesado se haya
satisfecho o que existan medidas apropiadas, como la posibilidad de defender su punto de
vista, para la salvaguardia de su interés legitimo.

b) Esté autorizada por una ley que establezca medidas que garanticen el interés legitimo del
interesado.



N1. Directiva 95/46/CE relativa al tratamiento de datos personales

Pagina 19/28
SECCION VIII. CONFIDENCIALIDAD Y SEGURIDAD DEL TRATAMIENTO
Articulo 16. Confidencialidad del tratamiento

Las personas que actuen bajo la autoridad del responsable o del encargado del tratamiento,
incluido este Ultimo, solo podran tratar datos personales a los que tengan acceso, cuando se lo
encargue el responsable del tratamiento o salvo en virtud de un imperativo legal.

Articulo 17. Seguridad del tratamiento

1. Los Estados miembros estableceran la obligacion del responsable del tratamiento de aplicar
las medidas técnicas y de organizacion adecuadas, para la proteccion de los datos personales
contra la destruccion, accidental o ilicita, la pérdida accidental y contra la alteracion, la difusion
0 el acceso no autorizados, en particular cuando el tratamiento incluya la transmision de datos
dentro de una red, y contra cualquier otro tratamiento ilicito de datos personales.

Dichas medidas deberan garantizar, habida cuenta de los conocimientos técnicos existentes y
del coste de su aplicacién, un nivel de seguridad apropiado en relacion con los riesgos que
presente el tratamiento y con la naturaleza de los datos que deban protegerse.

2. Los Estados miembros estableceran que el responsable del tratamiento, en caso de
tratamiento por cuenta del mismo, debera elegir un encargado del tratamiento que redna
garantias suficientes en relacion con las medidas de seguridad técnica y de organizacion de
los tratamientos que deban efectuarse, y se asegure de que se cumplen dichas medidas.

3. La realizacion de tratamientos por encargo deberd estar regulada por un contrato u otro acto
juridico que vincule al encargado del tratamiento con el responsable del tratamiento, y que
disponga, en particular:
e Que el encargado del tratamiento solo actia siguiendo instrucciones del responsable del
tratamiento.
e Que las obligaciones del apartado 1, tal como las define la legislacion del Estado miembro
en el que esté establecido el encargado, incumben también a éste.

4. A efectos de conservacion de la prueba, las partes del contrato o del acto juridico relativas a
la proteccion de datos y a los requisitos relativos a las medidas a que hace referencia el
apartado 1 constaran por escrito o en otra forma equivalente.

SECCION IX. NOTIFICACION
Articulo 18. Obligacion de notificacién a la autoridad de control

1. Los Estados miembros dispondran que el responsable del tratamiento o, en su caso, su
representante, efectle una notificacion a la autoridad de control contemplada en el articulo 28,
con anterioridad a la realizaciéon de un tratamiento o de un conjunto de tratamientos, total o
parcialmente automatizados, destinados a la consecucién de un fin o de varios fines conexos.

2. Los Estados miembros podran disponer la simplificacion o la omisién de la notificacién, sélo
en los siguientes casos y con las siguientes condiciones:
e Cuando, para las categorias de tratamientos que no puedan afectar a los derechos y
libertades de los interesados habida cuenta de los datos a que se refiere el tratamiento, los
Estados miembros precisen los fines de los tratamientos, los datos o categorias de datos
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tratados, la categoria o categorias de los interesados, los destinatarios o categorias de
destinatarios a los que se comuniquen los datos y el periodo de conservacion de los datos
ylo

e Cuando el responsable del tratamiento designe, con arreglo al Derecho nacional al que
esta sujeto, un encargado de proteccion de los datos personales que tenga por cometido, en
particular:

- Hacer aplicar en el ambito interno, de manera independiente, las disposiciones
nacionales adoptadas en virtud de la presente Directiva.

- Llevar un registro de los tratamientos efectuados por el responsable del tratamiento,
qgue contenga la informacion enumerada en el apartado 2 del articulo 21, garantizando
asi que el tratamiento de los datos no pueda ocasionar una merma de los derechos y
libertades de los interesados.

3. Los Estados miembros podran disponer que no se aplique el apartado 1 a aquellos
tratamientos cuya Unica finalidad sea la de llevar un registro que, en virtud de disposiciones
legales o reglamentarias, esté destinado a facilitar informacién al publico y estén abiertos a la
consulta por el publico en general o por toda persona que pueda demostrar un interés legitimo.

4. Los Estados miembros podran eximir de la obligacion de notificacion o disponer una
simplificacién de la misma respecto de los tratamientos a que se refiere la letra d) del apartado
2 del articulo 8.

5. Los Estados miembros podran disponer que los tratamientos no automatizados de datos de
caracter personal o algunos de ellos sean notificados eventualmente de una forma
simplificada.

Articulo 19. Contenido de la notificacién

1. Los Estados miembros determinaran la informacion que debe figurar en la notificacién, que
serd como minimo:

a) El nombre y la direcciébn del responsable del tratamiento y, en su caso, de su
representante.

b) El o los objetivos del tratamiento.

¢) Una descripcién de la categoria o categorias de interesados y de los datos o categorias
de datos a los que se refiere el tratamiento.

d) Los destinatarios o categorias de destinatarios a los que se pueden comunicar los datos.
e) Las transferencias de datos previstas a paises terceros.

f) Una descripcibn general que permita evaluar de modo preliminar si las medidas
adoptadas en aplicacion del articulo 17 resultan adecuadas para garantizar la seguridad del
tratamiento.

2. Los Estados miembros precisardn los procedimientos por los que se notificaran a la
autoridad de control las modificaciones que afecten a la informacién contemplada en el
apartado 1.
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Articulo 20. Controles previos

1. Los Estados miembros precisaran los tratamientos que puedan suponer riesgos especificos
para los derechos y libertades de los interesados y velaran por que sean examinados antes del
comienzo del tratamiento.

2. Estas comprobaciones previas seran realizadas por la autoridad de control una vez que
haya recibido la notificacion del responsable del tratamiento o por el encargado de la
proteccién de datos quien, en caso de duda, debera consultar a la autoridad de control.

3. Los Estados miembros podran también llevar a cabo dicha comprobacion en el marco de la
elaboracién de una norma aprobada por el Parlamento o basada en la misma norma, que
defina el caracter del tratamiento y establezca las oportunas garantias.

Articulo 21. Publicidad de los tratamientos

1. Los Estados miembros adoptaran las medidas necesarias para garantizar la publicidad de
los tratamientos.

2. Los Estados miembros estableceran que la autoridad de control lleve un registro de los
tratamientos notificados con arreglo al articulo 18. En el registro se haran constar, como
minimo, las informaciones a las que se refieren las letras a) a e) del apartado 1 del articulo 19.
El registro podra ser consultado por cualquier persona.

3. Los Estados miembros dispondran, en lo que respecta a los tratamientos no sometidos a
notificaciéon, que los responsables del tratamiento u otro 6rgano designado por los Estados
miembros comuniquen, en la forma adecuada, a toda persona que lo solicite, al menos las
informaciones a que se refieren las letras a) a e) del apartado 1 del articulo 19. Los Estados
miembros podran establecer que esta disposicion no se aplique a los tratamientos cuyo fin
Unico sea llevar un registro, que, en virtud de disposiciones legales o reglamentarias, esté
concebido para facilitar informacién al publico y que esté abierto a la consulta por el
publico en general o por cualquier persona que pueda demostrar un interés legitimo.

Capitulo 111

Articulo 22. Recursos

Sin perjuicio del recurso administrativo que pueda interponerse, en particular ante la autoridad
de control mencionada en el articulo 28, y antes de acudir a la autoridad judicial, los Estados
miembros estableceran que toda persona disponga de un recurso judicial en caso de violacion
de los derechos que le garanticen las disposiciones de Derecho nacional aplicables al
tratamiento de que se trate.

Articulo 23. Responsabilidad

1. Los Estados miembros dispondrdn que toda persona que sufra un perjuicio como
consecuencia de un tratamiento ilicito o de una acciéon incompatible con las disposiciones
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nacionales adoptadas en aplicacion de la presente Directiva, tenga derecho a obtener del
responsable del tratamiento la reparacion del perjuicio sufrido.

2. El responsable del tratamiento podra ser eximido parcial o totalmente de dicha
responsabilidad si demuestra que no se le puede imputar el hecho que ha provocado el dafio.

Articulo 24. Sanciones

Los Estados miembros adoptaran las medidas adecuadas para garantizar la plena aplicacion
de las disposiciones de la presente Directiva y determinaran, en particular, las sanciones que
deben aplicarse en caso de incumplimiento de las disposiciones adoptadas en ejecucion de la
presente Directiva.

Capitulo IV.

Articulo 25. Principios

1. Los Estados miembros dispondran que la transferencia a un pais tercero de datos
personales que sean objeto de tratamiento o destinados a ser objeto de tratamiento con
posterioridad a su transferencia, Unicamente pueda efectuarse cuando, sin perjuicio del
cumplimiento de las disposiciones de Derecho nacional adoptadas con arreglo a las demas
disposiciones de la presente Directiva, el pais tercero de que se trate garantice un nivel de
proteccién adecuado.

2. El caracter adecuado del nivel de proteccion que ofrece un pais tercero se evaluara
atendiendo a todas las circunstancias que concurran en una transferencia o en una categoria
de transferencias de datos; en particular, se tomara en consideracion la naturaleza de los
datos, la finalidad y la duracion del tratamiento o de los tratamientos previstos, el pais de
origen y el pais de destino final, las normas de Derecho, generales o sectoriales, vigentes en el
pais tercero de que se trate, asi como las normas profesionales y las medidas de seguridad en
vigor en dichos paises.

3. Los Estados miembros y la Comisidn se informaran reciprocamente de los casos en que
consideren que un tercer pais no garantiza un nivel de proteccién adecuado con arreglo al
apartado 2.

4. Cuando la Comisién compruebe, con arreglo al procedimiento establecido en el apartado 2
del articulo 31, que un tercer pais no garantiza un nivel de proteccion adecuado con arreglo al
apartado 2 del presente articulo, los Estado miembros adoptaran las medidas necesarias para
impedir cualquier transferencia de datos personales al tercer pais de que se trate.

5. La Comision iniciard en el momento oportuno las negociaciones destinadas a remediar la
situacién que se produzca cuando se compruebe este hecho en aplicacion del apartado 4.

6. La Comision podra hacer constar, de conformidad con el procedimiento previsto en el
apartado 2 del articulo 31, que un pais tercero garantiza un nivel de proteccion adecuado de
conformidad con el apartado 2 del presente articulo, a la vista de su legislacién interna o de
Sus compromisos internacionales, suscritos especialmente al término de las negociaciones
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mencionadas en el apartado 5, a efectos de proteccion de la vida privada o de las libertades o
de los derechos fundamentales de las personas.

Los Estados miembros adoptaran las medidas necesarias para ajustarse a la decision de la
Comision.

Articulo 26. Excepciones

1. No obstante lo dispuesto en el articulo 25 y salvo disposicion contraria del Derecho nacional
gue regule los casos particulares, los Estados miembros dispondran que pueda efectuarse una
transferencia de datos personales a un pais tercero que no garantice un nivel de proteccion
adecuado con arreglo a lo establecido en el apartado 2 del articulo 25, siempre y cuando:

a) El interesado haya dado su consentimiento inequivocamente a la transferencia prevista.

b) La transferencia sea necesaria para la ejecucion de un contrato entre el interesado y el
responsable del tratamiento o para la ejecucién de medidas precontractuales tomadas a
peticion del interesado.

c¢) La transferencia sea necesaria para la celebracion o ejecucion de un contrato celebrado o
por celebrar en interés del interesado, entre el responsable del tratamiento y un tercero.

d) La transferencia sea necesaria o legalmente exigida para la salvaguardia de un interés
publico importante, o para el reconocimiento, ejercicio o defensa de un derecho en un
procedimiento judicial.

e) La transferencia sea necesaria para la salvaguardia del interés vital del interesado.

f) La transferencia tenga lugar desde un registro publico que, en virtud de disposiciones
legales o reglamentarias, esté concebido para facilitar informacién al publico y esté abierto a
la consulta por el puablico en general o por cualquier persona que pueda demostrar un interés
legitimo, siempre que se cumplan, en cada caso particular, las condiciones que establece la
ley para la consulta.

2. Sin perjuicio de lo dispuesto en el apartado 1, los Estados miembros podran autorizar una
transferencia o una serie de transferencias de datos personales a un tercer pais que no
garantice un nivel de proteccion adecuado con arreglo al apartado 2 del articulo 25, cuando el
responsable del tratamiento ofrezca garantias suficientes respecto de la proteccion de la vida
privada, de los derechos y libertades fundamentales de las personas, asi como respecto al
ejercicio de los respectivos derechos; dichas garantias podran derivarse, en particular, de
clausulas contractuales apropiadas.

3. Los Estados miembros informaran a la Comision y a los deméas Estados miembros acerca
de las autorizaciones que concedan con arreglo al apartado 2.

En el supuesto de que otro Estado miembro o la Comisién expresaren su oposicion y la
justificaren debidamente por motivos derivados de la proteccién de la vida privada y de los
derechos y libertades fundamentales de las personas, la Comision adoptara las medidas
adecuadas con arreglo al procedimiento establecido en el apartado 2 del articulo 31.

Los Estados miembros adoptaran las medidas necesarias para ajustarse a la decision de la
Comision.

4. Cuando la Comisién decida, segun el procedimiento establecido en el apartado 2 del articulo
31, que determinadas clausulas contractuales tipo ofrecen las garantias suficientes
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establecidas en el apartado 2, los Estados miembros adoptaran las medidas necesarias para
ajustarse a la decision de la Comisién.

Cadigos de conducta

Articulo 27.

1. Los Estados miembros y la Comisién alentaran la elaboracion de cddigos de conducta
destinados a contribuir, en funcion de las particularidades de cada sector, a la correcta
aplicacion de las disposiciones nacionales adoptadas por los Estados miembros en aplicacion
de la presente Directiva.

2. Los Estados miembros estableceran que las asociaciones profesionales, y las demas
organizaciones representantes de otras categorias de responsables de tratamientos, que
hayan elaborado proyectos de codigos nacionales o que tengan la intencion de modificar o
prorrogar codigos nacionales existentes puedan someterlos a examen de las autoridades
nacionales.

Los Estados miembros estableceran que dicha autoridad vele, entre otras cosas, por la
conformidad de los proyectos que le sean sometidos con las disposiciones nacionales
adoptadas en aplicacion de la presente Directiva. Si lo considera conveniente, la autoridad
recogerd las observaciones de los interesados o de sus representantes.

3. Los proyectos de cddigos comunitarios, asi como las modificaciones o prérrogas de codigos
comunitarios existentes, podran ser sometidos a examen del grupo contemplado en el articulo
29. Este se pronunciard, entre otras cosas, sobre la conformidad de los proyectos que le sean
sometidos con las disposiciones nacionales adoptadas en aplicacion de la presente Directiva.
Si lo considera conveniente, el Grupo recogera las observaciones de los interesados o de sus
representantes. La Comisién podra efectuar una publicidad adecuada de los cédigos que
hayan recibido un dictamen favorable del grupo.

Autoridad de control y grupo de proteccion de las personas en lo

gue respecta al tratamiento de datos personales

Articulo 28. Autoridad de control

1. Los Estados miembros dispondrdn que una o méas autoridades publicas se encarguen de
vigilar la aplicacion en su territorio de las disposiciones adoptadas por ellos en aplicacién de la
presente Directiva.

Estas autoridades ejerceran las funciones que les son atribuidas con total independencia.

2. Los Estados miembros dispondran que se consulte a las autoridades de control en el
momento de la elaboracién de las medidas reglamentarias o administrativas relativas a la
proteccion de los derechos y libertades de las personas en lo que se refiere al tratamiento de
datos de caracter personal.
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3. La autoridad de control dispondra, en particular, de:

e Poderes de investigacion, como el derecho de acceder a los datos que sean objeto de un
tratamiento y el de recabar toda la informacion necesaria para el cumplimiento de su mision
de control.

e Poderes efectivos de intervencion, como, por ejemplo, el de formular dictamenes antes de
realizar los tratamientos, con arreglo al articulo 20, y garantizar una publicacion adecuada de
dichos dictamenes, o el de ordenar el bloqueo, la supresion o la destruccion de datos, o
incluso prohibir provisional o definitivamente un tratamiento, o el de dirigir una advertencia o
amonestacion al responsable del tratamiento o el de someter la cuestion a los parlamentos u
otras instituciones politicas nacionales.

e Capacidad procesal en caso de infracciones a las disposiciones nacionales adoptadas en
aplicacion de la presente Directiva o de poner dichas infracciones en conocimiento de la
autoridad judicial.

Las decisiones de la autoridad de control lesivas de derechos podran ser objeto de recurso
jurisdiccional.

4. Toda autoridad de control entendera de las solicitudes que cualquier persona, o cualquier
asociacion que la represente, le presente en relacién con la proteccion de sus derechos y
libertades respecto del tratamiento de datos personales. Esa persona sera informada del curso
dado a su solicitud.

Toda autoridad de control entendera, en particular, de las solicitudes de verificacion de la
licitud de un tratamiento que le presente cualquier persona cuando sean de aplicacién las
disposiciones nacionales tomadas en virtud del articulo 13 de la presente Directiva. Dicha
persona ser& informada en todos los casos de que ha tenido lugar una verificacion.

5. Toda autoridad de control presentara periédicamente un informe sobre sus actividades.
Dicho informe sera publicado.

6. Toda autoridad de control sera competente, sean cuales sean las disposiciones de Derecho
nacional aplicables al tratamiento de que se trate, para ejercer en el territorio de su propio
Estado miembro los poderes que se le atribuyen en virtud del apartado 3 del presente articulo.
Dicha autoridad podra ser instada a ejercer sus poderes por una autoridad de otro Estado
miembro.

Las autoridades de control cooperaran entre si en la medida necesaria para el cumplimiento de
sus funciones, en particular mediante el intercambio de informacién que estimen (til.

7. Los Estados miembros dispondran que los miembros y agentes de las autoridades de
control estaran sujetos, incluso después de haber cesado en sus funciones, al deber de
secreto profesional sobre informaciones confidenciales a las que hayan tenido acceso.

Articulo 29. Grupo de proteccién de las personas en lo que respecta al tratamiento de
datos personales

1. Se crea un grupo de protecciéon de las personas en lo que respecta al tratamiento de datos
personales, en lo sucesivo denominado:
«Grupox». Dicho Grupo tendréa caracter consultivo e independiente.
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2. El Grupo estard compuesto por un representante de la autoridad o de las autoridades de
control designadas por cada Estado miembro, por un representante de la autoridad o
autoridades creadas por las instituciones y organismos comunitarios, y por un representante
de la Comision.

Cada miembro del Grupo sera designado por la institucién, autoridad o autoridades a que

represente. Cuando un Estado miembro haya designado varias autoridades de control, éstas

nombraran a un representante comdn.

Lo mismo haran las autoridades creadas por las instituciones y organismos comunitarios.
Téngase en cuenta que, de conformidad con lo establecido en el nimero 3 del articulo 9 del
R.D. 428/1993, 26 marzo, por el que se aprueba el Estatuto de la Agencia de Proteccién de
Datos («B.O.E.» 4 mayo), se designa a la citada Agencia como representante espafiol a los
efectos previstos en el presente articulo 29.

3. El Grupo tomara sus decisiones por mayoria simple de los representantes de las
autoridades de control.

4. El Grupo elegira a su presidente. El mandato del presidente tendra una duracion de dos
anos. El mandato seré renovable.

5. La Comision desempefiara las funciones de secretaria del Grupo.
6. El Grupo aprobara su reglamento interno.

7. El Grupo examinara los asuntos incluidos en el orden del dia por su presidente, bien por
iniciativa de éste, bien previa solicitud de un representante de las autoridades de control, bien
a solicitud de la Comisién.

Articulo 30.
1. El Grupo tendra por cometido:

a) Estudiar toda cuestion relativa a la aplicacion de las disposiciones nacionales tomadas
para la aplicacion de la presente Directiva con vistas a contribuir a su aplicacién
homogénea.

b) Emitir un dictamen destinado a la Comisién sobre el nivel de proteccion existente dentro
de la Comunidad y en los paises terceros.

¢) Asesorar a la Comision sobre cualquier proyecto de modificacion de la presente Directiva,
cualquier proyecto de medidas adicionales o especificas que deban adoptarse para
salvaguardar los derechos y libertades de las personas fisicas en lo que respecta al
tratamiento de datos personales, asi como sobre cualquier otro proyecto de medidas
comunitarias que afecte a dichos derechos y libertades.

d) Emitir un dictamen sobre los cédigos de conducta elaborados a escala comunitaria.

2. Si el Grupo comprobare la existencia de divergencias entre la legislacién y la practica de los
Estados miembros que pudieren afectar a la equivalencia de la proteccién de las personas en
lo que se refiere al tratamiento de datos personales en la Comunidad, informara de ello a la
Comision.
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3. El Grupo podrd, por iniciativa propia, formular recomendaciones sobre cualquier asunto
relacionado con la proteccién de las personas en lo que respecta al tratamiento de datos
personales en la Comunidad.

4. Los dictamenes y recomendaciones del Grupo se transmitiran a la Comision y al Comité
contemplado en el articulo 31.

5. La Comision informara al Grupo del curso que haya dado a los dictamenes y
recomendaciones. A tal efecto, elaborara un informe, que sera transmitido asimismo al
Parlamento Europeo y al Consejo. Dicho informe sera publicado.

6. El Grupo elaborara un informe anual sobre la situacién de la proteccién de las personas
fisicas en lo que respecta al tratamiento de datos personales en la Comunidad y en los paises
terceros, y lo transmitira al Parlamento Europeo, al Consejo y a la Comision. Dicho informe
sera publicado.

Capitulo VII.

Articulo 31. El Comité

1. La Comision estara asistida por un Comité compuesto por representantes de los Estados
miembros y presidido por el representante de la Comision.

2. El representante de la Comision presentara al Comité un proyecto de las medidas que se
hayan de adoptar.

El Comité emitira su dictamen sobre dicho proyecto en un plazo que el presidente podra
determinar en funcién de la urgencia de la cuestién de que se trate.

El dictamen se emitira seglin la mayoria prevista en el apartado 2 del articulo 148 del Tratado.
Los votos de los representantes de los Estados miembros en el seno del Comité se
ponderaran del modo establecido en el articulo anteriormente citado. El presidente no tomara
parte en la votacion.

La Comision adoptara las medidas que seran de aplicacion inmediata. Sin embargo, si dichas
medidas no fueren conformes al dictamen del Comité, habran de ser comunicadas sin demora
por la Comisién al Consejo. En este caso:

e La Comisién aplazara la aplicacion de las medidas que ha decidido por un periodo de tres
meses a partir de la fecha de dicha comunicacion.

¢ El Consejo, actuando por mayoria cualificada, podra adoptar una decision diferente dentro
del plazo de tiempo mencionado en el primer guién.

DISPOSICIONES FINALES

Articulo 32.

1. Los Estados miembros adoptaran las disposiciones legales, reglamentarias y administrativas
necesarias para dar cumplimiento a lo establecido en la presente Directiva, a mas tardar al
final de un periodo de tres afios a partir de su adopcion.
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Cuando los Estados miembros adopten dichas disposiciones, éstas haran referencia a la
presente Directiva o iran acompafiadas de dicha referencia en su publicacién oficial. Los
Estados miembros estableceran las modalidades de la mencionada referencia.

2. Los Estados miembros velaran por que todo tratamiento ya iniciado en la fecha de entrada
en vigor de las disposiciones de Derecho nacional adoptadas en virtud de la presente Directiva
se ajuste a dichas disposiciones dentro de un plazo de tres afios a partir de dicha fecha.

No obstante lo dispuesto en el parrafo primero, los Estados miembros podran establecer que el
tratamiento de datos que ya se encuentren incluidos en ficheros manuales en la fecha de
entrada en vigor de las disposiciones nacionales adoptadas en aplicacion de la presente
Directiva, deba ajustarse a lo dispuesto en los articulos 6, 7 y 8 en un plazo de doce afios a
partir de la adopcién de la misma. No obstante, los Estados miembros otorgaran al interesado,
previa solicitud y, en particular, en el ejercicio de su derecho de acceso, el derecho a que se
rectifiquen, supriman o bloqueen los datos incompletos, inexactos o que hayan sido
conservados de forma incompatible con los fines legitimos perseguidos por el responsable del
tratamiento.

3. No obstante lo dispuesto en el apartado 2, los Estados miembros podran disponer, con
sujecion a las garantias adecuadas, que los datos conservados Unicamente a efectos de
investigacion histérica no deban ajustarse a lo dispuesto en los articulos 6, 7 y 8 de la presente
Directiva.

4. Los Estados miembros comunicaran a la Comision el texto de las disposiciones de Derecho
interno que adopten en el @mbito regulado por la presente Directiva.

Articulo 33.

La Comision presentara al Consejo y al Parlamento Europeo periddicamente y por primera vez
en un plazo de tres afios a partir de la fecha mencionada en el apartado 1 del articulo 32 un
informe sobre la aplicacion de la presente Directiva, acompafiado, en su caso, de las
oportunas propuestas de modificacion. Dicho informe sera publicado.

La Comisién estudiara, en particular, la aplicacion de la presente Directiva al tratamiento de
datos que consistan en sonidos e imagenes relativos a personas fisicas y presentara las
propuestas pertinentes que puedan resultar necesarias en funcién de los avances de la
tecnologia de la informacion, y a la luz de los trabajos de la sociedad de la informacion.

Articulo 34.

Los destinatarios de la presente Directiva seran los Estados miembros.
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CONSTITUCION ESPANOLA de 27 de diciembre de 1978
(BOE de 29 de diciembre de 1978) (fragmento)
Articulo 18.
1. Se garantiza el derecho al honor, a la intimidad personal y familiar y a la propia imagen.

2. El domicilio es inviolable. Ninguna entrada o registro podra hacerse en él sin consentimiento
del titular o resolucion judicial, salvo en caso de flagrante delito.

3. Se garantiza el secreto de las comunicaciones y, en especial, de las postales, telegraficas y
telefonicas, salvo resolucion judicial.

4. La ley limitara el uso de la informatica para garantizar el honor y la intimidad personal y
familiar de los ciudadanos y el pleno ejercicio de sus derechos.
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Ley Organica 15/1999, de 13 de diciembre, de Proteccion de Datos de Caréacter
Personal

(BOE num. 298, de 14 de diciembre de 1999)

DISPOSICIONES GENERALES

Articulo 1. Objeto

La presente Ley Organica tiene por objeto garantizar y proteger, en lo que concierne al
tratamiento de los datos personales, las libertades publicas y los derechos fundamentales de
las personas fisicas, y especialmente de su honor e intimidad personal y familiar.

Articulo 2. Ambito de aplicacion

1. La presente Ley Organica sera de aplicacion a los datos de caracter personal registrados en
soporte fisico, que los haga susceptibles de tratamiento, y a toda modalidad de uso posterior
de estos datos por los sectores publico y privado.

Se regira por la presente Ley Organica todo tratamiento de datos de caracter personal:

a) Cuando el tratamiento sea efectuado en territorio espafiol en el marco de las actividades
de un establecimiento del responsable del tratamiento.

b) Cuando al responsable del tratamiento no establecido en territorio espafiol, le sea de
aplicacion la legislacion espafiola en aplicacion de normas de Derecho Internacional publico.
c) Cuando el responsable del tratamiento no esté establecido en territorio de la Unidn
Europea y utilice en el tratamiento de datos medios situados en territorio espafiol, salvo que
tales medios se utilicen Unicamente con fines de transito.

2. El régimen de proteccién de los datos de caracter personal que se establece en la presente
Ley Organica no seréa de aplicacion:

a) A los ficheros mantenidos por personas fisicas en el ejercicio de actividades
exclusivamente personales o domésticas.

b) A los ficheros sometidos a la normativa sobre proteccién de materias clasificadas.

c) A los ficheros establecidos para la investigacion del terrorismo y de formas graves de
delincuencia organizada. No obstante, en estos supuestos el responsable del fichero
comunicara previamente la existencia del mismo, sus caracteristicas generales y su finalidad
a la Agencia de Proteccién de Datos.

3. Se regiran por sus disposiciones especificas, y por lo especialmente previsto, en su caso,
por esta Ley Orgénica los siguientes tratamientos de datos personales:

a) Los ficheros regulados por la legislacion de régimen electoral.

b) Los que sirvan a fines exclusivamente estadisticos, y estén amparados por la legislacién
estatal o autondmica sobre la funcién estadistica publica.

c) Los que tengan por objeto el almacenamiento de los datos contenidos en los informes
personales de calificacion a que se refiere la legislacion del régimen del personal de las
Fuerzas Armadas.
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d) Los derivados del Registro Civil y del Registro Central de penados y rebeldes.

e) Los procedentes de imagenes y sonidos obtenidos mediante la utilizacién de
videocamaras por las Fuerzas y Cuerpos de Seguridad, de conformidad con la legislacion
sobre la materia.

Articulo 3. Definiciones
A los efectos de la presente Ley Organica se entendera por:

a) Datos de caracter personal: cualquier informacion concerniente a personas fisicas
identificadas o identificables.

b) Fichero: todo conjunto organizado de datos de caracter personal, cualquiera que fuere la
forma o modalidad de su creacién, almacenamiento, organizacion y acceso.

c) Tratamiento de datos: operaciones y procedimientos técnicos de caracter automatizado
0 no, que permitan la recogida, grabacion, conservacion, elaboracion, modificacién, bloqueo
y cancelacion, asi como las cesiones de datos que resulten de comunicaciones, consultas,
interconexiones y transferencias.

d) Responsable del fichero o tratamiento: persona fisica o juridica, de naturaleza publica
o privada u 6rgano administrativo, que decida sobre la finalidad, contenido y uso del
tratamiento.

e) Afectado o interesado: persona fisica titular de los datos que sean objeto del tratamiento
a que se refiere el apartado c) del presente articulo.

f) Procedimiento de disociacion: todo tratamiento de datos personales de modo que la
informacion que se obtenga no pueda asociarse a persona identificada o identificable.

g) Encargado del tratamiento: la persona fisica o juridica, autoridad publica, servicio o
cualquier otro organismo que, s6lo o conjuntamente con otros, trate datos personales por
cuenta del responsable del tratamiento.

h) Consentimiento del interesado: toda manifestacién de voluntad, libre, inequivoca,
especifica e informada, mediante la que el interesado consienta el tratamiento de datos
personales que le conciernen.

i) Cesion o comunicacion de datos: toda revelacion de datos realizada a una persona
distinta del interesado.

j) Fuentes accesibles al publico: aquellos ficheros cuya consulta puede ser realizada, por
cualquier persona, no impedida por una norma limitativa o sin mas exigencia que, en su
caso, el abono de una contraprestacion. Tienen la consideracion de fuentes de acceso
publico, exclusivamente, el censo promocional, los repertorios telefénicos en los términos
previstos por su normativa especifica y las listas de personas pertenecientes a grupos de
profesionales que contengan Unicamente los datos de nombre, titulo, profesion, actividad,
grado académico, direccién e indicacién de su pertenencia al grupo. Asimismo, tienen el
caracter de fuentes de acceso publico los diarios y boletines oficiales y los medios de
comunicacion.
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PRINCIPIOS DE LA PROTECCION DE DATOS

Articulo 4. Calidad de los datos

1. Los datos de caracter personal solo se podran recoger para su tratamiento, asi como
someterlos a dicho tratamiento, cuando sean adecuados, pertinentes y no excesivos en
relacion con el ambito y las finalidades determinadas, explicitas y legitimas para las que se
hayan obtenido.

2. Los datos de caracter personal objeto de tratamiento no podran usarse para finalidades
incompatibles con aquellas para las que los datos hubieran sido recogidos. No se considerara
incompatible el tratamiento posterior de éstos con fines histéricos, estadisticos o cientificos.

3. Los datos de caracter personal seran exactos y puestos al dia de forma que respondan con
veracidad a la situacion actual del afectado.

4. Si los datos de caracter personal registrados resultaran ser inexactos, en todo o en parte, o
incompletos, seran cancelados y sustituidos de oficio por los correspondientes datos
rectificados o completados, sin perjuicio de las facultades que a los afectados reconoce el
articulo 16.

5. Los datos de caracter personal seran cancelados cuando hayan dejado de ser necesarios 0
pertinentes para la finalidad para la cual hubieran sido recabados o registrados.

No seran conservados en forma que permita la identificacion del interesado durante un periodo
superior al necesario para los fines en base a los cuales hubieran sido recabados o
registrados.

Reglamentariamente se determinara el procedimiento por el que, por excepcion, atendidos los
valores histéricos, estadisticos o cientificos de acuerdo con la legislacion especifica, se decida
el mantenimiento integro de determinados datos.

6. Los datos de caracter personal seran almacenados de forma que permitan el ejercicio del
derecho de acceso, salvo que sean legalmente cancelados.

7. Se prohibe la recogida de datos por medios fraudulentos, desleales o ilicitos.
Articulo 5. Derecho de informacién en larecogida de datos

1. Los interesados a los que se soliciten datos personales deberan ser previamente informados
de modo expreso, preciso e inequivoco:

a) De la existencia de un fichero o tratamiento dé datos de caracter personal, de la finalidad
de la recogida de éstos y de los destinatarios de la informacion.

b) Del caracter obligatorio o facultativo de su respuesta a las preguntas que les sean
planteadas.

¢) De las consecuencias de la obtencién de los datos o de la negativa a suministrarlos.

d) De la posibilidad de ejercitar los derechos de acceso, rectificacion, cancelacion y
oposicion.

e) De la identidad y direccidon del responsable del tratamiento o, en su caso, de su
representante.
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Cuando el responsable del tratamiento no esté establecido en el territorio de la Unidn Europea
y utilice en el tratamiento de datos medios situados en territorio espafiol, debera designar,
salvo que tales medios se utilicen con fines de tramite, un representante en Espafia, sin
perjuicio de las acciones que pudieran emprenderse contra el propio responsable del
tratamiento.

2. Cuando se utilicen cuestionarios u otros impresos para la recogida, figuraran en los mismos,
en forma claramente legible, las advertencias a que se refiere el apartado anterior.

3. No ser& necesaria la informacidn a que se refieren las letras b), ¢) y d) del apartado 1 si el
contenido de ella se deduce claramente de la naturaleza de los datos personales que se
solicitan o de las circunstancias en que se recaban.

4. Cuando los datos de caracter personal no hayan sido recabados del interesado, éste debera
ser informado de forma expresa, precisa e inequivoca, por el responsable del fichero o su
representante, dentro de los tres meses siguientes al momento del registro de los datos, salvo
que ya hubiera sido informado con anterioridad, del contenido del tratamiento, de la
procedencia de los datos, asi como de lo previsto en las letras a), d) y e) del apartado 1 del
presenta articulo.

5. No sera de aplicacion lo dispuesto en el apartado anterior, cuando expresamente una ley lo
prevea, cuando el tratamiento tenga fines historicos estadisticos o cientificos, o cuando la
informacion al interesado resulte imposible o exija esfuerzos desproporcionados, a criterio de
la Agencia de Proteccién de Datos o del organismo autonémico equivalente, en consideracion
al nimero de interesados, a la antigledad de los datos y a las posibles medidas
compensatorias.

Asimismo, tampoco regira lo dispuesto en el apartado anterior cuando los datos procedan de
fuentes accesibles al publico y se destinen a la actividad de publicidad o prospeccion
comercial, en cuyo caso. En cada comunicacion que se dirija al interesado se le informara del
origen de los datos y de la identidad del responsable del tratamiento asi como de los derechos
que le asisten.

Articulo 6. Consentimiento del afectado

1. El tratamiento de los datos de caracter personal requerird el consentimiento inequivoco del
afectado, salvo que la ley disponga otra cosa.

2. No sera preciso el consentimiento cuando los datos de caracter personal se recojan para el
ejercicio de las funciones propias de las Administraciones publicas en el dmbito de sus
competencias; cuando se refieran a las partes de un contrato o precontrato de una relacién
negocial, laboral o administrativa y sean necesarios para su mantenimiento o cumplimiento;
cuando el tratamiento de los datos tenga por finalidad proteger un interés vital del interesado
en los términos del articulo 7, apartado 6, de la presente Ley, o cuando los datos figuren en
fuentes accesibles al publico y su tratamiento sea necesario para la satisfaccion del interés
legitimo perseguido por el responsable del fichero o por el del tercero a quien se comuniquen
los datos, siempre que no se vulneren los derechos y libertades fundamentales del interesado.

3. El consentimiento a que se refiere el articulo podrd ser revocado cuando exista causa
justificada para ello y no se le atribuyan efectos retroactivos.
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4. En los casos en los que no sea necesario el consentimiento del afectado para el tratamiento
de los datos de caracter personal, y siempre que una ley no disponga lo contrario, éste podra
oponerse a su tratamiento cuando existan motivos fundados y legitimos relativos a una
concreta situacion personal. En tal supuesto, el responsable de fichero excluira del tratamiento
los datos relativos al afectado.

Articulo 7. Datos especialmente protegidos

1. De acuerdo con lo establecido en el apartado 2 del art. 16 de la CE, nadie podra ser
obligado a declarar sobre su ideologia, religién o creencias.

Cuando en relacion con estos datos se proceda a recabar el consentimiento a que se refiere el
apartado siguiente, se advertira al interesado acerca de su derecho a no prestarlo.

2. Solo con el consentimiento expreso y por escrito del afectado podran ser objeto de
tratamiento los datos de caracter personal que revelen la ideologia, afiliaciéon sindical, religion y
creencias. Se exceptuan los ficheros mantenidos por los partidos politicos, sindicatos, iglesias,
confesiones o comunidades religiosas y asociaciones, fundaciones y otras entidades sin animo
de lucro, cuya finalidad sea politica, filosdfica, religiosa o sindical, en, cuanto a los datos
relativos a sus asociados o miembros, sin perjuicio de que la cesion de dichos datos precisara
siempre el previo consentimiento del afectado.

3. Los datos de caracter personal que hagan referencia al origen racial, a la salud y a la vida
sexual solo podran ser recabados, tratados y cedidos cuando, por razones de interés general,
asi lo disponga una ley o el afectado consienta expresamente.

4. Quedan prohibidos los ficheros creados con la finalidad exclusiva de almacenar datos de
caracter personal que revelen la ideologia, afiliacion sindical, religion, creencias, origen racial o
étnico, o vida sexual.

5. Los datos de caracter personal relativos a la comision de infracciones penales o
administrativas s6lo podran ser incluidos en ficheros de las Administraciones publicas
competentes en los supuestos previstos en las respectivas normas reguladoras.

6. No obstante lo dispuesto en los apartados anteriores, podran ser objeto de tratamiento los
datos de caracter personal a que se refieren los apartados 2 y 3 de este articulo, cuando dicho
tratamiento resulte necesario para la prevencién o para el diagnéstico médicos, la prestacién
de asistencia sanitaria o tratamientos médicos o la gestion de servicios sanitarios, siempre que
dicho tratamiento de datos se realice por un profesional sanitario sujeto al secreto profesional o
por otra persona sujeta asimismo a una obligacion equivalente de secreto.

También podran ser objeto de tratamiento los datos a que se refiere el parrafo anterior cuando
el tratamiento sea necesario para salvaguardar el interés vital del afectado o de otra persona,
en el supuesto de que el afectado esté fisica o juridicamente incapacitado para dar su
consentimiento.

Articulo 8. Datos relativos a la salud

Sin perjuicio de lo que se dispone en el articulo 11 respecto de la cesion, las instituciones
cuando en relacion con estos datos se proceda a recabar el consentimiento a que se refiere el
apartado siguiente, se advertird al interesado acerca de su derecho a no prestarlo y los centros
sanitarios publicos y privados y los profesionales correspondientes podran proceder al
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tratamiento de los datos de caracter personal relativos a la salud de las personas que a ellos
acudan o hayan de ser tratados en los mismos, de acuerdo con lo dispuesto en la legislacién
estatal o autonémica sobre sanidad.

Articulo 9. Seguridad de los datos

1. El responsable del fichero, y, en su caso, el encargado del tratamiento deberan adoptar las
medidas de indole técnica y organizativas necesarias que garanticen la seguridad de los datos
de caracter personal y eviten su alteracion, pérdida, tratamiento o acceso no autorizado,
habida cuenta del estado de la tecnologia, la naturaleza de los datos almacenados y los
riesgos a que estan expuestos, ya provengan de la accion humana o del medio fisico o natural.

2. No se registraran datos de caracter personal en ficheros que no retnan las condiciones que
se determinen por via reglamentaria con respecto a su integridad y seguridad y a las de los
centros de tratamiento, locales, equipos, sistemas y programas.

3. Reglamentariamente se estableceran los requisitos y condiciones que deban reunir los
ficheros y las personas que intervengan en el tratamiento de los datos a que se refiere el
articulo 7 de esta Ley.

Articulo 10. Deber de secreto

El responsable del fichero y quienes intervengan en cualquier fase del tratamiento de los datos
de caracter personal estan obligados al secreto profesional respecto de los mismos y al deber
de guardarlos, obligaciones que subsistiran aun después de finalizar sus relaciones con el
titular del fichero o, en su caso, con el responsable del mismo.

Articulo 11. Comunicacién de datos

1. Los datos de caracter personal objeto del tratamiento s6lo podran ser comunicados a un
tercero para el cumplimiento de fines directamente relacionados con las funciones legitimas
del cedente y del cesionario con el previo consentimiento del interesado.

2. El consentimiento exigido en el apartado anterior no sera preciso:

a) Cuando la cesion esta autorizada en una ley.

b) Cuando se trate de datos recogidos de fuentes accesibles al publico.

¢) Cuando el tratamiento responda a la libre y legitima aceptacién de una relacién juridica
cuyo desarrollo, cumplimiento y control implique necesariamente la conexién de dicho
tratamiento con ficheros de terceros. En este caso la comunicacion sélo sera legitima en
cuanto se limite a la finalidad que la justifique.

d) Cuando la comunicacién que deba efectuarse tenga por destinatario al Defensor del
Pueblo, el Ministerio Fiscal o los Jueces o Tribunales o el Tribunal de Cuentas, en el
ejercicio de las funciones que tiene atribuidas. Tampoco serd preciso el consentimiento
cuando la comunicacién tenga como destinatario a instituciones autonémicas con funciones
anélogas al Defensor del Pueblo o al Tribunal de Cuentas.

e) Cuando la cesion se produzca entre Administraciones publicas y tenga por objeto el
tratamiento posterior de los datos con fines histéricos, estadisticos o cientificos.

f) Cuando la cesién de datos de caracter personal relativos a la salud sea necesaria para
solucionar una urgencia que requiera acceder a un fichero o para realizar los estudios
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epidemiolégicos en los términos establecidos en la legislacion sobre sanidad estatal o
autondmica.

3. Sera nulo el consentimiento para la comunicacion de los datos de caracter personal a un
tercero, cuando la informacién que se facilite al interesado no le permita conocer la finalidad a
que destinaran los datos cuya comunicacion se autoriza o el tipo de actividad de aquel a quien
se pretenden comunicar.

4. El consentimiento para la comunicacion de los datos de caracter personal tiene también un
caracter de revocable.

5. Aquel a quien se comuniguen los datos de caracter personal se obliga, por el solo hecho de
la comunicacion, a la observancia de las disposiciones de la presente Ley.

6. Si la comunicacién se efectla previo procedimiento de disociacion, no sera aplicable lo
establecido en los apartados anteriores.

Articulo 12. Acceso alos datos por cuenta de terceros

1. No se considerara comunicacion de datos el acceso de un tercero a los datos cuando dicho
acceso sea necesario para la prestacion de un servicio al responsable del tratamiento.

2. La realizacion de tratamientos por cuenta de terceros debera estar regulada en un contrato
que debera constar por escrito o en alguna otra forma que permita acreditar su celebracién y
contenido, estableciéndose expresamente que el encargado del tratamiento Gnicamente tratara
los datos conforme a las instrucciones del responsable del tratamiento, que no los aplicara o
utilizara con fin distinto al que figure en dicho contrato, ni los comunicara, ni siquiera para su
conservacion, a otras personas. En el contrato se estipulardn, asimismo, las medidas de
seguridad a que se refiere el articulo 9 de esta Ley que el encargado del tratamiento esta
obligado a implementar.

3. Una vez cumplida la prestacion contractual, los datos de caracter personal deberan ser
destruidos o devueltos al responsable del tratamiento, al igual que cualquier soporte o
documentos en que conste algin dato de caracter personal objeto del tratamiento.

4. En el caso de que el encargado del tratamiento destine los datos a otra finalidad, los
comunique o los utilice incumpliendo las estipulaciones del contrato, sera considerado también

responsable del tratamiento, respondiendo de las infracciones en que hubiera incurrido
personalmente.

DERECHOS DE LAS PERSONAS

Articulo 13. Impugnacion de valoraciones

1. Los ciudadanos tienen derecho a no verse sometidos a una decision con efectos juridicos,
sobre ellos 0 que les afecte de manera significativa, que se base Unicamente en un tratamiento
de datos destinados a evaluar determinados aspectos de su personalidad.



N3. Ley Organica 15/1999, de Proteccion de Datos de Caracter Personal

Pagina 8/26

2. El afectado podra impugnar los actos administrativos o decisiones privadas que impliquen
una valoracion de su comportamiento, cuyo Unico fundamento sea un tratamiento de datos de
caracter personal que ofrezca una definicién de sus caracteristicas o personalidad.

3. En este caso, el afectado tendra derecho a obtener informacién del responsable del fichero
sobre los criterios de valoracién y el programa utilizados en el tratamiento que sirvid para
adoptar la decision en que consistio el acto.

4. La valoracion sobre el comportamiento de los ciudadanos, basada en un tratamiento de
datos, Unicamente podra tener valor probatorio a peticion del afectado.

Articulo 14. Derecho de consulta al Registro General de Proteccion de Datos

Cualquier persona podra conocer, recabando a tal fin la informacién oportuna del Registro
General de Proteccion de Datos, la existencia de tratamientos de datos de caracter personal,
sus finalidades y la identidad del responsable del tratamiento. El Registro General sera de
consulta publica y gratuita.

Articulo 15. Derecho de acceso

1. El interesado tendra derecho a solicitar y obtener gratuitamente informacién de sus datos de
caracter personal sometidos a tratamiento, el origen de dichos datos, asi como las
comunicaciones realizadas o que se prevén hacer de los mismos.

2. La informacion podra obtenerse mediante la mera consulta de los datos por medio de su
visualizacion, o la indicacion de los datos que son objeto de tratamiento mediante escrito,
copia, telecopia o fotocopia, certificada o no, en forma legible e inteligible, sin utilizar claves o
cédigos que requieran el uso de dispositivos mecanicos especificos.

3. El derecho de acceso a que se refiere este articulo sélo podra ser ejercitado a intervalos no
inferiores a doce meses, salvo que el interesado acredite un interés legitimo al efecto, en cuyo
caso podran ejercitarlo antes.

Articulo 16. Derecho de rectificacion y cancelacion

1. El responsable del tratamiento tendra la obligacién de hacer efectivo el derecho de
rectificacién o cancelacién del interesado en el plazo de diez dias.

2. Seran rectificados o cancelados, en su caso, los datos de caracter personal cuyo
tratamiento no se ajuste a lo dispuesto en la presente Ley y, en particular, cuando tales datos
resulten inexactos o incompletos.

3. La cancelacion dara lugar al bloqueo de los datos, conservandose Unicamente a disposicién
de las Administraciones publicas, Jueces y Tribunales, para la atencién de las posibles
responsabilidades nacidas del tratamiento, durante el plazo de prescripcion de éstas. Cumplido
el citado plazo debera procederse a la supresion.

4. Si los datos rectificados o cancelados hubieran sido comunicados previamente, el
responsable del tratamiento debera notificar la rectificacién o cancelacion efectuada a quien se
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hayan comunicado, en el caso de que se mantenga el tratamiento por este Ultimo, que debera
también proceder a la cancelacion.

5. Los datos de caracter personal deberan ser conservados durante los plazos previstos en las
disposiciones aplicables o, en su caso, en las relaciones contractuales entre la persona o
entidad responsable del tratamiento y el interesado.

Articulo 17. Procedimiento de oposicidn, acceso, rectificacion o cancelacion

1. Los procedimientos para ejercitar el derecho de oposicion, acceso, asi como los de
rectificacion y cancelacion seran establecidos reglamentariamente.

2. No se exigira contra prestacion alguna por el ejercicio de los derechos de oposicion, acceso,
rectificacion o cancelacion.

Articulo 18. Tutela de los derechos

1. Las actuaciones contrarias a lo dispuesto en la presente Ley pueden ser objeto de
reclamacién por los interesados ante la Agencia de Proteccion de Datos, en la forma que
reglamentariamente se determine.

2. El interesado al que se deniegue, total o parcialmente, el ejercicio de los derechos de
oposicién, acceso, rectificacion o cancelacion, podra ponerlo en conocimiento de la Agencia de
Proteccién de Datos 0, en su caso, del organismo competente de cada Comunidad Auténoma,
gue debera asegurarse de la procedencia o improcedencia de la denegacion.

3. El plazo méaximo en que debe dictarse la resolucion expresa de tutela de derechos sera de
seis meses.

4. Contra las resoluciones de la Agencia de Proteccion de Datos procedera recurso
contencioso-administrativo.

Articulo 19. Derecho a indemnizacion
1. Los interesados que, como consecuencia del incumplimiento de lo dispuesto en la presente
Ley por el responsable o el encargado del tratamiento, sufran dafio o lesién en sus bienes o

derechos tendran derecho a ser indemnizados.

2. Cuando se trate de ficheros de titularidad publica, la responsabilidad se exigira de acuerdo
con la legislacién reguladora del régimen de responsabilidad de las Administraciones publicas.

3. En el caso de los ficheros de titularidad privada, la accién se ejercitara ante los 6rganos de
la jurisdiccion ordinaria.
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DISPOSICIONES SECTORIALES

Ficheros de titularidad publica

Articulo 20. Creacion, modificacion o supresion

1. La creacion, modificacion o supresion de los ficheros de las Administraciones publicas solo
podran hacerse por medio de disposicion general publicada en el «Boletin Oficial del Estado»
o Diario oficial correspondiente.

2. Las disposiciones de creacion o de modificacion de ficheros deberan indicar:

a) La finalidad del fichero y los usos previstos para el mismo.

b) Las personas o colectivos sobre los que se pretenda obtener datos de caracter personal o
gue resulten obligados a suministrarlos.

c¢) El procedimiento de recogida de los datos de caracter personal.

d) La estructura basica del fichero y la descripcién de los tipos de datos de caracter personal
incluidos en el mismo.

e) Las cesiones de datos de caracter personal y, en su caso, las transferencias dé datos que
se prevean a paises terceros.

f) Los 6rganos de las Administraciones responsables del fichero.

g) Los servicios o unidades ante los que pudiesen ejercitarse los derechos de acceso,
rectificacion, cancelacion y oposicion.

h) Las medidas de seguridad con indicacion del nivel basico, medio o alto exigible.

3. En las disposiciones que se dicten para la supresion de los ficheros, se establecera el
destino de los mismos o, en su caso, las previsiones que se adopten para su destruccion.

Articulo 21. Comunicacion de datos entre Administraciones publicas

1. Los datos de caracter personal recogidos o elaborados por las Administraciones publicas
para el desempefio de sus atribuciones no seran comunicados a otras Administraciones
publicas para el ejercicio de competencias diferentes o de competencias que versen sobre
materias distintas, salvo cuando la comunicacion hubiere sido prevista por las disposiciones de
creacion del fichero o por disposicion de superior rango que regule su uso, o cuando la
comunicacién tenga por objeto el tratamiento posterior de los datos con fines histéricos,
estadisticos o cientificos.

2. Podréan, en todo caso, ser objeto de comunicacién los datos de caracter personal que una
Administracion publica obtenga o elabore con destin6 a otra.

3. No obstante lo establecido en el articulo 11.2.b), la comunicaciéon de datos recogidos de
fuentes accesibles al publico no podré efectuarse a ficheros de titularidad privada, sino con el
consentimiento del interesado o cuando una ley prevea otra cosa.

4. En los supuestos previstos en los apartados 1y 2 del presente articulo no serd necesario el
consentimiento del afectado a que se refiere el articulo 11 de la presente Ley.
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Articulo 22. Ficheros de las Fuerzas y Cuerpos de Seguridad

1. Los ficheros creados por las Fuerzas y Cuerpos de Seguridad que contengan datos de
caracter personal que, por haberse recogido para fines administrativos, deban ser objeto de
registro permanente, estaran sujetos al régimen general de la presente Ley.

2. La recogida y tratamiento para fines policiales de datos de caracter personal por las Fuerzas
y Cuerpos de Seguridad sin consentimiento de las personas afectadas estan limitados a
aquellos supuestos y categorias de datos que resulten necesarios para la prevencion de un
peligro real para la seguridad publica o para la represion de infracciones penales, debiendo ser
almacenados en ficheros especificos establecidos al efecto, que deberan clasificarse por
categorias en funcién de su grado de fiabilidad.

3. La recogida y tratamiento por las Fuerzas y Cuerpos de Seguridad de los datos, a que
hacen referencia los apartados 2 y 3 del articulo 7, podran realizarse exclusivamente en los
supuestos en que sea absolutamente necesario para los fines de una investigacién concreta,
sin perjuicio del control de legalidad de la actuacion administrativa o de la obligacion de
resolver las pretensiones formuladas en su caso por los interesados que corresponden a los
drganos jurisdiccionales.

4. Los datos personales registrados con fines policiales se cancelardn cuando no sean
necesarios para las averiguaciones que motivaron su almacenamiento.

A estos efectos, se considerara especialmente la edad del afectado y el caracter de los datos
almacenados, la necesidad de mantener los datos hasta la conclusiéon de una investigacién o
procedimiento concreto, la resolucién judicial firme, en especial la absolutoria, el indulto, la
rehabilitacion y la prescripcion de responsabilidad.

Articulo 23. Excepciones a los derechos de acceso, rectificacion y cancelacién

1. Los responsables de los ficheros que contengan los datos a que se refieren los apartados 2,
3 y 4 del articulo anterior podran denegar el acceso, la rectificacion o cancelaciéon en funcion
de los peligros que pudieran derivarse para la defensa del Estado o la seguridad publica, la
proteccién de los derechos y libertades de terceros o las necesidades de las investigaciones
gue se estén realizando.

2. Los responsables de los ficheros de la Hacienda Publica podran, igualmente, denegar el
ejercicio de los derechos a que se refiere el apartado anterior cuando el mismo obstaculice las
actuaciones administrativas tendentes a asegurar el cumplimiento de las obligaciones
tributarias y, en todo caso, cuando el afectado esta siendo objeto de actuaciones inspectoras.

3. El afectado al que se deniegue, total o parcialmente, el ejercicio de los derechos
mencionados en los apartados anteriores podra ponerlo en conocimiento del Director de la
Agencia de Proteccion de Datos o del organismo competente de cada CA en el caso de
ficheros mantenidos por Cuerpos de Policia propios de éstas, o por las Administraciones
tributarias autonémicas, quienes deberan asegurarse de la procedencia o improcedencia de la
denegacion.
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Articulo 24. Otras excepciones alos derechos de los afectados

1. Lo dispuesto en los apartados 1 y 2 del articulo 5 no sera aplicable a la recogida de datos
cuando la informacion al afectado impida o dificulte gravemente el cumplimiento de las
funciones de control y verificacion de las Administraciones publicas o cuando afecte a la
Defensa Nacional, a la seguridad publica o a la persecucion de infracciones penales o
administrativas.

2. Lo dispuesto en el articulo 15 y en el apartado 1 del articulo 16 no sera de aplicacion si,
ponderados los intereses en presencia, resultase que los derechos que dichos preceptos,
conceden al afectado hubieran de ceder ante razones de interés publico o ante intereses de
terceros mas dignos de proteccion. Si el 6rgano administrativo responsable del fichero
invocase lo dispuesto en este apartado, dictard resolucion motivada e instruira al afectado del
derecho que le asiste a poner la negativa en conocimiento del Director de la Agencia de
Proteccién de Datos o, en su caso, del 6rgano equivalente de las Comunidades Auténomas.

Capitulo 1.

Articulo 25. Creacién

Podran crearse ficheros de titularidad privada que contengan datos de caracter personal
cuando resulte necesario para el logro de la actividad u objeto legitimos de la, persona,
empresa o entidad titular y se respeten las garantias que esta Ley establece para la proteccion
de las personas.

Articulo 26. Notificacion e inscripcion registral

1. Toda persona o entidad que proceda a la creacién de ficheros de datos de caracter personal
lo notificara previamente a la Agencia de Proteccion de Datos.

2. Por via reglamentaria se procedera a la regulacion detallada de los distintos extremos que
debe contener la notificacion, entre los cuales figuraran necesariamente el responsable del
fichero, la finalidad del mismo, su ubicacion, el tipo de datos de caracter personal que
contiene, las medidas de seguridad, con indicacién del nivel basico, medio o alto exigible y las
cesiones de datos de caracter personal que se prevean realizar y, en su caso, las
transferencias de datos que se prevean a paises terceros.

3. Deberan comunicarse a la Agencia de Proteccion de Datos los cambios que se produzcan
en la finalidad del fichero automatizado, en su responsable y en la direccién de su ubicacion.

4. El Registro General de Proteccion de Datos inscribird el fichero si la notificacion se ajusta a
los requisitos exigibles.

En caso contrario podra pedir que se completen los datos que falten o se proceda a su
subsanacion.

5. Transcurrido un mes desde la presentacion de la solicitud de inscripcién sin que la Agencia
de Proteccion de Datos hubiera resuelto sobre la misma, se entendera inscrito el fichero
automatizado a todos los efectos.
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Articulo 27. Comunicacién de la cesion de datos

1. El responsable del fichero, en el momento en que se efectle la primera cesién de datos,
debera informar de ello a los afectados, indicando, asimismo, la finalidad del fichero, la
naturaleza de los datos que han sido cedidos y el nombre y direccién del cesionario.

2. La obligacion establecida en el apartado anterior no existir4 en el supuesto previsto en los
apartados 2, letras c), d), e) y 6 del articulo 11, ni cuando la cesién venga impuesta por ley.

Articulo 28. Datos incluidos en las fuentes de acceso publico

1. Los datos personales que figuren en el censo promocional, o las listas de personas
pertenecientes a grupos de profesionales a que se refiere el articulo 3. j) de esta Ley deberan
limitarse a los que sean estrictamente necesarios para cumplir la finalidad a que se destina
cada listado. La inclusion de datos adicionales por las entidades responsables del
mantenimiento de dichas fuentes requerira el consentimiento del interesado, que podra ser
revocado en cualquier momento.

2. Los interesados tendran derecho a que la entidad responsable del mantenimiento de los
listados de los Colegios profesionales indique gratuitamente que sus datos personales no
pueden utilizarse para fines de publicidad o prospecciéon comercial.

Los interesados tendran derecho a exigir gratuitamente la exclusion de la totalidad de sus
datos personales que consten en el censo promocional por las entidades encargadas del
mantenimiento de dichas fuentes.

La atencién a la solicitud de exclusion de la informacién innecesaria o de inclusiéon de la
objecién al uso de los datos para fines de publicidad o venta a distancia debera realizarse en el
plazo de diez dias respecto de las informaciones que se realicen mediante consulta La
atencion a la solicitud de exclusion de la informacién innecesaria o de inclusién de la objecion
al uso de los datos para fines de publicidad o venta a distancia debera realizarse en el plazo
de diez dias respecto de las informaciones que se realicen mediante consulta o comunicacién
telematica y en la siguiente edicion del listado cualquiera que sea el soporte en que se edite.

3. Las fuentes de acceso publico que se editen en forma de libro o algin otro soporte fisico,
perderan el caracter de fuente accesible con la nueva edicidon que se publique.

En el caso de que se obtenga telematicamente una copia de la lista en formato electrénico,
ésta perderd el caracter de fuente de acceso publico en el plazo de un afio, contado desde el
momento de su obtencidn.

4. Los datos que figuren en las guias de servicios de telecomunicaciones disponibles al publico
se regiran por su normativa especifica.

Articulo 29. Prestacion de servicios de informacién sobre solvencia patrimonial y crédito

1. Quienes se dediquen a la prestacion de servicios de informacion sobre la solvencia
patrimonial y el crédito de los registros y las fuentes accesibles al publico establecidos al
efecto o procedentes de informaciones facilitadas por el interesado o con su consentimiento.

2. Podran tratarse también datos de caracter personal, relativos al cumplimiento o
incumplimiento de obligaciones dinerarias facilitados por el acreedor o por quien actle por su
cuenta o interés. En estos casos se naotificara a los interesados respecto de los que hayan
registrado datos de caracter personal en ficheros, en el plazo de treinta dias desde dicho
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registro, una referencia de los que hubiesen sido incluidos y se les informara de su derecho a
recabar informacién de la totalidad de ellos, en los términos establecidos por la presente Ley.

3. En los supuestos a que se refieren los dos apartados anteriores, cuando el interesado lo
solicite, el responsable del tratamiento le comunicara los datos, asi como las evaluaciones y
apreciaciones que sobre el mismo hayan sido comunicadas durante los Gltimos seis meses y el
nombre y direccion de la persona o entidad a quien se hayan revelado los datos.

4. SOlo se podran registrar y ceder los datos de caracter personal que sean determinantes
para enjuiciar la solvencia econdmica de los interesados y que no se refieran, cuando sean
adversos, a mas de seis afos, siempre que respondan con veracidad a la situacién actual de
aquellos.

Articulo 30. Tratamientos con fines de publicidad y de prospecciéon comercial

1. Quienes se dediquen a la recopilaciéon de direcciones, reparto de documentos, publicidad,
venta a distancia, prospeccién comercial y otras actividades analogas, utilizaran nombres y
direcciones u otros datos de caracter personal cuando los mismos figuren en fuentes
accesibles al publico o cuando hayan sido facilitados por los propios interesados u obtenidos
con su consentimiento.

2. Cuando los datos procedan de fuentes accesibles al publico, de conformidad con lo
establecido en el parrafo segundo del articulo 5.5 de esta Ley, en cada comunicacion que se
dirija al interesado se informara del origen de los datos y de la identidad del responsable del
tratamiento, asi como de los derechos que le asisten.

3. En el ejercicio del derecho de acceso los interesados tendran derecho a conocer el origen
de sus datos de caracter personal, asi como del resto de informacion a que se refiere el
articulo 15.

4. Los interesados tendran derecho a oponerse, previa peticion y sin gastos, al tratamiento de
los datos que les conciernan, en cuyo caso seran dados de baja del tratamiento, cancelandose
las informaciones que sobre ellos figuren en aquél, a su simple solicitud.

Articulo 31. Censo promocional

1. Quienes pretendan realizar permanente o esporadicamente la actividad de recopilacion de
direcciones, reparto de documentos, publicidad, venta a distancia, prospeccion comercial u
otras actividades analogas, podran solicitar del Instituto Nacional de Estadistica o de los
o6rganos equivalentes de las Comunidades Auténomas una copia del censo promocional,
formado con los datos de nombre, apellidos y domicilio que constan en el censo electoral.

2. El uso de cada lista de censo promocional tendra un plazo de vigencia de un afio.
Transcurrido el plazo citado, la lista perdera su caracter de fuente de acceso publico.

3. Los procedimientos mediante los que los interesados podran solicitar no aparecer en el
censo promocional se regularan reglamentariamente. Entre estos procedimientos, que seran
gratuitos para los interesados, se incluira el documento de empadronamiento. Trimestralmente
se editara una lista actualizada del censo promocional, excluyendo los hombres y domicilios de
los que asi lo hayan solicitado.
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4. Se podra exigir una contraprestacion por la facilitacion de la citada lista en soporte
informatico.

Articulo 32. Cédigos tipo

1. Mediante acuerdos sectoriales, convenios administrativos o decisiones de empresa, los
responsables de tratamientos de titularidad publica y privada, asi como las organizaciones en
gue se agrupen, podran formular cédigos tipo que establezcan las condiciones de
organizacion, régimen de funcionamiento, procedimientos aplicables, normas de seguridad del
entorno, programas 0 equipos, obligaciones de los implicados en el tratamiento y uso de la
informacion personal, asi como las garantias, en su ambito, para el ejercicio de los derechos
de las personas con pleno respeto a los principios y disposiciones de la presente Ley y sus
normas de desarrollo.

2. Los citados cédigos podran contener o no reglas operacionales detalladas de cada sistema
particular y estandares técnicos de aplicacion.

En el supuesto de que tales reglas o estandares no se incorporen directamente al codigo, las
instrucciones u 6rdenes que los establecieran deberan respetar los principios fijados en aquel.

3. Los codigos tipo tendran el caracter de codigos deontolégico o de buena préactica
profesional, debiendo ser depositados o inscritos en el Registro General de Proteccién de
Datos y, cuando corresponda, en los creados a estos efectos por las Comunidades
Autonomas, de acuerdo con el articulo 41. El Registro General de Proteccion de Datos podra
denegar la inscripcién cuando considere que no se ajusta a las disposiciones legales y
reglamentarias sobre la materia, debiendo, en este caso, el Director de la Agencia de
Proteccién de Datos requerir a los solicitantes para que efectlien las correcciones oportunas.

MOVIMIENTO INTERNACIONAL DE DATOS

Articulo 33. Norma general

1. No podran realizarse transferencias temporales ni definitivas de datos de caracter personal
que hayan sido objeto de tratamiento o hayan sido recogidos para someterlos a dicho
tratamiento con destino a paises que no proporcionen un nivel de proteccién equiparable al
que presta la presente Ley, salvo que, ademas de haberse observado lo dispuesto en ésta, se
obtenga autorizacion previa del Director de la Agencia de Proteccion de Datos, que so6lo podra
otorgarla si se obtienen garantias adecuadas.

2. El caracter adecuado del nivel de proteccion que ofrece el pais de destino se evaluara por la
Agencia de Proteccion de Datos atendiendo a todas las circunstancias que concurran en la
transferencia o categoria de transferencia de datos. En particular, se tomara en consideracién
la naturaleza de los datos, la finalidad y la duraciéon del tratamiento o de los tratamientos
previstos, el pais de origen y el pais de destino final, las normas de derecho, generales o
sectoriales, vigentes en el pais tercero de que se trate, el contenido de los informes de la
Comision de la Union Europea, asi como las normas profesionales y las medidas de seguridad
en vigor en dichos paises.
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Articulo 34. Excepciones
Lo dispuesto en el articulo anterior no sera de aplicacion:

a) Cuando la transferencia internacional de datos de caracter personal resulte de la
aplicacion de tratados o convenios en los que sea parte Espafia.

b) Cuando la transferencia se haga a efectos de prestar o solicitar auxilio judicial
internacional.

¢) Cuando la transferencia sea necesaria para la prevencion o para el diagnéstico médico,
la prestacion de asistencia sanitaria o tratamiento médico o la gestibn de servicios
sanitarios.

d) Cuando se refiera a transferencias dinerarias conforme a su legislacion especifica.

e) Cuando el afectado haya dado su consentimiento inequivoco a la transferencia prevista.

f) Cuando la transferencia sea necesaria para la ejecucion de un contrato entre el afectado y
el responsable del fichero o para la adopcién de medidas precontractuales adoptadas a
peticion del afectado.

g) Cuando la transferencia sea necesaria para la celebracion o ejecucién de un contrato
celebrado o por celebrar, en interés del afectado, por el responsable del fichero y un tercero.
h) Cuando la transferencia sea necesaria o legalmente exigida para la salvaguarda de un
interés publico. Tendrd esta consideracion la transferencia solicitada por una Administracion
fiscal o aduanera para el cumplimiento de sus competencias.

i) Cuando la transferencia sea precisa para el reconocimiento, ejercicio o defensa de un
derecho en un proceso judicial.

j) Cuando la transferencia se efectle, a peticién de persona con interés legitimo, desde un
Registro publico y aguélla sea acorde con la finalidad del mismo.

k) Cuando la transferencia tenga como destino un Estado miembro de la Union Europea, o
un Estado respecto del cual la Comisién de las Comunidades Europeas, en el ejercicio de
sus competencias, haya declarado que garantiza un nivel de proteccion adecuado.

AGENCIA DE PROTECCION DE DATOS

Articulo 35. Naturaleza y régimen juridico

1. La Agencia de Proteccién de Datos es un ente de derecho publico, con personalidad juridica
propia y plena capacidad publica y privada, que actda con plena independencia de las
Administraciones publicas en el ejercicio de sus funciones. Se regira por lo dispuesto en la
presente Ley y en un Estatuto propio, que sera aprobado por el Gobierno.

2. En el ejercicio de sus funciones publicas, y en defecto de lo que disponga la presente Ley y
sus disposiciones de desarrollo, la Agencia de Proteccién de Datos actuara de conformidad
con la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones
Publicas y del Procedimiento Administrativo Comun. En sus adquisiciones patrimoniales y
contratacion estara sujeta al derecho privado.

3. Los puestos de trabajo de los 6rganos y servicios que integren la Agencia de Proteccion de
Datos seran desempefiados por funcionarios de las Administraciones publicas y por personal
contratado al efecto, seguin la naturaleza de las funciones asignadas a cada puesto de trabajo.
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Este personal esta obligado a guardar secreto de los datos de caracter personal de que
conozca en el desarrollo de su funcion.

4. La Agencia de Proteccion de Datos contard, para el cumplimiento de sus fines, con los
siguientes bienes y medios econémicos:

a) Las asignaciones que se establezcan anualmente con cargo a los Presupuestos
Generales del Estado.

b) Los bienes y valores que constituyan su patrimonio, asi como los productos y rentas del
mismo.

¢) Cualesquiera otros que legalmente puedan serle atribuidos.

5. La Agencia de Proteccion de Datos elaborara y aprobara con caracter anual el
correspondiente anteproyecto de presupuesto y lo remitird al Gobierno para que sea integrado,
con la debida independencia, en los Presupuestos Generales del Estado.

Articulo 36. El Director

1. El Director de la Agencia de Proteccion de Datos dirige la Agencia y ostenta su
representacion. Serd nombrado, de entre quienes componen el Consejo Consultivo, mediante
Real Decreto, por un periodo de cuatro afos.

2. Ejercera sus funciones con plena independencia y objetividad y no estard sujeto a
instruccion alguna en el desempefio de aquéllas. En todo caso, el Director debera oir al
Consejo Consultivo en aquellas propuestas que éste le realice en el ejercicio de sus funciones.

3. El Director de la Agencia de Proteccion de Datos s6lo cesara antes de la expiracion del
periodo a que se refiere el apartado 1, a peticion propia o por separacion acordada por el
Gobierno, previa instruccion de expediente, en el que necesariamente seran oidos los
restantes miembros del Consejo Consultivo, por incumplimiento grave de sus obligaciones,
incapacidad sobrevenida para el ejercicio de su funcién, incompatibilidad o condena por delito
doloso.

4. El Director de la Agencia de Proteccion de Datos tendra la consideracion de alto cargo y
guedara en la situaciéon de servicios especiales si con anterioridad estuviera desempefiando
una funcion publica. En el supuesto de que sea nombrado para el cargo algin miembro de la
carrera judicial o fiscal, pasara asimismo a la situacion administrativa de servicios especiales.

Articulo 37. Funciones
1. Son funciones de la Agencia de Proteccion de Datos:

a) Velar por el cumplimiento de la legislacion sobre proteccion de datos y controlar su
aplicacion, en especial en lo relativo a los derechos de informacion, acceso, rectificacion,
oposicién y cancelacion de datos.

b) Emitir las autorizaciones previstas en la Ley o en sus disposiciones reglamentarias.

c) Dictar, en su caso, y sin perjuicio de las competencias de otros 6rganos, las instrucciones
precisas para adecuar los tratamientos a los principios de la presente Ley.

d) Atender las peticiones y reclamaciones formuladas por las personas afectadas.
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e) Proporcionar informacion a las personas acerca de sus derechos en materia de
tratamiento de los datos de caracter personal.

f) Requerir a los responsables y los encargados de los tratamientos, previa audiencia de
éstos, la adopcién de las medidas necesarias para la adecuacion del tratamiento de datos a
las disposiciones de esta Ley y, en su caso, ordenar la cesacion de los tratamientos y la
cancelacién de los ficheros, cuando no se ajuste a sus disposiciones.

g) Ejercer la potestad sancionadora en los términos previstos por el Titulo VII de la presente
Ley.

h) Informar, con caracter preceptivo, los proyectos de disposiciones generales que
desarrollen esta Ley.

i) Recabar de los responsables de los ficheros cuanta ayuda e informacion estime necesaria
para el desempefio de sus funciones.

j) Velar por la publicidad de la existencia de los ficheros de datos con caracter personal, a
cuyo efecto publicara periédicamente una relacion de dichos ficheros con la informacién
adicional que el Director de la Agencia determine.

k) Redactar una memoria anual y remitirla al Ministerio de Justicia.

[) Ejercer el control y adoptar las autorizaciones que procedan en relacién con los
movimientos internacionales de datos, asi como desempeniar las funciones de cooperacion
internacional en materia de proteccion de datos personales.

m) Velar por el cumplimiento de las disposiciones que la Ley de la Funcion Estadistica
Publica establece respecto a la recogida de datos estadisticos y al secreto estadistico, asi
como dictar las instrucciones precisas, dictaminar sobre las condiciones de seguridad de los
ficheros constituidos con fines exclusivamente estadisticos y ejercer la potestad a la que se
refiere el articulo 46.

n) Cuantas otras le sean atribuidas por normas legales o reglamentarias.

2. Las resoluciones de la Agencia Espafiola de Proteccion de Datos se haran publicas, una vez
hayan sido notificadas a los interesados. La publicacion se realizard preferentemente a través
de medios informaticos o telematicos.

Reglamentariamente podran establecerse los términos en que se lleve a cabo la publicidad de
las citadas resoluciones.

Lo establecido en los parrafos anteriores no sera aplicable a las resoluciones referentes a la
inscripcién de un fichero o tratamiento en el Registro General de Proteccion de Datos ni a
aquéllas por las que se resuelva la inscripcion en el mismo de los Cddigos tipo, regulados por
el articulo 32 de esta ley organica.

Articulo 38. Consejo Consultivo

El Director de la Agencia de Proteccion de Datos estara asesorado por un Consejo Consultivo
compuesto por los siguientes miembros:

e Un Diputado, propuesto por el Congreso de los Diputados.

e Un Senador, propuesto por el Senado.

¢ Un representante de la Administracion Central, designado por el Gobierno.

e Un representante de la Administraciéon Local, propuesto por la Federacion Espafiola de
Municipios y Provincias.

¢ Un miembro de la Real Academia de la Historia, propuesto por la misma.

e Un experto en la materia, propuesto por el Consejo Superior de Universidades.

e Un representante de los usuarios y consumidores, seleccionado del modo que se prevea
reglamentariamente.
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e Un representante de cada Comunidad Autonoma que haya creado una agencia de
proteccion de datos en su ambito territorial, propuesto de acuerdo con el procedimiento que
establezca la respectiva Comunidad Auténoma.

e Un representante del sector de ficheros privados, para cuya propuesta se seguird el
procedimiento que se regule reglamentariamente.

¢ El funcionamiento del Consejo Consultivo se regira por las normas reglamentarias que al
efecto se establezcan.

Articulo 39. El Registro General de Proteccién de Datos

1. El Registro General de Proteccién de Datos es un organo integrado en la Agencia de
Proteccién de Datos.

2. Seran objeto de inscripcion en el Registro General de Proteccion de Datos:

a) Los ficheros de que sean titulares las Administraciones publicas.

b) Los ficheros de titularidad privada.

c) Las autorizaciones a que se refiere la presente Ley.

d) Los cddigos tipo a que se refiere el articulo 32 de la presente Ley.

e) Los datos relativos a los ficheros que sean necesarios para el ejercicio de los derechos de
informacion, acceso, rectificacion, cancelacion y oposicion.

3. Por via reglamentaria se regulara el procedimiento de inscripcion de los ficheros, tanto de
titularidad publica como de titularidad privada, en el Registro General de Proteccion de Datos,
el contenido de la inscripcion, su modificacion, cancelacion, reclamaciones y recursos contra
las resoluciones correspondientes y demds extremos pertinentes.

Articulo 40. Potestad de inspeccién

1. Las autoridades de control podran inspeccionar los ficheros a que hace referencia la
presente Ley, recabando cuantas informaciones precisen para el cumplimiento de sus
cometidos.

A tal efecto, podran solicitar la exhibicién o el envio de documentos y datos y examinarlos en el
lugar en que se encuentren depositados, asi como inspeccionar los equipos fisicos y l6gicos
utilizados para el tratamiento de los datos, accediendo a los locales donde se hallen
instalados.

2. Los funcionarios que ejerzan la inspeccion a que se refiere el apartado anterior tendran la
consideracion de autoridad publica en el desempefio de sus cometidos.

Estaran obligados a guardar secreto sobre las informaciones que conozcan en el ejercicio de
las mencionadas funciones, incluso después de haber cesado en las mismas.

Articulo 41. Organos correspondientes de las Comunidades Auténomas

1. Las funciones de la Agencia de Proteccion de Datos reguladas en el articulo 37, a excepcion
de las mencionadas en los apartados j), k) y 1), y en los apartados f) y g) en lo que se refiere a
las transferencias internacionales de datos, asi como en los articulos 46 y 49, en relacién con
sus especificas competencias seran ejercidas, cuando afecten a ficheros de datos de caracter
personal creados o gestionados por las Comunidades Auténomas y por la Administracion
Local de su ambito territorial, por los 6rganos correspondientes de cada Comunidad, que
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tendran la consideracion de autoridades de control, a los que garantizaran plena
independencia y objetividad en el ejercicio de su cometido.

2. Las Comunidades Autonomas podran crear y mantener sus propios registros de ficheros
para el ejercicio de las competencias que se les reconoce sobre [0s mismos.

3. El Director de la Agencia de Proteccion de Datos podra convocar regularmente a los
organos correspondientes de las Comunidades Auténomas a efectos de cooperacion
institucional y coordinacion de criterios o procedimientos de actuacién. El Director de la
Agencia de Proteccion de Datos y los organos correspondientes de las Comunidades
Autébnomas podran solicitarse mutuamente la informacion necesaria para el cumplimiento de
sus funciones.

Articulo 42. Ficheros de las Comunidades Auténomas en materia de su exclusiva
competencia

1. Cuando el Director de la Agencia de Proteccion de Datos constate que el mantenimiento o
uso de un determinado fichero de las Comunidades Autbnomas contraviene algun precepto de
esta Ley en materia de su exclusiva competencia podrd requerir a la Administracion
correspondiente que se adopten las medidas correctoras que determine en el plazo que
expresamente se fije en el requerimiento.

2. Si la Administracion publica correspondiente no cumpliera el requerimiento formulado, el

Director de la Agencia de Protecciéon de Datos podra impugnar la resolucion adoptada por
aquella Administracion.

INFRACCIONES Y SANCIONES

Articulo 43. Responsables

1. Los responsables de los ficheros y los encargados de los tratamientos estaran sujetos al
régimen sancionador establecido en la presente Ley.

2. Cuando se trate de ficheros de los que sean responsables las Administraciones publicas se
estara, en cuanto al procedimiento y a las sanciones, a lo dispuesto en el articulo 46, apartado
2.

Articulo 44. Tipos de infracciones

1. Las infracciones se calificardn como leves, graves o muy graves.

2. Son infracciones leves:
a) No atender, por motivos formales, la solicitud del interesado de rectificacién o cancelaciéon
de los datos personales objeto de tratamiento cuando legalmente proceda.
b) No proporcionar la informaciéon que solicite la Agencia de Proteccién de Datos en el

ejercicio de las competencias que tiene legalmente atribuidas, en relacion con aspectos no
sustantivos de la proteccion de datos.
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c¢) No solicitar la inscripcion del fichero de datos de caracter personal en el Registro General
de Proteccion de Datos, cuando no sea constitutivo de infraccion grave.

d) Proceder a la recogida de datos de caracter personal de los propios afectados sin
proporcionarles la informacion que sefiala el articulo 5 de la presente Ley.

e) Incumplir el deber de secreto establecido en el articulo 10 de esta Ley, salvo que
constituya infracciéon grave.

3. Son infracciones graves:

a) Proceder a la creacion de ficheros de titularidad publica o iniciar la recogida de datos de
caracter personal para los mismos, sin autorizacion de disposicion general, publicada en el
«Boletin Oficial del Estado» o Diario oficial correspondiente.

b) Proceder a la creacion de ficheros de titularidad privada o iniciar la recogida de datos de
caracter personal para los mismos con finalidades distintas de las que constituyen el objeto
legitimo de la empresa o entidad.

c) Proceder a la recogida de datos de caracter personal sin recabar el consentimiento
expreso de las personas afectadas, en los casos en que éste sea exigible.

d) Tratar los datos de caracter personal o usarlos posteriormente con conculcacién de los
principios y garantias establecidos en la presente Ley o con incumplimiento de los preceptos
de proteccion que impongan las disposiciones reglamentarias de desarrollo, cuando no
constituya infracciébn muy grave.

e) El impedimento o la obstaculizacion del ejercicio de los derechos de acceso y oposicion y
la negativa a facilitar la informacion que sea solicitada

f) Mantener datos de caracter personal inexactos o no efectuar las rectificaciones o
cancelaciones de los mismos que legalmente procedan cuando resulten afectados los
derechos de las personas que la presente Ley ampara.

g) La vulneracién del deber de guardar secreto sobre los datos de caracter personal
incorporados a ficheros que contengan datos relativos a la comisién de infracciones
administrativas o penales, Hacienda Publica, servicios financieros, prestacion de servicios de
solvencia patrimonial y crédito, asi como aquellos otros ficheros que contengan un conjunto
de datos de caracter personal suficientes para obtener una evaluacion de la personalidad del
individuo.

h) Mantener los ficheros, locales, programas o0 equipos que contengan datos de caracter
personal sin las debidas condiciones de seguridad que por via reglamentaria se determinen.
i) No remitir a la Agencia de Proteccion de Datos las notificaciones previstas en esta Ley o
en sus disposiciones de desarrollo, asi como no proporcionar en plazo a la misma cuantos
documentos e informaciones deba recibir o sean requeridos por aquél a tales efectos.

j) La obstruccidn al ejercicio de la funcién inspectora.

k) No inscribir el fichero de datos de caracter personal en el Registro General de Proteccién
Datos, cuando haya sido requerido para ello por el Director de la Agencia de Proteccion de
Datos.

I) Incumplir el deber de informacién que se establece en los articulos 5, 28 y 29 de esta Ley,
cuando los datos hayan sido recabados de persona distinta del afectado.

4. Son infracciones muy graves:
a) La recogida de datos en forma engafiosa y fraudulenta.

b) La comunicacién o cesion de los datos de caracter personal, fuera de los casos en que
estén permitidas.
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¢) Recabar y tratar los datos de caracter personal a los que se refiere el apartado 2 del
articulo 7 cuando no medie el consentimiento expreso del afectado; recabar y tratar los datos
referidos en el apartado 3 del articulo 7 cuando no lo disponga una ley o el afectado no haya
consentido expresamente, o violentar la prohibicion contenida en el apartado 4 del articulo 7.
d) No cesar en el uso legitimo de los tratamientos de datos de caracter personal cuando sea
requerido para ello por el Director de la Agencia de Proteccion de Datos o por las personas
titulares del derecho de acceso.

e) La transferencia temporal o definitiva de datos de caracter personal que hayan sido objeto
de tratamiento o hayan sido recogidos para someterlos a dicho tratamiento, con destino a
paises que no proporcionen un nivel de proteccion equiparable sin autorizacion del Director
de la Agencia de Proteccion de Datos.

f) Tratar los datos de caracter personal de forma ilegitima o con menosprecio de los
principios y garantias que les sean de aplicacion, cuando con ello se impida o se atente
contra el ejercicio de los derechos fundamentales.

g) La vulneracién del deber de guardar secreto sobre los datos de caracter personal a que
hacen referencia los apartados 2 y 3 del articulo 7, asi como los que hayan sido recabados
para fines policiales sin consentimiento de las personas afectadas.

h) No atender, u obstaculizar de forma sistematica el ejercicio de los derechos de acceso,
rectificacion, cancelacion u oposicion.

i) No atender de forma sistematica el deber legal de notificacion de la inclusion de datos de
caracter personal en un fichero.

Articulo 45. Tipo de sanciones

1. Las infracciones leves seran sancionadas con multa de 100.000 a 10.000.000 de pesetas
(601,01 a 60.101,21euros).

2. Las infracciones graves seran sancionadas con multa de 10.000.000 a 50.000.000 de
pesetas (60.101,21 a 300.506,05 euros).

3. Las infracciones muy graves seran sancionadas con multa de 50.000.000 a 100.000.000 de
pesetas (300.506,05 a 601.012,10 euros).

4. La cuantia de las sanciones se graduara atendiendo a la naturaleza de los derechos
personales afectados, al volumen de los tratamientos efectuados, a los beneficios obtenidos, al
grado de intencionalidad, a la reincidencia, a los dafios y perjuicios causados a las personas
interesadas y a terceras personas, y a cualquier otra circunstancia que sea relevante para
determinar el grado de antijuridicidad y de culpabilidad presentes en la concreta actuacion
infractora.

5. Si, en razén de las circunstancias concurrentes, se apreciara una cualificada disminucién de
la culpabilidad del imputado o de la antijuridicidad del hecho, el 6rgano sancionador
establecera la cuantia de la sancién aplicando la escala relativa a la clase de infracciones que
preceda inmediatamente en gravedad a aquella en que se integra la considerada en el caso de
que se trate.

6. En ningln caso podra imponerse una sancion mas grave que la fijada en la Ley para la
clase de infraccién en la que se integre la que se pretenda sancionar.
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7. El Gobierno actualizara periédicamente la cuantia de las sanciones de acuerdo con las
variaciones que experimenten los indices de precios.

Articulo 46. Infracciones de las Administraciones publicas

1. Cuando las infracciones a que se refiere el articulo 44 fuesen cometidas en ficheros de los
gue sean responsables las Administraciones publicas, el Director de la Agencia de Proteccion
de Datos dictard una resolucién estableciendo las medidas que procede adoptar para que
cesen o se corrijan los efectos de la infraccién. Esta resolucién se notificara al responsable del
fichero, al érgano del que dependa jerarquicamente y a los afectados si los hubiera.

2. El Director de la Agencia podra proponer también la iniciacién de actuaciones disciplinarias,
si procedieran. El procedimiento y las sanciones a aplicar seran las establecidas en la
legislacion sobre régimen disciplinario de las Administraciones publicas.

3. Se deberan comunicar a la Agencia las resoluciones que recaigan en relacién con las
medidas y actuaciones a que se refieren los apartados anteriores.

4. El Director de la Agencia comunicara al Defensor del Pueblo las actuaciones que efectle y
las resoluciones que dicte al amparo de los apartados anteriores.

Articulo 47. Prescripcion

1. Las infracciones muy graves prescribiran a los tres afios, las graves a los dos afios y las
leves al afio.

2. El plazo de prescripcion comenzara a contarse desde el dia en que la infraccién se hubiera
cometido.

3. Interrumpira la prescripcién la iniciacién, con conocimiento de interesado, del procedimiento
sancionador, reanudandose el plazo de prescripcidn si el expediente sancionador estuviere
paralizado durante mas de seis meses, por causas no imputables al presunto infractor.

4. Las sanciones impuestas por faltas muy graves prescribiran a los tres afios, las impuestas
por faltas graves a los dos afios y las impuestas por faltas leves al afio.

5. El plazo de prescripcion de las sanciones comenzard a contarse desde el dia siguiente a
aquel en que adquiera firmeza la resolucion por la que se impone la sancion.

6. La prescripcion se interrumpird por la iniciacion, con conocimiento del interesado, del
procedimiento de ejecucién, volviendo a transcurrir el plazo si el mismo esta paralizado
durante mas de seis meses por causa no imputable al infractor.

Articulo 48. Procedimiento sancionador

1. Por via reglamentaria se establecera el procedimiento a seguir para la determinacion de las
infracciones y la imposicion de las sanciones a que hace referencia el presente Titulo.

2. Las resoluciones de la Agencia de Proteccion de Datos u 6rgano correspondiente de la
Comunidad Autbnoma agotan la via administrativa.
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3. Los procedimientos sancionadores tramitados por la Agencia Espafiola de Proteccion de
Datos, en ejercicio de las potestades que a la misma atribuyan esta u otras Leyes, salvo los
referidos a infracciones de la Ley 32/2003, de 3 de noviembre, General de
Telecomunicaciones, tendran una duracion maxima de seis meses.

Articulo 49. Potestad de inmovilizacién de ficheros

En los supuestos, constitutivos de infracciébn muy grave, de utilizacion o cesion ilicita de los
datos de caracter personal en que se impida gravemente o se atente de igual modo contra el
ejercicio de los derechos de los ciudadanos y el libre desarrollo de la personalidad que la
Constitucion y las leyes garantizan, el Director de la Agencia de Proteccion de Datos podra,
ademas de ejercer la potestad sancionadora, requerir a los responsables de ficheros de datos
de caracter personal, tanto de titularidad publica como privada, la cesacion en la utilizaciéon o
cesion licita de los datos. Si el requerimiento fuera desatendido, la Agencia de Proteccion de
Datos podra, mediante resolucién motivada, inmovilizar tales ficheros a los solos efectos de
restaurar los derechos de las personas afectadas.

DISPOSICIONES ADICIONALES

Primera. Ficheros preexistentes

Los ficheros y tratamientos automatizados inscritos 0 no en el Registro General de Proteccion
de Datos deberan adecuarse a la presente Ley Organica dentro del plazo de tres afios, a
contar desde su entrada en vigor. En dicho plazo, los ficheros de titularidad privada deberan
ser comunicados a la Agencia de Proteccion de Datos y las Administraciones publicas,
responsables de ficheros de titularidad publica, deberan aprobar la pertinente disposicién de
regulacion del fichero o adaptar la existente.

En el supuesto de ficheros y tratamientos no automatizados, su adecuacién a la presente Ley
Orgénica, y la obligacion prevista en el parrafo anterior deberan cumplimentarse en el plazo de
doce afios a contar desde el 24 de octubre de 1995. Sin perjuicio del ejercicio de los derechos
de acceso, rectificacion y cancelacién por parte de los afectados.

Segunda. Ficheros y Registro de Poblacion de las Administraciones publicas

1. La Administraciéon General del Estado y las Administraciones de las Comunidades
Auténomas podran solicitar al Instituto Nacional de Estadistica, sin consentimiento del
interesado, una copia actualizada del fichero formado con los datos del nombre, apellidos,
domicilio, sexo y fecha de nacimiento que constan en los padrones municipales de habitantes
y en el censo electoral correspondientes a los territorios donde ejerzan sus competencias, para
la creacion de ficheros o registros de poblacion.

2. Los ficheros o registros de poblacion tendran como finalidad la comunicacién de los distintos
organos de cada Administracion publica con los interesados residentes en los respectivos
territorios, respecto a las relaciones juridico-administrativas derivadas de las competencias
respectivas de las Administraciones publicas.
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Tercera. Tratamiento de los expedientes de las derogadas Leyes de Vagos y Maleantes y
de Peligrosidad y Rehabilitacion Social

Los expedientes especificamente instruidos al amparo, de las derogadas Leyes de Vagos y
Maleantes, y de Peligrosidad y Rehabilitacién Social, que contengan datos de cualquier indole
susceptibles de afectar a la seguridad, al honor, a la intimidad o a la imagen de las personas,
no podran ser consultados sin que medie consentimiento expreso de los afectados, o hayan
transcurrido cincuenta afios desde la fecha de aquellos.

En esté dltimo supuesto, la Administracion General del Estado, salvo que haya constancia
expresa del fallecimiento de los afectados, pondra a disposicién del solicitante la
documentacioén, suprimiendo de la misma los datos aludidos en el parrafo anterior, mediante la
utilizacion de los procedimientos técnicos pertinentes en cada caso.

Cuarta. Modificacion del art. 112.4 de la Ley General Tributaria

El apartado cuarto del articulo 112 de la Ley General Tributaria pasa a tener la siguiente
redaccion:

«4. La cesion de aquellos datos de caracter personal, objeto de tratamiento, que se debe
efectuar a la Administracion tributaria conforme a lo dispuesto en el articulo 111, en los
apartados anteriores de este articulo o en otra norma de rango legal, no requerira el
consentimiento del afectado. En este ambito tampoco sera de aplicaciéon lo que respecto a las
Administraciones publicas establece el apartado 1 del articulo 21 de la Ley Organica de
Proteccién de Datos de caracter personal.»

Quinta. Competencias del Defensor del Pueblo y 6rganos autondmicos semejantes

Lo dispuesto en la presente Ley Organica se entiende sin perjuicio de las competencias del
Defensor del Pueblo y de los 6rganos analogos de las Comunidades Autonomas.

Sexta. Modificacion del articulo 24.3 de la Ley de Ordenacidén y Supervision de los
Seguros Privados

Se maodifica el articulo 24.3, parrafo 2.0 de la Ley 30/1995, de 8 de noviembre, de Ordenacion
y Supervision de los Seguros Privados, con la siguiente redaccion:

«Las entidades aseguradoras podran establecer ficheros comunes que contengan datos de
caracter personal para la liquidacion de siniestros y la colaboracién estadistico actuarial con la
finalidad de permitir la tarificacién y selecciéon de riesgos y la elaboracion de estudios de
técnica aseguradora. La cesion de datos a los citados ficheros no requerira el consentimiento
previo del afectado, pero si la comunicacion al mismo de la posible cesion de sus datos
personales a ficheros comunes para los fines sefalados con expresa indicacion del
responsable para que se puedan ejercitar los derechos de acceso, rectificacion y cancelacion
previstos en la ley.

También podran establecerse ficheros comunes cuya finalidad sea prevenir el fraude en el
seguro sin que sea necesario el consentimiento del afectado. No obstante serd necesaria en
estos casos la comunicacion al afectado, en la primera introduccion de sus datos, de quién sea
el responsable del fichero y de las formas de ejercicio de los derechos de acceso, rectificacion
y cancelacion.

En todo caso, los datos relativos a la salud s6lo podran ser objeto de tratamiento con el
consentimiento expreso del afectado.»
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DISPOSICIONES TRANSITORIAS

Primera. Tratamientos creados por Convenios internacionales

La Agencia de Proteccion de Datos sera el organismo competente para la protecciéon de las
personas fisicas en lo que respecta al tratamiento de datos de caracter personal respecto de
los tratamientos establecidos en cualquier Convenio Internacional del que sea parte Espafa
que atribuya a una autoridad nacional de control esta competencia, mientras no se cree una
autoridad diferente para este cometido en desarrollo del Convenio.

Segunda. Utilizacién del censo promocional

Reglamentariamente se desarrollaran los procedimientos de formacién del censo promocional,
de oposicién a aparecer en el mismo, de puesta a disposicién de sus solicitantes, y de control
de las listas difundidas. El Reglamento establecera los plazos para la puesta en operacion del
censo promaocional.

Tercera. Subsistencia de normas preexistentes

Hasta tanto se lleven a efectos las previsiones de la disposicion final primera de esta Ley,
continuaran en vigor, con su propio rango, las normas reglamentarias existentes y, en especial,
los Reales Decretos 428/1993, de 26 de marzo; 1332/1994, de 20 de junio, y 994/1999, de 11

de junio, en cuanto no se opongan a la presente Ley.

DISPOSICION DEROGATORIA UNICA

Derogacion normativa

Queda derogada la Ley Orgéanica 5/1992, de 29 de octubre, de Regulaciéon del tratamiento
automatizado de los datos de caracter personal.

DISPOSICIONES FINALES

Primera. Habilitacion para el desarrollo reglamentario

El Gobierno aprobard, o modificara, las disposiciones reglamentarias necesarias para la
aplicacion y desarrollo de la presente Ley.

Segunda. Preceptos con caracter de Ley ordinaria

Los Titulos IV, VI excepto el ultimo inciso del parrafo 4 del articulo 36 y VIl de la presente Ley,
la disposicion adicional cuarta, la disposicion transitoria primera y la final primera tienen el
caracter de Ley ordinaria.

Tercera. Entrada en vigor

La presente Ley entrara en vigor en el plazo de un mes, contado desde su publicacion en el
«Boletin Oficial del Estado».

Por tanto, Mando a todos los espafioles, particulares y autoridades, que guarden y hagan
guardar esta ley Organica.



N4. Ley 2/2004 de la Agencia Vasca de Proteccion de Datos

Péagina 1/15

LEY 2/2004, DE 25 DE FEBRERO, DE FICHEROS DE DATOS DE CARACTER PERSONAL
DE TITULARIDAD PUBLICA Y DE CREACION DE LA AGENCIA VASCA DE PROTECCION
DE DATOS

(BOPV num. 44, de 4 de marzo de 2004)
EXPOSICION DE MOTIVOS

Los avances de la técnica se han acelerado en los Ultimos tiempos. Actualmente, el uso de la
informatica permite tratar gran cantidad de datos relativos a las personas fisicas, pudiendo
llegar a conocer aspectos relacionados con las mismas que suponen una intromisién en su
intimidad. Los ordenamientos juridicos no pueden permanecer insensibles ante la eventualidad
de usos perversos de las posibilidades tecnoldgicas, en detrimento de espacios que deben
guedar reservados a la intimidad personal.

Esta tension entre tecnologia, especialmente en el campo de la informatica, e intimidad de las
personas apela a una actuacioén legislativa que procure un equilibrio satisfactorio entre dos
bienes dignos de proteccion juridica. Por un lado, no es bueno para la sociedad poner freno al
desarrollo tecnoldgico, cuyas potencialidades son inmensas y deben contribuir a un mayor
bienestar de la comunidad; pero, por otro, los ciudadanos tienen derecho a que se les proteja
su intimidad personal, evitando que las posibilidades que ofrece la tecnologia informatica
actual reduzcan aquélla mas allad de lo deseable. Para ello es preciso limitar el uso de la
informatica y, de este modo, garantizar el honor y la intimidad personal y familiar de los
ciudadanos y el pleno ejercicio de sus derechos. Es éste un mandato que el articulo 18.4 de la
Constitucion impone al legislador, y que éste recoge en la Ley Organica 15/1999, de 13 de
diciembre, de Proteccion de Datos de Caréacter Personal.

La preocupacion por la proteccion de la intimidad personal y familiar de los ciudadanos, con la
consiguiente limitacion del uso de la informética a tal fin, no es exclusiva del legislador estatal.
También las instituciones de la Unién Europea han mostrado su sensibilidad en este sentido.

El Tratado de Amsterdam de 17 de junio de 1997 ha incorporado al tratado constitutivo de la
Comunidad Europea su actual articulo 286, que requiere que se apliquen a las instituciones y
organismos comunitarios los actos comunitarios relativos a la proteccion de las personas
respecto al tratamiento de datos personales y a la libre circulaciéon de estos datos.

Ya anteriormente, el Parlamento Europeo y el Consejo habian adoptado la Directiva 95/46/CE,
de 24 de octubre de 1995, relativa a la proteccion de las personas fisicas en lo que respecta al
tratamiento de datos personales y a la libre circulacién de estos datos, donde se recoge el
principio de que los sistemas de tratamiento de datos estan al servicio del hombre y que deben
respetar las libertades y derechos fundamentales de las personas fisicas, en particular la
intimidad, y contribuir al progreso econémico y social, al desarrollo de los intercambios y al
bienestar de los individuos.

Segun esta directiva, las legislaciones nacionales relativas al tratamiento de datos personales
tienen por objeto garantizar el respeto de los citados derechos vy libertades, particularmente el
derecho al respeto de la vida privada reconocido en el articulo 8 del Convenio Europeo para la
Proteccion de los Derechos Humanos y de las Libertades Fundamentales, asi como en los
principios generales del Derecho comunitario, y considera que la aproximacion de dichas
legislaciones debe tener por objeto asegurar un alto nivel de proteccion.
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Para la citada directiva, un elemento esencial de la proteccion de las personas, en lo que
respecta a la proteccién de los datos personales, es la creacién de una autoridad de control
que ejerza sus funciones con plena independencia en cada uno de los Estados miembros, la
cual debe disponer de los medios necesarios para cumplir su funcién, ya se trate de poderes
de investigacién o de intervencion.

La directiva da a los estados miembros un plazo de tres afios para la adopcion de las
disposiciones legales, reglamentarias y administrativas necesarias para dar cumplimiento a lo
establecido en la misma.

La actuacion de las instituciones comunitarias en materia de proteccion de datos no se ha
limitado a las directivas destinadas a los estados miembros, sino que también han adoptado
medidas destinadas a la proteccion de las personas fisicas en lo que respecta al tratamiento
de datos personales por las instituciones y los organismos comunitarios, mediante el
Reglamento (CE) N° 45/2001, del Parlamento Europeo y del Consejo, de 18 de diciembre de
2000, el cual incluso instituye una autoridad de control independiente (el Supervisor Europeo
de Proteccion de Datos).

Podria decirse que la garantia de un elevado nivel de proteccién de los datos personales y de
la intimidad es un principio inspirador de la normativa comunitaria, que tiene su proyeccion
incluso en propuestas de directiva cuya finalidad no es propiamente la regulacion de la
proteccién de los datos de caracter personal, como es el caso de la propuesta de directiva del
Parlamento Europeo y del Consejo relativa a un marco regulador comun de las redes y los
servicios de comunicaciones electrénicas (Diario Oficial n® C 365 E de 19/12/2000).

En el Derecho interno, la proteccion de datos de caracter personal se halla regulada, como
deciamos antes, en la Ley Orgéanica 15/1999, de 13 de diciembre, de Proteccion de Datos de
Carécter Personal, que, ademas de otras materias vinculadas con el derecho fundamental al
que se refiere el articulo 18.4 de la Constitucion, regula los aspectos basicos del régimen
juridico de la Agencia de Proteccién de Datos, que es la que se configura como la autoridad de
control independiente a la que se refiere la Directiva 95/46/CE.

La ley organica establece que la mayor parte de las funciones asignadas a la citada agencia,
cuando afecten a ficheros de datos de caracter personal creados o gestionados por las
comunidades auténomas y por la Administracion local de su ambito territorial, seran ejercidas
por los 6rganos correspondientes de cada comunidad, que tendran la consideracion de
autoridades de control, a los que garantizaran plena independencia y objetividad en el ejercicio
de su cometido. Criterio legal que es acorde con el articulo 28 de la Directiva 95/46/CE, segun
el cual los estados miembros dispondran de una o mas autoridades publicas que se
encargaran de vigilar la aplicacién, en su territorio, de las disposiciones adoptadas por ellos de
acuerdo con la citada directiva, y aflade que dichas autoridades ejerceran las funciones que
les son atribuidas con total independencia.

Desde el punto de vista de su ordenacion sistematica, la ley se halla dividida en tres titulos.

En el titulo I, de disposiciones generales, se concretan el objeto y el ambito de aplicacion de la
ley, delimitando los ficheros que quedan bajo su regulacién atendiendo a la Administracion
publica, instituciéon o corporacién que los crea o gestiona. La citada delimitacién se completa
con la enumeracién de los ficheros a los que no se aplicara la ley y de aquellos en los que ésta
serd de aplicacion limitada, por tener regimenes especificos. Contiene también una lista de
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definiciones muy util para precisar y unificar la terminologia especifica de la materia objeto de
regulacién; se regulan aspectos relacionados con la creacion, modificacion y supresién de
ficheros, limitaciones a la recogida de datos de caracter personal, informacién a los
interesados y seguridad de los ficheros de datos, asi como el procedimiento de reclamacion
ante la Agencia Vasca de Proteccion de Datos. Se trata de un titulo necesario para dar
coherencia sistematica e integridad a la ley, que requerira de un desarrollo posterior.

En el titulo Il se crea la Agencia Vasca de Proteccion de Datos y se regulan los aspectos
fundamentales de su régimen juridico. Contiene preceptos relativos al régimen del personal a
Su servicio, recursos econdmicos, régimen presupuestario, érganos de gobierno, funciones y
potestades. Es de resaltar la creacion del Registro de Proteccién de Datos como Organo
necesario de la agencia.

El titulo Il esta dedicado al régimen sancionador. En él se delimitan los sujetos responsables,
se tipifican las infracciones y se establecen las sanciones correspondientes. Como dice el
Reglamento (CE) N° 45/2001, antes citado, un sistema de proteccion de datos personales
requiere establecer derechos y obligaciones, pero también sanciones apropiadas para los
infractores. En nuestro caso, dadas las caracteristicas especiales de los titulares de los
ficheros, se presta especial atencién al supuesto de infracciones cometidas por el personal al
servicio de las administraciones, instituciones y corporaciones a cuyos ficheros se aplica la ley.

La ley contiene tres disposiciones adicionales, relativas a la necesaria comunicacion de los
ficheros existentes a la Agencia Vasca de Proteccion de Datos, a la utilizacion de los datos del
padrén municipal por las administraciones autonémica y forales para el ejercicio de sus
competencias, y al necesario respeto de las competencias del Ararteko y de la Agencia de
Proteccién de Datos del Estado.

Concluye con una disposicion final, en la que se autoriza al Gobierno Vasco para su desarrollo
y aplicacion.

DISPOSICIONES GENERALES

Articulo 1. Objeto

La presente ley tiene por objeto:
1. La regulacion de los ficheros de datos de caracter personal creados o gestionados por la
Comunidad Autonoma del Pais Vasco, los drganos forales de los territorios historicos y las
administraciones locales de la Comunidad Auténoma del Pais Vasco.
2. La creacion y regulacion de la Agencia Vasca de Proteccion de Datos.

Articulo 2. Ambito de aplicacion

1. La presente ley serad aplicable a los ficheros de datos de caracter personal creados o
gestionados, para el ejercicio de potestades de derecho publico, por:
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a) La Administracién General de la Comunidad Autonoma, los 6rganos forales de los
territorios histéricos y las administraciones locales del ambito territorial de la Comunidad
Auténoma del Pais Vasco, asi como los entes publicos de cualquier tipo, dependientes o
vinculados a las respectivas administraciones publicas, en tanto que los mismos hayan
sido creados para el gjercicio de potestades de derecho publico.

b) El Parlamento Vasco.

c¢) El Tribunal Vasco de Cuentas Publicas.

d) El Ararteko.

e) El Consejo de Relaciones Laborales.

f) El Consejo Economico y Social.

g) El Consejo Superior de Cooperativas.

h) La Agencia Vasca de Proteccion de Datos.

i) La Comision Arbitral.

j) Las corporaciones de derecho publico, representativas de intereses econdémicos y
profesionales, de la Comunidad Auténoma del Pais Vasco.

k) Cualesquiera otros organismos o instituciones, con o sin personalidad juridica, creados
por ley del Parlamento Vasco, salvo que ésta disponga lo contrario.

2. No obstante lo dispuesto en el nimero anterior, esta ley no sera de aplicacién a los ficheros:

a) Sometidos a la normativa sobre proteccién de materias clasificadas.

b) Establecidos para la investigacion del terrorismo y de formas graves de delincuencia
organizada.

¢) Regulados por la legislacion de régimen electoral.

d) Procedentes de imagenes y sonidos obtenidos mediante la utilizacién de videocamaras
por los cuerpos de Policia del Pais Vasco, de conformidad con la legislacién sobre la
materia.

3. Se regiran por sus disposiciones especificas y, en su caso, por lo especialmente previsto en
esta ley los tratamientos de datos personales que sirvan a fines exclusivamente estadisticos y
estén amparados por la legislacion sobre la funcion estadistica publica.

4. Las instituciones y centros sanitarios de caracter publico y los profesionales a su servicio
podran proceder al tratamiento de los datos de caracter personal relativos a la salud de las
personas que a ellos acudan o hayan de ser tratadas en los mismos, de acuerdo con lo
dispuesto en la legislacion sectorial sobre sanidad, sin perjuicio de la aplicacion de lo dispuesto
en esta ley en todo lo que no sea incompatible con aquella legislacion.

5. La aplicacién de lo dispuesto en esta ley a los ficheros de datos de caracter personal,
distintos de los citados en el nUmero 2 de este articulo, creados o gestionados por los cuerpos
de Policia del Pais Vasco se efectuara sin perjuicio de las especificidades de su régimen
juridico previstas en la Ley Organica 15/1999, de 13 de diciembre, de Proteccion de Datos de
Caracter Personal, y en la Ley 4/1992, de 17 de julio, de Policia del Pais Vasco.

Articulo 3. Definiciones

A los efectos de esta ley se entendera por:
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a) Datos de caracter personal: cualquier informacion concerniente a personas fisicas
identificadas o identificables. Se considerara identificable toda persona cuya identidad
pueda determinarse directa o indirectamente, en particular mediante un numero de
identificacion o uno o varios elementos especificos caracteristicos de su identidad fisica,
fisiologica, psiquica, econdmica, cultural o social.

b) Fichero: todo conjunto organizado de datos de caracter personal, cualquiera que fuera
la forma o modalidad de su creacidn, almacenamiento, organizacion y acceso.

c) Tratamiento de datos: operaciones y procedimientos técnicos, de caracter
automatizado o no, que permitan la recogida, grabacién, conservacion, elaboracion,
modificacion, bloqueo y cancelacién, asi como las cesiones de datos que resulten de
comunicaciones, consultas, interconexiones y transferencias.

d) Responsable del fichero o tratamiento: persona, institucién, entidad, corporacién u
organo administrativo al que estd adscrito el fichero y que decide sobre la finalidad,
contenido y uso del tratamiento. La disposicién por la que se cree el fichero determinara el
responsable del mismo. Sus funciones seran las establecidas en el documento de
seguridad.

e) Afectado o interesado: persona fisica titular de los datos que sean objeto del
tratamiento a que se refiere la letra ¢) de este articulo.

f) Encargado del tratamiento: persona fisica o juridica, autoridad publica, servicio o
cualquier otro organismo que, solo 0 conjuntamente con otros, trate datos personales por
cuenta del responsable del tratamiento.

g) Consentimiento del interesado: toda manifestacion de voluntad, libre, inequivoca,
especifica e informada, mediante la que el interesado consienta el tratamiento de datos
personales que la conciernen.

h) Cesion o comunicacion de datos: toda revelacion de datos realizada a persona distinta
del interesado.

Articulo 4. Creacidn, modificacidon y supresién de ficheros

1. La creacién, modificacion y supresion de ficheros de la Administracion de la Comunidad
Auténoma se realizara por orden del titular del departamento al que esté adscrito el fichero, la
cual debera contener todas las menciones exigidas por la legislacion en vigor y sera objeto de
publicacién en el Boletin Oficial del Pais Vasco. El procedimiento de elaboracién de la citada
orden sera el previsto para la elaboracion de disposiciones de caracter general.

2. En el caso de ficheros de datos de caracter personal de otras administraciones, instituciones
0 corporaciones, el acuerdo o disposicién por la que se cree, modifique o suprima debera
contener todas las menciones exigidas y sera publicada en el Boletin Oficial del Pais Vasco o
del territorio histérico, segun sea el ambito territorial al que se extienden sus funciones o
competencias.

Articulo 5. Recogida de datos de caracter personal

Las administraciones publicas y demas instituciones, corporaciones y entidades a que se
refiere el articulo 2.1 de esta ley s6lo podran recoger datos de caracter personal para su
tratamiento cuando sean adecuados, pertinentes y no excesivos para el ejercicio de las
respectivas competencias que tienen atribuidas. Salvo precepto legal en sentido contrario,
para la obtencion de dichos datos no sera preciso recabar el consentimiento de los afectados,
pero solo podran utilizarse para las finalidades determinadas, explicitas y legitimas para las
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gue se hubieran obtenido, sin perjuicio de su posible tratamiento posterior para fines historicos,
estadisticos o cientificos, de acuerdo con la legislacion aplicable.

Articulo 6. Informacién a los interesados

Los interesados a los que se soliciten datos de caracter personal seran previamente
informados, de conformidad con la legislacion sobre proteccion de dichos datos. No obstante,
cuando los datos no hayan sido recabados del propio interesado y la informacién a éste resulte
imposible o exija esfuerzos desproporcionados, en consideracion al nimero de interesados, a
la antigliedad de los datos y a las posibles medidas compensatorias, el director de la Agencia
Vasca de Proteccion de Datos, de acuerdo con la susodicha legislacion, podra dispensar al
responsable del fichero de la obligacion de informar a los interesados.

Articulo 7. Aprobacién del contenido minimo del documento de seguridad

En el ejercicio de sus potestades de autoorganizacion, los organos de gobierno de las
administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1 de esta
ley podran aprobar, en aplicacion de los preceptos relativos a la seguridad de los datos y para
aplicar a todos o parte de los ficheros de los que son titulares sus respectivas
administraciones, instituciones o corporaciones, el contenido minimo del documento de
seguridad que, en todo caso, deberan elaborar e implantar los responsables de fichero para
garantizar la seguridad de los datos de caracter personal contenidos en los citados ficheros.

Articulo 8. Procedimiento para el ejercicio de los derechos de los interesados

1. Los interesados podran ejercitar los derechos de oposicion, acceso, rectificacion,
cancelacién y cualesquiera otros que les reconozca la ley. El contenido material de los mismos
sera el determinado en la ley.

2. Cada administracién, institucibn o corporacion regulard reglamentariamente el
procedimiento para el ejercicio de los derechos sefialados en el nimero anterior, en relacion
con los ficheros de su titularidad a los que es de aplicacion esta ley. No se exigira
contraprestacion alguna por ello.

Articulo 9. Reclamaciones ante la Agencia Vasca de Proteccion de Datos

1. Las actuaciones contrarias a lo dispuesto en esta ley pueden ser objeto de reclamacién por
los interesados ante la Agencia Vasca de Proteccion de Datos, en la forma que
reglamentariamente se determine.

2. El interesado al que se deniegue, total o parcialmente, el ejercicio del derecho de oposicion,
acceso, rectificacién, cancelacion o cualquier otro que le reconozca la legislacion sobre
proteccidn de datos de caracter personal, podra ponerlo en conocimiento de la Agencia Vasca
de Proteccién de Datos, que debera asegurarse de la procedencia o improcedencia de la
denegacion.

3. El plazo maximo en que se debe dictar y notificar la resolucion expresa de tutela de
derechos es de seis meses, entendiéndose el silencio administrativo como desestimatorio de
la tutela pedida.
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4. Contra las resoluciones de la Agencia Vasca de Proteccion de Datos procedera recurso
contencioso-administrativo. Podra interponerse con caracter previo, potestativamente, recurso
de reposicion.

LA AGENCIA VASCA DE PROTECCION DE DATOS

Articulo 10. Creacion y régimen juridico

1. Se crea la Agencia Vasca de Proteccion de Datos como ente de derecho publico, con
personalidad juridica propia y plena capacidad publica y privada, que actia con plena
independencia de las administraciones publicas en el ejercicio de sus funciones. Se regira por
lo dispuesto en esta ley y en su estatuto propio, que sera aprobado por decreto del Gobierno
Vasco a propuesta de la Vicepresidencia.

2. La Agencia Vasca de Protecciéon de Datos sujetara su actividad a la Ley 30/1992, de 26 de
noviembre, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun, cuando ejerza potestades administrativas. En el resto de su actividad
se sometera a lo dispuesto en la Ley Orgéanica 15/1999, de 13 de diciembre, de Proteccion de
Datos de Caracter Personal, en esta ley y en las disposiciones de desarrollo de las mismas.

3. La Agencia Vasca de Proteccion de Datos estard sujeta al derecho publico vigente en
materia de adquisiciones patrimoniales y contratacion. Sus bienes y derechos perteneceran al
patrimonio de la Comunidad Autébnoma del Pais Vasco.

4. La representacion y defensa en juicio de la Agencia Vasca de Proteccion de Datos estara a
cargo de los servicios juridicos de la Administracion de la Comunidad Autdnoma del Pais
Vasco, conforme a lo dispuesto en sus normas reguladoras.

Articulo 11. Personal

1. Los puestos de trabajo de la Agencia Vasca de Proteccion de Datos seran desempefiados
por funcionarios de las administraciones publicas e instituciones a que se refiere el articulo 2.1
de esta ley y por personal contratado al efecto, segun la naturaleza de las funciones asignadas
a cada puesto de trabajo. Este personal estara obligado a guardar secreto respecto a los datos
de caracter personal que conozca en el desarrollo de su funcién.

2. El personal al servicio de la Agencia Vasca de Proteccién de Datos estard sometido a la
normativa reguladora de la funcion puablica en la Administracion General de la Comunidad
Autonoma. De conformidad con la misma, corresponde a la Agencia Vasca de Proteccion de
Datos determinar el régimen de acceso a sus puestos de trabajo, los requisitos y las
caracteristicas de las pruebas de seleccion, asi como la convocatoria, gestion y resolucion de
los procedimientos de provision de puestos de trabajo y promocion profesional.

3. Los puestos de trabajo que comporten el ejercicio de potestades publicas estaran
reservados a personal funcionario.
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Articulo 12. Recursos

La Agencia Vasca de Proteccion de Datos contara, para el cumplimiento de sus fines, con los
siguientes bienes y medios econdémicos:

a) Las asignaciones que se establezcan anualmente con cargo a los Presupuestos
Generales de la Comunidad Auténoma.

b) Las subvenciones y aportaciones que se concedan a su favor.

¢) Los ingresos, ordinarios y extraordinarios, derivados del ejercicio de sus actividades.

d) Los bienes y valores que constituyan su patrimonio, asi como los productos y rentas del
mismo.

e) Cualesquiera otros que legalmente puedan serle atribuidos.

Articulo 13. Presupuesto

La Agencia Vasca de Proteccion de Datos elaborara y aprobard con caracter anual el
correspondiente anteproyecto de presupuesto y lo remitira al Gobierno Vasco para que sea
integrado, con la debida independencia, en los Presupuestos Generales de la Comunidad
Autonoma, de acuerdo con la legislacién reguladora del régimen presupuestario de la
Comunidad Auténoma del Pais Vasco. Estard sometida a esta legislacion en lo relativo al
régimen de modificacion, ejecucion y liquidacion de su presupuesto, atendiendo a estos
efectos a la naturaleza de la entidad; al régimen de contabilidad publica y al control econémico
financiero y de gestion del Departamento de Hacienda y Administracion Publica de la
Administracién de la Comunidad Autébnoma, sin perjuicio de la fiscalizacién de sus actividades
econdmico-financieras y contables por el Tribunal Vasco de Cuentas Publicas.

Articulo 14. Organos de gobierno

Son érganos de gobierno de la Agencia Vasca de Proteccion de Datos el director, el Consejo
Consultivo y aquellos otros que se establezcan en su estatuto propio.

Articulo 15. El director

1. El director de la Agencia Vasca de Proteccion de Datos dirige la agencia y ostenta su
representacion. Sera nombrado por decreto del Gobierno Vasco, por un periodo de cuatro
afos.

2. Ejercera sus funciones con plena independencia y objetividad, y no estara sujeto a
instruccion alguna en el desempefio de aquellas. No obstante, el director debera oir al Consejo
Consultivo en aquellas propuestas que éste le realice en el ejercicio de sus funciones.

3. El director de la Agencia Vasca de Proteccion de Datos sélo cesara antes de la expiracion
de su periodo por alguna de las siguientes causas:

a) A peticion propia.

b) Por separacion, acordada por el Consejo de Gobierno, previa instruccién de expediente,
en el que necesariamente sera oido el Consejo Consultivo, por incumplimiento grave de sus
obligaciones, incapacidad sobrevenida para el ejercicio de su funcion, incompatibilidad o
condena por delito doloso.
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4. El director de la Agencia Vasca de Proteccion de Datos tendra la consideracion de alto
cargo, quedara en la situaciébn de servicios especiales si anteriormente estuviera
desempefiando una funcién publica, y estara sometido al régimen de incompatibilidades de los
altos cargos de la Administraciéon de la Comunidad Auténoma.

Articulo 16. El Consejo Consultivo

1. El director de la Agencia Vasca de Proteccion de Datos estara asesorado por un Consejo
Consultivo compuesto por los siguientes miembros:

a) Un representante del Parlamento Vasco, designado por éste.

b) Un representante de la Administracion de la Comunidad Auténoma del Pais Vasco,
designado por el Consejo de Gobierno.

¢) Un representante de los territorios historicos, designado por éstos de comun acuerdo.

d) Un representante de las entidades locales del ambito territorial de la Comunidad
Autonoma del Pais Vasco, designado por la asociacion mas representativa de las mismas
en el citado ambito territorial.

e) Dos expertos, uno en informética y otro en el ambito de los derechos fundamentales,
designados por la Universidad del Pais Vasco previa consulta a las corporaciones de
derecho publico de la Comunidad Auténoma del Pais Vasco.

2. El Consejo Consultivo aprobard sus propias normas de organizacion y funcionamiento, en
las que se preveran las figuras de presidente y secretario, asi como el sistema para su
eleccién o designacion.

Articulo 17. Funciones

1. Son funciones de la Agencia Vasca de Proteccion de Datos, en relacion con los ficheros a
gue se refiere el articulo 2.1 de esta ley y en el ambito de las competencias de la Comunidad
Auténoma del Pais Vasco:

a) Velar por el cumplimiento de la legislacion sobre proteccion de datos y controlar su
aplicacién, en especial en lo relativo a los derechos de informacién, acceso, rectificacion,
oposicién y cancelacion de datos.

b) Emitir las autorizaciones previstas en las leyes y reglamentos.

c¢) Dictar, en su caso, y sin perjuicio de las competencias de otros érganos, las instrucciones
precisas para adecuar los tratamientos a los principios de la legislacion vigente en materia
de proteccion de datos.

d) Atender las peticiones y reclamaciones formuladas por los afectados.

e) Proporcionar informacién a las personas acerca de sus derechos en materia de
tratamiento de los datos de caracter personal.

f) Requerir a los responsables y a los encargados de los tratamientos, previa audiencia de
éstos, la adopcion de las medidas necesarias para la adecuacion del tratamiento de datos a
la legislacion en vigor y, en su caso, ordenar la cesacion de los tratamientos y la cancelacion
de los ficheros cuando no se ajuste a dicha legislacion, salvo en la que se refiera a
transferencias internacionales de datos.

g) Ejercer la potestad sancionadora y, en su caso, proponer la iniciacion de procedimientos
disciplinarios contra quienes estime responsables de las infracciones tipificadas en el
articulo 22 de esta ley, asi como adoptar las medidas cautelares que procedan, salvo en lo
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que se refiera a las transferencias internacionales de datos. Todo ello en los términos
previstos en esta ley.

h) Informar, con caracter preceptivo, los proyectos de disposiciones generales que
desarrollen esta ley.

i) Recabar de los responsables de los ficheros cuanta ayuda e informacion estime necesaria
para el desempefio de sus funciones.

j) Velar por la publicidad de la existencia de los ficheros de datos con caracter personal, a
cuyo efecto publicara anualmente una relacion de dichos ficheros con la informacion
adicional que el director de la Agencia Vasca de Proteccion de Datos determine.

k) Redactar una memoria anual y remitirla a la Vicepresidencia del Gobierno Vasco.

I) Velar por el cumplimiento de las disposiciones que la legislacion sobre la funcién
estadistica publica establece respecto a la recogida de datos estadisticos y al secreto
estadistico, asi como dictar las instrucciones precisas, dictaminar sobre las condiciones de
seguridad de los ficheros constituidos con fines exclusivamente estadisticos y ejercer la
potestad a la que se refiere el articulo 24.

m) Colaborar con la Agencia de Proteccion de Datos del Estado y entidades similares de
otras comunidades auténomas en cuantas actividades sean necesarias para una mejor
proteccién de la seguridad de los ficheros de datos de caracter personal y de los derechos
de los ciudadanos en relacién con los mismos.

n) Atender a las consultas que en materia de proteccion de datos de caracter personal le
formulen las administraciones publicas, instituciones y corporaciones a que se refiere el
articulo 2.1 de esta ley, asi como otras personas fisicas o juridicas, en relacion con los
tratamientos de datos de caracter personal incluidos en el ambito de aplicacion de esta ley.
0) Cuantas otras le sean atribuidas por las leyes y reglamentos.

2. A los efectos de las funciones a que se refiere el nimero anterior, la Agencia Vasca de
Proteccion de Datos tendra la consideracién de autoridad de control, y la ley le garantiza la
plena independencia y objetividad en el ejercicio de su cometido.

Articulo 18. Registro de Proteccion de Datos

1. Se crea el Registro de Proteccién de Datos, como érgano integrado en la Agencia Vasca de
Proteccion de Datos en los términos que se establezcan en los estatutos de ésta.

2. Seran objeto de inscripcién en el Registro de Proteccion de Datos:

a) Los ficheros a los que se refiere el articulo 2.1 de esta ley.

b) Las autorizaciones a las que se refiere la Ley Organica 15/1999, de 13 de diciembre, de
Proteccion de Datos de Caracter Personal.

¢) Los codigos tipo que afecten a los ficheros inscritos.

d) Los datos relativos a los ficheros inscritos que sean necesarios para el ejercicio de los
derechos de informacion, acceso, rectificacion, cancelacion y oposicion.

3. El Registro de Proteccion de Datos podra denegar la inscripcion solicitada cuando considere
que la peticion no se ajusta a derecho. En este caso, el director de la Agencia Vasca de
Proteccién de Datos debera requerir al solicitante para que efectle las correcciones oportunas.

4. Reglamentariamente se regulara el procedimiento de inscripcién de los ficheros a los que se
refiere el articulo 2.1 de esta ley en el Registro de Protecciéon de Datos, el contenido de la
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inscripcion, su modificacion, cancelacion, reclamaciones y recursos contra las resoluciones
correspondientes, y demas extremos pertinentes.

5. El Registro de Proteccion de Datos sera de consulta publica y gratuita. Cualquier persona
podra conocer, recabando la informacion oportuna del citado registro, la existencia de
tratamientos de datos de caracter personal, sus finalidades y la identidad del responsable del
tratamiento.

Articulo 19. Potestad de inspeccién

1. La Agencia Vasca de Proteccion de Datos, como autoridad de control, podra inspeccionar
los ficheros a los que se refiere el articulo 2.1 de esta ley, recabando cuanta informacién
precise para el cumplimiento de su cometido. A tal efecto, podra solicitar la exhibicion o el
envio de documentos y datos y examinarlos en el lugar en que se encuentren depositados, asi
como inspeccionar los equipos fisicos y logicos utilizados para el tratamiento de datos,
accediendo a los locales donde se hallen instalados.

2. Los funcionarios que ejerzan la inspeccion a que se refiere el nimero anterior tendran la
consideracion de autoridad publica en el desempefio de sus cometidos, y estaran obligados a
guardar secreto sobre las informaciones que conozcan en el ejercicio de sus funciones, incluso
después de haber cesado en las mismas.

Articulo 20. Requerimientos a los titulares de los ficheros

Cuando el director de la Agencia Vasca de Proteccion de Datos constate que el mantenimiento
y uso de un determinado fichero incluido en el ambito de aplicacion de esta ley contraviene
algun precepto de la misma o de las disposiciones que la desarrollen, podra requerir a la
administracion publica, institucidon o corporacion titular del fichero que adopte las medidas
correctoras que determine en el plazo que expresamente se fije en el requerimiento. Si la
administracion requerida incumpliera el requerimiento formulado, el director de la Agencia
Vasca de Proteccion de Datos, sin perjuicio de otras medidas que pueda adoptar de acuerdo
con el articulo 17.f) de esta ley, podra recurrir la resolucién o la actitud omisiva adoptada por
aquella administracion, teniendo, a estos efectos, la condicién de interesado.

REGIMEN SANCIONADOR

Articulo 21. Responsables

Los responsables de los ficheros a los que se refiere el articulo 2.1 de esta ley y los
encargados de los tratamientos de los mismos estaran sujetos al régimen de infracciones y
sanciones establecido en esta ley.

Articulo 22. Tipos de infracciones

1. Las infracciones se calificardn como leves, graves o muy graves.

2. Son infracciones leves:
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a) No atender, por motivos formales, la solicitud del interesado de rectificacion o cancelaciéon
de los datos personales objeto de tratamiento, cuando legalmente proceda.

b) No proporcionar la informacién que solicite la Agencia Vasca de Proteccion de Datos en
el ejercicio de las competencias que tiene legalmente atribuidas, en relacién con aspectos
no sustantivos de la proteccion de datos.

¢) No solicitar la inscripcién del fichero de datos de caracter personal en el Registro de
Proteccién de Datos, cuando no sea constitutivo de infraccion grave.

d) Proceder a la recogida de datos de caracter personal de los propios afectados sin
proporcionarles la informacién legalmente exigida.

e) Incumplir el deber de secreto legalmente establecido, salvo que constituya infraccion
grave.

3. Son infracciones graves:

a) Proceder a la creacion de ficheros, o iniciar la recogida de datos de caracter personal
para los mismos, sin autorizacion de disposicion general publicada en el Boletin Oficial del
Pais Vasco o en el del territorio historico correspondiente.

b) Proceder a la recogida de datos de caracter personal sin recabar el consentimiento
expreso de las personas afectadas, en los casos en que éste sea exigido.

c) Tratar los datos de caracter personal o usarlos posteriormente con conculcacion de los
principios y garantias legalmente establecidos o con incumplimiento de los preceptos de
proteccion que impongan las disposiciones reglamentarias de desarrollo, cuando no
constituya infraccion muy grave.

d) El impedimento o la obstaculizacion del ejercicio de los derechos de acceso y oposicion y
la negativa a facilitar la informacion que sea solicitada.

e) Mantener datos de caracter personal inexactos o no efectuar las rectificaciones o
cancelaciones de los mismos que legalmente proceda cuando resulten afectados los
derechos de las personas amparadas por la legislacion de proteccion de datos de caracter
personal.

f) La vulneracion del deber de guardar secreto sobre los datos de caracter personal
incorporados a ficheros que contengan datos relativos a la comision de infracciones
administrativas o0 penales 0 a Hacienda publica, asi como aquellos otros ficheros que
contengan un conjunto de datos de caracter personal suficientes para obtener una
evaluacion de la personalidad del individuo.

g) Mantener los ficheros, locales, programas o equipos que contengan datos de caracter
personal sin las debidas condiciones de seguridad.

h) No remitir a la Agencia Vasca de Proteccién de Datos las comunicaciones previstas en
las leyes y reglamentos, asi como no proporcionar a la misma cuantos documentos e
informaciones deba recibir 0 sean requeridos por aquélla a tales efectos.

i) La obstruccioén al ejercicio de la funcion inspectora.

i) No inscribir el fichero de datos de caracter personal en el Registro de Proteccion de
Datos, cuando haya sido requerido para ello por el director de la Agencia Vasca de
Proteccién de Datos.

k) Incumplir el deber de informacién legalmente establecido, cuando los datos hayan sido
recabados de persona distinta del afectado.

4. Son infracciones muy graves:

a) La recogida de datos en forma engafiosa y fraudulenta.
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b) La comunicacién o cesion de datos de caracter personal, fuera de los casos en que estén
permitidas.

¢) Recabar y tratar datos de caracter personal que revelen ideologia, afiliacion sindical,
religion o creencias, cuando no medie consentimiento expreso del afectado.

d) Recabar y tratar datos referidos al origen racial, a la salud o a la vida sexual, cuando no lo
disponga una ley o el afectado no haya consentido expresamente.

e) Crear ficheros con la finalidad exclusiva de almacenar datos de caracter personal que
revelen la ideologia, afiliacion sindical, religién, creencias, origen racial o étnico o vida
sexual.

f) No cesar en el uso ilegitimo de los tratamientos de datos de caracter personal cuando sea
requerido para ello por el director de la Agencia Vasca de Proteccion de Datos o por los
titulares del derecho de acceso.

g) Tratar los datos de caracter personal de forma ilegitima o con menosprecio de los
principios y garantias que les sean de aplicacion, cuando con ello se impida o se atente
contra el ejercicio de los derechos fundamentales.

h) La vulneracién del deber de guardar secreto sobre los datos de caracter personal a que
hace referencia la letra €) de este mismo apartado, asi como los que hayan sido recabados
para fines policiales sin consentimiento de las personas afectadas.

i) No atender u obstaculizar de forma sistematica el ejercicio de los derechos de acceso,
rectificacion, cancelacion u oposicion.

i) No atender de forma sistematica el deber legal de notificacién de la inclusién de datos de
caracter personal en un fichero.

5. La tipificacién de infracciones que contiene este articulo se entiende sin perjuicio de las
tipificadas en la legislacion estatal sobre proteccion de datos, en aquellos aspectos sobre los
que la Comunidad Auténoma del Pais Vasco carece de competencia.

Articulo 23. Tipos de sanciones
1. Las infracciones leves seran sancionadas con multa de 601,01 a 60.101,21 euros.
2. Las infracciones graves seran sancionadas con multa de 60.101,21 a 300.506,05 euros.

3. Las infracciones muy graves seran sancionadas con multa de 300.506,05 a 601.012,1
euros.

4. La cuantia de las sanciones se graduara atendiendo a la naturaleza de los derechos
personales afectados, al volumen de los tratamientos efectuados, a los beneficios obtenidos, al
grado de intencionalidad, a la reincidencia, a los dafios y perjuicios causados a las personas
interesadas y a terceras personas, y a cualquier otra circunstancia que sea relevante para
determinar el grado de antijuridicidad y de culpabilidad presentes en la concreta actuacion
infractora.

5. Si, en razdn de las circunstancias concurrentes, se apreciara una cualificada disminucién de
la culpabilidad del imputado o de la antijuridicidad del hecho, el 6rgano sancionador
establecera la cuantia de la sancién aplicando la escala relativa a la clase de infracciones que
preceda inmediatamente en gravedad a aquélla en que se integra la considerada en el caso de
que se trate.
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6. En ninglin caso podra imponerse una sancion mas grave que la fijada en la ley para la clase
de infraccién en la que se integre la que se pretenda sancionar.

7. El Gobierno Vasco actualizara periddicamente la cuantia de las sanciones, de acuerdo con
las variaciones que experimenten los indices de precios.

Articulo 24. Infracciones cometidas por las administraciones publicas, instituciones y
corporaciones de Derecho publico

1. Cuando, instruido el correspondiente procedimiento, se llegue a la conclusion de que se ha
cometido alguna o algunas de las infracciones a que se refiere el articulo anterior, en relacién
con los ficheros a que se refiere el articulo 2.1 de esta ley, el director de la Agencia Vasca de
Proteccién de Datos dictard una resolucion estableciendo las medidas que procede adoptar
para que cesen o se corrijan los efectos de la infraccién. Esta resolucion se notificara al
responsable del fichero, al érgano del que dependa jerarquicamente y a los afectados, si los
hubiera, y la misma agota la via administrativa.

2. El director de la Agencia Vasca de Proteccion de Datos podra proponer también la iniciacion
de actuaciones disciplinarias, si procedieran. El procedimiento y las sanciones a aplicar seran
los establecidos en la legislacion reguladora del régimen disciplinario de los funcionarios y
personal al servicio de las administraciones publicas, instituciones y corporaciones a las que
se refiere el articulo 2.1 de esta ley. A estos efectos, las infracciones tipificadas en esta ley
completaran el régimen disciplinario que sea de aplicacion.

3. En el supuesto de que haya que seguir un procedimiento sancionador, se estara a lo
dispuesto en la Ley 2/1998, de 20 de febrero, de la Potestad Sancionadora de las
Administraciones Publicas de la Comunidad Autonoma del Pais Vasco.

4. Se deberadn comunicar a la Agencia Vasca de Proteccion de Datos las resoluciones que
recaigan en relacion con las medidas y actuaciones a que se refieren los nimeros anteriores.

5. El director de la Agencia Vasca de Proteccién de Datos comunicara al Ararteko las
actuaciones que efectle y las resoluciones que dicte al amparo de los nimeros anteriores.

Articulo 25. Inmovilizacion de ficheros

En los supuestos, constitutivos de infracciébn muy grave, de utilizacion o cesion ilicita de los
datos de caracter personal en que se impida gravemente o se atente de igual modo contra el
ejercicio de los derechos de los ciudadanos y el libre desarrollo de la personalidad que la
Constitucion y las leyes garantizan, el director de la Agencia Vasca de Proteccion de Datos
podra requerir a los responsables de ficheros de datos de caracter personal la cesacion en la
utilizacion o cesion ilicita de los datos. Si el requerimiento fuera desatendido, podra, mediante
resolucion motivada, inmovilizar tales ficheros a los solos efectos de restaurar los derechos de
las personas afectadas.

DISPOSICIONES ADICIONALES

Primera. Comunicacién de ficheros a la Agencia Vasca de Protecciéon de Datos

Las administraciones publicas, instituciones y corporaciones a que se refiere el articulo 2.1) de
esta ley comunicaran a la Agencia Vasca de Protecciéon de Datos, en el plazo de tres meses a
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partir de la entrada en vigor de esta ley, los ficheros de datos de caracter personal sefialados
en aquel precepto que sean de su titularidad. Previamente deberan tener aprobada y publicada
la disposicion reguladora del correspondiente fichero.

Segunda. Comunicacion de datos del padrén

1. Las administraciones general y forales de la Comunidad Auténoma del Pais Vasco podran
solicitar al Euskal Estatistika-Erakundea/Instituto Vasco de Estadistica, en los términos que se
establecen en la disposicién adicional segunda de la Ley Organica 15/1999, de 13 de
diciembre, de Proteccion de Datos de Caracter Personal, y articulo 17.3 de la Ley 7/1985, de 2
de abril, reguladora de las Bases del Régimen Local, sin consentimiento del interesado, una
copia actualizada del fichero formado con los datos del nombre, apellidos, domicilio, sexo y
fecha de nacimiento que constan en los padrones municipales de habitantes correspondientes
a los territorios donde ejerzan sus competencias, para la creacion de ficheros o registros de
poblacion. Estos ficheros o registros de poblacion tendran como finalidad la comunicacién de
los distintos érganos de cada administracion publica con los interesados residentes en los
respectivos territorios, respecto a las relaciones juridico-administrativas derivadas de las
competencias respectivas de las administraciones publicas.

2. A los efectos de lo dispuesto en el parrafo anterior, se modifica el articulo 29 de la Ley
4/1986, de 28 de abril, de Estadistica de la Comunidad Auténoma de Euskadi, en los
siguientes términos: la redaccion actual del citado precepto queda como namero 1 del mismo,
al que se afiade un ndmero 2 con el siguiente texto:

"2. El Euskal Estatistika-Erakundea/Instituto Vasco de Estadistica actuara también como
depositario de copias de los padrones municipales de todos los municipios de la Comunidad
Auténoma del Pais Vasco, a cuyos efectos éstos le deberan remitir copias de los citados
registros administrativos en los términos que se establezcan reglamentariamente”.

Tercera. Competencias del Ararteko y de la Agencia de Proteccion de Datos del Estado

Lo dispuesto en esta ley se entiende sin perjuicio de las competencias que tengan atribuidas el
Ararteko y la Agencia de Proteccion de Datos del Estado.

DISPOSICION FINAL

Desarrollo y aplicacién
1. Se autoriza al Gobierno Vasco para el desarrollo y aplicacion de lo dispuesto en esta ley.

2. Se autoriza al Departamento de Hacienda y Administracion Publica para crear la seccion
presupuestaria correspondiente y para realizar, de acuerdo con la legislacion reguladora del
régimen presupuestario de la Comunidad Auténoma del Pais Vasco, las modificaciones
presupuestarias precisas para la aplicacion de lo dispuesto en esta ley.

Por consiguiente, ordeno a todos los ciudadanos y ciudadanas de Euskadi, particulares y
autoridades, que la guarden y hagan guardarla.
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Real Decreto 1720/2007, de 21 de diciembre, por el que se aprueba el Reglamento de
desarrollo de la Ley Organica 15/1999, de 13 de diciembre de Proteccion de datos de
caracter personal

La actual Ley Organica 15/1999, de 13 de diciembre de Proteccién de datos de caracter
personal adapté nuestro ordenamiento a lo dispuesto por la Directiva 95/46/CE del Parlamento
Europeo y del Consejo de 24 de octubre de 1995, relativa a la proteccion de las personas
fisicas en lo que respecta al tratamiento de datos personales y a la libre circulacion de estos
datos, derogando a su vez la hasta entonces vigente Ley Organica 5/1992, de 29 de octubre,
de Regulacion del tratamiento automatizado de datos de caracter personal.

La nueva ley, que ha nacido con una amplia vocacién de generalidad, prevé en su articulo 1
que «tiene por objeto garantizar y proteger, en lo que concierne al tratamiento de los datos
personales, las libertades publicas y los derechos fundamentales de las personas fisicas, y
especialmente de su honor e intimidad personal». Comprende por tanto el tratamiento
automatizado y el no automatizado de los datos de caracter personal.

A fin de garantizar la necesaria seguridad juridica en un ambito tan sensible para los derechos
fundamentales como el de la proteccion de datos, el legislador declaré subsistentes las normas
reglamentarias existentes y, en especial, los reales decretos 428/1993, de 26 de marzo, por el
gue se aprueba el Estatuto de la Agencia de Proteccion de Datos, 1332/1994, de 20 de junio,
por el que se desarrollan determinados aspectos de la Ley Organica 5/1992, de 29 de octubre
de Regulacion del tratamiento automatizado de los datos de caracter personal y 994/1999, de
11 de junio, por el que se aprueba el Reglamento de Medidas de seguridad de los ficheros
automatizados que contengan datos de caracter personal, a la vez que habilité al Gobierno
para la aprobacién o modificacion de las disposiciones reglamentarias necesarias para la
aplicacion y desarrollo de la Ley Orgénica 15/1999.

Por otra parte, la Ley 34/2002, de 11 de julio, de Servicios de la sociedad de la informacion y
de comercio electronico y la Ley 32/2003, de 3 de noviembre, General de Telecomunicaciones
atribuyen competencias en materia sancionadora a la Agencia Espafiola de Proteccion de
Datos. Estas requieren de desarrollo reglamentario con la peculiaridad de que ambas normas
se ordenan a la tutela no solo de los derechos de las personas fisicas, sino también de las
juridicas.

Este Reglamento comparte con la Ley Organica la finalidad de hacer frente a los riesgos que
para los derechos de la personalidad pueden suponer el acopio y tratamiento de datos
personales. Por ello, ha de destacarse que esta norma reglamentaria nace con la vocacion de
no reiterar los contenidos de la norma superior y de desarrollar, no sélo los mandatos
contenidos en la Ley Orgénica de acuerdo con los principios que emanan de la Directiva, sino
también aquellos que en estos afios de vigencia de la Ley se ha demostrado que precisan de
un mayor desarrollo normativo.

Por tanto, se aprueba este Reglamento partiendo de la necesidad de dotar de coherencia a la
regulaciéon reglamentaria en todo lo relacionado con la transposicién de la Directiva y de
desarrollar los aspectos novedosos de la Ley Organica 15/1999, junto con aquellos en los que
la experiencia ha aconsejado un cierto de grado de precisién que dote de seguridad juridica al
sistema.
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El Reglamento viene a abarcar el ambito tutelado anteriormente por los reales decretos
1332/1994, de 20 de junio, y 994/1999, de 11 de junio, teniendo en cuenta la necesidad de fijar
criterios aplicables a los ficheros y tratamientos de datos personales no automatizados. Por
otra parte, la atribucién de funciones a la Agencia Espafiola de Proteccién de Datos por la Ley
34/2002, de 11 de julio, de Servicios de la sociedad de la informacion y de comercio
electronico y la Ley 32/2003, de 3 de noviembre, General de Telecomunicaciones obliga a
desarrollar también los procedimientos para el ejercicio de la potestad sancionadora por la
Agencia.

El Reglamento se estructura en nueve titulos cuyo contenido desarrolla los aspectos
esenciales en esta materia.

El titulo | contempla el objeto y &mbito de aplicacion del Reglamento. A lo largo de la vigencia
de la Ley Orgéanica 15/1999, se ha advertido la conveniencia de desarrollar el apartado 2 de su
articulo 2 para aclarar qué se entiende por ficheros y tratamientos relacionados con
actividades personales o domésticas, aspecto muy relevante dado que estan excluidos de la
normativa sobre proteccion de datos de caracter personal.

Por otra parte, el presente reglamento no contiene previsiones para los tratamientos de datos
personales a los que se refiere el apartado 3 del articulo 2 de la ley orgénica, dado que se
rigen por sus disposiciones especificas y por lo especialmente previsto, en su caso, por la
propia Ley Orgéanica 15/1999. En consecuencia, se mantiene el régimen juridico propio de
estos tratamientos y ficheros.

Ademads, en este titulo se aporta un conjunto de definiciones que ayudan al correcto
entendimiento de la norma, lo que resulta particularmente necesario en un ambito tan
tecnificado como el de la proteccion de datos personales. Por otra parte, fija el criterio a seguir
en materia de computo de plazos con el fin de homogeneizar esta cuestion evitando
distinciones que suponen diferencias de trato de los ficheros publicos respecto de los privados.
El titulo I, se refiere a los principios de la proteccion de datos. Reviste particular importancia la
regulaciéon del modo de captacion del consentimiento atendiendo a aspectos muy especificos
como el caso de los servicios de comunicaciones electrénicas y, muy particularmente, la
captacion de datos de los menores. Asimismo, se ofrece lo que no puede definirse sino como
un estatuto del encargado del tratamiento, que sin duda contribuird a clarificar todo lo
relacionado con esta figura. Las previsiones en este ambito se completan con lo dispuesto en
el titulo VIII en materia de seguridad dotando de un marco coherente a la actuacion del
encargado.

El titulo Il se ocupa de una cuestion tan esencial como los derechos de las personas en este
ambito. Estos derechos de acceso, rectificacién, cancelacion y oposicion al tratamiento, segun
ha afirmado el Tribunal Constitucional en su sentencia nimero 292/2000, constituyen el haz de
facultades que emanan del derecho fundamental a la proteccion de datos y «sirven a la capital
funcion que desempefia este derecho fundamental: garantizar a la persona un poder de control
sobre sus datos personales, lo que so6lo es posible y efectivo imponiendo a terceros los
mencionados deberes de hacer».

A continuacion, los titulos IV a VII permiten clarificar aspectos importantes para el trafico
ordinario, como la aplicacion de criterios especificos a determinado tipo de ficheros de
titularidad privada que por su trascendencia lo requerian -los relativos a la solvencia
patrimonial y crédito y los utilizados en actividades de publicidad y prospecciéon comercial-, el
conjunto de obligaciones materiales y formales que deben conducir a los responsables a la
creacién e inscripcién de los ficheros, los criterios y procedimientos para la realizacion de las
transferencias internacionales de datos, y, finalmente, la regulacién de un instrumento, el
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codigo tipo, llamado a jugar cada vez un papel mas relevante como elemento dinamizador del
derecho fundamental a la proteccion de datos.

El titulo VIII regula un aspecto esencial para la tutela del derecho fundamental a la proteccion
de datos, la seguridad, que repercute sobre multiples aspectos organizativos, de gestion y aln
de inversion, en todas las organizaciones que traten datos personales. La repercusion del
deber de seguridad obligaba a un particular rigor ya que en esta materia han confluido distintos
elementos muy relevantes. Por una parte, la experiencia dimanante de la aplicaciéon del Real
Decreto 994/1999 permitia conocer las dificultades que habian enfrentado los responsables e
identificar los puntos débiles y fuertes de la regulacion. Por otra, se reclamaba la adaptacion
de la regulacion en distintos aspectos. En este sentido, el reglamento trata de ser
particularmente riguroso en la atribucion de los niveles de seguridad, en la fijacion de las
medidas que corresponda adoptar en cada caso y en la revisién de las mismas cuando ello
resulte necesario. Por otra parte, ordena con mayor precision el contenido y las obligaciones
vinculadas al mantenimiento del documento de seguridad. Ademas, se ha pretendido regular la
materia de modo que contemple las multiples formas de organizacion material y personal de la
seguridad que se dan en la practica. Por Gltimo, se regula un conjunto de medidas destinadas
a los ficheros y tratamientos estructurados y no automatizados que ofrezca a los responsables
un marco claro de actuacion.

Finalmente en el titulo IX, dedicado a los procedimientos tramitados por la Agencia Espafiola
de Proteccion de Datos, se ha optado por normar exclusivamente aquellas especialidades que
diferencian a los distintos procedimientos tramitados por la Agencia de las normas generales
previstas para los procedimientos en la Ley 30/1992, de 26 de noviembre, de Régimen Juridico
de las Administraciones Publicas y del Procedimiento Administrativo Comun, cuya aplicacion
se declara supletoria al presente Reglamento.

En su virtud, a propuesta del Ministro de Justicia, con la aprobacién previa de la Ministra de
Administraciones Publicas, de acuerdo con el Consejo de Estado y previa deliberacion del
Consejo de Ministros en su reunion del dia 21 de diciembre de 2007.

DISPONGO:
Articulo Unico. Aprobacion del reglamento.

Se aprueba el Reglamento de desarrollo de la Ley Organica 15/1999, de 13 de diciembre, de
Proteccion de datos de caracter personal, cuyo texto se incluye a continuacion.

Disposicion transitoria primera. Adaptacion de los codigos tipo inscritos en el Registro General
de Proteccion de Datos.

En el plazo de un afio desde la entrada en vigor del presente real decreto deberan notificarse a
la Agencia Espafiola de Proteccion de Datos las modificaciones que resulten necesarias en los
cédigos tipo inscritos en el Registro General de Proteccién de Datos para adaptar su contenido
a lo dispuesto en el titulo VII del mismo.

DISPOSICION TRANSITORIA
Segunda. Plazos de implantacion de las medidas de seguridad.

La implantacién de las medidas de seguridad previstas en el presente real decreto debera
producirse con arreglo a las siguientes reglas:

1.2 Respecto de los ficheros automatizados que existieran en la fecha de entrada en vigor
del presente real decreto:
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a) En el plazo de un afio desde su entrada en vigor, deberan implantarse las medidas de
seguridad de nivel medio exigibles a los siguientes ficheros:

1.° Aquellos de los que sean responsables las Entidades Gestoras y Servicios
Comunes de la Seguridad Social y se relacionen con el ejercicio de sus
competencias.

2.° Aquellos de los que sean responsables las mutuas de accidentes de trabajo y
enfermedades profesionales de la Seguridad Social.

3.9 Aquellos que contengan un conjunto de datos de caracter personal que ofrezcan
una definicion de las caracteristicas o de la personalidad de los ciudadanos y que
permitan evaluar determinados aspectos de la personalidad o del comportamiento de
los mismos, respecto de las medidas de este nivel que no fueran exigibles conforme
a lo previsto en el articulo 4.4 del Reglamento de Medidas de seguridad de los
ficheros automatizados de datos de caracter personal, aprobado por Real Decreto
994/1999, de 11 de junio.

b) En el plazo de un afio desde su entrada en vigor deberan implantarse las medidas de
seguridad de nivel medio y en el de dieciocho meses desde aquella fecha, las de nivel
alto exigibles a los siguientes ficheros:

1.° Aquellos que contengan datos derivados de actos de violencia de género.

2.° Aquellos de los que sean responsables los operadores que presten servicios de
comunicaciones electrénicas disponibles al publico o exploten redes publicas de
comunicaciones electrénicas respecto a los datos de trafico y a los datos de
localizacion.

¢) En los demas supuestos, cuando el presente reglamento exija la implantacion de una
medida adicional, no prevista en el Reglamento de Medidas de seguridad de los ficheros
automatizados de datos de caracter personal, aprobado por Real Decreto 994/1999, de
11 de junio, dicha medida debera implantarse en el plazo de un afio desde la entrada en
vigor del presente real decreto.

2.2 Respecto de los ficheros no automatizados que existieran en la fecha de entrada en
vigor del presente real decreto:

a) Las medidas de seguridad de nivel basico deberan implantarse en el plazo de un afio
desde su entrada en vigor.

b) Las medidas de seguridad de nivel medio deberan implantarse en el plazo de
dieciocho meses desde su entrada en vigor.

¢) Las medidas de seguridad de nivel alto deberan implantarse en el plazo de dos afios
desde su entrada en vigor.

3.2 Los ficheros, tanto automatizados como no automatizados, creados con posterioridad a
la fecha de entrada en vigor del presente real decreto deberan tener implantadas, desde el
momento de su creacion la totalidad de las medidas de seguridad reguladas en el mismo.
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Tercera. Régimen transitorio de las solicitudes para el ejercicio de los derechos de las
personas.

A las solicitudes para el ejercicio de los derechos de acceso, oposicion, rectificacion y
cancelacion que hayan sido efectuadas antes de la entrada en vigor del presente real decreto,
no les sera de aplicacion el mismo, rigiéndose por la normativa anterior.

Cuarta. Régimen transitorio de los procedimientos.

A los procedimientos ya iniciados antes de la entrada en vigor del presente real decreto, no les
sera de aplicacién el mismo, rigiéndose por la normativa anterior.

Quinta. Régimen transitorio de las actuaciones previas.

A las actuaciones previas iniciadas con anterioridad a la entrada en vigor del presente real
decreto, no les sera de aplicacion el mismo, rigiéndose por la normativa anterior.

El presente real decreto se aplicara a las actuaciones previas que se inicien después de su
entrada en vigor.

DISPOSICION DEROGATORIA
Unica. Derogacién normativa.

Quedan derogados el Real Decreto 1332/1994, de 20 de junio, por el que se desarrollan
determinados aspectos de la Ley Orgénica 5/1992, de 29 de octubre, de Regulacion del
tratamiento automatizado de los datos de caracter personal, el Real Decreto 994/1999, de 11
de junio, por el que se aprueba el Reglamento de Medidas de seguridad de los ficheros
automatizados que contengan datos de caracter personal y todas las normas de igual o inferior
rango que contradigan o se opongan a lo dispuesto en el presente real decreto.

DISPOSICION FINAL
Primera. Titulo competencial.

El titulo I, con excepcion del apartado c) del articulo 4, los titulos 11, 1ll, VIl y VIII, asi como los
articulos 52, 53.3, 53.4, 54, 55.1, 55.3, 56, 57, 58 y 63.3 del reglamento se dictan al amparo de
lo dispuesto en el articulo 149.1.1.2 de la Constitucién, que atribuye al Estado la competencia
exclusiva para la regulacion de las condiciones béasicas que garanticen la igualdad de todos los
espafioles en el ejercicio de los derechos y en el cumplimiento de los deberes constitucionales.

Segunda. Entrada en vigor.

El presente real decreto entrara en vigor a los tres meses de su integra publicacion en el
«Boletin Oficial del Estado».

Dado en Madrid, el 21 de diciembre de 2007.

JUAN CARLOS R.

El Ministro de Justicia,

MARIANO FERNANDEZ BERMEJO



N5. Real Decreto 1720/2007, por el que se desarrolla la Ley 2/2004

Pagina 6/73

REGLAMENTO DE DESARROLLO DE LA LEY ORGANICA 15/1999, DE 13 DE
DICIEMBRE, DE PROTECCION DE DATOS DE CARACTER PERSONAL

e Titulo I. Disposiciones generales.

Articulo 1. Objeto.

Articulo 2. Ambito objetivo de aplicacion.
Articulo 3. Ambito territorial de aplicacion.
Articulo 4. Ficheros o tratamientos excluidos.
Articulo 5. Definiciones.

Articulo 6. Computo de plazos.

Articulo 7. Fuentes accesibles al publico.

e Titulo Il. Principios de proteccion de datos.
Capitulo I. Calidad de los datos.

Articulo 8. Principios de calidad de los datos.

Articulo 9. Tratamiento con fines estadisticos, histoéricos o cientificos.

Articulo 10. Supuestos que legitiman el tratamiento o cesion de los datos.

Articulo 11. Verificacién de datos en solicitudes formuladas a las Administraciones Publicas.

Capitulo Il. Consentimiento para el tratamiento de los datos y deber de informacion.
Seccién Primera. Obtencion del consentimiento del afectado.

Articulo 12. Principios generales.

Articulo 13. Consentimiento para el tratamiento de datos de menores de edad.

Articulo 14. Forma de recabar el consentimiento.

Articulo 15. Solicitud del consentimiento en el marco de una relacién contractual para fines
no relacionados directamente con la misma.

Articulo 16. Tratamiento de datos de facturacion y trafico en servicios de comunicaciones
electrénicas.

Articulo 17. Revocacion del consentimiento.

Seccion Segunda. Deber de informacién al interesado.

Articulo 18. Acreditacion del cumplimiento del deber de informacion.
Articulo 19. Supuestos especiales.

Capitulo Ill. Encargado del tratamiento.
Articulo 20. Relaciones entre el responsable y el encargado del tratamiento.

Articulo 21. Posibilidad de subcontratacion de los servicios.
Articulo 22. Conservacién de los datos por el encargado del tratamiento.
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e Titulo Ill. Derechos de acceso, rectificacion, cancelacién y oposicion.
Capitulo I. Disposiciones generales.

Articulo 23. Carécter personalisimo. Articulo 25. Procedimiento.

Articulo 24. Condiciones generales para el ejercicio de los derechos de acceso, rectificacion,
cancelacién y oposicioén.

Articulo 25. Procedimiento.

Articulo 26. Ejercicio de los derechos ante un encargado del tratamiento.

Capitulo Il. Derecho de acceso.

Articulo 27. Derecho de acceso.

Articulo 28. Ejercicio del derecho de acceso.
Articulo 29. Otorgamiento del acceso.
Articulo 30. Denegacién del acceso.

Capitulo Ill. Derechos de rectificacion y cancelacion.

Articulo 31. Derechos de rectificacion y cancelacion.
Articulo 32. Ejercicio de los derechos de rectificacion y cancelacion.
Articulo 33. Denegacién de los derechos de rectificaciéon y cancelacion.

Capitulo IV. Derecho de oposicion.

Articulo 34. Derecho de oposicion.

Articulo 35. Ejercicio del derecho de oposicion.

Articulo 36. Derecho de oposicion a las decisiones basadas Unicamente en un
tratamiento automatizado de datos.

e Titulo IV. Disposiciones aplicables a determinados ficheros de titularidad privada.
Capitulo I. Ficheros de informacidn sobre solvencia patrimonial y crédito.
Seccidn Primera. Disposiciones generales.

Articulo 37. Régimen aplicable.

Seccidon Segunda. Tratamiento de datos relativos al cumplimiento o incumplimiento de
obligaciones dinerarias facilitados por el acreedor o por quien actie por su cuenta o interés.

Articulo 38. Requisitos para la inclusién de los datos.

Articulo 39. Informacion previa a la inclusién.

Articulo 40. Notificacién de inclusién.

Articulo 41. Conservacion de los datos.

Articulo 42. Acceso a la informacion contenida en el fichero.

Articulo 43. Responsabilidad.

Articulo 44. Ejercicio de los derechos de acceso, rectificacion, cancelacion y oposicion.
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Capitulo II. Tratamientos para actividades de publicidad y prospeccion comercial.
Articulo 45. Datos susceptibles de tratamiento e informacién al interesado.
Articulo 46. Tratamiento de datos en campafias publicitarias.
Articulo 47. Depuracion de datos personales.
Articulo 48. Ficheros de exclusién del envio de comunicaciones comerciales.
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DISPOSICIONES GENERALES

Articulo 1. Objeto.

1. El presente reglamento tiene por objeto el desarrollo de la Ley Organica 15/1999, de 13 de
diciembre, de Proteccién de datos de caracter personal.

2. Asimismo, el capitulo IlI del titulo IX de este reglamento desarrolla las disposiciones relativas
al ejercicio por la Agencia Espafiola de Proteccion de Datos de la potestad sancionadora, en
aplicacion de lo dispuesto en la Ley Organica 15/1999, de 13 de diciembre, en el titulo VII de la
Ley 34/2002, de 11 de julio, de Servicios de la sociedad de la informacion y de comercio
electrénico, y en el titulo VIII de la Ley 32/2003, de 3 de noviembre, General de
Telecomunicaciones.

Articulo 2. Ambito objetivo de aplicacion.

1. El presente reglamento sera de aplicaciéon a los datos de caracter personal registrados en
soporte fisico, que los haga susceptibles de tratamiento, y a toda modalidad de uso posterior
de estos datos por los sectores publico y privado.

2. Este reglamento no sera aplicable a los tratamientos de datos referidos a personas juridicas,
ni a los ficheros que se limiten a incorporar los datos de las personas fisicas que presten sus
servicios en aquéllas, consistentes Unicamente en su nombre y apellidos, las funciones o
puestos desempefiados, asi como la direccion postal o electrénica, teléfono y nimero de fax
profesionales.

3. Asimismo, los datos relativos a empresarios individuales, cuando hagan referencia a ellos
en su calidad de comerciantes, industriales o navieros, también se entenderan excluidos del
régimen de aplicacion de la proteccion de datos de caracter personal.

4. Este reglamento no serd de aplicacion a los datos referidos a personas fallecidas. No
obstante, las personas vinculadas al fallecido, por razones familiares o analogas, podran
dirigirse a los responsables de los ficheros o tratamientos que contengan datos de éste con la
finalidad de notificar el 6bito, aportando acreditacién suficiente del mismo, y solicitar, cuando
hubiere lugar a ello, la cancelacién de los datos.

Articulo 3. Ambito territorial de aplicacion.
1. Se regira por el presente reglamento todo tratamiento de datos de caracter personal:

a) Cuando el tratamiento sea efectuado en el marco de las actividades de un
establecimiento del responsable del tratamiento, siempre que dicho establecimiento se
encuentre ubicado en territorio espafiol.

Cuando no resulte de aplicacion lo dispuesto en el péarrafo anterior, pero exista un
encargado del tratamiento ubicado en Espafia, serdn de aplicacién al mismo las normas
contenidas en el titulo VIII del presente reglamento.

b) Cuando al responsable del tratamiento no establecido en territorio espafiol, le sea de
aplicacién la legislacién espafiola, segun las normas de Derecho internacional publico.
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¢) Cuando el responsable del tratamiento no esté establecido en territorio de la Unidn
Europea y utilice en el tratamiento de datos medios situados en territorio espafiol, salvo que
tales medios se utilicen Unicamente con fines de transito.

En este supuesto, el responsable del tratamiento deberd designar un representante
establecido en territorio espafiol.

2. A los efectos previstos en los apartados anteriores, se entendera por establecimiento, con
independencia de su forma juridica, cualquier instalacion estable que permita el ejercicio
efectivo y real de una actividad.

Articulo 4. Ficheros o tratamientos excluidos.

El régimen de proteccion de los datos de caracter personal que se establece en el presente
reglamento no sera de aplicacion a los siguientes ficheros y tratamientos:

a) A los realizados o mantenidos por personas fisicas en el ejercicio de actividades
exclusivamente personales o domésticas.

Soélo se consideraran relacionados con actividades personales o domésticas los tratamientos
relativos a las actividades que se inscriben en el marco de la vida privada o familiar de los
particulares.

b) A los sometidos a la normativa sobre proteccién de materias clasificadas.

¢) A los establecidos para la investigacion del terrorismo y de formas graves de delincuencia
organizada. No obstante el responsable del fichero comunicara previamente la existencia del
mismo, sus caracteristicas generales y su finalidad a la Agencia Espafiola de Proteccion de
Datos.

Articulo 5. Definiciones.
1. A los efectos previstos en este reglamento, se entendera por:

a) Afectado o interesado: Persona fisica titular de los datos que sean objeto del
tratamiento.

b) Cancelacion: Procedimiento en virtud del cual el responsable cesa en el uso de los
datos. La cancelacion implicara el bloqueo de los datos, consistente en la identificacion y
reserva de los mismos con el fin de impedir su tratamiento excepto para su puesta a
disposicion de las Administraciones publicas, Jueces y Tribunales, para la atencidn de las
posibles responsabilidades nacidas del tratamiento y sélo durante el plazo de prescripcion
de dichas responsabilidades. Transcurrido ese plazo debera procederse a la supresion de
los datos.

c) Cesién o comunicacion de datos: Tratamiento de datos que supone su revelacion a
una persona distinta del interesado.

d) Consentimiento del interesado: Toda manifestacion de voluntad, libre, inequivoca,
especifica e informada, mediante la que el interesado consienta el tratamiento de datos
personales que le conciernen.

e) Dato disociado: aquel que no permite la identificacion de un afectado o interesado.

f) Datos de caracter personal: Cualquier informacion numérica, alfabética, gréfica,
fotografica, acuUstica o de cualquier otro tipo concerniente a personas fisicas identificadas o
identificables.

g) Datos de caracter personal relacionados con la salud: las informaciones
concernientes a la salud pasada, presente y futura, fisica 0 mental, de un individuo. En
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particular, se consideran datos relacionados con la salud de las personas los referidos a su
porcentaje de discapacidad y a su informacién genética.

h) Destinatario o cesionario: la persona fisica o juridica, publica o privada u 6érgano
administrativo, al que se revelen los datos.

Podran ser también destinatarios los entes sin personalidad juridica que actien en el trafico
como sujetos diferenciados.

i) Encargado del tratamiento: La persona fisica o juridica, publica o privada, u 6rgano
administrativo que, solo 0 conjuntamente con otros, trate datos personales por cuenta del
responsable del tratamiento o del responsable del fichero, como consecuencia de la
existencia de una relacion juridica que le vincula con el mismo y delimita el &mbito de su
actuacion para la prestacion de un servicio.

Podran ser también encargados del tratamiento los entes sin personalidad juridica que
actlen en el trafico como sujetos diferenciados.

j) Exportador de datos personales: la persona fisica o juridica, publica o privada, u 6rgano
administrativo situado en territorio espafol que realice, conforme a lo dispuesto en el
presente Reglamento, una transferencia de datos de caracter personal a un pais tercero.

k) Fichero: Todo conjunto organizado de datos de caracter personal, que permita el acceso
a los datos con arreglo a criterios determinados, cualquiera que fuere la forma o modalidad
de su creacion, almacenamiento, organizacion y acceso.

I) Ficheros de titularidad privada: los ficheros de los que sean responsables las personas,
empresas o entidades de derecho privado, con independencia de quien ostente la titularidad
de su capital o de la procedencia de sus recursos econémicos, asi como los ficheros de los
gue sean responsables las corporaciones de derecho publico, en cuanto dichos ficheros no
se encuentren estrictamente vinculados al ejercicio de potestades de derecho publico que a
las mismas atribuye su normativa especifica.

m) Ficheros de titularidad publica: los ficheros de los que sean responsables los 6rganos
constitucionales o con relevancia constitucional del Estado o las instituciones autonémicas
con funciones analogas a los mismos, las Administraciones publicas territoriales, asi como
las entidades u organismos vinculados o dependientes de las mismas y las Corporaciones
de derecho publico siempre que su finalidad sea el ejercicio de potestades de derecho
publico.

n) Fichero no automatizado: todo conjunto de datos de caracter personal organizado de
forma no automatizada y estructurado conforme a criterios especificos relativos a personas
fisicas, que permitan acceder sin esfuerzos desproporcionados a sus datos personales, ya
sea aquél centralizado, descentralizado o repartido de forma funcional o geogréfica.

fi) Importador de datos personales: la persona fisica o juridica, publica o privada, u
o6rgano administrativo receptor de los datos en caso de transferencia internacional de los
mismos a un tercer pais, ya sea responsable del tratamiento, encargada del tratamiento o
tercero.

0) Persona identificable: toda persona cuya identidad pueda determinarse, directa o
indirectamente, mediante cualquier informacion referida a su identidad fisica, fisiologica,
psiquica, econémica, cultural o social. Una persona fisica no se considerara identificable si
dicha identificacién requiere plazos o actividades desproporcionados.

p) Procedimiento de disociacién: Todo tratamiento de datos personales que permita la
obtencion de datos disociados.

g) Responsable del fichero o del tratamiento: Persona fisica o juridica, de naturaleza
publica o privada, u 6rgano administrativo, que so6lo o conjuntamente con otros decida sobre
la finalidad, contenido y uso del tratamiento, aunque no lo realizase materialmente.

Podran ser también responsables del fichero o del tratamiento los entes sin personalidad
juridica que actden en el trafico como sujetos diferenciados.
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r) Tercero: la persona fisica o juridica, publica o privada u drgano administrativo distinto del
afectado o interesado, del responsable del tratamiento, del responsable del fichero, del
encargado del tratamiento y de las personas autorizadas para tratar los datos bajo la
autoridad directa del responsable del tratamiento o del encargado del tratamiento.

Podran ser también terceros los entes sin personalidad juridica que actien en el trafico
como sujetos diferenciados.

s) Transferencia internacional de datos: Tratamiento de datos que supone una
transmision de los mismos fuera del territorio del Espacio Econémico Europeo, bien
constituya una cesion o comunicacion de datos, bien tenga por objeto la realizacién de un
tratamiento de datos por cuenta del responsable del fichero establecido en territorio espafiol.
t) Tratamiento de datos: cualquier operacion o procedimiento técnico, sea 0 no
automatizado, que permita la recogida, grabacion, conservacién, elaboracion, modificacion,
consulta, utilizacion, modificacion, cancelacién, bloqueo o supresion, asi como las cesiones
de datos que resulten de comunicaciones, consultas, interconexiones y transferencias.

2. En particular, en relacion con lo dispuesto en el titulo VIII de este reglamento se entendera
por:

a) Accesos autorizados: autorizaciones concedidas a un usuario para la utilizacion de los
diversos recursos. En su caso, incluirdn las autorizaciones o funciones que tenga atribuidas
un usuario por delegacion del responsable del fichero o tratamiento o del responsable de
seguridad.

b) Autenticacién: procedimiento de comprobacion de la identidad de un usuario.

c) Contrasefia: informacién confidencial, frecuentemente constituida por una cadena de
caracteres, que puede ser usada en la autenticacion de un usuario o en el acceso a un
recurso.

d) Control de acceso: mecanismo que en funcidon de la identificacion ya autenticada
permite acceder a datos o recursos.

e) Copia de respaldo: copia de los datos de un fichero automatizado en un soporte que
posibilite su recuperacion.

f) Documento: todo escrito, grafico, sonido, imagen o cualquier otra clase de informacion
que puede ser tratada en un sistema de informacién como una unidad diferenciada.

g) Ficheros temporales: ficheros de trabajo creados por usuarios o procesos que son
necesarios para un tratamiento ocasional o como paso intermedio durante la realizacién de
un tratamiento.

h) Identificacién: procedimiento de reconocimiento de la identidad de un usuario.

i) Incidencia: cualquier anomalia que afecte o pudiera afectar a la seguridad de los datos.

j) Perfil de usuario: accesos autorizados a un grupo de usuarios.

k) Recurso: cualquier parte componente de un sistema de informacion.

I) Responsable de seguridad: persona o personas a las que el responsable del fichero ha
asignado formalmente la funcién de coordinar y controlar las medidas de seguridad
aplicables.

m) Sistema de informacién: conjunto de ficheros, tratamientos, programas, soportes y en
su caso, equipos empleados para el tratamiento de datos de caracter personal.

n) Sistema de tratamiento: modo en que se organiza o utiliza un sistema de informacion.
Atendiendo al sistema de tratamiento, los sistemas de informacién podran ser
automatizados, no automatizados o parcialmente automatizados.

fi) Soporte: objeto fisico que almacena o contiene datos o documentos, u objeto susceptible
de ser tratado en un sistema de informacién y sobre el cual se pueden grabar y recuperar
datos.
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0) Transmision de documentos: cualquier traslado, comunicacion, envio, entrega o
divulgacion de la informacion contenida en el mismo.

p) Usuario: sujeto o proceso autorizado para acceder a datos o recursos. Tendran la
consideracion de usuarios los procesos que permitan acceder a datos O recursos sin
identificacion de un usuario fisico.

Articulo 6. Computo de plazos.

En los supuestos en que este reglamento sefiale un plazo por dias se computaran Unicamente
los hébiles. Cuando el plazo sea por meses, se computaran de fecha a fecha.

Articulo 7. Fuentes accesibles al publico.

1. A efectos del articulo 3, parrafo j) de la Ley Organica 15/1999, se entendera que sélo
tendran el caracter de fuentes accesibles al publico:

a) El censo promocional, regulado conforme a lo dispuesto en la Ley Orgénica 15/1999, de
13 de diciembre.

b) Las guias de servicios de comunicaciones electronicas, en los términos previstos por su
normativa especifica.

c) Las listas de personas pertenecientes a grupos de profesionales que contengan
Unicamente los datos de nombre, titulo, profesién, actividad, grado académico, direccion
profesional e indicacion de su pertenencia al grupo. La direccién profesional podra incluir los
datos del domicilio postal completo, nimero telefénico, nimero de fax y direccién
electronica. En el caso de Colegios profesionales, podran indicarse como datos de
pertenencia al grupo los de nimero de colegiado, fecha de incorporacion y situacion de
ejercicio profesional.

d) Los diarios y boletines oficiales.

e) Los medios de comunicacion social.

2. En todo caso, para que los supuestos enumerados en el apartado anterior puedan ser
considerados fuentes accesibles al publico, sera preciso que su consulta pueda ser realizada
por cualquier persona, no impedida por una norma limitativa, o sin mas exigencia que, en su
caso, el abono de una contraprestacion.

PRINCIPIOS DE PROTECCION DE DATOS

Calidad de datos

Articulo 8. Principios relativos a la calidad de los datos.

1. Los datos de caracter personal deberan ser tratados de forma leal y licita. Se prohibe la
recogida de datos por medios fraudulentos, desleales o ilicitos.

2. Los datos de caracter personal sélo podran ser recogidos para el cumplimiento de
finalidades determinadas, explicitas y legitimas del responsable del tratamiento.
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3. Los datos de caracter personal objeto de tratamiento no podran usarse para finalidades
incompatibles con aquellas para las que los datos hubieran sido recogidos.

4. Solo podran ser objeto de tratamiento los datos que sean adecuados, pertinentes y no
excesivos en relacion con las finalidades determinadas, explicitas y legitimas para las que se
hayan obtenido.

5. Los datos de caracter personal seran exactos y puestos al dia de forma que respondan con
veracidad a la situacién actual del afectado. Si los datos fueran recogidos directamente del
afectado, se consideraran exactos los facilitados por éste.

Si los datos de caracter personal sometidos a tratamiento resultaran ser inexactos, en todo o
en parte, o incompletos, seran cancelados y sustituidos de oficio por los correspondientes
datos rectificados o completados en el plazo de diez dias desde que se tuviese conocimiento
de la inexactitud, salvo que la legislacion aplicable al fichero establezca un procedimiento o un
plazo especifico para ello.

Cuando los datos hubieran sido comunicados previamente, el responsable del fichero o
tratamiento debera notificar al cesionario, en el plazo de diez dias, la rectificacion o cancelacion
efectuada, siempre que el cesionario sea conocido. En el plazo de diez dias desde la recepcién
de la notificacidn, el cesionario que mantuviera el tratamiento de los datos, debera proceder a
la rectificacién y cancelacion notificada.

Esta actualizacion de los datos de caracter personal no requerira comunicacion alguna al
interesado, sin perjuicio del ejercicio de los derechos por parte de los interesados reconocidos
en la Ley Organica 15/1999, de 13 de diciembre.

Lo dispuesto en este apartado se entiende sin perjuicio de las facultades que a los afectados
reconoce el titulo Il de este reglamento.

6. Los datos de caracter personal seran cancelados cuando hayan dejado de ser necesarios o
pertinentes para la finalidad para la cual hubieran sido recabados o registrados.

No obstante, podran conservarse durante el tiempo en que pueda exigirse algun tipo de
responsabilidad derivada de una relacién u obligacion juridica o de la ejecucion de un contrato
o de la aplicacion de medidas precontractuales solicitadas por el interesado.

Una vez cumplido el periodo al que se refieren los parrafos anteriores, los datos sélo podran
ser conservados previa disociacién de los mismos, sin perjuicio de la obligacion de bloqueo
prevista en la Ley Organica 15/1999, de 13 de diciembre, y en el presente reglamento.

7. Los datos de caracter personal seran tratados de forma que permitan el ejercicio del derecho
de acceso, en tanto no proceda su cancelacion.

Articulo 9. Tratamiento con fines estadisticos, histéricos o cientificos.

1. No se considerara incompatible, a los efectos previstos en el apartado 3 del articulo anterior,
el tratamiento de los datos de caracter personal con fines histéricos, estadisticos o cientificos.
Para la determinacién de los fines a los que se refiere el parrafo anterior se estard a la
legislacion que en cada caso resulte aplicable y, en particular, a lo dispuesto en la Ley 12/1989,
de 9 de mayo, Reguladora de la funcién estadistica publica, la Ley 16/1985, de 25 junio, del
Patrimonio histérico espafiol y la Ley 13/1986, de 14 de abril de Fomento y coordinacion
general de la investigacion cientifica y técnica, y sus respectivas disposiciones de desarrollo,
asi como a la normativa autonémica en estas materias.
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2. Por via de excepcion a lo dispuesto en el apartado 6 del articulo anterior, la Agencia
Espafiola de Proteccién de Datos o, en su caso, las autoridades de control de las comunidades
auténomas podran, previa solicitud del responsable del tratamiento y conforme al
procedimiento establecido en la seccion segunda del capitulo VII del titulo IX del presente
reglamento, acordar el mantenimiento integro de determinados datos, atendidos sus valores
histéricos, estadisticos o cientificos de acuerdo con las normas a las que se refiere el apartado
anterior.

Articulo 10. Supuestos que legitiman el tratamiento o cesidn de los datos.

1. Los datos de caracter personal Unicamente podran ser objeto de tratamiento o cesion si el
interesado hubiera prestado previamente su consentimiento para ello. 2. No obstante, sera
posible el tratamiento o la cesién de los datos de caracter personal sin necesidad del
consentimiento del interesado cuando:

a) Lo autorice una norma con rango de ley o una norma de derecho comunitario y, en
particular, cuando concurra uno de los supuestos siguientes:

El tratamiento o la cesién tengan por objeto la satisfaccion de un interés legitimo del
responsable del tratamiento o del cesionario amparado por dichas normas, siempre que no
prevalezca el interés o los derechos y libertades fundamentales de los interesados previstos
en el articulo 1 de la Ley Orgéanica 15/1999, de 13 de diciembre.

El tratamiento o la cesion de los datos sean necesarios para que el responsable del
tratamiento cumpla un deber que le imponga una de dichas normas.

b) Los datos objeto de tratamiento o de cesién figuren en fuentes accesibles al publico y el
responsable del fichero, o el tercero a quien se comuniquen los datos, tenga un interés
legitimo para su tratamiento o conocimiento, siempre que no se vulneren los derechos y
libertades fundamentales del interesado.

No obstante, las Administraciones publicas sélo podran comunicar al amparo de este
apartado los datos recogidos de fuentes accesibles al publico a responsables de ficheros de
titularidad privada cuando se encuentren autorizadas para ello por una norma con rango de

ley.

3. Los datos de caracter personal podran tratarse sin necesidad del consentimiento del
interesado cuando:

a) Se recojan para el ejercicio de las funciones propias de las Administraciones publicas en
el ambito de las competencias que les atribuya una norma con rango de ley o una norma de
derecho comunitario.

b) Se recaben por el responsable del tratamiento con ocasion de la celebracion de un
contrato o precontrato o de la existencia de una relacién negocial, laboral o administrativa de
la que sea parte el afectado y sean necesarios para su mantenimiento o cumplimiento.

c¢) El tratamiento de los datos tenga por finalidad proteger un interés vital del interesado en
los términos del apartado 6 del articulo 7 de la Ley Organica 15/1999, de 13 de diciembre.

4. Sera posible la cesién de los datos de caracter personal sin contar con el consentimiento del
interesado cuando:

a) La cesién responda a la libre y legitima aceptacién de una relacion juridica cuyo
desarrollo, cumplimiento y control comporte la comunicacién de los datos. En este caso la
comunicacion soélo sera legitima en cuanto se limite a la finalidad que la justifique.
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b) La comunicacién que deba efectuarse tenga por destinatario al Defensor del Pueblo, el
Ministerio Fiscal o los Jueces o Tribunales o el Tribunal de Cuentas o a las instituciones
autondmicas con funciones anéalogas al Defensor del Pueblo o al Tribunal de Cuentas y se
realice en el &mbito de las funciones que la ley les atribuya expresamente.

c) La cesion entre Administraciones publicas cuando concurra uno de los siguientes
supuestos:

Tenga por objeto el tratamiento de los datos con fines histéricos, estadisticos o cientificos.
Los datos de caracter personal hayan sido recogidos o elaborados por una Administraciéon
publica con destino a otra. La comunicacién se realice para el ejercicio de competencias
idénticas o que versen sobre las mismas materias.

5. Los datos especialmente protegidos podran tratarse y cederse en los términos previstos en
los articulos 7 y 8 de la Ley Orgénica 15/1999, de 13 de diciembre.

En particular, no ser4 necesario el consentimiento del interesado para la comunicacion de
datos personales sobre la salud, incluso a través de medios electrénicos, entre organismos,
centros y servicios del Sistema Nacional de Salud cuando se realice para la atencion sanitaria
de las personas, conforme a lo dispuesto en el Capitulo V de la Ley 16/2003, de 28 de mayo,
de cohesién y calidad del Sistema Nacional de Salud.

Articulo 11. Verificaciéon de datos en solicitudes formuladas a las Administraciones
publicas.

Cuando se formulen solicitudes por medios electronicos en las que el interesado declare datos
personales que obren en poder de las Administraciones publicas, el 6rgano destinatario de la
solicitud podra efectuar en el ejercicio de sus competencias las verificaciones necesarias para
comprobar la autenticidad de los datos.

Consentimiento para el tratamiento de los datos y deber de

informacion

SECCION I. OBTENCION DEL CONSENTIMIENTO DEL AFECTADO
Articulo 12. Principios generales.

1. El responsable del tratamiento deberd obtener el consentimiento del interesado para el
tratamiento de sus datos de caracter personal salvo en aquellos supuestos en que el mismo no
sea exigible con arreglo a lo dispuesto en las leyes.

La solicitud del consentimiento deberd ir referida a un tratamiento o serie de tratamientos
concretos, con delimitacion de la finalidad para los que se recaba, asi como de las restantes
condiciones que concurran en el tratamiento o serie de tratamientos.

2. Cuando se solicite el consentimiento del afectado para la cesion de sus datos, éste debera
ser informado de forma que conozca inequivocamente la finalidad a la que se destinaran los
datos respecto de cuya comunicacion se solicita el consentimiento y el tipo

de actividad desarrollada por el cesionario. En caso contrario, el consentimiento sera nulo.

3. Correspondera al responsable del tratamiento la prueba de la existencia del consentimiento
del afectado por cualquier medio de prueba admisible en derecho.
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Articulo 13. Consentimiento para el tratamiento de datos de menores de edad.

1. Podra procederse al tratamiento de los datos de los mayores de catorce afios con su
consentimiento, salvo en aquellos casos en los que la Ley exija para su prestacion la asistencia
de los titulares de la patria potestad o tutela. En el caso de los menores de catorce afios se
requerira el consentimiento de los padres o tutores.

2. En ningun caso podran recabarse del menor de datos que permitan obtener informacion
sobre los demas miembros del grupo familiar, o sobre las caracteristicas del mismo, como los
datos relativos a la actividad profesional de los progenitores, informacion econdémica, datos
sociologicos o cualesquiera otros, sin el consentimiento de los titulares de tales datos. No
obstante, podran recabarse los datos de identidad y direccién del padre, madre o tutor con la
Unica finalidad de recabar la autorizacion prevista en el apartado anterior.

3. Cuando el tratamiento se refiera a datos de menores de edad, la informacion dirigida a los
mismos debera expresarse en un lenguaje que sea facilmente comprensible por aquellos, con
expresa indicacion de lo dispuesto en este articulo.

4. Correspondera al responsable del fichero o tratamiento articular los procedimientos que
garanticen que se ha comprobado de modo efectivo la edad del menor y la autenticidad del
consentimiento prestado en su caso, por los padres, tutores o representantes legales.

Articulo 14. Forma de recabar el consentimiento.

1. El responsable del tratamiento podra solicitar el consentimiento del interesado a través del
procedimiento establecido en este articulo, salvo cuando la Ley exija al mismo la obtencién del
consentimiento expreso para el tratamiento de los datos.

2. El responsable podra dirigirse al afectado, informandole en los términos previstos en los
articulos 5 de la Ley Organica 15/1999, de 13 de diciembre y 12.2 de este reglamento y debera
concederle un plazo de treinta dias para manifestar su negativa al tratamiento, advirtiéndole de
gue en caso de no pronunciarse a tal efecto se entendera que consiente el tratamiento de sus
datos de caracter personal.

En particular, cuando se trate de responsables que presten al afectado un servicio que genere
informacion periddica o reiterada, o facturacion periodica, la comunicacion podra llevarse a
cabo de forma conjunta a esta informacién o a la facturacion del servicio prestado, siempre que
se realice de forma claramente visible.

3. En todo caso, serd necesario que el responsable del tratamiento pueda conocer si la
comunicacién ha sido objeto de devolucion por cualquier causa, en cuyo caso no podra
proceder al tratamiento de los datos referidos a ese interesado.

4. Debera facilitarse al interesado un medio sencillo y gratuito para manifestar su negativa al
tratamiento de los datos. En particular, se considerara ajustado al presente reglamento los
procedimientos en el que tal negativa pueda efectuarse, entre otros, mediante un envio
prefranqueado al responsable del tratamiento, la llamada a un ndimero telefénico gratuito o a
los servicios de atencion al publico que el mismo hubiera establecido.
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5. Cuando se solicite el consentimiento del interesado a través del procedimiento establecido
en este articulo, no sera posible solicitarlo nuevamente respecto de los mismos tratamientos y
para las mismas finalidades en el plazo de un afio a contar de la fecha de la anterior solicitud.

Articulo 15. Solicitud del consentimiento en el marco de una relacién contractual para
fines no relacionados directamente con la misma.

Si el responsable del tratamiento solicitase el consentimiento del afectado durante el proceso
de formacién de un contrato para finalidades que no guarden relacion directa con el
mantenimiento, desarrollo o control de la relacién contractual, debera permitir al afectado que
manifieste expresamente su negativa al tratamiento o comunicacion de datos.

En particular, se entendera cumplido tal deber cuando se permita al afectado la marcacién de
una casilla claramente visible y que no se encuentre ya marcada en el documento que se le
entregue para la celebracién del contrato o se establezca un procedimiento equivalente que le
permita manifestar su negativa al tratamiento.

Articulo 16. Tratamiento de datos de facturacion y trafico en servicios de
comunicaciones electrénicas.

La solicitud del consentimiento para el tratamiento o cesion de los datos de trafico, facturacion
y localizacién por parte de los sujetos obligados, 0 en su caso la revocacion de aquél, segun la
legislacion reguladora de las telecomunicaciones se sometera a lo establecido en su normativa
especifica y, en lo que no resulte contrario a la misma, a lo establecido en la presente seccion.

Articulo 17. Revocacion del consentimiento.

1. El afectado podra revocar su consentimiento a través de un medio sencillo, gratuito y que no
implique ingreso alguno para el responsable del fichero o tratamiento. En particular, se
considerara ajustado al presente reglamento el procedimiento en el que tal negativa pueda
efectuarse, entre otros, mediante un envio prefranqueado al responsable del tratamiento o la
llamada a un namero telefénico gratuito o a los servicios de atencion al publico que el mismo
hubiera establecido.

No se consideraran conformes a lo dispuesto en la Ley Organica 15/1999, de 13 de diciembre,
los supuestos en que el responsable establezca como medio para que el interesado pueda
manifestar su negativa al tratamiento el envio de cartas certificadas o envios semejantes, la
utilizacion de servicios de telecomunicaciones que implique una tarificacion adicional al
afectado o cualesquiera otros medios que impliquen un coste adicional al interesado.

2. El responsable cesara en el tratamiento de los datos en el plazo maximo de diez dias a
contar desde el de la recepcion de la revocacién del consentimiento, sin perjuicio de su
obligacion de bloquear los datos conforme a lo dispuesto en el articulo 16.3 de la Ley Organica
15/1999, de 13 de diciembre.

3. Cuando el interesado hubiera solicitado del responsable del tratamiento la confirmacion del
cese en el tratamiento de sus datos, éste debera responder expresamente a la solicitud.

4. Si los datos hubieran sido cedidos previamente, el responsable del tratamiento, una vez
revocado el consentimiento, debera comunicarlo a los cesionarios, en el plazo previsto en el
apartado 2, para que éstos, cesen en el tratamiento de los datos en caso de que aln lo
mantuvieran, conforme al articulo 16.4 de la Ley Organica 15/1999, de 13 de diciembre.



N5. Real Decreto 1720/2007, por el que se desarrolla la Ley 2/2004

Pégina 23/73
SECCION Il. DEBER DE INFORMACION AL INTERESADO
Articulo 18. Acreditacion del cumplimiento del deber de informacién.

1. El deber de informacion al que se refiere el articulo 5 de la Ley Organica 15/1999, de 13 de
diciembre, debera llevarse a cabo a través de un medio que permita acreditar su cumplimiento,
debiendo conservarse mientras persista el tratamiento de los datos del afectado.

2. El responsable del fichero o tratamiento debera conservar el soporte en el que conste el
cumplimiento del deber de informar. Para el almacenamiento de los soportes, el responsable
del fichero o tratamiento podra utilizar medios informaticos o telematicos. En particular podra
proceder al escaneado de la documentacién en soporte papel, siempre y cuando se garantice
gue en dicha automatizacion no ha mediado alteracion alguna de los soportes originales.

Articulo 19. Supuestos especiales.

En los supuestos en que se produzca una modificacion del responsable del fichero como
consecuencia de una operacidon de fusién, escisidn, cesién global de activos y pasivos,
aportacion o transmision de negocio o rama de actividad empresarial, o cualquier operacion de
reestructuracion societaria de anéloga naturaleza, contemplada por la normativa mercantil, no
se producira cesiéon de datos, sin perjuicio del cumplimiento por el responsable de lo dispuesto
en el articulo 5 de la Ley Orgéanica 15/1999, de 13 de diciembre.

Capitulo Il1.

Articulo 20. Relaciones entre el responsable y el encargado del tratamiento.

1. El acceso a los datos por parte de un encargado del tratamiento que resulte necesario para
la prestacion de un servicio al responsable no se considerara comunicacién de datos, siempre
y cuando se cumpla lo establecido en la Ley Organica 15/1999, de 13 de diciembre y en el
presente capitulo.

El servicio prestado por el encargado del tratamiento podra tener o no caracter remunerado y
ser temporal o indefinido.

No obstante, se considerard que existe comunicacion de datos cuando el acceso tenga por
objeto el establecimiento de un nuevo vinculo entre quien accede a los datos y el afectado.

2. Cuando el responsable del tratamiento contrate la prestacion de un servicio que comporte
un tratamiento de datos personales sometido a lo dispuesto en este capitulo debera velar por
gue el encargado del tratamiento retina las garantias para el cumplimiento de lo dispuesto en
este Reglamento.

3. En el caso de que el encargado del tratamiento destine los datos a otra finalidad, los
comunique o los utilice incumpliendo las estipulaciones del contrato al que se refiere el
apartado 2 del articulo 12 de la Ley Orgéanica 15/1999, de 13 de diciembre, sera considerado,
también, responsable del tratamiento, respondiendo de las infracciones en que hubiera
incurrido personalmente.

No obstante, el encargado del tratamiento no incurrird en responsabilidad cuando, previa
indicacion expresa del responsable, comunique los datos a un tercero designado por aquél, al
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gue hubiera encomendado la prestacion de un servicio conforme a lo previsto en el presente
capitulo.

Articulo 21. Posibilidad de subcontratacién de los servicios.

1. El encargado del tratamiento no podra subcontratar con un tercero la realizacion de ningin
tratamiento que le hubiera encomendado el responsable del tratamiento, salvo que hubiera
obtenido de éste autorizacion para ello. En este caso, la contratacion se efectuara siempre en
nombre y por cuenta del responsable del tratamiento.

2. No obstante lo dispuesto en el apartado anterior, serda posible la subcontratacién sin
necesidad de autorizacion siempre y cuando se cumplan los siguientes requisitos:

a) Que se especifiqguen en el contrato los servicios que puedan ser objeto de
subcontratacién vy, si ello fuera posible, la empresa con la que se vaya a subcontratar.
Cuando no se identificase en el contrato la empresa con la que se vaya a subcontratar, sera
preciso que el encargado del tratamiento comunique al responsable los datos que la
identifiqguen antes de proceder a la subcontratacion.

b) Que el tratamiento de datos de caracter personal por parte del subcontratista se ajuste a
las instrucciones del responsable del fichero.

¢) Que el encargado del tratamiento y la empresa subcontratista formalicen el contrato, en
los términos previstos en el articulo anterior. En este caso, el subcontratista sera
considerado encargado del tratamiento, siéndole de aplicacion lo previsto en el articulo 20.3
de este Reglamento.

3. Si durante la prestacion del servicio resultase necesario subcontratar una parte del mismo y
dicha circunstancia no hubiera sido prevista en el contrato, deberan someterse al responsable
del tratamiento los extremos sefialados en el apartado anterior.

Articulo 22. Conservacion de los datos por el encargado del tratamiento.

1. Una vez cumplida la prestacion contractual, los datos de caracter personal deberan ser
destruidos o devueltos al responsable del tratamiento o al encargado que éste hubiese
designado, al igual que cualquier soporte 0 documentos en que conste algun dato de caracter
personal objeto del tratamiento.

No procedera la destruccion de los datos cuando exista una prevision legal que exija su
conservacion, en cuyo caso debera procederse a la devolucién de los mismos garantizando el
responsable del fichero dicha conservacion.

2. El encargado del tratamiento conservara, debidamente bloqueados, los datos en tanto
pudieran derivarse responsabilidades de su relacion con el responsable del tratamiento.
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DERECHOS DE  ACCESO, RECTIFICACION,
CANCELACION Y OPOSICION

Disposiciones generales

Articulo 23. Caréacter personalisimo.

1. Los derechos de acceso, rectificacion, cancelacion y oposicion son personalisimos y seran
ejercidos por el afectado.

2. Tales derechos se ejercitaran:

a) Por el afectado, acreditando su identidad, del modo previsto en el articulo siguiente.

b) Cuando el afectado se encuentre en situacién de incapacidad o minoria de edad que le
imposibilite el ejercicio personal de estos derechos, podran ejercitarse por su representante
legal, en cuyo caso sera necesario que acredite tal condicion.

c) Los derechos también podran ejercitarse a través de representante voluntario,
expresamente designado para el ejercicio del derecho. En ese caso, debera constar
claramente acreditada la identidad del representado, mediante la aportacién de copia de su
Documento Nacional de Identidad o documento equivalente, y la representacion conferida
por aquel.

Cuando el responsable del fichero sea un érgano de las Administraciones publicas o de la
Administracién de Justicia, podra acreditarse la representacion por cualquier medio valido en
derecho que deje constancia fidedigna, o mediante declaracidon en comparecencia personal
del interesado.

3. Los derechos seran denegados cuando la solicitud sea formulada por persona distinta del
afectado y no se acreditase que la misma actla en representacion de aquel.

Articulo 24. Condiciones generales para el ejercicio de los derechos de acceso,
rectificacién, cancelacién y oposicién.

1. Los derechos de acceso, rectificacion, cancelacion y oposicion son derechos
independientes, de tal forma que no puede entenderse que el ejercicio de ninguno de ellos sea
requisito previo para el ejercicio de otro.

2. Debera concederse al interesado un medio sencillo y gratuito para el ejercicio de los
derechos de acceso, rectificacion, cancelacién y oposicion.

3. El ejercicio por el afectado de sus derechos de acceso, rectificacion, cancelacion y oposicién
serd gratuito y en ningln caso podra suponer un ingreso adicional para el responsable del
tratamiento ante el que se ejercitan.

No se consideraran conformes a lo dispuesto en la Ley Organica 15/1999, de 13 de diciembre,
y en el presente Reglamento los supuestos en que el responsable del tratamiento establezca
como medio para que el interesado pueda ejercitar sus derechos el envio de cartas
certificadas o semejantes, la utilizacion de servicios de telecomunicaciones que implique una
tarificacion adicional al afectado o cualesquiera otros medios que impliquen un coste excesivo
para el interesado.

4. Cuando el responsable del fichero o tratamiento disponga de servicios de cualquier indole
para la atencion a su publico o el ejercicio de reclamaciones relacionadas con el servicio
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prestado o los productos ofertados al mismo, podra concederse la posibilidad al afectado de
ejercer sus derechos de acceso, rectificacion, cancelacion y oposicion a través de dichos
servicios. En tal caso, la identidad del interesado se considerara acreditada por los medios
establecidos para la identificacion de los clientes del responsable en la prestacion de sus
servicios o contratacién de sus productos.

5. El responsable del fichero o tratamiento debera atender la solicitud de acceso, rectificacion,
cancelacion u oposicion ejercida por el afectado aiin cuando el mismo no hubiese utilizado el
procedimiento establecido especificamente al efecto por aquel, siempre que el interesado haya
utilizado un medio que permita acreditar el envio y la recepcion de la solicitud, y que ésta
contenga los elementos referidos en el parrafo 1 del articulo siguiente.

Articulo 25. Procedimiento.

1. Salvo en el supuesto referido en el parrafo 4 del articulo anterior, el ejercicio de los derechos
debera llevarse a cabo mediante comunicacion dirigida al responsable del fichero, que
contendra:

a) Nombre y apellidos del interesado; fotocopia de su documento nacional de identidad,
o de su pasaporte u otro documento valido que lo identifique y, en su caso, de la persona
gue lo represente, o instrumentos electrénicos equivalentes; asi como el documento o
instrumento electrénico acreditativo de tal representacion. La utilizacion de firma
electrénica identificativa del afectado eximira de la presentacion de las fotocopias del
DNI o documento equivalente.

El parrafo anterior se entendera sin perjuicio de la normativa especifica aplicable a la
comprobacion de datos de identidad por las Administraciones Publicas en los
procedimientos administrativos.

b) Peticidon en que se concreta la solicitud.

c) Direccion a efectos de notificaciones, fecha y firma del solicitante.

d) Documentos acreditativos de la peticion que formula, en su caso.

2. El responsable del tratamiento debera contestar la solicitud que se le dirija en todo caso, con
independencia de que figuren o no datos personales del afectado en sus ficheros.

3. En el caso de que la solicitud no retna los requisitos especificados en el apartado primero,
el responsable del fichero deberé solicitar la subsanacién de los mismos.

4. La respuesta deberd ser conforme con los requisitos previstos para cada caso en el
presente titulo.

5. Correspondera al responsable del tratamiento la prueba del cumplimiento del deber de
respuesta al que se refiere el apartado 2, debiendo conservar la acreditacién del cumplimiento
del mencionado deber.

6. El responsable del fichero deberd adoptar las medidas oportunas para garantizar que las
personas de su organizacidén que tienen acceso a datos de caracter personal puedan informar
del procedimiento a seguir por el afectado para el ejercicio de sus derechos.
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7. El ejercicio de los derechos de acceso, rectificacion, cancelacion y oposicién podra
modularse por razones de seguridad publica en los casos y con el alcance previsto en las
Leyes.

8. Cuando las leyes aplicables a determinados ficheros concretos establezcan un
procedimiento especial para la rectificacién o cancelacion de los datos contenidos en los
mismos, se estara a lo dispuesto en aquellas.

Articulo 26. Ejercicio de los derechos ante un encargado del tratamiento.

Cuando los afectados ejercitasen sus derechos ante un encargado del tratamiento y solicitasen
el ejercicio de su derecho ante el mismo, el encargado debera dar traslado de la solicitud al
responsable, a fin de que por el mismo se resuelva, a menos que en la relacién existente con
el responsable del tratamiento se prevea precisamente que el encargado atendera, por cuenta
del responsable, las solicitudes de ejercicio por los afectados de sus derechos de acceso,
rectificacion, cancelacion u oposicion.

Capitulo 1.

Articulo 27. Derecho de acceso.

1. El derecho de acceso es el derecho del afectado a obtener informacién sobre si sus propios
datos de caracter personal estan siendo objeto de tratamiento, la finalidad del tratamiento que,
en su caso, se esté realizando, asi como la informacién disponible sobre el origen de dichos
datos y las comunicaciones realizadas o previstas de los mismos.

2. En virtud del derecho de acceso el afectado podré obtener del responsable del tratamiento
informacion relativa a datos concretos, a datos incluidos en un determinado fichero, o a la
totalidad de sus datos sometidos a tratamiento.

No obstante, cuando razones de especial complejidad lo justifiquen, el responsable del fichero
podra solicitar del afectado la especificacién de los ficheros respecto de los cuales quiera
ejercitar el derecho de acceso, a cuyo efecto debera facilitarle una relacién de todos ellos.

3. El derecho de acceso es independiente del que otorgan a los afectados las leyes especiales
y en particular la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun.

Articulo 28. Ejercicio del derecho de acceso.

1. Al ejercitar el derecho de acceso, el afectado podra optar por recibir la informacién a través
de uno o varios de los siguientes sistemas de consulta del fichero:

a) Visualizacion en pantalla.

b) Escrito, copia o fotocopia remitida por correo, certificado o no.

¢) Telecopia.

d) Correo electronico u otros sistemas de comunicaciones electrénicas.

e) Cualquier otro sistema que sea adecuado a la configuracion o implantacién material del
fichero o a la naturaleza del tratamiento, ofrecido por el responsable.
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2. Los sistemas de consulta del fichero previstos en el apartado anterior podran restringirse en
funcion de la configuracion o implantacion material del fichero o de la naturaleza del
tratamiento, siempre que el que se ofrezca al afectado sea gratuito y asegure la comunicacion
escrita si éste asi lo exige.

3. El responsable del fichero debera cumplir al facilitar el acceso lo establecido en el Titulo VIII
de este Reglamento.

Si tal responsable ofreciera un determinado sistema para hacer efectivo el derecho de acceso y
el afectado lo rechazase, aquél no respondera por los posibles riesgos que para la seguridad
de la informacion pudieran derivarse de la eleccion.

Del mismo modo, si el responsable ofreciera un procedimiento para hacer efectivo el derecho
de acceso y el afectado exigiese que el mismo se materializase a través de un procedimiento
que impliqgue un coste desproporcionado, surtiendo el mismo efecto y garantizando la misma
seguridad el procedimiento ofrecido por el responsable, seran de cuenta del afectado los
gastos derivados de su eleccion.

Articulo 29. Otorgamiento del acceso.

1. El responsable del fichero resolvera sobre la solicitud de acceso en el plazo maximo de un
mes a contar desde la recepcion de la solicitud. Transcurrido el plazo sin que de forma expresa
se responda a la peticion de acceso, el interesado podra interponer la reclamacién prevista en
el articulo 18 de la Ley Organica 15/1999, de 13 de diciembre.

En el caso de que no disponga de datos de caracter personal de los afectados debera
igualmente comunicéarselo en el mismo plazo.

2. Si la solicitud fuera estimada y el responsable no acompafiase a su comunicacion la
informacion a la que se refiere el articulo 27.1, el acceso se hara efectivo durante los diez dias
siguientes a dicha comunicacién.

3. La informacion que se proporcione, cualquiera que sea el soporte en que fuere facilitada, se
dard en forma legible e inteligible, sin utilizar claves o codigos que requieran el uso de
dispositivos mecéanicos especificos.

Dicha informacion comprendera todos los datos de base del afectado, los resultantes de
cualquier elaboracion o proceso informatico, asi como la informacioén disponible sobre el origen
de los datos, los cesionarios de los mismos y la especificacion de los concretos usos y
finalidades para los que se almacenaron los datos.

Articulo 30. Denegacion del acceso.

1. El responsable del fichero o tratamiento podra denegar el acceso a los datos de caracter
personal cuando el derecho ya se haya ejercitado en los doce meses anteriores a la solicitud,
salvo que se acredite un interés legitimo al efecto.

2. Podra también denegarse el acceso en los supuestos en que asi lo prevea una Ley o una
norma de derecho comunitario de aplicacion directa o cuando éstas impidan al responsable del
tratamiento revelar a los afectados el tratamiento de los datos a los que se refiera el acceso.

3. En todo caso, el responsable del fichero informaré al afectado de su derecho a recabar la
tutela de la Agencia Espafiola de Proteccién de Datos o, en su caso, de las autoridades de
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control de las comunidades autbnomas, conforme a lo dispuesto en el articulo 18 de la Ley
Orgénica 15/1999, de 13 de diciembre.

Capitulo 111.

Articulo 31. Derechos de rectificacion y cancelacion.

1. El derecho de rectificacion es el derecho del afectado a que se modifiquen los datos que
resulten ser inexactos o incompletos.

2. El ejercicio del derecho de cancelacion dara lugar a que se supriman los datos que resulten
ser inadecuados o excesivos, sin perjuicio del deber de bloqueo conforme a este reglamento.
En los supuestos en que el interesado invoque el ejercicio del derecho de cancelaciéon para
revocar el consentimiento previamente prestado, se estara a lo dispuesto en la Ley Organica
15/1999, de 13 de diciembre y en el presente reglamento.

Articulo 32. Ejercicio de los derechos de rectificacion y cancelacion.

1. La solicitud de rectificacion debera indicar a qué datos se refiere y la correccion que haya de
realizarse y debera ir acompafiada de la documentacion justificativa de lo solicitado.

En la solicitud de cancelacion, el interesado debera indicar a qué datos se refiere, aportando al
efecto la documentacion que lo justifique, en su caso.

2. El responsable del fichero resolvera sobre la solicitud de rectificacion o cancelacion en el
plazo méximo de diez dias a contar desde la recepcion de la solicitud. Transcurrido el plazo sin
gue de forma expresa se responda a la peticion, el interesado podré interponer la reclamacion
prevista en el articulo 18 de la Ley Organica 15/1999, de 13 de diciembre.

En el caso de que no disponga de datos de caracter personal del afectado deberéa igualmente
comunicarselo en el mismo plazo.

3. Si los datos rectificados o cancelados hubieran sido cedidos previamente, el responsable del
fichero deberd comunicar la rectificacion o cancelacion efectuada al cesionario, en idéntico
plazo, para que éste, también en el plazo de diez dias contados desde la recepcion de dicha
comunicacién, proceda, asimismo, a rectificar o cancelar los datos.

La rectificacién o cancelacion efectuada por el cesionario no requerira comunicacion alguna al
interesado, sin perjuicio del ejercicio de los derechos por parte de los interesados reconocidos
en la Ley Organica 15/1999, de 13 de diciembre.

Articulo 33. Denegacién de los derechos de rectificacion y cancelacion.

1. La cancelacion no procedera cuando los datos de caracter personal deban ser conservados
durante los plazos previstos en las disposiciones aplicables o, en su caso, en las relaciones
contractuales entre la persona o entidad responsable del tratamiento y el interesado que
justificaron el tratamiento de los datos.

2. Podré también denegarse los derechos de rectificacion o cancelacién en los supuestos en
que asi lo prevea una ley o una norma de derecho comunitario de aplicacion directa o cuando
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éstas impidan al responsable del tratamiento revelar a los afectados el tratamiento de los datos
a los que se refiera el acceso.

3. En todo caso, el responsable del fichero informara al afectado de su derecho a recabar la
tutela de la Agencia Espafiola de Proteccion de Datos o, en su caso, de las autoridades de
control de las Comunidades Auténomas, conforme a lo dispuesto en el articulo 18 de la Ley
Orgénica 15/1999, de 13 de diciembre.

Capitulo IV.

Articulo 34. Derecho de oposicion.

El derecho de oposicion es el derecho del afectado a que no se lleve a cabo el tratamiento de
sus datos de caracter personal o se cese en el mismo en los siguientes supuestos:

a) Cuando no sea necesario su consentimiento para el tratamiento, como consecuencia de
la concurrencia de un motivo legitimo y fundado, referido a su concreta situacion personal,
gue lo justifique, siempre que una Ley no disponga lo contrario.

b) Cuando se trate de ficheros que tengan por finalidad la realizacion de actividades de
publicidad y prospeccién comercial, en los términos previstos en el articulo 51 de este
reglamento, cualquiera que sea la empresa responsable de su creacion.

¢) Cuando el tratamiento tenga por finalidad la adopcion de una decision referida al afectado
y basada unicamente en un tratamiento automatizado de sus datos de caracter personal, en
los términos previstos en el articulo 36 de este reglamento.

Articulo 35. Ejercicio del derecho de oposicion.

1. El derecho de oposicion se ejercitard mediante solicitud dirigida al responsable del
tratamiento.

Cuando la oposicion se realice con base en la letra a) del articulo anterior, en la solicitud
deberan hacerse constar los motivos fundados y legitimos, relativos a una concreta situacion
personal del afectado, que justifican el ejercicio de este derecho.

2. El responsable del fichero resolvera sobre la solicitud de oposicién en el plazo maximo de
diez dias a contar desde la recepcion de la solicitud. Transcurrido el plazo sin que de forma
expresa se responda a la peticion, el interesado podra interponer la reclamacion prevista en el
articulo 18 de la Ley Organica 15/1999, de 13 de diciembre.

En el caso de que no disponga de datos de caracter personal de los afectados debera
igualmente comunicarselo en el mismo plazo.

3. El responsable del fichero o tratamiento debera excluir del tratamiento los datos relativos al
afectado que ejercite su derecho de oposicion o denegar motivadamente la solicitud del
interesado en el plazo previsto en el apartado 2 de este articulo.
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Articulo 36. Derecho de oposicién a las decisiones basadas Unicamente en un
tratamiento automatizado de datos.

1. Los interesados tienen derecho a no verse sometidos a una decision con efectos juridicos
sobre ellos o que les afecte de manera significativa, que se base Unicamente en un tratamiento
automatizado de datos destinado a evaluar determinados aspectos de su personalidad, tales
como su rendimiento laboral, crédito, fiabilidad o conducta.

2. No obstante, los afectados podran verse sometidos a una de las decisiones contempladas
en el apartado 1 cuando dicha decision:

a) Se haya adoptado en el marco de la celebracion o ejecucién de un contrato a peticion del
interesado, siempre que se le otorgue la posibilidad de alegar lo que estimara pertinente, a
fin de defender su derecho o interés. En todo caso, el responsable del fichero debera
informar previamente al afectado, de forma clara y precisa, de que se adoptaran decisiones
con las caracteristicas sefialadas en el apartado 1 y cancelara los datos en caso de que no
llegue a celebrarse finalmente el contrato.

b) Esté autorizada por una norma con rango de Ley que establezca medidas que garanticen
el interés legitimo del interesado.

DISPOSICIONES APLICABLES A DETERMINADOS
FICHEROS DE TITULARIDAD PRIVADA

Ficheros de informacion sobre solvencia patrimonial y crédito

SECCION 1.2 DISPOSICIONES GENERALES
Articulo 37. Régimen aplicable.

1. El tratamiento de datos de caracter personal sobre solvencia patrimonial y crédito, previsto
en el apartado 1 del articulo 29 de la Ley Organica 15/1999, de 13 de diciembre, se sometera a
lo establecido, con caracter general, en dicha ley organica y en el presente reglamento.

2. El ejercicio de los derechos de acceso, rectificacion, cancelacion y oposicion en el caso de
los ficheros a que se refiere el apartado anterior, se rige por lo dispuesto en los capitulos | a IV
del titulo Il del presente reglamento, con los siguientes criterios:

a) Cuando la peticion de ejercicio de los derechos se dirigiera al responsable del fichero,
éste estara obligado a satisfacer, en cualquier caso, dichos derechos.

b) Si la peticion se dirigiera a las personas y entidades a las que se presta el servicio, éstas
Unicamente deberan comunicar al afectado aquellos datos relativos al mismo que les hayan
sido comunicados y a facilitar la identidad del responsable para que, en su caso, puedan
ejercitar sus derechos ante el mismo.

3. De conformidad con el apartado 2 del articulo 29 de la Ley Orgéanica 15/1999, de 13 de
diciembre, también podran tratarse los datos de caracter personal relativos al cumplimiento o
incumplimiento de obligaciones dinerarias facilitados por el acreedor o por quien actle por su
cuenta o interés. Estos datos deberan conservarse en ficheros creados con la exclusiva
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finalidad de facilitar informacion crediticia del afectado y su tratamiento se regira por lo
dispuesto en el presente reglamento y, en particular, por las previsiones contenidas en la
seccién segunda de este capitulo.

SECCION 22 TRATAMIENTO DE DATOS RELATIVOS AL CUMPLIMIENTO O
INCUMPLIMIENTO DE OBLIGACIONES DINERARIAS FACILITADOS POR EL ACREEDOR
O POR QUIEN ACTUE POR SU CUENTA O INTERES.

Articulo 38. Requisitos para la inclusiéon de los datos.

1. Solo sera posible la inclusion en estos ficheros de datos de caracter personal que sean
determinantes para enjuiciar la solvencia econémica del afectado, siempre que concurran los
siguientes requisitos:

a) Existencia previa de una deuda cierta, vencida, exigible, que haya resultado impagada y
respecto de la cual no se haya entablado reclamacion judicial, arbitral o administrativa, o
tratdndose de servicios financieros, no se haya planteado una reclamacion en los términos
previstos en el Reglamento de los Comisionados para la defensa del cliente de servicios
financieros, aprobado por Real Decreto 303/2004, de 20 de febrero.

b) Que no hayan transcurrido seis afios desde la fecha en que hubo de procederse al pago
de la deuda o del vencimiento de la obligacién o del plazo concreto si aquélla fuera de
vencimiento periédico.

¢) Requerimiento previo de pago a quien corresponda el cumplimiento de la obligacion.

2. No podran incluirse en los ficheros de esta naturaleza datos personales sobre los que exista
un principio de prueba que de forma indiciaria contradiga alguno de los requisitos anteriores.
Tal circunstancia determinara asimismo la cancelacion cautelar del dato personal desfavorable
en los supuestos en que ya se hubiera efectuado su inclusion en el fichero.

3. El acreedor o quien actle por su cuenta o interés estara obligado a conservar a disposicion
del responsable del fichero comin y de la Agencia Espafiola de Proteccion de Datos
documentacion suficiente que acredite el cumplimiento de los requisitos establecidos en este
articulo y del requerimiento previo al que se refiere el articulo siguiente.

Articulo 39. Informacion previa a lainclusion.

El acreedor debera informar al deudor, en el momento en que se celebre el contrato y, en todo
caso, al tiempo de efectuar el requerimiento al que se refiere la letra c) del apartado 1 del
articulo anterior, que en caso de no producirse el pago en el término previsto para ello y
cumplirse los requisitos previstos en el citado articulo, los datos relativos al impago podran ser
comunicados a ficheros relativos al cumplimiento o incumplimiento de obligaciones dinerarias.

Articulo 40. Notificacién de inclusién.

1. El responsable del fichero comin debera notificar a los interesados respecto de los que
hayan registrado datos de caracter personal, en el plazo de treinta dias desde dicho registro,
una referencia de los que hubiesen sido incluidos, informandole asimismo de la posibilidad de
ejercitar sus derechos de acceso, rectificacién, cancelacion y oposicion, en los términos
establecidos por la Ley Organica 15/1999, de 13 de diciembre.
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2. Se efectuara una notificacion por cada deuda concreta y determinada con independencia de
gue ésta se tenga con el mismo o con distintos acreedores.

3. La notificacién debera efectuarse a través de un medio fiable, auditable e independiente de
la entidad notificante, que la permita acreditar la efectiva realizacion de los envios.

4. En todo caso, sera necesario que el responsable del fichero pueda conocer si la notificacion
ha sido objeto de devolucion por cualquier causa, en cuyo caso no podra proceder al
tratamiento de los datos referidos a ese interesado.

No se entenderan suficientes para que no se pueda proceder al tratamiento de los datos
referidos a un interesado las devoluciones en las que el destinatario haya rehusado recibir el
envio.

5. Si la natificacién de inclusion fuera devuelta, el responsable del fichero comin comprobara
con la entidad acreedora que la direccidon utilizada para efectuar esta notificacion se
corresponde con la contractualmente pactada con el cliente a efectos de comunicaciones y no
procedera al tratamiento de los datos si la mencionada entidad no confirma la exactitud de este
dato.

Articulo 41. Conservacion de los datos.

1. S6lo podran ser objeto de tratamiento los datos que respondan con veracidad a la situacion
de la deuda en cada momento concreto.

El pago o cumplimiento de la deuda determinara la cancelacién inmediata de todo dato relativo
a la misma.

2. En los restantes supuestos, los datos deberan ser cancelados cuando se hubieran cumplido
seis afios contados a partir del vencimiento de la obligacion o del plazo concreto si aquélla
fuera de vencimiento periédico.

Articulo 42. Acceso ala informacién contenida en el fichero.

1. Los datos contenidos en el fichero comun sélo podran ser consultados por terceros cuando
precisen enjuiciar la solvencia econémica del afectado. En particular, se considerara que
concurre dicha circunstancia en los siguientes supuestos:

a) Que el afectado mantenga con el tercero algun tipo de relacién contractual que ain no se
encuentre vencida.

b) Que el afectado pretenda celebrar con el tercero un contrato que implique el pago
aplazado del precio.

c) Que el afectado pretenda contratar con el tercero la prestacion de un servicio de
facturacion periddica.

2. Los terceros deberan informar por escrito a las personas en las que concurran los supuestos
contemplados en las letras b) y c) precedentes de su derecho a consultar el fichero.

En los supuestos de contratacion telefénica de los productos o servicios a los que se refiere el
parrafo anterior, la informacion podra realizarse de forma no escrita, correspondiendo al tercero
la prueba del cumplimiento del deber de informar.
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Articulo 43. Responsabilidad.

1. El acreedor o quien actle por su cuenta o interés debera asegurarse que concurren todos
los requisitos exigidos en los articulos 38 y 39 en el momento de notificar los datos adversos al
responsable del fichero comun.

2. El acreedor o0 quien actie por su cuenta o interés serd responsable de la inexistencia o
inexactitud de los datos que hubiera facilitado para su inclusion en el fichero, en los términos
previstos en la Ley Organica 15/1999, de 13 de diciembre.

Articulo 44. Ejercicio de los derechos de acceso, rectificaciéon, cancelacion y oposicion.

1. El ejercicio de los derechos de acceso, rectificacion, cancelacion y oposicion se rige por lo
dispuesto en los capitulos | a IV del titulo Il de este reglamento, sin perjuicio de lo sefialado en
el presente articulo.

2. Cuando el interesado ejercite su derecho de acceso en relacion con la inclusion de sus datos
en un fichero regulado por el articulo 29.2 de la Ley Organica 15/1999, de 13 de diciembre, se
tendran en cuenta las siguientes reglas:

1.2 Si la solicitud se dirigiera al titular del fichero comun, éste debera comunicar al afectado
todos los datos relativos al mismo que obren en el fichero.

En este caso, el titular del fichero comin debera, ademéas de dar cumplimiento a lo
establecido en el presente reglamento, facilitar las evaluaciones y apreciaciones que sobre el
afectado se hayan comunicado en los ultimos seis meses y el nombre y direccion de los
cesionarios.

2.2 Si la solicitud se dirigiera a cualquier otra entidad participante en el sistema, debera
comunicar al afectado todos los datos relativos al mismo a los que ella pueda acceder, asi
como la identidad y direccion del titular del fichero comin para que pueda completar el
ejercicio de su derecho de acceso.

3. Cuando el interesado ejercite sus derechos de rectificacion o cancelacion en relacion con la
inclusién de sus datos en un fichero regulado por el articulo 29.2 de la Ley Orgénica 15/1999,
de 13 de diciembre, se tendran en cuenta las siguientes reglas:

1.2 Si la solicitud se dirige al titular del fichero comun, éste tomara las medidas oportunas
para trasladar dicha solicitud a la entidad que haya facilitado los datos, para que ésta la
resuelva. En el caso de que el responsable del fichero coman no haya recibido contestacion
por parte de la entidad en el plazo de siete dias, procedera a la rectificacién o cancelacion
cautelar de los mismos.

2.2 Si la solicitud se dirige a quien haya facilitado los datos al fichero comun procedera a la
rectificacién o cancelacion de los mismos en sus ficheros y a notificarlo al titular del fichero
comun en el plazo de diez dias, dando asimismo respuesta al interesado en los términos
previstos en el articulo 33 de este reglamento.

3.2 Si la solicitud se dirige a otra entidad participante en el sistema, que no hubiera facilitado
al fichero comun los datos, dicha entidad informara al afectado sobre este hecho en el plazo
méximo de diez dias, proporcionandole, ademas, la identidad y direccion del titular del
fichero comun para, que en su caso, puedan ejercitar sus derechos ante el mismo.
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Capitulo 1.

Articulo 45. Datos susceptibles de tratamiento e informacién al interesado.

1. Quienes se dediquen a la recopilacion de direcciones, reparto de documentos, publicidad,
venta a distancia, prospeccion comercial y otras actividades analogas, asi como quienes
realicen estas actividades con el fin de comercializar sus propios productos o servicios o los de
terceros, sélo podran utilizar nombres y direcciones u otros datos de caracter personal cuando
los mismos se encuentren en uno de los siguientes casos:

a) Figuren en alguna de las fuentes accesibles al publico a las que se refiere la letra j) del
articulo 3 de la Ley Orgéanica 15/1999, de 13 de diciembre y el articulo 7 de este reglamento
y el interesado no haya manifestado su negativa u oposicién a que sus datos sean objeto de
tratamiento para las actividades descritas en este apartado.

b) Hayan sido facilitados por los propios interesados u obtenidos con su consentimiento para
finalidades determinadas, explicitas y legitimas relacionadas con la actividad de publicidad o
prospeccion comercial, habiéndose informado a los interesados sobre los sectores
especificos y concretos de actividad respecto de los que podra recibir informacién o
publicidad.

2. Cuando los datos procedan de fuentes accesibles al publico y se destinen a la actividad de
publicidad o prospeccion comercial, debera informarse al interesado en cada comunicacion que
se le dirija del origen de los datos y de la identidad del responsable del tratamiento asi como de
los derechos que le asisten, con indicacidn de ante quién podran ejercitarse.

A tal efecto, el interesado deberéa ser informado de que sus datos han sido obtenidos de
fuentes accesibles al publico y de la entidad de la que hubieran sido obtenidos.

Articulo 46. Tratamiento de datos en campafias publicitarias.

1. Para que una entidad pueda realizar por si misma una actividad publicitaria de sus productos
0 servicios entre sus clientes serd preciso que el tratamiento se ampare en alguno de los
supuestos contemplados en el articulo 6 de la Ley Orgéanica 15/1999, de 13 de diciembre.

2. En caso de que una entidad contrate o encomiende a terceros la realizaciéon de una
determinada campafia publicitaria de sus productos o servicios, encomendandole el
tratamiento de determinados datos, se aplicaran las siguientes normas:

a) Cuando los parametros identificativos de los destinatarios de la campafia sean fijados por
la entidad que contrate la campafia, ésta sera responsable del tratamiento de los datos.

b) Cuando los parametros fueran determinados Gnicamente por la entidad o entidades
contratadas, dichas entidades seran las responsable del tratamiento.

c) Cuando en la determinacion de los parametros intervengan ambas entidades, seran
ambas responsables del tratamiento.

3. En el supuesto contemplado en el apartado anterior, la entidad que encargue la realizacion
de la campafa publicitaria deberd adoptar las medidas necesarias para asegurarse de que la
entidad contratada ha recabado los datos cumpliendo las exigencias establecidas en la

Ley Orgéanica 15/1999, de 13 de diciembre, y en el presente reglamento.
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4. A los efectos previstos en este articulo, se consideran parametros identificativos de los
destinatarios las variables utilizadas para identificar el pablico objetivo o destinatario de una
campafia o promocién comercial de productos o servicios que permitan acotar los destinatarios
individuales de la misma.

Articulo 47. Depuracion de datos personales.

Cuando dos o més responsables por si mismos 0 mediante encargo a terceros pretendieran
constatar sin consentimiento de los afectados, con fines de promocién o comercializacién de
sus productos o servicios y mediante un tratamiento cruzado de sus ficheros quiénes ostentan
la condicién de clientes de una u otra o de varios de ellos, el tratamiento asi realizado
constituird una cesién o comunicacion de datos.

Articulo 48. Ficheros de exclusién del envio de comunicaciones comerciales.

Los responsables a los que el afectado haya manifestado su negativa a recibir publicidad
podran conservar los minimos datos imprescindibles para identificarlo y adoptar las medidas
necesarias que eviten el envio de publicidad.

Articulo 49. Ficheros comunes de exclusiéon del envio de comunicaciones comerciales.

1. Sera posible la creaciéon de ficheros comunes, de caracter general o sectorial, en los que
sean objeto de tratamiento los datos de caracter personal que resulten necesarios para evitar el
envio de comunicaciones comerciales a los interesados que manifiesten su negativa u
oposicién a recibir publicidad.

A tal efecto, los citados ficheros podran contener los minimos datos imprescindibles para
identificar al afectado.

2. Cuando el afectado manifieste ante un concreto responsable su negativa u oposicion a que
sus datos sean tratados con fines de publicidad o prospeccion comercial, aquel debera ser
informado de la existencia de los ficheros comunes de exclusion generales o sectoriales, asi
como de la identidad de su responsable, su domicilio y la finalidad del tratamiento.

El afectado podra solicitar su exclusion respecto de un fichero o tratamiento concreto o su
inclusion en ficheros comunes de excluidos de caracter general o sectorial.

3. La entidad responsable del fichero comin podra tratar los datos de los interesados que
hubieran manifestado su negativa u oposicion al tratamiento de sus datos con fines de
publicidad o prospeccién comercial, cumpliendo las restantes obligaciones establecidas en la
Ley Orgéanica 15/1999, de 13 de diciembre, y en el presente Reglamento.

4. Quienes pretendan efectuar un tratamiento relacionado con actividades de publicidad o
prospeccién comercial deberan previamente consultar los ficheros comunes que pudieran
afectar a su actuacion, a fin de evitar que sean objeto de tratamiento los datos de los afectados
gue hubieran manifestado su oposicion 0 negativa a ese tratamiento.

Articulo 50. Derechos de acceso, rectificacion y cancelacién.
1. El ejercicio de los derechos de acceso, rectificacion y cancelacion en relacion con los

tratamientos vinculados a actividades de publicidad y prospeccion comercial se sometera a lo
previsto en los capitulos | a IV del titulo 11l de este reglamento.
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2. Si el derecho se ejercitase ante una entidad que hubiese encargado a un tercero la
realizacion de una campafia publicitaria, aquélla estara obligada, en el plazo de diez dias,
desde la recepcion de la comunicacién de la solicitud de ejercicio de derechos del afectado, a
comunicar la solicitud al responsable del fichero a fin de que el mismo otorgue al afectado su
derecho en el plazo de diez dias desde la recepcion de la comunicacion, dando cuenta de ello
al afectado.

Lo dispuesto en el parrafo anterior se entendera sin perjuicio del deber impuesto a la entidad
mencionada en el apartado anterior, en todo caso, por el parrafo segundo del articulo 5.5 de la
Ley Organica 15/1999, de 13 de diciembre.

Articulo 51. Derecho de oposicion.

1. Los interesados tendran derecho a oponerse, previa peticiéon y sin gastos, al tratamiento de
los datos que les conciernan, en cuyo caso seran dados de baja del tratamiento, cancelandose
las informaciones que sobre ellos figuren en aquél, a su simple solicitud.

La oposicion a la que se refiere el parrafo anterior debera entenderse sin perjuicio del derecho
del interesado a revocar cuando lo estimase oportuno el consentimiento que hubiera otorgado,
en su caso, para el tratamiento de los datos.

2. A tal efecto, debera concederse al interesado un medio sencillo y gratuito para oponerse al
tratamiento. En particular, se considerard cumplido lo dispuesto en este precepto cuando los
derechos puedan ejercitarse mediante la llamada a un numero telefénico gratuito o la remision
de un correo electrénico.

3. Cuando el responsable del fichero o tratamiento disponga de servicios de cualquier indole
para la atencion a sus clientes o el ejercicio de reclamaciones relacionadas con el servicio
prestado o los productos ofertados al mismo, debera concederse la posibilidad al afectado de
ejercer su oposicion a través de dichos servicios.

No se consideraran conformes a lo dispuesto en la Ley Organica 15/1999, de 13 de diciembre,
los supuestos en que el responsable del tratamiento establezca como medio para que el
interesado pueda ejercitar su oposicion el envio de cartas certificadas o envios semejantes, la
utilizacion de servicios de telecomunicaciones que implique una tarificacion adicional al
afectado o cualesquiera otros medios que impliquen un coste excesivo para el interesado.

En todo caso, el ejercicio por el afectado de sus derechos no podra suponer un ingreso
adicional para el responsable del tratamiento ante el que se ejercitan.

4. Si el derecho de oposicion se ejercitase ante una entidad que hubiera encomendado a un
tercero la realizacion de una campafa publicitaria, aquélla estara obligada, en el plazo de diez
dias, desde la recepcion de la comunicacién de la solicitud de ejercicio de derechos del
afectado, a comunicar la solicitud al responsable del fichero a fin de que el mismo atienda el
derecho del afectado en el plazo de diez dias desde la recepcién de la comunicacion, dando
cuenta de ello al afectado.

Lo dispuesto en el parrafo anterior se entendera sin perjuicio del deber impuesto a la entidad
mencionada en el apartado anterior, en todo caso, por el parrafo segundo del articulo 5.5 de la
Ley Orgénica 15/1999, de 13 de diciembre.
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OBLIGACIONES PREVIAS AL TRATAMIENTO DE LOS
DATOS

Creacion, modificacion o supresion de ficheros de titularidad publica

Articulo 52. Disposicién o Acuerdo de creaciéon, modificacion o supresién del fichero.

1. La creacion, modificacion o supresion de los ficheros de titularidad publica sélo podra
hacerse por medio de disposicion general o acuerdo publicados en el «Boletin Oficial del
Estado» o diario oficial correspondiente.

2. En todo caso, la disposicion o acuerdo debera dictarse y publicarse con caracter previo a la
creacion, modificacion o supresion del fichero.

Articulo 53. Forma de la disposicién o acuerdo.

1. Cuando la disposicion se refiera a los 6rganos de la Administracién General del Estado o a
las entidades u organismos vinculados o dependientes de la misma, debera revestir la forma de
orden ministerial o resolucion del titular de la entidad u organismo correspondiente.

2. En el caso de los 6rganos constitucionales del Estado, se estard a lo que establezcan sus
normas reguladoras.

3. En relacion con los ficheros de los que sean responsables las comunidades auténomas,
entidades locales y las entidades u organismos vinculados o dependientes de las mismas, las
universidades publicas, asi como los érganos de las comunidades autbnomas con funciones
anéalogas a los drganos constitucionales del Estado, se estara a su legislacion especifica.

4. La creacion, modificacién o supresion de los ficheros de los que sean responsables las
corporaciones de derecho publico y que se encuentren relacionados con el ejercicio por
aquéllas de potestades de derecho publico debera efectuarse a través de acuerdo de sus
organos de gobierno, en los términos que establezcan sus respectivos Estatutos, debiendo ser
igualmente objeto de publicacion en el «Boletin Oficial del Estado» o diario oficial
correspondiente.

Articulo 54. Contenido de la disposicidon o acuerdo.
1. La disposicion o acuerdo de creacion del fichero debera contener los siguientes extremos:

a) La identificacion del fichero o tratamiento, indicando su denominacién, asi como la
descripcion de su finalidad y usos previstos.

b) El origen de los datos, indicando el colectivo de personas sobre los que se pretende
obtener datos de caracter personal o que resulten obligados a suministrarlos, el
procedimiento de recogida de los datos y su procedencia.

c) La estructura bésica del fichero mediante la descripcién detallada de los datos
identificativos, y en su caso, de los datos especialmente protegidos, asi como de las
restantes categorias de datos de caracter personal incluidas en el mismo y el sistema de
tratamiento utilizado en su organizacion.

d) Las comunicaciones de datos previstas, indicando en su caso, los destinatarios o
categorias de destinatarios.
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e) Las transferencias internacionales de datos previstas a terceros paises, con indicacion,
en su caso, de los paises de destino de los datos.

f) Los 6rganos responsables del fichero.

g) Los servicios o unidades ante los que pudiesen ejercitarse los derechos de acceso,
rectificacion, cancelacion y oposicion.

h) El nivel basico, medio o alto de seguridad que resulte exigible, de acuerdo con lo
establecido en el titulo VIII del presente reglamento.

2. La disposicion o acuerdo de modificacion del fichero deberd indicar las modificaciones
producidas en cualquiera de los extremos a los que se refiere el apartado anterior.

3. En las disposiciones o acuerdos que se dicten para la supresion de los ficheros se

establecera el destino que vaya a darse a los datos o, en su caso, las previsiones que se
adopten para su destruccion.

Notificacion e inscripcion de los ficheros de titularidad publica o

privada

Articulo 55. Notificacién de ficheros.

1. Todo fichero de datos de caracter personal de titularidad publica sera notificado a la Agencia
Espafiola de Proteccion de Datos por el 6rgano competente de la Administracién responsable
del fichero para su inscripcion en el Registro General de Proteccion de Datos, en el plazo de
treinta dias desde la publicacion de su norma o acuerdo de creacion en el diario oficial
correspondiente.

2. Los ficheros de datos de caracter personal de titularidad privada seran notificados a la
Agencia Espafiola de Proteccion de Datos por la persona o entidad privada que pretenda
crearlos, con caracter previo a su creacion. La notificacion debera indicar la identificacion del
responsable del fichero, la identificacion del fichero, sus finalidades y los usos previstos, el
sistema de tratamiento empleado en su organizacion, el colectivo de personas sobre el que se
obtienen los datos, el procedimiento y procedencia de los datos, las categorias de datos, el
servicio 0 unidad de acceso, la indicacion del nivel de medidas de seguridad basico, medio o
alto exigible, y en su caso, la identificacion del encargado del tratamiento en donde se
encuentre ubicado el fichero y los destinatarios de cesiones y transferencias internacionales de
datos.

3. Cuando la obligacién de notificar afecte a ficheros sujetos a la competencia de la autoridad
de control de una comunidad auténoma que haya creado su propio registro de ficheros, la
notificacién se realizard a la autoridad autonémica competente, que dara traslado de la
inscripcion al Registro General de Proteccion de Datos.

El Registro General de Proteccion de Datos podré solicitar de las autoridades de control de las
comunidades auténomas el traslado al que se refiere el parrafo anterior, procediendo, en su
defecto, a la inclusion de oficio del fichero en el Registro.

4. La notificacién se realizara conforme al procedimiento establecido en la seccién primera del
capitulo IV del titulo IX del presente reglamento.
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Articulo 56. Tratamiento de datos en distintos soportes.

1. La notificacion de un fichero de datos de caracter personal es independiente del sistema de
tratamiento empleado en su organizacion y del soporte o soportes empleados para el
tratamiento de los datos.

2. Cuando los datos de caracter personal objeto de un tratamiento estén almacenados en
diferentes soportes, automatizados y no automatizados o exista una copia en soporte no
automatizado de un fichero automatizado sélo sera precisa una sola naotificacion, referida a
dicho fichero.

Articulo 57. Ficheros en los que exista mas de un responsable.

Cuando se tenga previsto crear un fichero del que resulten responsables varias personas o
entidades simultdneamente, cada una de ellas debera notificar, a fin de proceder a su
inscripcion en el Registro General de Proteccion de Datos y, en su caso, en los Registros de
Ficheros creados por las autoridades de control de las comunidades auténomas, la creacion
del correspondiente fichero.

Articulo 58. Notificacion de la modificacion o supresion de ficheros.

1. La inscripcion del fichero deberd encontrarse actualizada en todo momento. Cualquier
modificacion que afecte al contenido de la inscripcion de un fichero debera ser previamente
notificada a la Agencia Espafiola de Proteccién de Datos o0 a las autoridades de control
autondmicas competentes, a fin de proceder a su inscripcion en el registro correspondiente,
conforme a lo dispuesto en el articulo 55.

2. Cuando el responsable del fichero decida su supresion, debera notificarla a efectos de que
se proceda a la cancelacion de la inscripcidn en el registro correspondiente.

3. Tratandose de ficheros de titularidad publica, cuando se pretenda la modificacion que afecte
a alguno de los requisitos previstos en el articulo 55 o la supresion del fichero debera haberse
adoptado, con caracter previo a la notificaciéon la correspondiente norma o acuerdo en los
términos previstos en el capitulo | de este titulo.

Articulo 59. Modelos y soportes para la notificacion.

1. La Agencia Espafiola de Proteccion de Datos publicard mediante la correspondiente
Resolucién del Director los modelos o formularios electrénicos de notificacion de creacion,
modificacién o supresion de ficheros, que permitan su presentacién a través de medios
telematicos o en soporte papel, asi como, previa consulta de las autoridades de proteccién de
datos de las comunidades auténomas, los formatos para la comunicacion telematica de
ficheros publicos por las autoridades de control autonémicas, de conformidad con lo
establecido en los articulos 55 y 58 del presente reglamento.

2. Los modelos o formularios electrénicos de natificacion se podran obtener gratuitamente en
la pagina web de la Agencia Espafiola de Proteccion de Datos.

3. El Director de la Agencia Espafiola de Proteccion de Datos podré establecer procedimientos
simplificados de notificacién en atencion a las circunstancias que concurran en el tratamiento o
el tipo de fichero al que se refiera la notificacion.
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Articulo 60. Inscripcion de los ficheros.

1. El Director de la Agencia Espafiola de Proteccion de Datos, a propuesta del Registro
General de Proteccion de Datos, dictara resolucién acordando, en su caso, la inscripcion, una
vez tramitado el procedimiento previsto en el capitulo IV del titulo IX.

2. La inscripcion contendra el cédigo asignado por el Registro, la identificacion del responsable
del fichero, la identificacion del fichero o tratamiento, la descripcion de su finalidad y usos
previstos, el sistema de tratamiento empleado en su organizacion, en su caso, el colectivo de
personas sobre el que se obtienen los datos, el procedimiento y procedencia de los datos, las
categorias de datos, el servicio o unidad de acceso, y la indicacién del nivel de medidas de
seguridad exigible conforme a lo dispuesto en el articulo 81.

Asimismo, se incluirdn, en su caso, la identificacion del encargado del tratamiento en donde se
encuentre ubicado el fichero y los destinatarios de cesiones y transferencias internacionales.
En el caso de ficheros de titularidad puablica también se hara constar la referencia de la
disposicion general por la que ha sido creado, y en su caso, modificado.

3. La inscripcién de un fichero en el Registro General de Proteccién de Datos, no exime al
responsable del cumplimiento del resto de las obligaciones previstas en la Ley Orgéanica
15/1999, de 13 de diciembre, y demas disposiciones reglamentarias.

Articulo 61. Cancelacion de la inscripcion.

1. Cuando el responsable del tratamiento comunicase, en virtud de lo dispuesto en el articulo
58 de este reglamento, la supresion del fichero, el Director de la Agencia Espafiola de
Proteccion de Datos, previa la tramitacion del procedimiento establecido en la seccion primera
del capitulo IV del titulo IX, dictard resolucion acordando la cancelacién de la inscripcién
correspondiente al fichero.

2. El Director de la Agencia Espafiola de Proteccién de Datos podra, en ejercicio de sus
competencias, acordar de oficio la cancelacion de la inscripcion de un fichero cuando
concurran circunstancias que acrediten la imposibilidad de su existencia, previa la tramitacion
del procedimiento establecido en la seccion segunda del capitulo IV del titulo IX de este
reglamento.

Articulo 62. Rectificacion de errores.

El Registro General de Proteccion de Datos podra rectificar en cualquier momento, de oficio o
a instancia de los interesados, los errores materiales, de hecho o aritméticos que pudieran
existir en las inscripciones, de conformidad con lo dispuesto en el articulo 105 de la Ley
30/1992, de 26 de noviembre.

Articulo 63. Inscripcion de oficio de ficheros de titularidad publica.
1. En supuestos excepcionales con el fin de garantizar el derecho a la proteccion de datos de
los afectados, y sin perjuicio de la obligacion de notificacidn, se podra proceder a la inscripcion

de oficio de un determinado fichero en el Registro General de Proteccion de Datos.

2. Para que lo dispuesto en el apartado anterior resulte de aplicacion, sera requisito
indispensable que la correspondiente norma o acuerdo regulador de los ficheros que
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contengan datos de caracter personal haya sido publicado en el correspondiente diario oficial y
cumpla los requisitos establecidos en la Ley Organica 15/1999, de 13 de diciembre, y el
presente reglamento.

3. El Director de la Agencia Espafiola de Proteccion de Datos podrd, a propuesta del Registro
General de Proteccion de Datos, acordar la inscripcion del fichero de titularidad publica en el
Registro, notificandose dicho acuerdo al 6rgano responsable del fichero.

Cuando la inscripcion se refiera a ficheros sujetos a la competencia de la autoridad de control
de una comunidad autbnoma que haya creado su propio registro de ficheros, se comunicara a
la referida autoridad de control autonémica para que proceda, en su caso, a la inscripcion de
oficio.

Articulo 64. Colaboracién con las autoridades de control de las comunidades
auténomas.

El Director de la Agencia Espafiola de Proteccion de Datos podra celebrar con los directores
de las autoridades de control de las comunidades auténomas los convenios de colaboracion o
acuerdos que estime pertinentes, a fin de garantizar la inscripcién en el Registro General de
Proteccién de Datos de los ficheros sometidos a la competencia de dichas autoridades
autonémicas.

TRANSFERENCIAS INTERNACIONALES DE DATOS

Disposiciones generales

Articulo 65. Cumplimiento de las disposiciones de la Ley Organica 15/1999, de 13 de
diciembre.

La transferencia internacional de datos no excluye en ningun caso la aplicacion de las
disposiciones contenidas en la Ley Organica 15/1999, de 13 de diciembre, y en el presente
reglamento.

Articulo 66. Autorizacion y notificacién.

1. Para que la transferencia internacional de datos pueda considerarse conforme a lo dispuesto
en la Ley Organica 15/1999, de 13 de diciembre, y en el presente Reglamento sera necesaria
la autorizacion del Director de la Agencia Espafiola de Proteccién de Datos, que se otorgara en
caso de que el exportador aporte las garantias a las que se refiere el articulo 70 del presente
reglamento.

La autorizacion se otorgara conforme al procedimiento establecido en la seccién primera del
capitulo V del titulo IX de este reglamento.

2. La autorizacion no sera necesaria:

a) Cuando el Estado en el que se encontrase el importador ofrezca un nivel adecuado de
proteccién conforme a lo previsto en el capitulo 1l de este titulo.

b) Cuando la transferencia se encuentre en uno de los supuestos contemplados en los
apartados a) a j) del articulo 34 de la Ley Orgéanica 15/1999, de 13 de diciembre.
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3. En todo caso, la transferencia internacional de datos debera ser notificada a fin de proceder

a su inscripcion en el Registro General de Proteccion de Datos, conforme al procedimiento
establecido en la seccion primera del capitulo 1V del titulo IX del presente reglamento.

Transferencias a Estados que proporcionen un nivel adecuado de

proteccion

Articulo 67. Nivel adecuado de proteccion acordado por la Agencia Espafiola de
Proteccion de Datos.

1. No sera precisa autorizacion del Director de la Agencia Espafiola de Proteccién de Datos a
una transferencia internacional de datos cuando las normas aplicables al Estado en que se
encontrase el importador ofrezcan dicho nivel adecuado de proteccién a juicio del Director de la
Agencia Espafiola de Proteccién de Datos.

El caracter adecuado del nivel de proteccion que ofrece el pais de destino se evaluara
atendiendo a todas las circunstancias que concurran en la transferencia o categoria de
transferencia de datos. En particular, se tomara en consideracion la naturaleza de los datos, la
finalidad y la duracion del tratamiento o de los tratamientos previstos, el pais de origen y el pais
de destino final, las normas de Derecho, generales o sectoriales, vigentes en el pais tercero de
gue se trate, el contenido de los informes de la Comision de la Unién Europea, asi como las
normas profesionales y las medidas de seguridad en vigor en dichos paises.

Las resoluciones del Director de la Agencia Espafiola de Proteccidon de Datos por las que se
acordase que un determinado pais proporciona un nivel adecuado de proteccion de datos
seran publicadas en el «Boletin Oficial del Estado».

2. El Director de la Agencia Espafiola de Proteccién de Datos acordard la publicacion de la
relacion de paises cuyo nivel de proteccién haya sido considerado equiparable conforme a lo
dispuesto en el apartado anterior.

Esta lista se publicard y mantendrd actualizada asimismo a través de medios informaticos o
telematicos.

Articulo 68. Nivel adecuado de proteccién declarado por Decisiéon de la Comision
Europea.

No serd necesaria la autorizacion del Director de la Agencia Espafiola de Proteccion de Datos
para la realizacion de una transferencia internacional de datos que tuvieran por importador una
persona o entidad, publica o privada, situada en el territorio de un Estado respecto del que se
haya declarado por la Comision Europea la existencia de un nivel adecuado de proteccion.

Articulo 69. Suspensién temporal de las transferencias.

1. En los supuestos previstos en los articulos precedentes, el Director de la Agencia Espafiola
de Proteccion de Datos, en uso de la potestad que le otorga el articulo 37.1 f) de la Ley
Organica 15/1999, de 13 de diciembre, podra acordar, previa audiencia del exportador, la
suspension temporal de la transferencia de datos hacia un importador ubicado en un tercer
Estado del que se haya declarado la existencia de un nivel adecuado de proteccion, cuando
concurra alguna de las circunstancias siguientes:
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a) Que las autoridades de Proteccion de Datos del Estado importador o cualquier otra
competente, en caso de no existir las primeras, resuelvan que el importador ha vulnerado las
normas de proteccién de datos establecidas en su derecho interno.

b) Que existan indicios racionales de que se estén vulnerando las normas o, en su caso, los
principios de proteccion de datos por la entidad importadora de la transferencia y que las
autoridades competentes en el Estado en que se encuentre el importador no han adoptado o
no van a adoptar en el futuro las medidas oportunas para resolver el caso en cuestion,
habiendo sido advertidas de la situacién por la Agencia Espafiola de Proteccion de Datos. En
este caso se podra suspender la transferencia cuando su continuacion pudiera generar un
riesgo inminente de grave perjuicio a los afectados.

2. La suspensién se acordara previa la tramitacion del procedimiento establecido en la seccién
segunda del capitulo V del titulo IX del presente reglamento.

En estos casos, la decision del Director de la Agencia Espafiola de Proteccién de Datos sera
notificada a la Comisién Europea.

Capitulo Il1.

Articulo 70. Transferencias sujetas a autorizacion del Director de la Agencia Espafiola de
Proteccion de Datos.

1. Cuando la transferencia tenga por destino un Estado respecto del que no se haya declarado
por la Comision Europea o0 no se haya considerado por el Director de la Agencia Espafiola de
Protecciéon de Datos que existe un nivel adecuado de proteccidn, serd necesario recabar la
autorizacion del Director de la Agencia Espafiola de Proteccion de Datos.

La autorizacion de la transferencia se tramitard conforme al procedimiento establecido en la
seccién primera del capitulo V del titulo IX del presente reglamento.

2. La autorizacion podra ser otorgada en caso de que el responsable del fichero o tratamiento
aporte un contrato escrito, celebrado entre el exportador y el importador, en el que consten las
necesarias garantias de respeto a la proteccion de la vida privada de los afectados y a sus
derechos y libertades fundamentales y se garantice el ejercicio de sus respectivos derechos.

A tal efecto, se considerara que establecen las adecuadas garantias los contratos que se
celebren de acuerdo con lo previsto en las Decisiones de la Comisién Europea 2001/497/CE,
de 15 de Junio de 2001, 2002/16/CE, de 27 de diciembre de 2001, y 2004/915/CE, de 27 de
diciembre de 2004 o de lo que dispongan las Decisiones de la Comisién que den cumplimiento
a lo establecido en el articulo 26.4 de la Directiva 95/46/CE.

3. En el supuesto contemplado en el apartado anterior, el Director de la Agencia Espafola de
Proteccién de Datos podra denegar o, en uso de la potestad que le otorga el articulo 37.1 f) de
la Ley Orgéanica 15/1999, de 13 de diciembre, suspender temporalmente, previa audiencia del
exportador, la transferencia, cuando concurra alguna de las circunstancias siguientes:

a) Que la situacion de proteccion de los derechos fundamentales y libertades publicas en el
pais de destino o su legislacion impidan garantizar el integro cumplimiento del contrato y el
ejercicio por los afectados de los derechos que el contrato garantiza.
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b) Que la entidad destinataria haya incumplido previamente las garantias establecidas en
clausulas contractuales de este tipo.
¢) Que existan indicios racionales de que las garantias ofrecidas por el contrato no estan
siendo o no seran respetadas por el importador.
d) Que existan indicios racionales de que los mecanismos de aplicacion del contrato no son
0 no seran efectivos.
e) Que la transferencia, 0 su continuacion, en caso de haberse iniciado, pudiera crear una
situacion de riesgo de dafio efectivo a los afectados.
La suspension se acordara previa la tramitacion del procedimiento establecido en la seccién
segunda del capitulo V del titulo IX del presente reglamento.
Las resoluciones del Director de la Agencia Espafiola de Proteccién de Datos por las que se
deniegue o suspenda una transferencia internacional de datos en virtud de las causas a las que
se refiere este apartado seran notificadas a la Comision de las Comunidades Europeas cuando
asi sea exigible.

4. También podra otorgarse la autorizacion para la transferencia internacional de datos en el
seno de grupos multinacionales de empresas cuando hubiesen sido adoptados por los mismos
normas o reglas internas en que consten las necesarias garantias de respeto a la proteccion de
la vida privada y el derecho fundamental a la proteccién de datos de los afectados y se
garantice asimismo el cumplimiento de los principios y el ejercicio de los derechos reconocidos
en la Ley Organica 15/1999, de 13 de diciembre, y el presente reglamento.

En este caso, para que proceda la autorizacion del Director de la Agencia Espafiola de
Proteccion de Datos sera preciso que las normas o reglas resulten vinculantes para las
empresas del Grupo y exigibles conforme al ordenamiento juridico espafiol.

En todo caso, la autorizacion del Director de la Agencia Espafiola de Proteccion de Datos
implicara la exigibilidad de lo previsto en las normas o reglas internas tanto por la Agencia
como por los afectados cuyos datos hubieran sido objeto de tratamiento.

CODIGOS TIPO

Articulo 71. Objeto y naturaleza.

1. Los caddigos tipo a los que se refiere el articulo 32 de la Ley Organica 15/1999, de 13 de
diciembre, tienen por objeto adecuar lo establecido en la citada Ley Organica y en el presente
reglamento a las peculiaridades de los tratamientos efectuados por quienes se adhieren a los
mismos.

A tal efecto, contendrdn reglas o estandares especificos que permitan armonizar los
tratamientos de datos efectuados por los adheridos, facilitar el ejercicio de los derechos de los
afectados y favorecer el cumplimiento de lo dispuesto en la Ley Organica 15/1999, de 13 de
diciembre, y el presente reglamento.

2. Los cddigos tipo tendran el caracter de cdodigos deontolégicos o de buena practica
profesional y seran vinculantes para quienes se adhieran a los mismos.

Articulo 72. Iniciativa y ambito de aplicacion.

1. Los codigos tipo tendran caracter voluntario.
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2. Los cadigos tipo de caracter sectorial podran referirse a la totalidad o a parte de los
tratamientos llevados a cabo por entidades pertenecientes a un mismo sector, debiendo ser
formulados por organizaciones representativas de dicho sector, al menos en su ambito
territorial de aplicacion, y sin perjuicio de la potestad de dichas entidades de ajustar el cédigo
tipo a sus peculiaridades.

3. Los cddigos tipo promovidos por una empresa deberan referirse a la totalidad de los
tratamientos llevados a cabo por la misma.

4. Las Administraciones publicas y las corporaciones de Derecho Publico podran adoptar
codigos tipo de acuerdo con lo establecido en las normas que les sean aplicables.

Articulo 73. Contenido.
1. Los codigos tipo deberan estar redactados en términos claros y accesibles.

2. Los codigos tipo deben respetar la normativa vigente e incluir, como minimo, con suficiente
grado de precision:

a) La delimitacion clara y precisa de su ambito de aplicacion, las actividades a que el codigo
se refiere y los tratamientos sometidos al mismo.

b) Las previsiones especificas para la aplicacién de los principios de proteccién de datos.

c) El establecimiento de estandares homogéneos para el cumplimiento por los adheridos al
cédigo de las obligaciones establecidas en la Ley Organica 15/1999, de 13 de diciembre.

d) El establecimiento de procedimientos que faciliten el ejercicio por los afectados de sus
derechos de acceso, rectificacion, cancelacion y oposicion.

e) La determinacién de las cesiones y transferencias internacionales de datos que, en su
caso, se prevean, con indicacion de las garantias que deban adoptarse.

f) Las acciones formativas en materia de proteccion de datos dirigidas a quienes los traten,
especialmente en cuanto a su relacion con los afectados.

g) Los mecanismos de supervision a través de los cuales se garantice el cumplimiento por
los adheridos de lo establecido en el cédigo tipo, en los términos previstos en el articulo 74
de este reglamento.

3. En particular, deberan contenerse en el cddigo:

a) Clausulas tipo para la obtencion del consentimiento de los afectados al tratamiento o
cesion de sus datos.

b) Clausulas tipo para informar a los afectados del tratamiento, cuando los datos no sean
obtenidos de los mismos.

¢) Modelos para el ejercicio por los afectados de sus derechos de acceso, rectificacion,
cancelacion y oposicion.

d) Modelos de clausulas para el cumplimiento de los requisitos formales exigibles para la
contratacion de un encargado del tratamiento, en su caso.

Articulo 74. Compromisos adicionales.
1. Los céddigos tipo podran incluir cualquier otro compromiso adicional que asuman los

adheridos para un mejor cumplimiento de la legislacion vigente en materia de protecciéon de
datos.
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2. Ademas podran contener cualquier otro compromiso que puedan establecer las entidades
promotoras y, en particular, sobre:

a) La adopcion de medidas de seguridad adicionales a las exigidas por la Ley Organica
15/1999, de 13 de diciembre, y el presente Reglamento.

b) La identificacion de las categorias de cesionarios o importadores de los datos.

c) Las medidas concretas adoptadas en materia de proteccion de los menores o de
determinados colectivos de afectados.

d) El establecimiento de un sello de calidad que identifique a los adheridos al cédigo.

Articulo 75. Garantias del cumplimiento de los cédigos tipo.

1. Los codigos tipo deberan incluir procedimientos de supervision independientes para
garantizar el cumplimiento de las obligaciones asumidas por los adheridos, y establecer un
régimen sancionador adecuado, eficaz y disuasorio.

2. El procedimiento que se prevea debera garantizar:

a) La independencia e imparcialidad del 6rgano responsable de la supervision.

b) La sencillez, accesibilidad, celeridad y gratuidad para la presentacion de quejas y
reclamaciones ante dicho 6rgano por los eventuales incumplimientos del cAdigo tipo.

c) El principio de contradiccion.

d) Una graduacién de sanciones que permita ajustarlas a la gravedad del incumplimiento.
Esas sanciones deberan ser disuasorias y podran implicar la suspensién de la adhesién al
cadigo o la expulsion de la entidad adherida. Asimismo, podra establecerse, en su caso, su
publicidad.

e) La notificacion al afectado de la decisién adoptada.

3. Asimismo, y sin perjuicio de lo dispuesto en el articulo 19 de la Ley Organica 15/1999, de
13 de diciembre, los cddigos tipo podran contemplar procedimientos para la determinacién de
medidas reparadoras en caso de haberse causado un perjuicio a los afectados como
consecuencia del incumplimiento del codigo tipo.

4. Lo dispuesto en este articulo se aplicara sin perjuicio de las competencias de la Agencia
Espafiola de Proteccion de Datos y, en su caso, de las autoridades de control de las
comunidades autébnomas.

Articulo 76. Relacion de adheridos.

El cdOdigo tipo deberd incorporar como anexo una relaciéon de adheridos, que debera
mantenerse actualizada, a disposicion de la Agencia Espafiola de Proteccion de Datos.

Articulo 77. Depésito y publicidad de los cédigos tipo.

1. Para que los codigos tipo puedan ser considerados como tales a los efectos previstos en el
articulo 32 de la Ley Organica 15/1999, de 13 de diciembre, y el presente reglamento, deberan
ser depositados e inscritos en el Registro General de Proteccion de Datos de la Agencia
Espafiola de Proteccién de Datos o, cuando corresponda, en el registro que fuera creado por
las comunidades autébnomas, que daran traslado para su inclusion al Registro General de
Proteccién de Datos.
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2. A tal efecto, los codigos tipo deberan ser presentados ante la correspondiente autoridad de
control, tramitandose su inscripcion, en caso de estar sometidos a la decision de la Agencia
Espafiola de Proteccion de Datos, conforme al procedimiento establecido en el capitulo VI del
titulo IX de este reglamento.

3. En todo caso, la Agencia Espafiola de Proteccion de Datos dard publicidad a los cédigos tipo
inscritos, preferentemente a través de medios informéticos o teleméaticos.

Articulo 78. Obligaciones posteriores a lainscripcion del cédigo tipo.

Las entidades promotoras o los érganos, personas o entidades que al efecto se designen en el
propio codigo tipo tendran, una vez el mismo haya sido publicado, las siguientes obligaciones:

a) Mantener accesible al publico la informacion actualizada sobre las entidades promotoras,
el contenido del codigo tipo, los procedimientos de adhesién y de garantia de su
cumplimiento y la relacién de adheridos a la que se refiere el articulo anterior.

Esta informacion debera presentarse de forma concisa y clara y estar permanentemente
accesible por medios electronicos.

b) Remitir a la Agencia Espafiola de Proteccion de Datos una memoria anual sobre las
actividades realizadas para difundir el cédigo tipo y promover la adhesion a éste, las
actuaciones de verificacion del cumplimiento del cédigo y sus resultados, las quejas y
reclamaciones tramitadas y el curso que se les hubiera dado y cualquier otro aspecto que las
entidades promotoras consideren adecuado destacar.

Cuando se trate de cédigos tipo inscritos en el registro de una autoridad de control de una
comunidad auténoma, la remision se realizard a dicha autoridad, que dara traslado al
registro General de Proteccion de Datos.

¢) Evaluar periédicamente la eficacia del cddigo tipo, midiendo el grado de satisfaccion de
los afectados y, en su caso, actualizar su contenido para adaptarlo a la normativa general o
sectorial de proteccion de datos existente en cada momento.

Esta evaluacién debera tener lugar, al menos, cada cuatro afios, salvo que sea precisa la
adaptacion de los compromisos del cédigo a la modificacion de la normativa aplicable en un
plazo menor.

d) Favorecer la accesibilidad de todas las personas, con especial atencion a las que tengan
alguna discapacidad o de edad avanzada a toda la informacion disponible sobre el codigo
tipo.

DE LAS MEDIDAS DE SEGURIDAD EN EL TRATAMIENTO
DE DATOS DE CARACTER PERSONAL

Disposiciones generales

Articulo 79. Alcance.

Los responsables de los tratamientos o los ficheros y los encargados del tratamiento deberan
implantar las medidas de seguridad con arreglo a lo dispuesto en este Titulo, con
independencia de cual sea su sistema de tratamiento.
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Articulo 80. Niveles de seguridad.

Las medidas de seguridad exigibles a los ficheros y tratamientos se clasifican en tres niveles:
béasico, medio y alto.

Articulo 81. Aplicacién de los niveles de seguridad.

1. Todos los ficheros o tratamientos de datos de caracter personal deberan adoptar las
medidas de seguridad calificadas de nivel basico.

2. Deberan implantarse, ademas de las medidas de seguridad de nivel basico, las medidas de
nivel medio, en los siguientes ficheros o tratamientos de datos de caracter personal:

a) Los relativos a la comision de infracciones administrativas o penales.

b) Aquellos cuyo funcionamiento se rija por el articulo 29 de la Ley Organica 15/1999, de 13
de diciembre.

¢) Aguellos de los que sean responsables Administraciones tributarias y se relacionen con el
ejercicio de sus potestades tributarias.

d) Aquellos de los que sean responsables las entidades financieras para finalidades
relacionadas con la prestacion de servicios financieros.

e) Aquellos de los que sean responsables las Entidades Gestoras y Servicios Comunes de la
Seguridad Social y se relacionen con el ejercicio de sus competencias. De igual modo,
aquellos de los que sean responsables las mutuas de accidentes de trabajo y enfermedades
profesionales de la Seguridad Social.

f) Aquellos que contengan un conjunto de datos de caracter personal que ofrezcan una
definicion de las caracteristicas o de la personalidad de los ciudadanos y que permitan
evaluar determinados aspectos de la personalidad o del comportamiento de los mismos.

3. Ademas de las medidas de nivel basico y medio, las medidas de nivel alto se aplicaran en
los siguientes ficheros o tratamientos de datos de caracter personal:

a) Los que se refieran a datos de ideologia, afiliacion sindical, religion, creencias, origen
racial, salud o vida sexual.

b) Los que contengan o se refieran a datos recabados para fines policiales sin
consentimiento de las personas afectadas.

¢) Aquellos que contengan datos derivados de actos de violencia de género.

4. A los ficheros de los que sean responsables los operadores que presten servicios de
comunicaciones electrénicas disponibles al publico o exploten redes publicas de
comunicaciones electronicas respecto a los datos de trafico y a los datos de localizacion, se
aplicaran, ademas de las medidas de seguridad de nivel basico y medio, la medida de
seguridad de nivel alto contenida en el articulo 103 de este reglamento.

5. En caso de ficheros o tratamientos de datos de ideologia, afiliacion sindical, religion,
creencias, origen racial, salud o vida sexual bastara la implantacion de las medidas de
seguridad de nivel basico cuando:

a) Los datos se utilicen con la Unica finalidad de realizar una transferencia dineraria a las
entidades de las que los afectados sean asociados o miembros.
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b) Se trate de ficheros o tratamientos no automatizados en los que de forma incidental o
accesoria se contengan aquellos datos sin guardar relacion con su finalidad.

6. También podran implantarse las medidas de seguridad de nivel basico en los ficheros o
tratamientos que contengan datos relativos a la salud, referentes exclusivamente al grado de
discapacidad o la simple declaracién de la condicion de discapacidad o invalidez del afectado,
con motivo del cumplimiento de deberes publicos.

7. Las medidas incluidas en cada uno de los niveles descritos anteriormente tienen la condicién
de minimos exigibles, sin perjuicio de las disposiciones legales o reglamentarias especificas
vigentes que pudieran resultar de aplicacion en cada caso o las que por propia iniciativa
adoptase el responsable del fichero.

8. A los efectos de facilitar el cumplimiento de lo dispuesto en este titulo, cuando en un sistema
de informacién existan ficheros o tratamientos que en funcién de su finalidad o uso concreto, o
de la naturaleza de los datos que contengan, requieran la aplicacion de un nivel de medidas de
seguridad diferente al del sistema principal, podran segregarse de este Ultimo, siendo de
aplicacion en cada caso el nivel de medidas de seguridad correspondiente y siempre que
puedan delimitarse los datos afectados y los usuarios con acceso a los mismos, y que esto se
haga constar en el documento de seguridad.

Articulo 82. Encargado del tratamiento.

1. Cuando el responsable del fichero o tratamiento facilite el acceso a los datos, a los soportes
gue los contengan o a los recursos del sistema de informacion que los trate, a un encargado de
tratamiento que preste sus servicios en los locales del primero deberad hacerse constar esta
circunstancia en el documento de seguridad de dicho responsable, comprometiéndose el
personal del encargado al cumplimiento de las medidas de seguridad previstas en el citado
documento.

Cuando dicho acceso sea remoto habiéndose prohibido al encargado incorporar tales datos a
sistemas o soportes distintos de los del responsable, este Ultimo debera hacer constar esta
circunstancia en el documento de seguridad del responsable, comprometiéndose el personal
del encargado al cumplimiento de las medidas de seguridad previstas en el citado documento.

2. Si el servicio fuera prestado por el encargado del tratamiento en sus propios locales, ajenos
los del responsable del fichero, deberd elaborar un documento de seguridad en los términos
exigidos por el articulo 88 de este reglamento o completar el que ya hubiera elaborado, en su
caso, identificando el fichero o tratamiento y el responsable del mismo e incorporando las
medidas de seguridad a implantar en relacién con dicho tratamiento.

3. En todo caso, el acceso a los datos por el encargado del tratamiento estara sometido a las
medidas de seguridad contempladas en este reglamento.

Articulo 83. Prestaciones de servicios sin acceso a datos personales.

El responsable del fichero o tratamiento adoptara las medidas adecuadas para limitar el acceso
del personal a datos personales, a los soportes que los contengan o a los recursos del sistema
de informacion, para la realizaciébn de trabajos que no impliquen el tratamiento de datos
personales.
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Cuando se trate de personal ajeno, el contrato de prestacion de servicios recogera
expresamente la prohibicion de acceder a los datos personales y la obligacion de secreto
respecto a los datos que el personal hubiera podido conocer con motivo de la prestacién del
servicio.

Articulo 84. Delegacion de autorizaciones.

Las autorizaciones que en este titulo se atribuyen al responsable del fichero o tratamiento
podran ser delegadas en las personas designadas al efecto. En el documento de seguridad
deberan constar las personas habilitadas para otorgar estas autorizaciones asi como aquellas
en las que recae dicha delegacion. En ningln caso esta designacion supone una delegacion de
la responsabilidad que corresponde al responsable del fichero.

Articulo 85. Acceso a datos a través de redes de comunicaciones.

Las medidas de seguridad exigibles a los accesos a datos de caracter personal a través de
redes de comunicaciones, sean o no publicas, deberan garantizar un nivel de seguridad
equivalente al correspondiente a los accesos en modo local, conforme a los criterios
establecidos en el articulo 80.

Articulo 86. Régimen de trabajo fuera de los locales del responsable del fichero o
encargado del tratamiento.

1. Cuando los datos personales se almacenen en dispositivos portatiles o se traten fuera de los
locales del responsable de fichero o tratamiento, o del encargado del tratamiento sera preciso
que exista una autorizacion previa del responsable del fichero o tratamiento, y en todo caso
deberéa garantizarse el nivel de seguridad correspondiente al tipo de fichero tratado.

2. La autorizacion a la que se refiere el parrafo anterior tendré que constar en el documento de
seguridad y podra establecerse para un usuario o para un perfil de usuarios y determinando un
periodo de validez para las mismas.

Articulo 87. Ficheros temporales o copias de trabajo de documentos.

1. Aquellos ficheros temporales o copias de documentos que se hubiesen creado
exclusivamente para la realizacién de trabajos temporales o auxiliares deberan cumplir el nivel

de seguridad que les corresponda conforme a los criterios establecidos en el articulo 81.

2. Todo fichero temporal o copia de trabajo asi creado sera borrado o destruido una vez que
haya dejado de ser necesario para los fines que motivaron su creacion.

Capitulo I1.

Articulo 88. El documento de seguridad.

1. El responsable del fichero o tratamiento elaborard un documento de seguridad que recogera
las medidas de indole técnica y organizativa acordes a la normativa de seguridad vigente que
ser& de obligado cumplimiento para el personal con acceso a los sistemas de informacion.
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2. El documento de seguridad podra ser Unico y comprensivo de todos los ficheros o
tratamientos, o bien individualizado para cada fichero o tratamiento. También podran
elaborarse distintos documentos de seguridad agrupando ficheros o tratamientos segun el
sistema de tratamiento utilizado para su organizacién, o bien atendiendo a criterios
organizativos del responsable. En todo caso, tendra el caracter de documento interno de la
organizacion.

3. El documento debera contener, como minimo, los siguientes aspectos:

a) Ambito de aplicacion del documento con especificacion detallada de los recursos
protegidos.

b) Medidas, normas, procedimientos de actuacion, reglas y estandares encaminados a
garantizar el nivel de seguridad exigido en este reglamento.

¢) Funciones y obligaciones del personal en relacion con el tratamiento de los datos de
caracter personal incluidos en los ficheros.

d) Estructura de los ficheros con datos de caracter personal y descripcion de los sistemas de
informacion que los tratan.

e) Procedimiento de natificacion, gestion y respuesta ante las incidencias.

f) Los procedimientos de realizacion de copias de respaldo y de recuperacion de los datos
en los ficheros o tratamientos automatizados.

g) Las medidas que sea necesario adoptar para el transporte de soportes y documentos, asi
como para la destruccién de los documentos y soportes, 0 en su caso, la reutilizacién de
estos ultimos.

4. En caso de que fueran de aplicacion a los ficheros las medidas de seguridad de nivel medio
o las medidas de seguridad de nivel alto, previstas en este titulo, el documento de seguridad
debera contener ademas:

a) La identificacion del responsable o responsables de seguridad.
b) Los controles periddicos que se deban realizar para verificar el cumplimiento de lo
dispuesto en el propio documento.

5. Cuando exista un tratamiento de datos por cuenta de terceros, el documento de seguridad
deberéa contener la identificacion de los ficheros o tratamientos que se traten en concepto de
encargado con referencia expresa al contrato o documento que regule las condiciones del
encargo, asi como de la identificacién del responsable y del periodo de vigencia del encargo.

6. En aquellos casos en los que datos personales de un fichero o tratamiento se incorporen y
traten de modo exclusivo en los sistemas del encargado, el responsable debera anotarlo en su
documento de seguridad. Cuando tal circunstancia afectase a parte o a la totalidad de los
ficheros o tratamientos del responsable, podra delegarse en el encargado la llevanza del
documento de seguridad, salvo en lo relativo a aquellos datos contenidos en recursos propios.
Este hecho se indicar4 de modo expreso en el contrato celebrado al amparo del articulo 12 de
la Ley Orgéanica 15/1999, de 13 de diciembre, con especificacion de los ficheros o tratamientos
afectados.

En tal caso, se atendera al documento de seguridad del encargado al efecto del cumplimiento
de lo dispuesto por este reglamento.

7. El documento de seguridad deber4d mantenerse en todo momento actualizado y sera
revisado siempre que se produzcan cambios relevantes en el sistema de informacion, en el
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sistema de tratamiento empleado, en su organizacién, en el contenido de la informacién
incluida en los ficheros o tratamientos o, en su caso, como consecuencia de los controles
periédicos realizados. En todo caso, se entenderd que un cambio es relevante cuando pueda
repercutir en el cumplimiento de las medidas de seguridad implantadas.

8. El contenido del documento de seguridad deberd adecuarse, en todo momento, a las
disposiciones vigentes en materia de seguridad de los datos de caracter personal.

Medidas de seguridad aplicables a ficheros y tratamientos

automatizados

Articulo 89. Funciones y obligaciones del personal.

1. Las funciones y obligaciones de cada uno de los usuarios o perfiles de usuarios con acceso
a los datos de caracter personal y a los sistemas de informacién estaran claramente definidas y
documentadas en el documento de seguridad.

También se definirdn las funciones de control o autorizaciones delegadas por el responsable
del fichero o tratamiento.

2. El responsable del fichero o tratamiento adoptard las medidas necesarias para que el
personal conozca de una forma comprensible las normas de seguridad que afecten al
desarrollo de sus funciones asi como las consecuencias en que pudiera incurrir en caso de
incumplimiento.

Articulo 90. Registro de incidencias.

Debera existir un procedimiento de notificacion y gestién de las incidencias que afecten a los
datos de caracter personal y establecer un registro en el que se haga constar el tipo de
incidencia, el momento en que se ha producido, o en su caso, detectado, la persona que
realiza la notificacion, a quién se le comunica, los efectos que se hubieran derivado de la
misma y las medidas correctoras aplicadas.

Articulo 91. Control de acceso.

1. Los usuarios tendran acceso Unicamente a aquellos recursos que precisen para el desarrollo
de sus funciones.

2. El responsable del fichero se encargara de que exista una relaciéon actualizada de usuarios y
perfiles de usuarios, y los accesos autorizados para cada uno de ellos.

3. El responsable del fichero establecera mecanismos para evitar que un usuario pueda
acceder a recursos con derechos distintos de los autorizados.

4. Exclusivamente el personal autorizado para ello en el documento de seguridad podra
conceder, alterar o anular el acceso autorizado sobre los recursos, conforme a los criterios
establecidos por el responsable del fichero.
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5. En caso de que exista personal ajeno al responsable del fichero que tenga acceso a los
recursos debera estar sometido a las mismas condiciones y obligaciones de seguridad que el
personal propio.

Articulo 92. Gestion de soportes y documentos.

1. Los soportes y documentos que contengan datos de caracter personal deberan permitir
identificar el tipo de informacion que contienen, ser inventariados y solo deberan ser accesibles
por el personal autorizado para ello en el documento de seguridad.

Se exceptlan estas obligaciones cuando las caracteristicas fisicas del soporte imposibiliten su
cumplimiento, quedando constancia motivada de ello en el documento de seguridad.

2. La salida de soportes y documentos que contengan datos de caracter personal, incluidos los
comprendidos y/o anejos a un correo electrénico, fuera de los locales bajo el control del
responsable del fichero o tratamiento debera ser autorizada por el responsable del fichero o
encontrarse debidamente autorizada en el documento de seguridad.

3. En el traslado de la documentacién se adoptardn las medidas dirigidas a evitar la
sustraccidn, pérdida o acceso indebido a la informacion durante su transporte.

4. Siempre que vaya a desecharse cualquier documento o soporte que contenga datos de
caracter personal deberd procederse a su destruccién o borrado, mediante la adopcion de
medidas dirigidas a evitar el acceso a la informacidn contenida en el mismo o0 su recuperacion
posterior.

5. La identificacion de los soportes que contengan datos de caracter personal que la
organizacion considerase especialmente sensibles se podra realizar utilizando sistemas de
etiqguetado comprensibles y con significado que permitan a los usuarios con acceso autorizado
a los citados soportes y documentos identificar su contenido, y que dificulten la identificacion
para el resto de personas.

Articulo 93. Identificacién y autenticacion.

1. El responsable del fichero o tratamiento debera adoptar las medidas que garanticen la
correcta identificacion y autenticacion de los usuarios.

2. El responsable del fichero o tratamiento establecera un mecanismo que permita la
identificacion de forma inequivoca y personalizada de todo aquel usuario que intente acceder al
sistema de informacion y la verificacion de que esta autorizado.

3. Cuando el mecanismo de autenticacidn se base en la existencia de contrasefias existira un
procedimiento de asignacion, distribucién y almacenamiento que garantice su confidencialidad
e integridad.

4. El documento de seguridad establecera la periodicidad, que en ningln caso sera superior a
un afio, con la que tienen que ser cambiadas las contrasefias que, mientras estén vigentes, se
almacenaran de forma ininteligible.
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Articulo 94. Copias de respaldo y recuperacion.

1. Deberan establecerse procedimientos de actuacién para la realizacibn como minimo
semanal de copias de respaldo, salvo que en dicho periodo no se hubiera producido ninguna
actualizacion de los datos.

2. Asimismo, se estableceran procedimientos para la recuperacion de los datos que garanticen
en todo momento su reconstruccion en el estado en que se encontraban al tiempo de
producirse la pérdida o destruccion.

Unicamente, en el caso de que la pérdida o destruccion afectase a ficheros o tratamientos
parcialmente automatizados, y siempre que la existencia de documentacion permita alcanzar el
objetivo al que se refiere el parrafo anterior, se debera proceder a grabar manualmente los
datos quedando constancia motivada de este hecho en el documento de seguridad.

3. El responsable del fichero se encargara de verificar cada seis meses la correcta definicion,
funcionamiento y aplicacion de los procedimientos de realizacion de copias de respaldo y de
recuperacion de los datos.

4. Las pruebas anteriores a la implantacién o modificacion de los sistemas de informacion que
traten ficheros con datos de caracter personal no se realizaran con datos reales, salvo que se
asegure el nivel de seguridad correspondiente al tratamiento realizado y se anote su realizacion
en el documento de seguridad.

Si esta previsto realizar pruebas con datos reales, previamente deberd haberse realizado una
copia de seguridad.

SECCION 2.2 MEDIDAS DE SEGURIDAD DE NIVEL MEDIO
Articulo 95. Responsable de seguridad.

En el documento de seguridad deberan designarse uno o varios responsables de seguridad
encargados de coordinar y controlar las medidas definidas en el mismo. Esta designacion
puede ser Unica para todos los ficheros o tratamientos de datos de caracter personal o
diferenciada segun los sistemas de tratamiento utilizados, circunstancia que debera hacerse
constar claramente en el documento de seguridad.

En ningln caso esta designacion supone una exoneracion de la responsabilidad que
corresponde al responsable del fichero o al encargado del tratamiento de acuerdo con este
reglamento.

Articulo 96. Auditoria.

1. A partir del nivel medio, los sistemas de informacion e instalaciones de tratamiento y
almacenamiento de datos se someteran, al menos cada dos afios, a una auditoria interna o
externa que verifique el cumplimiento del presente titulo.

Con caracter extraordinario debera realizarse dicha auditoria siempre que se realicen
modificaciones sustanciales en el sistema de informacion que puedan repercutir en el
cumplimiento de las medidas de seguridad implantadas con el objeto de verificar la adaptacion,
adecuacion y eficacia de las mismas. Esta auditoria inicia el computo de dos afios sefialado en
el parrafo anterior.
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2. El informe de auditoria debera dictaminar sobre la adecuacion de las medidas y controles a
la Ley y su desarrollo reglamentario, identificar sus deficiencias y proponer las medidas
correctoras o complementarias necesarias. Debera, igualmente, incluir los datos, hechos y
observaciones en que se basen los dictAmenes alcanzados y las recomendaciones propuestas.

3. Los informes de auditoria seran analizados por el responsable de seguridad competente,
qgue elevara las conclusiones al responsable del fichero o tratamiento para que adopte las
medidas correctoras adecuadas y quedaran a disposicion de la Agencia Espafiola de
Proteccién de Datos o, en su caso, de las autoridades de control de las comunidades
autbnomas.

Articulo 97. Gestion de soportes y documentos.

1. Debera establecerse un sistema de registro de entrada de soportes que permita, directa o
indirectamente, conocer el tipo de documento o soporte, la fecha y hora, el emisor, el nimero
de documentos o soportes incluidos en el envio, el tipo de informacién que contienen, la forma
de envio y la persona responsable de la recepcion que debera estar debidamente autorizada.

2. lgualmente, se dispondra de un sistema de registro de salida de soportes que permita,
directa o indirectamente, conocer el tipo de documento o soporte, la fecha y hora, el
destinatario, el nUmero de documentos o soportes incluidos en el envio, el tipo de informacién
gue contienen, la forma de envio y la persona responsable de la entrega que debera estar
debidamente autorizada.

Articulo 98. Identificacién y autenticacion.

El responsable del fichero o tratamiento establecerd un mecanismo que limite la posibilidad de
intentar reiteradamente el acceso no autorizado al sistema de informacion.

Articulo 99. Control de acceso fisico.

Exclusivamente el personal autorizado en el documento de seguridad podra tener acceso a los
lugares donde se hallen instalados los equipos fisicos que den soporte a los sistemas de
informacion.

Articulo 100. Registro de incidencias.

1. En el registro regulado en el articulo 90 deberan consignarse, ademas, los procedimientos
realizados de recuperacion de los datos, indicando la persona que ejecuté el proceso, los datos
restaurados y, en su caso, qué datos ha sido necesario grabar manualmente en el proceso de
recuperacion.

2. Sera necesaria la autorizacion del responsable del fichero para la ejecucion de los
procedimientos de recuperacion de los datos.
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SECCION 3.2 MEDIDAS DE SEGURIDAD DE NIVEL ALTO
Articulo 101. Gestion y distribucién de soportes.

1. La identificacion de los soportes se debera realizar utilizando sistemas de etiquetado
comprensibles y con significado que permitan a los usuarios con acceso autorizado a los
citados soportes y documentos identificar su contenido, y que dificulten la identificacion para el
resto de personas.

2. La distribucion de los soportes que contengan datos de caracter personal se realizara
cifrando dichos datos o bien utilizando otro mecanismo que garantice que dicha informacion no
sea accesible o0 manipulada durante su transporte.

Asimismo, se cifraran los datos que contengan los dispositivos portatiles cuando éstos se
encuentren fuera de las instalaciones que estan bajo el control del responsable del fichero.

3. Debera evitarse el tratamiento de datos de caracter personal en dispositivos portatiles que
no permitan su cifrado. En caso de que sea estrictamente necesario se hara constar
motivadamente en el documento de seguridad y se adoptaran medidas que tengan en cuenta
los riesgos de realizar tratamientos en entornos desprotegidos.

Articulo 102. Copias de respaldo y recuperacion.

Debera conservarse una copia de respaldo de los datos y de los procedimientos de
recuperacion de los mismos en un lugar diferente de aquel en que se encuentren los equipos
informaticos que los tratan, que debera cumplir en todo caso las medidas de seguridad exigidas
en este titulo, o utlizando elementos que garanticen la integridad y recuperacion de la
informacion, de forma que sea posible su recuperacion.

Articulo 103. Registro de accesos.

1. De cada intento de acceso se guardaran, como minimo, la identificacién del usuario, la fecha
y hora en que se realizo, el fichero accedido, el tipo de acceso y si ha sido autorizado o
denegado.

2. En el caso de que el acceso haya sido autorizado, sera preciso guardar la informaciéon que
permita identificar el registro accedido.

3. Los mecanismos que permiten el registro de accesos estaran bajo el control directo del
responsable de seguridad competente sin que deban permitir la desactivacion ni la
manipulacion de los mismos.

4. El periodo minimo de conservacion de los datos registrados sera de dos afios.
5. El responsable de seguridad se encargara de revisar al menos una vez al mes la informacion
de control registrada y elaborard un informe de las revisiones realizadas y los problemas

detectados.

6. No sera necesario el registro de accesos definido en este articulo en caso de que concurran
las siguientes circunstancias:
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a) Que el responsable del fichero o del tratamiento sea una persona fisica.
b) Que el responsable del fichero o del tratamiento garantice que UGnicamente él tiene acceso
y trata los datos personales.

La concurrencia de las dos circunstancias a las que se refiere el apartado anterior debera
hacerse constar expresamente en el documento de seguridad.

Articulo 104. Telecomunicaciones.

Cuando, conforme al articulo 81.3 deban implantarse las medidas de seguridad de nivel alto, la
transmision de datos de caracter personal a través de redes publicas o redes inalambricas de
comunicaciones electronicas se realizara cifrando dichos datos o bien utilizando cualquier otro
mecanismo que garantice que la informacion no sea inteligible ni manipulada por terceros.

Medidas de seguridad aplicables a los ficheros y tratamientos no

automatizados

SECCION 1.2 MEDIDAS DE SEGURIDAD DE NIVEL BASICO
Articulo 105. Obligaciones comunes.

1. Ademas de lo dispuesto en el presente capitulo, a los ficheros no automatizados les sera de
aplicacion lo dispuesto en los capitulos | y Il del presente titulo en lo relativo a:

a) Alcance.

b) Niveles de seguridad.

¢) Encargado del tratamiento.

d) Prestaciones de servicios sin acceso a datos personales.

e) Delegacion de autorizaciones.

f) Régimen de trabajo fuera de los locales del responsable del fichero o encargado del
tratamiento.

g) Copias de trabajo de documentos.

h) Documento de seguridad.

2. Asimismo se les aplicara lo establecido por la seccidn primera del capitulo Il del presente
titulo en lo relativo a:

a) Funciones y obligaciones del personal.
b) Registro de incidencias.

c¢) Control de acceso.

d) Gestion de soportes.

Articulo 106. Criterios de archivo.

El archivo de los soportes o documentos se realizara de acuerdo con los criterios previstos en
su respectiva legislacion. Estos criterios deberan garantizar la correcta conservacion de los
documentos, la localizacion y consulta de la informacion y posibilitar el ejercicio de los
derechos de oposicion al tratamiento, acceso, rectificacion y cancelacion.



N5. Real Decreto 1720/2007, por el que se desarrolla la Ley 2/2004

Péagina 59/73

En aquellos casos en los que no exista norma aplicable, el responsable del fichero debera
establecer los criterios y procedimientos de actuacion que deban seguirse para el archivo.

Articulo 107. Dispositivos de almacenamiento.

Los dispositivos de almacenamiento de los documentos que contengan datos de caracter
personal deberan disponer de mecanismos que obstaculicen su apertura. Cuando las
caracteristicas fisicas de aquéllos no permitan adoptar esta medida, el responsable del fichero
o tratamiento adoptara medidas que impidan el acceso de personas no autorizadas.

Articulo 108. Custodia de los soportes.

Mientras la documentacion con datos de caracter personal no se encuentre archivada en los
dispositivos de almacenamiento establecidos en el articulo anterior, por estar en proceso de
revision o tramitacion, ya sea previo o posterior a su archivo, la persona que se encuentre al
cargo de la misma debera custodiarla e impedir en todo momento que pueda ser accedida por
persona no autorizada.

SECCION 2.2 MEDIDAS DE SEGURIDAD DE NIVEL MEDIO
Articulo 109. Responsable de seguridad.

Se designard uno o varios responsables de seguridad en los términos y con las funciones
previstas en el articulo 95 de este reglamento.

Articulo 110. Auditoria.

Los ficheros comprendidos en la presente seccidon se someteran, al menos cada dos afios, a
una auditoria interna o externa que verifique el cumplimiento del presente titulo.

SECCION 3.2 MEDIDAS DE SEGURIDAD DE NIVEL ALTO
Articulo 111. Almacenamiento de la informacion.

1. Los armarios, archivadores u otros elementos en los que se almacenen los ficheros no
automatizados con datos de caracter personal deberan encontrarse en areas en las que el
acceso esté protegido con puertas de acceso dotadas de sistemas de apertura mediante llave
u otro dispositivo equivalente. Dichas areas deberdn permanecer cerradas cuando no sea
preciso el acceso a los documentos incluidos en el fichero.

2. Si, atendidas las caracteristicas de los locales de que dispusiera el responsable del fichero o
tratamiento, no fuera posible cumplir lo establecido en el apartado anterior, el responsable
adoptara medidas alternativas que, debidamente motivadas, se incluiran en el documento de
seguridad.

Articulo 112. Copia o reproduccion.

1. La generacion de copias o la reproduccion de los documentos Unicamente podra ser
realizada bajo el control del personal autorizado en el documento de seguridad.
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2. Debera procederse a la destruccion de las copias o reproducciones desechadas de forma
que se evite el acceso a la informacién contenida en las mismas o su recuperacion posterior.

Articulo 113. Acceso a la documentacion.
1. El acceso a la documentacion se limitara exclusivamente al personal autorizado.

2. Se estableceran mecanismos que permitan identificar los accesos realizados en el caso de
documentos que puedan ser utilizados por multiples usuarios.

3. El acceso de personas no incluidas en el parrafo anterior debera quedar adecuadamente
registrado de acuerdo con el procedimiento establecido al efecto en el documento de
seguridad.

Articulo 114. Traslado de documentacién.
Siempre que se proceda al traslado fisico de la documentacién contenida en un fichero,

deberan adoptarse medidas dirigidas a impedir el acceso o manipulacién de la informacién
objeto de traslado.

PROCEDIMIENTOS TRAMITADOS POR LA AGENCIA
ESPANOLA DE PROTECCION DE DATOS

Disposiciones generales

Articulo 115. Régimen aplicable.

1. Los procedimientos tramitados por la Agencia Espafiola de Proteccién de Datos se regiran
por lo dispuesto en el presente titulo, y supletoriamente, por la Ley 30/1992, de 26 de
noviembre, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun.

2. Especificamente seran de aplicacion las normas reguladoras del procedimiento
administrativo comun al régimen de representacion en los citados procedimientos.

Articulo 116. Publicidad de las resoluciones.

1. La Agencia Espafiola de Proteccién de Datos hara publicas sus resoluciones, con excepcion
de las correspondientes a la inscripcion de un fichero o tratamiento en el Registro General de
Proteccién de Datos y de aquéllas por las que se resuelva la inscripcion en el mismo de los
cédigos tipo, siempre que se refieran a procedimientos que se hubieran iniciado con
posterioridad al 1 de enero de 2004, o correspondan al archivo de actuaciones inspectoras
incoadas a partir de dicha fecha.

2. La publicacién de estas resoluciones se realizara preferentemente mediante su insercion en
el sitio web de la Agencia Espafiola de Proteccion de Datos, dentro del plazo de un mes a
contar desde la fecha de su notificacion a los interesados.
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3. En la natificacion de las resoluciones se informara expresamente a los interesados de la
publicidad prevista en el articulo 37.2 de la Ley Orgéanica 15/1999, de 13 de diciembre.

4. La publicacion se realizara aplicando los criterios de disociacion de los datos de caracter
personal que a tal efecto se establezcan mediante Resolucion del Director de la Agencia.

Procedimiento de tutela de los derechos de acceso, rectificacion,

cancelaciéon y oposicion

Articulo 117. Instruccidn del procedimiento.

1. El procedimiento se iniciara a instancia del afectado o afectados, expresando con claridad el
contenido de su reclamacion y de los preceptos de la Ley Organica 15/1999, de 13 de
diciembre, que se consideran vulnerados.

2. Recibida la reclamacién en la Agencia Espafiola de Proteccién de Datos, se dara traslado de
la misma al responsable del fichero, para que, en el plazo de quince dias, formule las
alegaciones que estime pertinentes.

3. Recibidas las alegaciones o transcurrido el plazo previsto en el apartado anterior, la Agencia
Espafiola de Proteccion de Datos, previos los informes, pruebas y otros actos de instruccion
pertinentes, incluida la audiencia del afectado y nuevamente del responsable del fichero,
resolvera sobre la reclamacién formulada.

Articulo 118. Duracidn del procedimiento y efectos de la falta de resolucidn expresa.

1. El plazo maximo para dictar y notificar resolucion en el procedimiento de tutela de derechos
serd de seis meses, a contar desde la fecha de entrada en la Agencia Espafiola de Proteccion
de Datos de la reclamacion del afectado o afectados.

2. Si en dicho plazo no se hubiese dictado y notificado resolucion expresa, el afectado podra
considerar estimada su reclamacion por silencio administrativo positivo.

Articulo 119. Ejecucién de laresolucion.

Si la resolucion de tutela fuese estimatoria, se requerird al responsable del fichero para que, en
el plazo de diez dias siguientes a la notificacién, haga efectivo el ejercicio de los derechos
objeto de la tutela, debiendo dar cuenta por escrito de dicho cumplimiento a la Agencia
Espafiola de Proteccion de Datos en idéntico plazo.
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Capitulo Ill.

SECCION 1.2 DISPOSICIONES GENERALES
Articulo 120. Ambito de aplicacion.

1. Las disposiciones contenidas en el presente capitulo seran de aplicaciéon a los
procedimientos relativos al ejercicio por la Agencia Espafiola de Proteccion de Datos de la
potestad sancionadora que le viene atribuida por la Ley Organica 15/1999, de 13 de diciembre,
de Proteccion de datos de caracter personal, en la Ley 34/2002, de 11 de julio, de Servicios de
la sociedad de la informacién y de comercio electrénico, y en la Ley 32/2003, de 3 de
noviembre, General de Telecomunicaciones.

2. No obstante, las disposiciones previstas en el articulo 121 y en la seccion cuarta de este
capitulo Unicamente seran aplicables a los procedimientos referidos al ejercicio de la potestad
sancionadora prevista en la Ley Organica 15/1999, de 13 de diciembre.

Articulo 121. Inmovilizacién de ficheros.

1. En el supuesto previsto como infraccion muy grave en la Ley Organica 15/1999, de 13 de
diciembre, consistente en la utilizacion o cesion ilicita de los datos de caracter personal en la
que se impida gravemente o se atente de igual modo contra el ejercicio de los derechos de los
ciudadanos y el libre desarrollo de la personalidad que la Constitucion y las leyes garantizan, el
Director de la Agencia Espafiola de Proteccién de Datos podra, en cualquier momento del
procedimiento, requerir a los responsables de ficheros o tratamientos de datos de caracter
personal, tanto de titularidad publica como privada, la cesacion en la utilizacién o cesién ilicita
de los datos.

2. El requerimiento debera ser atendido en el plazo improrrogable de tres dias, durante el cual
el responsable del fichero podra formular las alegaciones que tenga por convenientes en orden
al levantamiento de la medida.

3. Si el requerimiento fuera desatendido, el Director de la Agencia Espafiola de Proteccion de
Datos podra, mediante resolucién motivada, acordar la inmovilizacion de tales ficheros o
tratamientos, a los solos efectos de restaurar los derechos de las personas afectadas.

SECCION 2.2 ACTUACIONES PREVIAS
Articulo 122. Iniciacion.

1. Con anterioridad a la iniciacion del procedimiento sancionador, se podran realizar
actuaciones previas con objeto de determinar si concurren circunstancias que justifiquen tal
iniciacion. En especial, estas actuaciones se orientaran a determinar, con la mayor precision
posible, los hechos que pudieran justificar la incoacién del procedimiento, identificar la persona
u 6rgano que pudiera resultar responsable y fijar las circunstancias relevantes que pudieran
concurrir en el caso.
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2. Las actuaciones previas se llevaran a cabo de oficio por la Agencia Espafiola de Proteccion
de Datos, bien por iniciativa propia o como consecuencia de la existencia de una denuncia o
una peticién razonada de otro érgano.

3. Cuando las actuaciones se lleven a cabo como consecuencia de la existencia de una
denuncia o de una peticién razonada de otro 6rgano, la Agencia Espafiola de Proteccién de
Datos acusara recibo de la denuncia o peticion, pudiendo solicitar cuanta documentacion se
estime oportuna para poder comprobar los hechos susceptibles de motivar la incoacion del
procedimiento sancionador.

4. Estas actuaciones previas tendran una duracion méaxima de doce meses a contar desde la
fecha en la que la denuncia o peticion razonada a las que se refiere el apartado 2 hubieran
tenido entrada en la Agencia Espafiola de Proteccién de Datos o, en caso de no existir
aquéllas, desde que el Director de la Agencia acordase la realizacion de dichas actuaciones.

El vencimiento del plazo sin que haya sido dictado y notificado acuerdo de inicio de
procedimiento sancionador producird la caducidad de las actuaciones previas.

Articulo 123. Personal competente para la realizaciéon de las actuaciones previas.

1. Las actuaciones previas seran llevadas a cabo por el personal del area de la Inspeccion de
Datos habilitado para el ejercicio de funciones inspectoras.

2. En supuestos excepcionales, el Director de la Agencia Espafiola de Proteccion de Datos
podra designar para la realizacion de actuaciones especificas a funcionarios de la propia
Agencia no habilitados con caracter general para el ejercicio de funciones inspectoras o a
funcionarios que no presten sus funciones en la Agencia, siempre que rednan las condiciones
de idoneidad y especializacion necesarias para la realizacion de tales actuaciones. En estos
casos, la autorizacion indicard expresamente la identificacion del funcionario y las concretas
actuaciones previas de inspeccion a realizar.

3. Los funcionarios que ejerzan la inspeccion a los que se refieren los dos apartados anteriores
tendran la consideracién de autoridad publica en el desempefio de sus cometidos.

Estaran obligados a guardar secreto sobre las informaciones que conozcan en el ejercicio de
las mencionadas funciones, incluso después de haber cesado en las mismas.

Articulo 124. Obtencién de informacién.

Los inspectores podran recabar cuantas informaciones precisen para el cumplimiento de sus
cometidos. A tal fin podran requerir la exhibicién o el envio de los documentos y datos y
examinarlos en el lugar en que se encuentren depositados, como obtener copia de los mismos,
inspeccionar los equipos fisicos y l6gicos, asi como requerir la ejecucién de tratamientos y
programas o procedimientos de gestién y soporte del fichero o ficheros sujetos a investigacion,
accediendo a los lugares donde se hallen instalados.

Articulo 125. Actuaciones presenciales.

1. En el desarrollo de las actuaciones previas se podran realizar visitas de inspeccion por parte
de los inspectores designados, en los locales o sede del inspeccionado, o donde se encuentren
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ubicados los ficheros, en su caso. A tal efecto, los inspectores habran sido previamente
autorizados por el Director de la Agencia Espafiola de Proteccion de Datos.

Las inspecciones podran realizarse en el domicilio del inspeccionado, en la sede o local
concreto relacionado con el mismo o en cualquiera de sus locales, incluyendo aquéllos en que
el tratamiento sea llevado a cabo por un encargado.

La autorizacién se limitara a indicar la habilitacion del inspector autorizado y la identificacion de
la persona u drgano inspeccionado.

2. En el supuesto contemplado en el apartado anterior, las inspecciones concluirdn con el
levantamiento de la correspondiente acta, en la que quedara constancia de las actuaciones
practicadas durante la visita o visitas de inspeccion.

3. El acta, que se emitira por duplicado, sera firmada por los inspectores actuantes y por el
inspeccionado, que podra hacer constar en la misma las alegaciones o manifestaciones que
tenga por conveniente.

En caso de negativa del inspeccionado a la firma del acta, se hara constar expresamente esta
circunstancia en la misma. En todo caso, la firma por el inspeccionado del acta no supondra su
conformidad, sino tan sélo la recepcion de la misma.

Se entregara al inspeccionado uno de los originales del acta de inspeccién, incorporandose el
otro a las actuaciones.

Articulo 126. Resultado de las actuaciones previas.

1. Finalizadas las actuaciones previas, éstas se someteran a la decision del Director de la
Agencia Espafiola de Proteccién de Datos.

Si de las actuaciones no se derivasen hechos susceptibles de motivar la imputacion de
infraccion alguna, el Director de la Agencia Espafiola de Proteccion de Datos dictara resolucion
de archivo que se notificara al investigado y al denunciante, en su caso.

2. En caso de apreciarse la existencia de indicios susceptibles de motivar la imputacion de una
infraccion, el Director de la Agencia Espafiola de Proteccién de Datos dictara acuerdo de inicio
de procedimiento sancionador o de infracciébn de las Administraciones publicas, que se
tramitaran conforme a lo dispuesto, respectivamente, en las secciones tercera y cuarta del
presente capitulo.

SECCION 3.2 PROCEDIMIENTO SANCIONADOR
Articulo 127. Iniciacién del procedimiento.
Con caracter especifico el acuerdo de inicio del procedimiento sancionador debera contener:

a) ldentificacion de la persona o personas presuntamente responsables.

b) Descripcién sucinta de los hechos imputados, su posible calificacién y las sanciones que
pudieran corresponder, sin perjuicio de lo que resulte de la instruccion.

¢) Indicacién de que el 6rgano competente para resolver el procedimiento es el Director de
la Agencia Espafiola de Proteccion de Datos.

d) Indicacién al presunto responsable de que puede reconocer voluntariamente su
responsabilidad, en cuyo caso se dictara directamente resolucion.

e) Designacién de instructor y, en su caso, secretario, con expresa indicacion del régimen de
recusacion de los mismos.
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f) Indicacion expresa del derecho del responsable a formular alegaciones, a la audiencia en
el procedimiento y a proponer las pruebas que estime procedentes.

g) Medidas de caracter provisional que pudieran acordarse, en su caso, conforme a lo
establecido en la seccion primera del presente capitulo.

Articulo 128. Plazo maximo para resolver.

1. El plazo para dictar resolucion serd el que determinen las normas aplicables a cada
procedimiento sancionador y se computara desde la fecha en que se dicte el acuerdo de inicio
hasta que se produzca la notificacion de la resolucion sancionadora, o se acredite debidamente
el intento de notificacion.

2. El vencimiento del citado plazo maximo, sin que se haya dictada y notificada resolucion
expresa, producira la caducidad del procedimiento y el archivo de las actuaciones.

SECCION 4.2 PROCEDIMIENTO DE DECLARACION DE INFRACCION DE LA LEY
ORGANICA 15/1999, DE 13 DE DICIEMBRE, POR LAS ADMINISTRACIONES PUBLICAS.

Articulo 129. Disposicion general.
El procedimiento por el que se declare la existencia de una infraccion de la Ley Orgéanica

15/1999, de 13 de diciembre, cometida por las Administraciones publicas serd el establecido en
la seccion tercera de este capitulo.

Procedimientos relacionados con la inscripcibn o cancelacién de

ficheros

SECCION 1.2 PROCEDIMIENTO DE INSCRIPCION DE LA CREACION, MODIFICACION O
SUPRESION DE FICHEROS.

Articulo 130. Iniciacién del procedimiento.

1. El procedimiento se iniciara como consecuencia de la notificacion de la creacion,
modificacién o supresién del fichero por el interesado o, en su caso, de la comunicacion
efectuada por las autoridades de control de las comunidades auténomas, a la que se refiere el
presente reglamento.

2. La notificacion se debera efectuar cumplimentando los modelos o formularios electrénicos
publicados al efecto por la Agencia Espafiola de Protecciéon de Datos, en virtud de lo dispuesto
en el apartado 1 del articulo 59 de este reglamento.

Tratandose de la notificacion de la modificacion o supresion de un fichero, deberd indicarse en
la misma el cédigo de inscripcion del fichero en el Registro General de Proteccion de Datos.

3. La notificacion se efectuara en soporte electrénico, ya mediante comunicacion electrénica a
través de Internet mediante firma electronica o en soporte informatico, utilizando al efecto el
programa de ayuda para la generacion de notificaciones que la Agencia pondra a disposicion
de los interesados de forma gratuita.
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Sera igualmente valida la notificacion efectuada en soporte papel cuando para su
cumplimentacién hayan sido utilizados los modelos o formularios publicados por la Agencia.

4. En la notificacion, el responsable del fichero deberd declarar un domicilio a efectos de
notificaciones en el procedimiento.

Articulo 131. Especialidades en la notificacién de ficheros de titularidad publica.

1. Cuando se trate de la natificacion de ficheros de titularidad publica, debera acompafiarse a la
notificacién una copia de la norma o acuerdo de creacion, modificacion o supresion del fichero
a que hace referencia el articulo 52 del presente reglamento. Cuando el diario oficial en el que
se encuentre publicada la citada norma o acuerdo sea accesible a través de Internet, bastara
con indicar en la notificacién la direccion electronica que permita su concreta localizacion.

2. Recibida la notificacion, si la misma no contuviera la informacién preceptiva o se advirtieran
defectos formales, el Registro General de Proteccion de Datos requerira al responsable del
fichero para que complete o subsane la notificacion. El plazo para la subsanacién o mejora de
la solicitud sera de tres meses, en el caso de que se precise la modificacién de la norma o
acuerdo de creacion del fichero.

Articulo 132. Acuerdo de inscripcién o cancelacion.

Si la natificacion referida a la creacion, modificacion o supresion del fichero contuviera la
informacion preceptiva y se cumplieran las restantes exigencias legales, el Director de la
Agencia Espafiola de Proteccidn de Datos, a propuesta del Registro General de Proteccion de
Datos, acordard, respectivamente, la inscripcion del fichero, asignando al mismo el
correspondiente cédigo de inscripcién, la modificacién de la inscripcion del fichero o la
cancelacion de la inscripcion correspondiente.

Articulo 133. Improcedencia o denegacion de la inscripcion.

El Director de la Agencia Espafiola de Proteccién de Datos, a propuesta del Registro General
de Proteccion de Datos, dictard resolucion denegando la inscripcion, modificacion o
cancelacién cuando de los documentos aportados por el responsable del fichero se desprenda
gue la notificacién no resulta conforme a lo dispuesto en la Ley Organica 15/1999, de 13 de
diciembre.

La resolucion sera debidamente motivada, con indicacion expresa de las causas que impiden la
inscripcion, modificacion o cancelacion.

Articulo 134. Duracién del procedimiento y efectos de la falta de resolucién expresa.

1. El plazo maximo para dictar y notificar resolucion acerca de la inscripcién, modificacion o
cancelacion sera de un mes.

2. Si en dicho plazo no se hubiese dictado y notificado resolucidon expresa, se entendera
inscrito, modificado o cancelado el fichero a todos los efectos.
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SECCION 2.2 PROCEDIMIENTO DE CANCELACION DE OFICIO DE FICHEROS INSCRITOS
Articulo 135. Iniciacion del procedimiento.
El procedimiento de cancelacion de oficio de los ficheros inscritos en el Registro General de
Proteccién de Datos se iniciard siempre de oficio, bien por propia iniciativa o en virtud de
denuncia, por acuerdo del Director de la Agencia Espafiola de Proteccion de Datos.
Articulo 136. Terminacion del expediente.
La resolucion, previa audiencia del interesado, acordara haber lugar o no a la cancelacion del
fichero.

Si la resolucion acordase la cancelacion del fichero, se dara traslado de la misma al Registro
General de Proteccion de Datos, para que proceda a la cancelacion.

Procedimientos relacionados con las transferencias internacionales

de datos

SECCION 1.2 PROCEDIMIENTO DE AUTORIZACION DE TRANSFERENCIAS
INTERNACIONALES DE DATOS

Articulo 137. Iniciacién del procedimiento.

1. El procedimiento para la obtencion de la autorizacion para las transferencias internacionales
de datos a paises terceros a las que se refiere el articulo 33 de la Ley Orgéanica 15/1999, de 13
de diciembre, y el articulo 70 de este reglamento se iniciard siempre a solicitud del exportador
que pretenda llevar a cabo la transferencia.

2. En su solicitud, ademas de los requisitos legalmente exigidos, el exportador debera
consignar, en todo caso:

a) La identificacion del fichero o ficheros a cuyos datos se refiera la transferencia
internacional, con indicacion de su denominacion y cédigo de inscripcion del fichero en el
Registro General de Proteccién de Datos.

b) La transferencia o transferencias respecto de las que se solicita la autorizacion, con
indicacion de la finalidad que la justifica.

¢) La documentacién que incorpore las garantias exigibles para la obtencion de la
autorizacion asi como el cumplimiento de los requisitos legales necesarios para la
realizacion de la transferencia, en su caso.

Cuando la autorizaciéon se fundamente en la existencia de un contrato entre el exportador y el
importador de los datos, debera aportarse copia del mismo, acreditandose asimismo la
concurrencia de poder suficiente en sus otorgantes. Si la autorizacién se pretendiera fundar en
lo dispuesto en el apartado 4 del articulo 70, deberan aportarse las normas o reglas adoptadas
en relacion con el tratamiento de los datos en el seno del grupo, asi como la documentacién
gue acredite su caracter vinculante y su eficacia dentro del grupo. Igualmente debera aportarse
la documentacién que acredite la posibilidad de que el afectado o la Agencia Espafiola de
Proteccién de Datos puedan exigir la responsabilidad que corresponda en caso de perjuicio del
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afectado o vulneracién de las normas de proteccion de datos por parte de cualquier empresa
importadora.

Articulo 138. Instruccidn del procedimiento.

1. Cuando el Director de la Agencia Espafiola de Proteccién de Datos acuerde, conforme a lo
dispuesto en el articulo 86.1 de la Ley 30/1992, de 26 de noviembre, la apertura de un periodo
de informacién publica, el plazo para la formulacion de alegaciones sera de diez dias a contar
desde la publicacion en el «Boletin Oficial del Estado» del anuncio previsto en dicha Ley.

2. No sera posible el acceso a la informacion del expediente en que concurran las
circunstancias establecidas en el articulo 37.5 de la Ley 30/1992, de 26 de noviembre.

3. Transcurrido el plazo previsto en el apartado 1, en caso de que se hubieran formulado
alegaciones, se dara traslado de las mismas al solicitante de la autorizacion, a fin de que en el
plazo de diez dias alegue lo que estime procedente.

Articulo 139. Actos posteriores alaresolucion.

1. Cuando el Director de la Agencia Espafiola de Proteccion de Datos resuelva autorizar la
transferencia internacional de datos, se dara traslado de la resolucion de autorizacion al
Registro General de Proteccion de Datos, a fin de proceder a su inscripcion.

El Registro General de Proteccion de Datos inscribira de oficio la autorizacion de transferencia
internacional.

2. En todo caso, se dara traslado de la resolucion de autorizacion o denegacion de la
autorizacion de la transferencia internacional de datos al Ministerio de Justicia, al efecto de que
se proceda a su notificacion a la Comision Europea y a los demés Estados miembros de la
Unién Europea de acuerdo a lo previsto en el articulo 26.3 de la Directiva 95/46/CE.

Articulo 140. Duracién del procedimiento y efectos de la falta de resolucion expresa.

1. El plazo maximo para dictar y notificar resolucion sera de tres meses, a contar desde
la fecha de entrada en la Agencia Espafiola de Proteccion de Datos de la solicitud.

2. Si en dicho plazo no se hubiese dictado y notificado resolucidon expresa, se entendera
autorizada la transferencia internacional de datos.

SECCION 2.2 PROCEDIMIENTO DE SUSPENSION TEMPORAL DE TRANSFERENCIAS
INTERNACIONALES DE DATOS

Articulo 141. Iniciacién.

1. En los supuestos contemplados en el articulo 69 y en el apartado 3 del articulo 70, el
Director de la Agencia Espafiola de Proteccion de Datos podra acordar la suspensién temporal
de una transferencia internacional de datos.

2. En tales supuestos, el Director dictard acuerdo de inicio referido a la suspension temporal de
la transferencia. El acuerdo debera ser motivado y fundarse en los supuestos previstos en este
reglamento.
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Articulo 142. Instruccién y resolucion.

1. Se dara traslado del acuerdo al exportador, a fin de que en el plazo de quince dias formule lo
que a su derecho convenga.

2. Recibidas las alegaciones o cumplido el plazo sefialado, el Director dictara resolucion
acordando, en su caso, la suspensién temporal de la transferencia internacional de datos.

Articulo 143. Actos posteriores alaresolucion.

1. El Director de la Agencia Espafiola de Proteccion de Datos dara traslado de la resolucion al
Registro General de Proteccion de Datos, a fin de que la misma se haga constar en el registro.
El Registro General de Proteccion de Datos inscribira de oficio la suspension temporal de la
transferencia internacional.

2. En todo caso, se dara traslado de la resolucion al Ministerio de Justicia, al efecto de que se
proceda a su notificacion a la Comisién Europea y a los demas Estados miembros de la Unién
Europea de acuerdo a lo previsto en el articulo 26.3 de la Directiva 95/46/CE.

Articulo 144. Levantamiento de la suspension temporal.

1. La suspensidn se levantara tan pronto como cesen las causas que la hubieran justificado,
mediante resolucion del Director de la Agencia Espafiola de Proteccion de Datos, del que se
dard traslado al exportador.

2. El Director de la Agencia Espafiola de Proteccion de Datos dara traslado de la resolucion al
Registro General de Proteccion de Datos, a fin de que la misma se haga constar en el Registro.
El Registro General de Proteccion de Datos hara constar de oficio el levantamiento de la
suspension temporal de la transferencia internacional.

3. El acuerdo sera notificado al exportador y al Ministerio de Justicia, al efecto de que se
proceda a su notificacion a la Comisién Europea y a los demas Estados miembros de la Unién
Europea de acuerdo a lo previsto en el articulo 26. 3 de la Directiva 95/46/CE.

Capitulo VI.

Articulo 145. Iniciacion del procedimiento.

1. El procedimiento para la inscripcion en el Registro General de Proteccion de Datos de los
cbdigos tipo se iniciara siempre a solicitud de la entidad, 6rgano o asociacién promotora del
caédigo tipo.

2. La solicitud, que deberda reunir los requisitos legalmente establecidos, habra de
acompafarse de los siguientes documentos:

a) Acreditacion de la representacion que concurra en la persona que presente la solicitud.
b) Contenido del acuerdo, convenio o decisidn por la que se aprueba, en el ambito
correspondiente el contenido del cédigo tipo presentado.
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¢) En caso de que el cadigo tipo proceda de un acuerdo sectorial o una decision de empresa
certificacién referida a la adopcién del acuerdo y legitimacion del 6rgano que lo adopto.

d) En el supuesto contemplado en la letra anterior, copia de los estatutos de la asociacion,
organizacion sectorial o entidad en cuyo marco haya sido aprobado el codigo.

e) En caso de codigos tipo presentados por asociaciones u organizaciones de caracter
sectorial, documentacion relativa a su representatividad en el sector.

f) En caso de cdédigos tipo basados en decisiones de empresa, descripcion de los
tratamientos a los que se refiere el codigo tipo.

g) Cadigo tipo sometido a la Agencia Espafiola de Proteccion de Datos.

Articulo 146. Andlisis de los aspectos sustantivos del c6digo tipo.

1. Durante los treinta dias siguientes a la notificacién o subsanacion de los defectos el Registro
General de Protecciéon de Datos podra convocar a los solicitantes, a fin de obtener
aclaraciones o precisiones relativas al contenido sustantivo del cddigo tipo.

2. Transcurrido el plazo sefialado en el apartado anterior, el Registro General de Proteccién de
Datos elaborara un informe sobre las caracteristicas del proyecto de cddigo tipo.

3. La documentacién presentada y el informe del Registro seran remitidos al Gabinete Juridico,
a fin de que por el mismo se informe acerca del cumplimiento de los requisitos establecidos en
el Titulo VII de este Reglamento.

Articulo 147. Informacion publica.

1. Cuando el Director de la Agencia Espafiola de Proteccion de Datos acuerde, conforme a lo
dispuesto en el articulo 86.1 de la Ley 30/1992, de 26 de noviembre, la apertura de un periodo
de informacién publica, el plazo para la formulacion de alegaciones sera de diez dias a contar
desde la publicacion en el «Boletin Oficial del Estado» del anuncio previsto en dicha ley.

2. No sera posible el acceso a la informacion del expediente en que concurran las
circunstancias establecidas en el articulo 37.5 de la Ley 30/1992, de 26 de noviembre.

Articulo 148. Mejora del codigo tipo.

Si durante la tramitacion del procedimiento resultase necesaria la aportacion de nuevos
documentos o la modificacion del codigo tipo presentado, la Agencia Espafiola de Proteccion
de Datos podra requerir al solicitante, a fin de que en el plazo de treinta dias introduzca las
modificaciones que sean precisas, remitiendo el texto resultante a la Agencia Espafiola de
Proteccién de Datos.

Se declarara la suspension del procedimiento en tanto el solicitante no dé cumplimiento al
requerimiento.

Articulo 149. Tramite de audiencia.
En caso de que durante el tramite previsto en el articulo 148 se hubieran formulado
alegaciones, se dara traslado de las mismas al solicitante de la autorizacion, a fin de que en el

plazo de diez dias alegue lo que estime procedente.

Articulo 150. Resolucioén.
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1. Cumplidos los términos establecidos en los articulos precedentes, el Director de la Agencia
resolvera sobre la procedencia o improcedencia de la inscripcion del codigo tipo en el Registro
General de Proteccion de Datos.

2. Cuando el Director de la Agencia Espafiola de Proteccion de Datos resuelva autorizar la
inscripcion del codigo tipo, se dara traslado de la resolucion al Registro General de Proteccion
de Datos, a fin de proceder a su inscripcion.

Articulo 151. Duracidn del procedimiento y efectos de la falta de resolucidn expresa.

1. El plazo maximo para dictar y notificar resolucién sera de seis meses, a contar desde la
fecha de entrada de la solicitud en la Agencia Espafiola de Proteccion de Datos.

2. Si en dicho plazo no se hubiese dictado y notificado resolucién expresa, el solicitante podra
considerar estimada su solicitud.

Articulo 152. Publicacion de los cddigos tipo por la Agencia Espafiola de Proteccion de
Datos.

La Agencia Espafiola de Proteccion de Datos dara publicidad al contenido de los cddigos tipo

inscritos en el Registro General de Proteccion de Datos, utilizando para ello, con caracter
preferente, medios electrénicos o telematicos.

Otros procedimientos tramitados por la agencia espafiola de

proteccién de datos

SECCION 1.2 PROCEDIMIENTO DE EXENCION DEL DEBER DE INFORMACION AL
INTERESADO

Articulo 153. Iniciacion del procedimiento.

1. El procedimiento para obtener de la Agencia Espafiola de Proteccion de Datos la exencion
del deber de informar al interesado acerca del tratamiento de sus datos de caracter personal
cuando resulte imposible o exija esfuerzos desproporcionados, prevista en el apartado 5 del
articulo 5 de la Ley Organica 15/1999, de 13 de diciembre, se iniciar4 siempre a peticion del
responsable que pretenda obtener la aplicacion de la exencion.

2. En el escrito de solicitud, ademas de los requisitos recogidos en el art. 70 de la Ley 30/1992,
de 26 de noviembre, el responsable debera:

a) Identificar claramente el tratamiento de datos al que pretende aplicarse la exencion del
deber de informar.

b) Motivar expresamente las causas en que fundamenta la imposibilidad o el caracter
desproporcionado del esfuerzo que implicaria el cumplimiento del deber de informar.

¢) Exponer detalladamente las medidas compensatorias que propone realizar en caso de
exoneracién del cumplimiento del deber de informar.

d) Aportar una clausula informativa que, mediante su difusion, en los términos que se
indiquen en la solicitud, permita compensar la exencion del deber de informar.
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Articulo 154. Propuesta de nuevas medidas compensatorias.

1. Si la Agencia Espafiola de Proteccion de Datos considerase insuficientes las medidas
compensatorias propuestas por el solicitante, podra acordar la adopcion de medidas
complementarias o sustitutivas a las propuestas por aquél en su solicitud.

2. Del acuerdo se dara traslado al solicitante, a fin de que exponga lo que a su derecho
convenga en el plazo de quince dias.

Articulo 155. Terminacion del procedimiento.

Concluidos los tramites previstos en los articulos precedentes, el Director de la Agencia dictara
resolucion, concediendo o denegando la exencion del deber de informar. La resolucion podra
imponer la adopcién de las medidas complementarias a las que se refiere el articulo anterior.

Articulo 156. Duracidn del procedimiento y efectos de la falta de resolucidn expresa.

1. El plazo méximo para dictar y notificar resolucién en el procedimiento sera de seis meses, a
contar desde la fecha de entrada en la Agencia Espafiola de Proteccion de Datos de la solicitud
del responsable del fichero.

2. Si en dicho plazo no se hubiese dictado y notificado resolucion expresa, el afectado podra
considerar estimada su solicitud por silencio administrativo positivo.

SECCION 22 PROCEDIMIENTO PARA LA AUTORIZACION DE CONSERVACION DE
DATOS PARA FINES HISTORICOS, ESTADISTICOS O CIENTIFICOS.

Articulo 157. Iniciacion del procedimiento.

1. El procedimiento para obtener de la Agencia Espafiola de Proteccion de Datos la declaracién
de la concurrencia en un determinado tratamiento de datos de valores historicos, cientificos o
estadisticos, a los efectos previstos en la Ley Organica 15/1999, de 13 de diciembre, y en el
presente Reglamento, se iniciara siempre a peticién del responsable que pretenda obtener la
declaracion.

2. En el escrito de solicitud, el responsable deberé:

a) ldentificar claramente el tratamiento de datos al que pretende aplicarse la excepcion.

b) Motivar expresamente las causas que justificarian la declaracién.

¢) Exponer detalladamente las medidas que el responsable del fichero se propone implantar
para garantizar el derecho de los ciudadanos.

3. La solicitud deberd acompafarse de cuantos documentos o pruebas sean necesarios para
justificar la existencia de los valores historicos, cientificos o estadisticos que fundamentarian la
declaracion de la Agencia.
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Articulo 158. Duracidn del procedimiento y efectos de la falta de resolucion expresa.
1. El plazo maximo para dictar y notificar resolucion en el procedimiento sera de tres meses, a
contar desde la fecha de entrada en la Agencia Espafiola de Proteccion de Datos de la solicitud

del responsable del fichero.

2. Si en dicho plazo no se hubiese dictado y notificado resolucion expresa, el afectado podra
considerar estimada su solicitud.

DISPOSICION ADICIONAL

Unica. Productos de software.
Los productos de software destinados al tratamiento automatizado de datos personales
deberan incluir en su descripcion técnica el nivel de seguridad, basico, medio o alto, que

permitan alcanzar de acuerdo con lo establecido en el titulo VIII de este reglamento.

DISPOSICION FINAL

Unica. Aplicacion supletoria.

En lo no establecido en el capitulo Il del titulo IX serdn de aplicacién a los procedimientos
sancionadores tramitados por la Agencia Espafiola de Proteccion de Datos las disposiciones
contenidas en el Reglamento del Procedimiento para el ejercicio de la potestad sancionadora,
aprobado por Real Decreto 1398/1993, de 4 de agosto.



N6. Decreto 308/2005, por el que se desarrolla la Ley 2/2004

Péagina 1/9

DECRETO 308/2005, de 18 de octubre, por el que se desarrolla la Ley 2/2004, de 25 de
febrero, de ficheros de datos de caracter personal de titularidad publicay de creacion de
la Agencia Vasca de Proteccion de Datos.

(BOPV nuim. 218, de 16 de noviembre de 2005)

Por Ley 2/2004, de 25 de febrero, se regulan aspectos relacionados con los ficheros de datos
de caracter personal creados o gestionados por los Entes publicos de la Comunidad Auténoma
del Pais Vasco y se crea la Agencia Vasca de Proteccion de Datos. Es preciso completar la
regulacién legal para una proteccion mas eficaz de la intimidad personal y familiar de los
ciudadanos, mas concretamente, lo que la doctrina ha venido en denominar el derecho a la
autodeterminacion informativa; aunque, en este caso, la proteccién sélo se hace operativa en
relacion con ficheros vinculados, por su creaciéon o por su gestion, a los Entes publicos de la
Comunidad Autonoma del Pais Vasco. La misma Ley 2/2004, en su disposicion final, autoriza
al Gobierno Vasco para su desarrollo y aplicacion. Pero, ademas de esta habilitacion de
caracter general, la Ley 2/2004 contiene diversas llamadas al reglamento, de entre las que
debemos destacar la relativa a la regulacion del procedimiento para el ejercicio de los
derechos de oposicién, acceso, rectificacion, cancelaciébn y cualesquiera otros que les
reconozca la ley. Bien es cierto que el legislador ha querido que cada Ente publico de la
Comunidad Autonoma del Pais Vasco regule este procedimiento en relacién con los ficheros
de su titularidad (es decir, de los creados o gestionados por el mismo), por lo que este Decreto
se limita a establecer reglas procedimentales para el ejercicio de tales derechos respecto de
los ficheros creados o gestionados por la propia Administracion autonémica. La Ley 2/2004
también remite al reglamento la regulacién de las reclamaciones que los ciudadanos, a
quienes se deniegue los derechos a que se refiere dicha Ley, pueden interponer ante la
Agencia Vasca de Proteccion de Datos.

No aborda este Decreto los aspectos organicos de la Agencia Vasca de Proteccion de Datos,
gue son materia propia del Estatuto de este Ente, de acuerdo con el articulo 14 de la Ley
2/2004, de 25 de febrero, de ficheros de datos de caracter personal de titularidad publica y de
creacion de la Agencia Vasca de Proteccién de Datos.

El Decreto consta de 19 articulos y una disposicion final que habilita a la Vicepresidenta para
el desarrollo del Decreto, previo informe del Consejo Consultivo de la Agencia Vasca de
Proteccién de Datos. Aquellos estan distribuidos en cuatro capitulos.

El Capitulo | de disposiciones generales, concreta el ambito de aplicacién del Decreto y regula
aspectos relacionados con la notificacion de los ficheros a la Agencia Vasca de Proteccion de
Datos y los cadigos tipo.

El Capitulo Il se refiere al ejercicio de los derechos en que se concreta la autodeterminacion
informativa, en la fase inicial; es decir, ante el responsable del fichero. Es de destacar que el
ambito de aplicacion de este Capitulo se limita a los ficheros creados o gestionados por la
Administracion de la Comunidad Auténoma del Pais Vasco y Entes publicos vinculados o
dependientes de la misma.

En el Capitulo Ill se regula el bloqueo de datos y la tutela de los derechos que integran el de
autodeterminacion informativa, en la fase de reclamacién ante la Agencia Vasca de Proteccion
de Datos, una vez que el ciudadano afectado ha visto desestimada su pretension ante el
responsable del fichero. Se regulan, asimismo, las diversas posibilidades de actuacion
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inmediata de la Agencia Vasca de Proteccion de Datos, ante los responsables de los ficheros
que incumplen los preceptos legales o reglamentarios, para proteger los derechos de los
ciudadanos.

El Capitulo IV contiene preceptos relativos al procedimiento sancionador que ha de seguir la
Agencia Vasca de Proteccion de Datos en relacion con los ficheros que entran en su ambito de
aplicacion. Es necesario completar la regulacion contenida en la Ley 2/2004, de acuerdo con la
que se establece en la Ley 2/1998, de 20 de febrero, de la potestad sancionadora de las
Administraciones Publicas de la Comunidad Autobnoma del Pais Vasco. En este sentido,
conviene recordar que la misma disposicion adicional segunda del Real Decreto 1332/1994, de
20 de junio, de desarrollo de determinados aspectos de la Ley Organica 5/1992, de 29 de
octubre, de regulacion del tratamiento automatizado de los datos de caracter personal (vigente,
al amparo de la disposicién transitoria tercera de la Ley Orgénica 15/1999, de 13 de diciembre,
de proteccion de datos de caracter personal), atribuye a las Comunidades Autonomas,
respecto de sus propios ficheros, la regulacion del procedimiento sancionador, asi como la del
ejercicio y tutela de los derechos del afectado.

En su virtud, a propuesta de la Vicepresidenta del Gobierno, de conformidad con la Comision
Juridica Asesora de Euskadi, y previa deliberacion y aprobacion del Consejo de Gobierno en
su reunion celebrada el dia 18 de octubre de 2005.

DISPONGO:

Capitulo 1.
Articulo 1. Ambito de aplicacion

1. El presente Decreto, salvo lo dispuesto en su Capitulo Il que tendra el &mbito de aplicacion
previsto en el mismo, sera de aplicacion a los siguientes ficheros:

1. Los creados por las Administraciones Publicas, Instituciones, Entidades y Corporaciones
a las que se refiere el articulo 2.1 de la Ley 2/2004 (a las que, en adelante, se denominara
Entes publicos de la Comunidad Auténoma del Pais Vasco) para el ejercicio de potestades
de derecho publico, que sean gestionados por las mismas o por personas, fisicas o
juridicas, privadas.

2. Los creados por otras personas, fisicas o juridicas, publicas o privadas, en tanto sean
gestionados por los Entes publicos de la Comunidad Auténoma del Pais Vasco para el
ejercicio de potestades de derecho publico. 2. Lo dispuesto en este Decreto no sera de
aplicacion a los ficheros a que se refiere el articulo 2.2 de la Ley 2/2004.

3. Los ficheros de datos personales que sirvan para fines exclusivamente estadisticos,
amparados por la legislaciéon sobre funcion publica estadistica, se regiran por sus
disposiciones especificas, sin perjuicio de la aplicacion de lo especialmente dispuesto para
los mismos en este Decreto.

4. Los ficheros de datos relativos a la salud de las personas, de la titularidad de
instituciones y centros sanitarios de caracter publico y de los profesionales a su servicio,
se regirdn por lo dispuesto en la legislacion sectorial sobre sanidad, sin perjuicio de la
aplicacion de lo dispuesto en este Decreto en todo lo que no sea incompatible con dicha
legislacion.
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5. La aplicacion de lo dispuesto en este Decreto a los ficheros de datos de caracter
personal, distintos de los citados en el articulo 2.2 de la Ley 2/2004, creados o gestionados
por los Cuerpos de Policia del Pais Vasco, se efectuara sin perjuicio de las especialidades
de su régimen juridico previstas en la Ley Organica 15/1999, de 13 de diciembre, de
proteccion de datos de caracter personal, en la Ley 4/1992, de 17 de julio, de Policia del
Pais Vasco, y en las disposiciones que las desarrollen.

Articulo 2. Notificacion de ficheros ala Agencia Vasca de Proteccion de Datos

1. Los Entes publicos de la Comunidad Auténoma del Pais Vasco notificaran a la Agencia
Vasca de Proteccion de Datos toda creacion, modificacion o supresion de ficheros de datos de
cardcter personal, para su inscripcion en el Registro de Proteccion de Datos, mediante el
traslado, a través del modelo normalizado que al efecto elabore la Agencia Vasca de
Proteccién de Datos, de una copia de la disposicién o acuerdo de creacion, modificacién o
supresion.

2. Los Entes publicos de la Comunidad Auténoma del Pais Vasco notificaran a la Agencia
Vasca de Proteccion de Datos, utilizando el modelo que al efecto elabore ésta, los ficheros a
gue se refiere el articulo 1.1.b de este Decreto que gestionen para el ejercicio de potestades
de derecho publico.

Articulo 3. Los cédigos tipo

1. Los cddigos tipo se depositaran, para su inscripcion, en el Registro de Proteccién de Datos,
de acuerdo con lo dispuesto en el Estatuto de la Agencia Vasca de Proteccion de Datos.

2. Cualquier persona podra obtener copias de los cddigos tipo depositados e inscritos en el
Registro de Proteccién de Datos.

3. En caso de incumplimiento de las normas contenidas en los cédigos tipo se estara a lo
dispuesto al efecto en los acuerdos o disposiciones que los formulen.

Ejercicio de los derechos, en relacion con los ficheros de la

administracion de la CAPV

Articulo 4. Caracter personal de los derechos

1. El derecho de oposicion y el de acceso a los ficheros de datos de caracter personal creados
0 gestionados por la Administracion de la Comunidad Auténoma del Pais Vasco y por los Entes
publicos, de cualquier tipo, dependientes o vinculados a la misma, asi como los derechos de
rectificacion y cancelacion de datos, son personalisimos y seran ejercidos por el afectado frente
al responsable del fichero, sin mas limitaciones que las expresamente previstas en la Ley
Organica 15/1999 y demas disposiciones en vigor. No obstante, podra actuar el representante
legal del afectado, cuando éste se encuentre en situacion de incapacidad o minoria de edad
que le imposibilite el ejercicio personal de los derechos.

2. Para el ejercicio de los derechos a que se refiere este articulo, por medio de representante
voluntario, debera acreditarse la representacion, para cada actuacion concreta, por cualquier
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medio valido en derecho que deje constancia fidedigna o mediante declaracion en
comparecencia personal del interesado ante el responsable del fichero.

Articulo 5. Derecho de oposicién

1. Cuando el tratamiento de datos de caracter personal requiere el consentimiento inequivoco
del afectado, el derecho de oposicion se ejerce tanto mediante la no manifestacién de dicho
consentimiento como mediante la manifestacion de la negativa a concederlo.

2. En los casos en los que no sea necesario el consentimiento del afectado para el tratamiento
de datos de caracter personal, y siempre que la ley no disponga lo contrario, éste podra
oponerse a su tratamiento cuando existan motivos fundados y legitimos relativos a una
concreta situacion personal, mediante escrito dirigido al responsable del fichero. En tal
supuesto, éste excluira del tratamiento o tratamientos a que se refiera la peticion, los datos
relativos al afectado y le notificara a éste, en un plazo no superior a diez dias, los términos en
los que se ha efectuado la exclusion.

Articulo 6. Derecho de acceso

1. El derecho de acceso, a los ficheros de la Administracién de la Comunidad Autbnoma del
Pais Vasco y Entes publicos dependientes o vinculados a la misma, se ejercera mediante
solicitud dirigida al responsable del fichero. Podra formularse por cualquier medio que garantice
la identificacion del afectado y la constancia del fichero o ficheros a consultar.

2. El afectado podré optar por uno o varios de los siguientes sistemas de consulta del fichero,
siempre que la configuracion e implantacion material del fichero lo permita:

1. Visualizacién en pantalla.

2. Escrito, copia o fotocopia remitida por correo.

3. Telecopia.

4. Cualquier otro procedimiento que sea adecuado a la configuracion e implantacion material
del fichero.

3. El responsable del fichero resolvera sobre la peticién de acceso en el plazo de un mes, a
contar desde el dia de la recepcion de la solicitud. Transcurrido dicho plazo sin resolucién
expresa, el interesado podra interponer la reclamacion prevista en el articulo 9 de la Ley
2/2004.

4. Si la resolucion fuera estimatoria, el acceso se hara efectivo en el plazo de los diez dias
siguientes al de la notificacion de aquella.

Articulo 7. Contenido de lainformacion
1. La informacion, cualquiera que sea el soporte en que fuera facilitada, se dard de forma
legible o inteligible sin utilizar claves o codigos que requieran el uso de dispositivos mecéanicos

especificos.

2. La informacion podra comprender, de acuerdo con los términos de la peticion, los datos de
base del afectado y los resultantes de cualquier elaboracién o proceso informéatico, asi como el
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origen de los datos, los cesionarios de los mismos y la especificacion de los concretos usos y
finalidades para los que se almacenaron los datos.

Articulo 8. Denegacion del acceso

Solo podra denegarse el acceso cuando la solicitud sea formulada por persona distinta de la
afectada o de su representante en los términos del articulo 4 de este Decreto, o se dé alguno
de los supuestos de denegacion previstos en la Ley Organica 15/1999, de 13 de diciembre, de
Proteccién de Datos de Caracter Personal.

Articulo 9. Derechos de rectificacién y cancelacion

1. Cuando el interesado considere que sus datos son inexactos o incompletos, inadecuados o
excesivos podra solicitar del responsable del fichero la rectificacion o, en su caso, cancelacion
de los mismos. No obstante, cuando se trate de datos que reflejen hechos constatados en un
procedimiento administrativo, aquéllos se consideraran exactos siempre que coincidan con
éste.

2. La rectificacion o cancelacion se hara efectiva, por el responsable del fichero, dentro de los
diez dias siguientes al de la recepcion de la solicitud. Si los datos hubieran sido comunicados a
un tercero, el responsable del fichero le notificard, en el mismo plazo, la rectificacién o
cancelacion efectuada, para que, en el caso de que aquél mantenga el tratamiento por cuenta
de éste, proceda también a la misma rectificacion o cancelacion.

3. En el supuesto de que el responsable del fichero considere que no procede acceder a lo
solicitado por el afectado, se lo comunicara motivadamente, dentro del plazo sefialado en el
namero anterior, a fin de que éste pueda hacer uso de la reclamacién prevista en el articulo 9
de la Ley 2/2004 ante la Agencia Vasca de Proteccion de Datos.

4. Transcurrido el plazo de diez dias sin que se haya notificado expresamente la resolucion, el
interesado podra formular la reclamacién que corresponda ante la Agencia Vasca de
Proteccién de Datos.

Blogueo de datos y tutela de derechos por la Agencia Vasca de

Proteccién de Datos

Articulo 10. Bloqueo de los datos

1. La cancelacion de los datos dard lugar al bloqueo de los mismos, con el fin de impedir su
ulterior proceso o utilizacion, conservandose Unicamente a disposicion de las Administraciones
Publicas, Jueces y Tribunales, para la atencion de las posibles responsabilidades nacidas del
tratamiento, durante el plazo de prescripcion de éstas.

2. Cumplido el citado plazo se procedera a la supresién de los datos. No obstante, cuando los
datos a cancelar hayan sido recogidos o registrados por medios fraudulentos, desleales o
ilicitos, la cancelacion de los mismos comportara siempre la destruccion del soporte en el que
aquellos figuren.
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3. Contra la resolucién por la que el responsable del fichero acuerda el bloqueo de los datos
podra interponerse, ante el Director de la Agencia Vasca de Proteccion de Datos, la
reclamacién prevista en el articulo 9 de la Ley 2/2004.

4. A los efectos de lo dispuesto en este articulo, se entiende por bloqueo de datos la
identificacion y reserva de datos con el fin de impedir su tratamiento.

Articulo 11. Tutela de derechos

1. Las reclamaciones ante la Agencia Vasca de Proteccién de Datos, a que se refiere el
articulo 9 de la Ley 2/2004, se sustanciaran en la forma prevista en este articulo.

2. El procedimiento se iniciard a instancia del afectado o afectados, que debera expresar, con
claridad y por escrito, el contenido de la reclamacion y los preceptos legales o reglamentarios
que consideran vulnerados.

3. Recibida la reclamacién en la Agencia Vasca de Proteccion de Datos, se dara traslado de la
misma al responsable del fichero, para que, en el plazo de 15 dias, formule las alegaciones
que estime pertinentes.

4. Recibidas las alegaciones o transcurrido el plazo para formularlas, el Director de la Agencia
Vasca de Proteccion de Datos, previos los informes, pruebas y otros actos de instruccion
pertinentes, incluida la audiencia del responsable del fichero y de los afectados, en los
supuestos en que proceda, de acuerdo con el articulo 84 de la Ley 30/1992, resolvera sobre la
reclamacioén formulada, dando traslado de la resolucion a los interesados.

5. Transcurridos seis meses, desde la presentacién del escrito de reclamacion, sin que se haya
notificado resolucidn expresa, se entenderd que aquella ha sido desestimada.

6. Contra la resolucion del Director de la Agencia Vasca de Proteccién de Datos o la
desestimacién por silencio administrativo de la tutela solicitada podra interponerse recurso
contencioso-administrativo, de acuerdo con la Ley reguladora de esta Jurisdiccion. No
obstante, podra interponerse con caracter previo y potestativo recurso de reposicion.

Articulo 12. Requerimientos a los responsables de los ficheros

1. Cuando el Director de la Agencia Vasca de Proteccion de Datos constate que el
mantenimiento o uso de un determinado fichero creado o gestionado por un Ente publico de la
Comunidad Auténoma del Pais Vasco contraviene un precepto legal o reglamentario podra
requerir al responsable del fichero que adopte las medidas correctoras que determine en el
plazo que expresamente se fije en el requerimiento. Dentro de este plazo, si fuera igual o
superior a cinco dias, y en este Ultimo plazo si fuera inferior a él, el responsable del fichero
podra presentar las alegaciones que estime convenientes, vistas las cuales, en su caso, el
Director de la Agencia Vasca de Proteccion de Datos adoptara la resolucion que proceda, en
un plazo no superior a otros cinco dias.

2. El requerimiento contendrd las medidas cautelares necesarias para garantizar los derechos
de los ciudadanos afectados, asi como también contendra el acuerdo de inicio del
procedimiento sancionador que corresponda. En este caso, el responsable del fichero podra
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presentar alegaciones en el plazo de cinco dias posteriores a la adopcion de la medida
cautelar.

3. Si el responsable del fichero requerido incumpliera el requerimiento formulado o, en su caso,
la resolucion posterior al tramite de alegaciones, el Director de la Agencia Vasca de Proteccion
de Datos podra recurrir, la resolucion o la actitud omisiva del responsable del fichero, ante la
Jurisdiccion Contencioso-Administrativa, de acuerdo con la Ley reguladora de esta
Jurisdiccion.

4. Si el requerimiento se produce en el marco de un procedimiento sancionador y es para que
cese una utilizacion o cesion ilicita de datos de caracter personal, constitutiva de infraccién
muy grave, en que se impida gravemente o se atente de igual modo contra el ejercicio de los
derechos de los ciudadanos y el libre desarrollo de la personalidad que la Constitucién y las
Leyes garantizan, el Director de la Agencia Vasca de Proteccion de Datos podra adoptar las
medidas cautelares a que se refiere este articulo. Ademas, si el requerimiento no fuera
atendido en el plazo que se establezca, nunca superior a dos dias, el Director de la Agencia
Vasca de Proteccion de Datos podra, mediante resolucion motivada, inmovilizar los ficheros a
los solos efectos de restaurar los derechos de las personas afectadas.

Articulo 13. Adopcion de medidas cautelares por la Inspeccion de la Agencia Vasca de
Proteccion de Datos

1. Excepcionalmente, si para evitar la continuidad o la repeticion de hechos de igual o similar
significacién que otros ya sancionados como muy graves; para evitar el mantenimiento de los
dafios que aquéllos hayan ocasionado, o para mitigar dichos dafos, se requiere la asuncion
inmediata de medidas cautelares, éstas podran ser impuestas, sin audiencia de los
interesados, por funcionarios que en el ejercicio de las funciones de inspeccion atribuidas a la
Agencia Vasca de Proteccion de Datos constaten los hechos eventualmente ilicitos. Dichas
medidas cautelares, asi como la causa y finalidad concreta de las mismas, deberan expresarse
en el acta de inspeccién.

2. Cuando se adopten las medidas cautelares a que se refiere el nimero anterior, el inspector
actuante las pondra inmediatamente en conocimiento del Director de la Agencia Vasca de
Proteccion de Datos, el cual procedera a la incoacion del correspondiente procedimiento
sancionador. En el acto de iniciacion se determinara, motivadamente, la revocacion,
mantenimiento o modificacién de las citadas medidas cautelares, y se dara un plazo de cinco
dias, al responsable del fichero, para que formule las alegaciones que estime conveniente.

3. Las medidas cautelares a que se refiere este articulo se extinguirdn una vez transcurridos
cuatro dias desde su adopcion sin que se haya iniciado el correspondiente procedimiento
sancionador.
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Capitulo V.

Articulo 14. Iniciaciéon

1. El procedimiento sancionador se iniciara de oficio por acuerdo del Director de la
Agencia Vasca de Proteccion de Datos, bien por propia iniciativa, por peticién razonada
de una Administracion Pudblica u otro Ente puablico o por denuncia.

2. El acuerdo de iniciacién contendra, al menos:

a) la identificacién de la persona o personas presuntamente responsables.

b) la descripcién de los hechos que motivan la incoacion del procedimiento, su posible
calificacion juridica y las sanciones que pudieran corresponder.

¢) la designacion del instructor del procedimiento, con expresa indicacion del régimen de
recusacion; y

d) la indicacion de que el érgano competente para la resolucion del procedimiento es el
Director, con mencion del precepto del Estatuto de la Agencia Vasca de Proteccion de
Datos que le atribuye la competencia.

3. El instructor sera un funcionario Letrado de la Agencia Vasca de Proteccion de Datos,
designado siguiendo un sistema objetivo de turno en el supuesto de que hubiera mas de uno.
No estara sujeto a dependencia funcional alguna en el cumplimiento de su labor instructora.

Articulo 15. Instruccién

1. El acuerdo de iniciacién del expediente sancionador se comunicara al instructor y se
notificard al presunto responsable y demas interesados, dandoles un plazo de quince dias para
aportar cuantas alegaciones, documentos o informaciones estimen convenientes, para solicitar
la apertura de un periodo probatorio y proponer los medios de prueba que consideren
adecuados.

2. Se abrira un periodo probatorio en los siguientes supuestos:

a) Cuando, en el tramite de alegaciones, lo solicite cualquiera de los interesados, con
proposicién de medios de prueba concretos, siempre que alguno de éstos sea considerado
pertinente por el instructor. Este debera motivar, en su caso, la desestimacion de la solicitud
de apertura del periodo probatorio y el rechazo de pruebas concretas; actos que seran
recurribles de acuerdo con el articulo 41 de la Ley 2/1998, de 20 de febrero, de la potestad
sancionadora de las Administraciones Publicas de la Comunidad Auténoma del Pais Vasco.
b) Cuando, en ausencia de solicitud de parte interesada, el instructor lo considere necesario
para el esclarecimiento de los hechos y determinacion de los responsables. En este caso,
dara un plazo de cinco dias a los interesados para que propongan los medios de prueba
gue estimen oportunos.

3. El periodo probatorio durara treinta dias habiles, sin perjuicio de la posibilidad de reducir o
prorrogar dicho plazo en los supuestos legalmente previstos.

4. La préctica de las pruebas se realizara de acuerdo con lo establecido en la Ley 30/1992.



N6. Decreto 308/2005, por el que se desarrolla la Ley 2/2004

Pagina 9/9
Articulo 16. Propuesta de resolucion y tramite de audiencia

1. Concluido, en su caso, el periodo probatorio, el instructor formulara la propuesta de
resolucion, de acuerdo con el articulo 38 de la Ley 2/1998, de 20 de febrero, de la potestad
sancionadora de las Administraciones Publicas de la Comunidad Auténoma del Pais Vasco.

2. La propuesta de resolucion se notificara a los interesados, indicandoles que disponen de un
plazo de quince dias para formular alegaciones y que, en dicho plazo, se les pondra de
manifiesto el expediente, a fin de que puedan consultarlo y obtener copias de los documentos
que obren en el mismo.

3. Concluido el tramite de audiencia, el instructor cursard inmediatamente la propuesta de
resolucion al Director de la Agencia Vasca de Proteccion de Datos, junto con los documentos,
alegaciones e informaciones que obren en el expediente.

Articulo 17. Actuaciones complementarias

Antes de dictar resolucién, el Director de la Agencia Vasca de Proteccion de Datos podra
decidir, mediante acuerdo motivado, la realizacion de las actuaciones complementarias que
considere necesarias para la resolucion del procedimiento, de acuerdo con el articulo 42 de la
Ley 2/1998.

Articulo 18. Remisién a 6rgano competente

Cuando, en cualquier fase del procedimiento sancionador, el Director de la Agencia Vasca de
Proteccién de Datos considere que los hechos son constitutivos de una infraccion cuya
sancion no le compete, lo comunicara al 6rgano que considere competente, trasladandole todo
lo actuado.

Articulo 19. Resolucién del procedimiento

1. El Director de la Agencia Vasca de Proteccién de Datos dictara resolucion motivada, que
decidira sobre todas las cuestiones planteadas por los interesados y aquellas otras derivadas
del procedimiento, de acuerdo con el articulo 43 de la Ley 2/1998 y articulo 24 de la Ley
2/2004. Asimismo, contendra la declaracién pertinente en orden a las medidas provisionales o
cautelares adoptadas durante la tramitacién del procedimiento.

2. Si no hubiera sido notificada la resolucion en el plazo de seis meses desde la iniciacion del
procedimiento, se producira la caducidad de éste, en los términos y con las consecuencias que
establece la Ley 30/1992. No obstante, el referido plazo quedara interrumpido mientras el
procedimiento se encuentre paralizado por causas imputables a los interesados, asi como en
el resto de los supuestos previstos en la Ley 2/1998.

DISPOSICION FINAL

Desarrollo reglamentario

Se faculta a la Vicepresidenta del Gobierno Vasco para, previo informe del Consejo Consultivo
de la Agencia Vasca de Proteccién de Datos, desarrollar lo dispuesto en este Decreto.
Dado en Vitoria-Gasteiz, a 18 de octubre de 2005.
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Decreto 309/2005, de 18 de octubre, por el que se aprueba el Estatuto de la Agencia
Vasca de Proteccion de Datos.

(BOPV niim. 213, de 9 de noviembre de 2005)

La Ley 2/2004, de 25 de febrero, de Ficheros de Datos de Caracter Personal de Titularidad
Publica y de Creacion de la Agencia Vasca de Proteccion de Datos, configura a ésta como un
ente de derecho publico, con personalidad juridica propia y plena capacidad publica y privada,
que actta con plena independencia de las Administraciones Publicas en el ejercicio de sus
funciones. El articulo 10.1 de la citada Ley 2/2004 establece que la Agencia Vasca de
Proteccién de Datos se regira por lo dispuesto en la Ley de su creacion y en su Estatuto propio
que sera aprobado por Decreto del Gobierno Vasco, a propuesta de la Vicepresidencia.
Procede, en consecuencia, completar el disefio organizativo basico de la Agencia, previsto en
la Ley 2/2004, mediante la aprobacion de su Estatuto de acuerdo con las previsiones legales y
dejando, al mismo tiempo, el margen de disponibilidad suficiente como para que la propia
Agencia pueda ejercer las potestades de autoorganizacion necesarias para su adecuado
funcionamiento, teniendo en cuenta, a estos efectos, que se trata de un ente que, en el
ejercicio de las funciones que tiene legalmente atribuidas, actla con plena independencia de
las Administraciones Publicas.

En su virtud, a propuesta de la Vicepresidenta del Gobierno, de conformidad con la Comision
Juridica Asesora de Euskadi, y previa deliberacion y aprobacién del Consejo de Gobierno en
su reunidn celebrada el dia 18 de octubre de 2005.

DISPONGO:
Articulo Unico.
De conformidad con lo dispuesto en el articulo 10.1 de la Ley 2/2004, de 25 de febrero, de
Ficheros de Datos de Caracter Personal de Titularidad Publica y de Creacion de la Agencia
Vasca de Proteccion de Datos, se aprueba el Estatuto de esta Entidad, cuyo texto se inserta a

continuacion.

DISPOSICION FINAL

Se autoriza a la Vicepresidenta del Gobierno Vasco y al Director de la Agencia Vasca de
Proteccion de Datos, a cada uno en el &mbito de sus respectivas competencias, para el
desarrollo y aplicaciéon de lo dispuesto en el Estatuto de la Agencia Vasca de Proteccion de
Datos.

Dado en Vitoria-Gasteiz, a 18 de octubre de 2005.

ANEXO AL DECRETO 309/2005, DE 18 DE OCTUBRE
ESTATUTO DE LA AGENCIA VASCA DE PROTECCION DE DATOS

Capitulo I. Disposiciones generales
Capitulo Il. Funcionamiento de la Agencia Vasca de Proteccién de Datos
Capitulo Ill. Organizacién de la Agencia Vasca de Proteccion de Datos
Capitulo IV. Inspeccion
Capitulo V. Régimen econémico, patrimonial y de personal

e Disposiciones adicionales
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Capitulo 1.

Articulo 1. La Agencia Vasca de Proteccién de Datos

La Agencia Vasca de Proteccién de Datos es un ente de derecho publico, con personalidad
juridica propia y plena capacidad publica y privada, que actda con plena independencia de las
Administraciones Publicas en el ejercicio de sus funciones. La Agencia Vasca de Proteccion de
Datos se relaciona con el Gobierno Vasco a través de la Vicepresidencia.

Articulo 2. Régimen juridico

1. La Agencia Vasca de Proteccién de Datos se rige por las siguientes disposiciones legales y
reglamentarias:

1. La Ley 2/2004 y las disposiciones reglamentarias de desarrollo de la misma.

2. El presente Estatuto.

3. La Ley Orgénica 15/1999, de 13 de diciembre, de Proteccion de Datos de Caréacter
Personal, y los reglamentos de desarrollo de la misma.

4. Cuando ejerza potestades administrativas, la Ley 30/1992, de 26 de noviembre, de
Régimen Juridico de la Administraciones Publicas y del Procedimiento Administrativo
Comun.

5. El Texto Refundido de las disposiciones legales vigentes sobre Régimen Presupuestario
de Euskadi, aprobado por Decreto Legislativo 1/1994, de 27 de septiembre.

6. Cuantas otras disposiciones resulten de aplicacion.

2. La Agencia Vasca de Proteccion de Datos ejercera sus funciones por medio del Director, a
cuyos efectos, los actos del Director se consideran actos de la Agencia Vasca de Proteccion de
Datos.

3. Los actos dictados por el Director, en el ejercicio de las funciones publicas de la Agencia
Vasca de Proteccibn de Datos, agotan la via administrativa. Contra los mismos podra
interponerse recurso contencioso-administrativo, sin perjuicio del previo recurso potestativo de
reposicion.

4. La representacion y defensa, en juicio, de la Agencia Vasca de Proteccidon de Datos, estara
a cargo de los servicios juridicos de la Administracion de la Comunidad Auténoma del Pais
Vasco, de acuerdo con lo dispuesto en la Ley 7/1986, de 26 de junio, de Representacion y
Defensa de la Comunidad Auténoma del Pais Vasco.
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Funcionamiento de la Agencia Vasca de Proteccion de Datos

Articulo 3. Funciones de la Agencia Vasca de Proteccién de Datos.

La Agencia Vasca de Proteccion de Datos desempefiara las funciones que le atribuye el
articulo 17 de la Ley 2/2004, para lo cual podra dirigirse directamente a los responsables de
los ficheros a que se refiere el articulo 2.1 de dicha Ley y a los encargados de tratamiento de
los mismos.

Articulo 4. Instrucciones y recomendaciones

La Agencia Vasca de Proteccion de Datos velara por el cumplimiento de la legislacion sobre
proteccion de datos y controlara su aplicacion, en relacion con los ficheros a que se refiere el
articulo 2.1 de la Ley 2/2004 y en el ambito de las competencias autondmicas. A tal efecto
dictard las instrucciones y recomendaciones necesarias para la correcta aplicacion de las
disposiciones legales y reglamentarias en materia de proteccion de datos de caracter personal,
control de acceso a los ficheros y para adecuar los tratamientos de datos a lo dispuesto en las
mismas.

Articulo 5. Ficheros estadisticos

En el ejercicio de las funciones que le atribuye el articulo 17.1.1 de la Ley 2/2004, la Agencia
Vasca de Proteccion de Datos dictara las instrucciones precisas para velar por el cumplimiento
de las disposiciones que la legislaciéon sobre funcién estadistica establece respecto a la
recogida de datos y al secreto estadistico. Asimismo, ejercera, en esta materia, las siguientes
funciones:

1. Informar las disposiciones normativas que determinen estadisticas de respuesta
obligatoria.

2. Dictaminar sobre las condiciones de seguridad de los ficheros constituidos con fines
exclusivamente estadisticos.

3. Cualesquiera otras que la atribuyan las leyes y los reglamentos.

Organizacion de la Agencia Vasca de Proteccion de Datos

Articulo 6. Organizacion de la Agencia Vasca de Proteccién de Datos.
1. La Agencia Vasca de Proteccion de Datos se estructura en los siguientes érganos:

1. El Director.
2. El Consejo Consultivo.

2. Dependerén jerarquicamente del Director el Registro de Proteccion de Datos y otros drganos
gue se creen en virtud del presente Estatuto asi como de las disposiciones que lo desarrollen.
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Articulo 7. El Director

1. El Director de la Agencia Vasca de Proteccion de Datos dirige ésta y ostenta su
representacion.

2. Corresponde al Director de la Agencia Vasca de Proteccion de Datos dictar las resoluciones,
instrucciones y recomendaciones que requiera el ejercicio de las funciones de la Agencia
Vasca de Proteccion de Datos y, en especial:

1. Resolver motivadamente sobre la procedencia o improcedencia de las inscripciones y
demas anotaciones en el Registro de Proteccion de Datos.

2. Resolver las reclamaciones que le pueda dirigir la ciudadania en el ejercicio de sus
derechos de acceso, oposicion, rectificacion y cancelacion, todo ello en relacién con los
ficheros de datos de caracter personal sujetos a la Ley 2/2004.

3. Recabar de las Administraciones Publicas, Instituciones, Entidades y Corporaciones a que
se refiere el articulo 2.1 de la Ley 2/2004, la informacion necesaria para el cumplimiento de
sus funciones.

4. Adoptar las medidas cautelares y provisionales que requiera el ejercicio de la potestad
sancionadora, de conformidad con lo dispuesto en la Ley 2/2004.

5. Iniciar y resolver los expedientes sancionadores y, en su caso, instar la incoacion de los
expedientes disciplinarios en los casos de infracciones cometidas por Administraciones
Publicas u otras Entidades o Instituciones de derecho publico.

6. Autorizar la entrada en los locales en que se hallen los ficheros, con el fin de proceder a
las inspecciones pertinentes. Cuando dichos locales tengan la consideracion legal de
domicilio, la labor inspectora deberd ajustarse, ademds, a las reglas que garantizan su
inviolabilidad.

7. Actuar como érgano de contratacién de la Agencia Vasca de Proteccién de Datos.

8. Aprobar gastos y ordenar pagos, dentro de los limites de los créditos del presupuesto de
gastos de la Agencia Vasca de Proteccion de Datos.

9. Programar la gestion de la Agencia Vasca de Proteccion de Datos.

10. Elaborar el anteproyecto de presupuesto de la Agencia Vasca de Proteccion de Datos.
11. Elaborar y aprobar la relaciéon de puestos de trabajo de la Agencia Vasca de Proteccion
de Datos.

12. Aprobar la memoria anual de la Agencia Vasca de Proteccion de Datos y elevarla a la
Vicepresidencia.

13. Firmar convenios de colaboracion, con entidades publicas y privadas, para un mejor
desempefio de las funciones atribuidas a la Agencia Vasca de Proteccion de Datos.

14. Dispensar al responsable del fichero, de la obligacion de informar a los interesados,
cuando concurran los supuestos previstos en el articulo 6 de la Ley 2/2004.

15. Instar a las Administraciones Publicas, Instituciones y Entidades a que se refiere el
articulo 16 de la Ley 2/2004 a que designen, cuando proceda, a sus representantes en el
Consejo Consultivo, a fin de evitar, en lo posible, la existencia de vacantes.

16. Cualesquiera otras que se le atribuyan en el presente Estatuto y demas disposiciones en
vigor, asi como todas aquellas funciones de direccién y representacion de la Agencia Vasca
de Proteccién de Datos que no estén expresamente atribuidas a otro érgano.

3. El Director de la Agencia Vasca de Proteccion de Datos podra delegar las funciones a que
se refieren las letras g), h), i), j) y m) del nimero anterior en un érgano jerarquicamente
dependiente del mismo.
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4. El Director de la Agencia Vasca de Proteccion de Datos percibira las retribuciones que en los
Presupuestos Generales de la Comunidad Auténoma del Pais Vasco tengan asignados los
Directores de la Administracion General de la Comunidad Auténoma del Pais Vasco.

5. Cuando proceda tramitar el expediente que puede conducir a la separacién del Director de la
Agencia Vasca de Proteccion de Datos, por alguna de las causas previstas en el articulo 15.3.b
de la Ley 2/2004, el acto de inicio y la elevacion a Consejo de Gobierno de la propuesta de
resolucion del expediente corresponderan a la Vicepresidenta.

Articulo 8. El Consejo Consultivo

1. El Consejo Consultivo de la Agencia Vasca de Proteccién de Datos es un érgano colegiado
de asesoramiento al Director de la Agencia Vasca de Proteccion de Datos, cuya composicion
es la que determina el articulo 16 de la Ley 2/2004.

2. El Consejo Consultivo emitira informe en todas las cuestiones que le someta el Director de la
Agencia Vasca de Proteccién de Datos y podra formular propuestas en temas relacionados con
las materias de la competencia de ésta.

3. Las personas designadas como miembros del Consejo Consultivo, comenzaran a
desempefiar sus funciones a partir del dia en que sea notificada la designacion a la Secretaria
del Consejo Consultivo.

4. Los miembros del Consejo Consultivo desempefiaran su cargo durante el tiempo que se
establezca en el acto o acuerdo de su designacién, entendiéndose que ésta es por tiempo
indefinido a falta de mencién expresa a la duracion.

5. El Consejo Consultivo aprobard sus propias normas de organizacion y funcionamiento, de
acuerdo con el articulo 16.2 de la Ley 2/2004 y articulos 22 a 27 de la Ley 30/1992.

Articulo 9. Registro de Proteccion de Datos
1. Seran objeto de inscripcion en el Registro de Proteccién de Datos:

1. Los ficheros a que se refiere el articulo 2.1 de la Ley 2/2004.
2. Las autorizaciones a que se refiere la Ley Orgéanica 15/1999 y disposiciones de desarrollo.
3. Los caédigos tipo que afecten a los ficheros inscritos.

2. En los asientos de inscripcion de los ficheros creados por las Administraciones Publicas,
Instituciones, Entidades y Corporaciones a que se refiere el articulo 2.1 de la Ley 2/2004,
figurara, en todo caso, la informacion contenida en la disposicion o acuerdo de creacion o de
modificacién del fichero, con especificacion de la disposicion o acuerdo y del diario oficial de su
publicacién y toda aquella que sea necesaria para el ejercicio de los derechos de informacién,
acceso, rectificacion, cancelacion y oposicion.

3. Los asientos de inscripcion de los ficheros a que se refiere el nimero anterior, los de
modificacion de su contenido y los de cancelacién de los mismos, se efectuaran de oficio, una
vez publicadas las disposiciones o acuerdos de creacion o de modificacion, anotandose las
incidencias de cualquier naturaleza que concurran en los ficheros inscritos. Lo dispuesto en
este numero se entiende sin perjuicio de la obligacion, del titular del fichero, de natificar a la
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Agencia Vasca de Proteccion de Datos la creacion, modificacion o supresion del fichero,
mediante el traslado de la correspondiente disposicion o acuerdo, siguiendo el modelo
normalizado que al efecto elabore la Agencia Vasca de Proteccién de Datos.

4. En los asientos de inscripcion de ficheros de titularidad privada gestionados, para el ejercicio
de potestades de derecho publico, por las Administraciones Publicas, Instituciones, Entidades y
Corporaciones a que se refiere el articulo 2.1 de la Ley 2/2004, figurard toda la informacion
que, respecto de los mismos ficheros, figura en el Registro General de Proteccion de Datos de
la Agencia Espafiola de Proteccién de Datos. La inscripcion de estos ficheros se practicara a
solicitud del ente gestor y previa instruccion del oportuno expediente, en el que se dara
audiencia al titular del fichero y se aportara, en su caso, el correspondiente certificado del
Registro General de Proteccion de Datos.

5. Los codigos tipo se depositaran, para su inscripcion, en el Registro de Proteccion de Datos.
Si se ajustan a las disposiciones vigentes, el Director de la Agencia Vasca de Proteccién de
Datos resolvera su inscripcion; en caso contrario, requerird a los solicitantes para que
subsanen las deficiencias en un plazo de diez dias, con indicacion de que, si asi no lo hicieran,
se les tendra por desistidos de su peticién, de acuerdo con el articulo 71 de la Ley 30/1992.

6. Corresponde al Registro de Proteccion de Datos:

1. Instruir los expedientes de inscripcion a que se refiere el articulo 18.2 de la Ley 2/2004.

2. Instruir los expedientes de modificacion y cancelacion del contenido de los asientos.

3. Rectificar de oficio los errores materiales de los asientos.

4. Expedir certificaciones de los asientos.

5. Publicar anualmente la relacion de los ficheros inscritos, con la informacion adicional que
el Director de la Agencia Vasca de Proteccion de Datos determine.

7. El responsable del fichero que considere que la informacion relativa a éste, contenido del
Registro de Proteccion de Datos, es incorrecta podra presentar la oportuna reclamacion ante el
Director de la Agencia Vasca de Proteccién de Datos, que debera resolverla en el plazo de un
mes. Transcurrido este plazo sin que se haya notificado la resolucidn se entendera estimada la
reclamacién y debera modificarse el contenido del asiento en los términos de aquella.

8. Las resoluciones del Director de la Agencia Vasca de Proteccion de Datos que modifiquen el
contenido del Registro de Proteccion de Datos seran notificadas a los responsables de los
ficheros afectados. Contra las mismas podra interponerse recurso contencioso-administrativo
y, potestativamente, con caracter previo, el de reposicion.

9. EIl Director de la Agencia Vasca de Proteccion de Datos adoptara las medidas necesarias
para facilitar el acceso de los ciudadanos al Registro de Proteccion de Datos.

10. Al frente del Registro de Proteccién de Datos existird un responsable directamente
dependiente del Director de la Agencia Vasca de Proteccion de Datos. Este podra delegar en
aquel la totalidad o parte de las funciones que le atribuye el presente articulo.



N7. Decreto 309/2005, de 18 de octubre, por el que se aprueba el Estatuto de

la AVPD

Pagina 7/9

Articulo 10. Otros 6rganos

La estructura organica de la Agencia Vasca de Proteccion de Datos se completa con los
organos jerarquicamente dependientes del Director dedicados al desempefio de las funciones
de asesoria, instruccion, inspeccion, secretaria y registro.

En desarrollo de dicha estructura organica, por resolucion del Director, previo informe del
Consejo Consultivo, se podra prever la existencia de otras unidades funcional y
jerarquicamente dependientes del Director, asi como las funciones asignadas a las mismas.
En la relacion de puestos de trabajo se determinara la dotacion de puestos de cada uno de los
distintos érganos y unidades, las caracteristicas de cada uno de los puestos y los requisitos
exigidos para acceder a los mismos.

Capitulo V.

Articulo 11. Funciones inspectoras

1. La Agencia Vasca de Proteccion de Datos podra efectuar inspecciones periddicas o
circunstanciales, de oficio o a instancia de los afectados, de cualesquiera de los ficheros a que
se refiere el articulo 2.1 de la Ley 2/2004, se hallen o no inscritos en el Registro de Proteccion
de Datos, y de los equipos informaticos correspondientes, en los locales que se hallen. A tal
efecto podra:

1. Examinar los soportes de informacion que contengan los datos personales.

2. Examinar los equipos fisicos.

3. Requerir los programas o la documentacion pertinente al objeto de determinar, en caso
necesario, el tratamiento de que los datos sean objeto.

4. Examinar los sistemas de transmision y acceso a los datos.

5. Realizar auditorias de los sistemas informaticos, para determinar su conformidad o no
con la legislacion vigente.

6. Requerir la exhibicién de cualesquiera otros documentos pertinentes.

7. Requerir el envio de toda la informacion precisa para el ejercicio de las funciones
inspectoras.

8. Revisar las medidas de seguridad aplicadas a los ficheros.

2. Las funciones inspectoras seran desempefiadas por funcionarios adscritos a los puestos de
inspector en la relacion de puestos de trabajo de la Agencia Vasca de Proteccion de Datos, los
cuales tendran acceso a los locales en que se hallen los ficheros y los equipos informaticos,
previa exhibicion, al responsable del fichero, de la autorizacion expedida por

el Director de la Agencia Vasca de Proteccién de Datos. Cuando dichos locales tengan la
consideracion legal de domicilio, la labor inspectora debera ajustarse, ademas, a las reglas
que garantizan su inviolabilidad.

Articulo 12. Actos de instruccién de expedientes sancionadores

Los funcionarios adscritos a los puestos de inspector colaboraran en los actos de instruccién
de expedientes sancionadores tramitados por la Agencia Vasca de Proteccién de Datos.
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Capitulo V.

Articulo 13. Recursos, contabilidad, control y presupuestos

1. La Agencia Vasca de Proteccion de Datos contara, para el cumplimiento de sus fines, con
los recursos previstos en el articulo 12 de la Ley 2/2004, de 25 de febrero, de Ficheros de
Datos de Caracter Personal de Titularidad Publica y de Creacion de la Agencia Vasca de
Proteccién de Datos.

2. Los regimenes presupuestario, contable y de control econdmico financiero y de gestion de la
Agencia Vasca de Proteccion de Datos seran los previstos en el articulo 13 de la citada Ley
2/2004 y en las disposiciones especificas que sean de aplicacion de acuerdo con dicho
precepto. Asimismo de conformidad con el articulo 10.3 de dicha Ley el régimen de
contratacién de la Agencia Vasca de Proteccion de Datos serad el previsto en el derecho
publico vigente para las Administraciones Publicas.

Articulo 14. Régimen patrimonial

1. Los bienes y derechos de la Agencia Vasca de Proteccién de Datos perteneceran al
patrimonio de la Comunidad Autbnoma del Pais Vasco.

2. Los bienes que la Administracion de la Comunidad Autonoma del Pais Vasco adscriba a la
Agencia Vasca de Protecciéon de Datos quedaran afectados a su servicio y conservaran la
calificacion juridica originaria. Estos bienes solo podran ser utilizados para los fines que
determinaron su adscripcion.

Articulo 15. Régimen de personal

1. La relaciébn de puestos de trabajo de la Agencia Vasca de Proteccion de Datos sera
aprobada por Resolucion de su Director, previo informe del Consejo Consultivo, y entrara en
vigor el dia de su publicacién en el Boletin Oficial del Pais Vasco.

2. Los puestos de inspector y cualesquiera otros que comporten el ejercicio de potestades
publicas estaran reservados a personal funcionario.

3. Los puestos reservados a funcionario se proveeran por concurso o por libre designacion,
previa convocatoria del Director de la Agencia Vasca de Proteccion de Datos, a la que podran
acceder funcionarios de las Administraciones Publicas, Instituciones y Entidades a que se
refiere el articulo 2.1 de la Ley 2/2004 que cumplan los requisitos exigidos, para cada puesto,
en la relacion de puestos. No obstante, ésta podra reservar determinados puestos de trabajo a
funcionarios de la propia Agencia Vasca de Proteccién de Datos.

DISPOSICIONES ADICIONALES

Primera

El Director de la Agencia Vasca de Proteccién de Datos incorporara al Registro de Proteccion
de Datos los ficheros a que se refiere el articulo 2.1 de la Ley 2/2004 que ya estén creados, en
la medida que vaya recibiendo las comunicaciones a que se refiere la disposicion adicional
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primera de dicha Ley. Asimismo, podra solicitar del Registro General de Proteccién de Datos
de la Agencia Espafiola de Proteccion de Datos la relacion de ficheros y demas elementos
inscritos en la misma que deben ser también objeto de inscripcion en el Registro de Proteccion
de Datos de la Agencia Vasca de Proteccion de Datos. En este Ultimo caso, la inscripcion se
practicara, en su caso, tras un tramite de audiencia, por un plazo de diez dias, al responsable
del fichero afectado; y la resoluciéon que se adopte sera notificada también al Registro General
de Proteccion de Datos.

Segunda

El Director de la Agencia Vasca de Proteccion de Datos designara a un funcionario al servicio
de esta Entidad para que desempefie las funciones de Secretario del Consejo Consultivo hasta
gue este Organo apruebe sus propias normas de organizacion y funcionamiento. Se podra
proceder a la constitucion del primer Consejo Consultivo a partir del momento en que se
reciba, en la Secretaria del Consejo, las notificaciones de designacion de cuatro de sus
miembros.
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Resolucion de 21 de julio de 2005

RESOLUCION de 21 de julio de 2005, del Director de la Agencia Vasca de Proteccion de
Datos, por la que se establecen los modelos normalizados y los medios por los que debe
procederse a la solicitud de las inscripciones de creacién, modificacion o supresion de
ficheros en el Registro de Proteccion de Datos de la Agencia Vasca de Proteccion de
Datos.

(BOPV nim. 165, de 31 de agosto de 2005)

El articulo 18 de la Ley del Parlamento Vasco 2/2004, de 25 de febrero, de Ficheros de Datos
de Caracter Personal de Titularidad Puablica y de Creacion de la Agencia Vasca de Proteccion
de Datos, crea el Registro de Datos y establece que seran objeto de inscripcién en la misma
los ficheros a los que se refiere el articulo 2.1 de dicha Ley.

Dicho Registro se convierte asi en un instrumento esencial para el efectivo cumplimiento de las
funciones que a la Agencia Vasca de Proteccion de Datos le vienen atribuidas por la Ley.

De la misma manera resultara ser vehiculo fundamental para dar plena efectividad a los
principios de publicidad, interconexién y mutua informaciéon que rigen las relaciones entre las
diferentes Autoridades de Control, estatal y autondmicas y que ya han tenido una primera
expresion con la firma del Protocolo de Colaboracién para la puesta en marcha del Sistema de
Informacién de Intercambio Registral (SIDIR).

Teniendo en cuenta que las Administraciones Publicas deben impulsar el empleo y aplicacion
de las técnicas y medios electronicos, informaticos y telematicos y que los programas y
aplicaciones que vayan a ser utilizados deben ser previamente aprobados y difundidas
publicamente sus caracteristicas, asi como la existencia de un Plan estratégico de
administracion y gobierno electrénicos que tiene como objetivo, entre otros, el impulso y
avance de la e-Administracion Vasca a fin de mejorar la relacion de ésta con los ciudadanos,
en virtud de las facultades que la Ley 2/2004 de 25 de febrero atribuye a esta Agencia, el
Director

RESUELVE:

Articulo 1. Aprobacién de modelos y soportes
1. Aprobar los modelos normalizados de solicitud, tanto en soporte papel como en soporte
digital, de inscripcion de ficheros de datos de caracter personal creados o gestionados para el
ejercicio de potestades publicas por las Administraciones Publicas, Instituciones,
Corporaciones y Entes Publicos a que se refiere el articulo 2.1 de la ley 2/2004.
Articulo 2. Contenido de los modelos
1. Estos modelos estan compuestos por:

a) Una hoja de solicitud de inscripcién, en la forma prevista en el anexo I.

b) Un formulario de notificacién del fichero, conforme a lo dispuesto en el anexo Il, en las
gue se hara constar la informacion contenida en la disposicién o acuerdo de creacion o
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modificacion del fichero y toda aquella necesaria para el ejercicio de los derechos de
acceso, rectificacion, cancelacion y oposicion.

Articulo 3. Obtencion y tramitacion de los modelos en soporte papel

1. Los modelos normalizados de solicitud de inscripcién en soporte papel se podran obtener
gratuitamente en la Sede de la Agencia Vasca de Proteccion de Datos o podran descargarse
de la pagina Web de la misma.

2. Los modelos normalizados de solicitud de inscripcion en soporte papel convenientemente
cumplimentados y firmados deberan ser presentados en el Registro de Proteccion de Datos de
la Agencia Vasca de Proteccién de Datos o en cualquiera de los registros u oficinas publicas a
las que se refiere el articulo 38.4 de la Ley 30/1992 de 30 de noviembre de Régimen Juridico
de las Administraciones Publicas y del Procedimiento Administrativo Coman.

En este Ultimo caso, el responsable del Registro de Proteccion de Datos dirigira, en el plazo de
diez dias desde la recepcion, comunicacion informando de la fecha en la que el impreso
normalizado ha tenido entrada en dicho Registro.

Articulo 4. Obtencion y tramitacion de modelos en soporte digital

1. Se aprueba el disefio normalizado de los modelos en soporte digital de la solicitud de
inscripcion de ficheros de datos de caracter personal a los que se refiere el articulo 2 de la Ley
2/2004, de 25 de febrero, que se ajunta como en el anexo lll de la presente Resolucién. La
Agencia Vasca de Proteccion de Datos facilitard un programa informatico para la generacion de
solicitudes de inscripcion que podra descargarse desde la pagina Web de dicha Agencia.

2. El programa al que se alude en el apartado anterior permitira generar un fichero con la
documentacidn de inscripcion. Este fichero se remitird a la agencia, bien directamente a través
de Internet, bien mediante un soporte digital que debera ser el que se establece en el anexo IV.

En ambos casos debera cumplimentarse y firmarse la hoja de solicitud de inscripcion generada
por el programa, que habra de presentarse en el Registro de Proteccion de Datos de la
Agencia Vasca de Proteccion de Datos o en cualquiera de los registros u oficinas publicas a las
gue se refiere el articulo 38.4 de la Ley 30/1992 de 30 de noviembre de Régimen Juridico de
las Administraciones Publicas y del Procedimiento Administrativo Comun.

El envio de la solicitud de la inscripcion de los ficheros se ajustara a lo previsto en el anexo IV.
Articulo 5. Actualizacién de anexos

Las actualizaciones de los anexos consecuencias de avances tecnoldgicos, cambios formales y
otras modificaciones accesorias seran realizadas a través de la pagina Web de la Agencia.

Articulo 6. Firma electrénica
Cuando esté disponible el uso de la firma electronica avanzada para la Instituciones, Organos,

Corporaciones, Entes y Organismos responsables en cada caso, la remisiéon de la hoja de
solicitud de inscripcion se podra realizar a través de Internet.
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Articulo 7. Subsanacién de errores y presentacion de documentacion complementaria

Si en la solicitud de inscripcién o en las hojas del formulario de natificacion del fichero, ya sea
en soporte papel o en digital existieran defectos o errores que impidieran tramitarla o no se
ajustasen al disefio y demas especificaciones establecidas en esta Resolucion, se requerira al
solicitante para que en el plazo de diez dias subsane los mismos. Del mismo modo se actuara
en el supuesto de recibirse a través de Internet el formulario de notificacion y no recibirse la
hoja de solicitud de inscripcién conforme a lo prevenido en el apartado anterior.

Si transcurrido dicho plazo, los defectos o errores no han sido corregidos se entendera
desistido de su solicitud.

Articulo 8. Entrada en vigor
La presente Resolucion entrara en vigor al dia siguiente de su publicacién en el Boletin Oficial

del Pais Vasco.

VER ANEXO BOPV
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Datu pertsonalen fitxategien inskripzioa egiteko eskabide-orria

Solicitud de Inscripcion de Ficheros de Datos de Caracter Personal

ESKABIDE-MOTA / TIPO DE SOLICITUD

[] Fitxategia sortzeko inskripzioa / Inscripcion de creacién de fichero

Sarrera-eguna

Fecha de entrada

[]1 Fitxategia aldatzeko inskripzioa / Inscripcién de modificacién de fichero [Erregistro-zenbakia

[] Fitxategia ezabatzeko inskripzioa/ Inscripcion de supresion de fichero

NUmero de Registro

INSKRIBATU NAHI DEN FITXATEGIAREN ERANTZULE DEN ORGANOA

ORGANISMO RESPONSABLE DEL FICHERO A INSCRIBIR
I.F.K.
C.ILF.

lzena
Nom

INSKRIPZIOA ESKATZEN DUENAREN DATUAK

DATOS DE LA PERSONA QUE SOLICITA LA INSCRIPCION
Abizenak

Apellidos

Izena
Nombre

N.A.N.
D.N.I.

...denez
En calidad de...

JAKINARAZPENA ZEIN HELBIDETAN JASO NAHI DEN
DOMICILIO, A EFECTOS DE NOTIFICACION

Bide-mota Bisearen izena

Tipo de via Nombre de la via

Zbk. Solairua, atea... Herria
Nro. Piso, puerta... Localidad
Posta-kodea Probintzia Herrialdea
Cédigo Postal Provincia Pais
Telefonoa Faxa e-maila
Teléfono Fax e-Mail
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Datu pertsonalen fitxategien inskripzioa egiteko eskabide-orria

Solicitud de Inscripcion de Ficheros de Datos de Caracter Personal

Datu Pertsonaletarako Jabetza Publikoko
Fitxategiei eta Datuak Babesteko Euskal
Bulegoa Sortzeari buruzko otsailaren 25eko
2/2004 Legean eta lzaera Pertsonaleko
Datuak Babesteari buruzko abenduaren
13ko 15/1999 Lege Organikoan
ezarritakoarekin bat etorrita, honekin batera
igorritako jakinarazpen-formularioan
deskribaturiko izaera pertsonaleko datuen
fitxategia Datuen Babeserako Euskal
Erregistroan inskribatzeko eta Espainiako
Agentziaren Datuen Babeserako Erregistro

Nagusian sartzeko eskatzen dut. Era
berean, adierazten dut datu guztiak
egiazkoak direla.

Tokia

Lugar

Sinadura / Firma

DATUAK  BABESTEKO EUSKAL  BULEGOA

Jakinarazpen honetan agertzen diren datu pertsonalak
“Datuak Babesteko Erregistroa” izeneko fitxategian
sartuko dira; Fitxategiaren helburua da datu pertsonalak
dituzten fitxategien existentziaren publizitatea zaintzea,
datuen informazioa izateko, haien aurka egiteko,
haietara iristeko, eta haiek zuzentzeko eta ezerezteko
eskubideak erabili ahal izate aldera. Jakinarazpena
egiten duen pertsona fisikoari buruzko datuak bakar-
bakarrik erabili ahal izango dira, ezarrita dagoen
moduan, eskabidea izapidetzeko beharrezkoak diren
administrazio-prozeduretan. Horrek datu pertsonal
informatizatuetara iristeko, datuok zuzentzeko eta, hala
behar denean, ezerezteko eskubidea izango du,
fitxategiaren erantzule den Datuak Babesteko Euskal
Bulegoan

De conformidad con lo establecido en la Ley
2/2004, de 25 de Febrero, de Ficheros de
Datos de Caracter Personal de Titularidad
Publica y de Creacién de la Agencia Vasca
de Proteccion de Datos, asi como en la Ley
Organica 15/1999, de 13 de diciembre, de
Proteccién de Datos de Caracter Personal,
solicito la inscripcion del fichero de datos de
caracter personal, descrito en el formulario
de notificacion adjunto, en el Registro de
Proteccién de Datos del Pais Vasco y su
integracion en el Registro General de
Proteccion de Datos de la Agencia
Espafiola. Asimismo manifiesto que todos
los datos consignados son ciertos.

Data
Fecha

AGENCIA VASCA DE PROTECCION DE DATOS Los
datos de caracter personal, que pudieran constar en
esta notificacién, se incluiran en el fichero de nombre
“Registro de Proteccion de Datos”. La finalidad del
fichero es velar por la publicidad de la existencia de los
ficheros que contengan datos de caracter personal con
el fin de hacer posible el ejercicio de los derechos de
informacién, oposicién, acceso, rectificacion 'y
cancelacion de los datos. Los datos relativos a la
persona fisica que actia como declarante de la
notificacion, Unicamente se utilizaran en los términos
previstos en los procedimientos administrativos que
sean necesarios para la tramitacibn de la
correspondiente solicitud. Tendra derecho a acceder a
sus datos personales, rectificarlos o en su caso
cancelarlos, en la Agencia Vasca de Proteccion de
Datos, érgano responsable del fichero.
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Formulario
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Formulario
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Formulario
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Formulario
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Formulario
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Formulario
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Fitxategien jakinarazpen-eredua betetzeko jarraibideak

Instrucciones para complementar el formulario de notificacién de

ALDERDI OROKORRAK

Jarraibide hauek beren beregi fitxategien
jakinarazpen-eredua betetzen laguntzeko
dira.

Eredua inskripzioaren eskabide-orriak eta
jakinarazpenaren xehetasun-orriek osatzen
dute. Eskabide-orria  beti paperean
aurkeztuko da, behar bezala beteta eta
sinatuta, xehetasun-orriak aurkezteko modua
edozein dela ere.

Zeintzuk jakinarazi behar dute Datuak
Babesteko Erregistroan fitxategiak sortu,
aldatu edo ezabatu egin dituztela?

Datu  pertsonalak  babesteari  buruzko
abenduaren 13ko 15/1999 Lege Organikoan
xedatutakoarekin  bat etorriz, sortutako
fitxategien berri eman behar dute datu
pertsonalen fitxategiak sortzen dituzten
pertsona fisiko edo juridiko guztiek (publikoa
zein pribatua izan) eta Administrazioko
organoek, ondoren fitxategi horiek Datuak
Babesteko Erregistroan inskribatze aldera.

Zein fitxategi edo tratamendu jakinarazi
behar dira?

Euskarri fisikoan erregistratuta egoteagatik
tratatu daitezkeen datu pertsonalak dituen
fitxategi oro.

Fitxategietan egiten diren zein eragiketa
jakinarazi behar dira Datuak Babesteko
Erregistroan?

Fitxategi berria sortzea edo datu pertsonalen
tratamendua egitea erabakiz gero, fitxategia
inskribatzeko eskatu beharko duzu, dagokion
eskabidearen bidez.

Datuak Babesteko Erregistroan
inskribatutako fitxategiren batean
aldaketaren bat egin behar izanez gero,
Datuak Babesteko Euskal Bulegoari halaxe

adierazi eta, kasuan kasu, inskripzioa
aldatzeko edo  ezabatzeko eskabidea

helaraziko zaio.

ficheros

CUESTIONES GENERALES

Estas instrucciones se dictan
exclusivamente a efectos de facilitar la
cumplimentacién del modelo de
notificacion de ficheros.

El modelo se compone de una hoja de
solicitud de inscripcién y de las hojas
interiores de detalle de la notificacion. La
hoja de solicitud deber& ser cumplimentada y
presentada en todo caso en papel,
debidamente firmada, cualquiera que sea el
tipo y la modalidad de presentaciéon de las
hojas interiores.

¢,Quiénes estan obligados a notificar la
creacion, modificacion o supresidon de
ficheros al Registro de Proteccién de
Datos?

Estan obligados a notificar la creacién de
ficheros para su inscripcion en el Registro de
Proteccién de Datos, de acuerdo con lo
dispuesto en la Ley Orgéanica 15/1999, de 13
de diciembre, de Proteccion de Datos de
Carécter Personal, aquellas personas fisicas
0 juridicas, de naturaleza publica o privada, u
6rgano administrativo, que procedan a la
creacion de ficheros de datos de caracter
personal.

¢Qué ficheros o tratamientos deben
notificarse?

Cualquier fichero que contenga datos de
caracter personal registrados en un soporte
fisico que los haga susceptibles de
tratamiento.

¢ Qué operaciones acerca de un fichero se
notifican al Registro de Proteccién de
Datos?

Si Vd. va a crear un nuevo fichero o va a
realizar un nuevo tratamiento de datos
personales, debera notificar la
correspondiente solicitud de inscripcién del
fichero.

Cualquier modificacion posterior en el
contenido de la inscripcion de un fichero en
el Registro de Proteccion de Datos, debera
comunicarse a la Agencia Vasca de
Proteccion de Datos, mediante una solicitud
de modificacion o de supresién de la
inscripcién, segun corresponda.
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Zein kasutan inskribatzen dira fitxategiak
Datuak Babesteko Erregistroan?

Fitxategia Datuak Babesteko Erregistroan
inskribatuta ~ geratzeko, jakinarazpenak
ezarritako baldintzak bete behar ditu.

Hala egin ezean, falta diren datuak osatzeko
edo daturen bat zuzentzeko eskatuko da.
Nolanahi ere, fitxategi bat Datuak Babesteko
Erregistroan inskribatzeak 15/1999 Lege
Organikoan ezartzen den jakinarazteko
betebeharra bete dela baino ez du
adierazten, eta, beraz, inola ere ez
fitxategiaren erantzuleak lege horretan eta
gainerako erregelamenduzko xedapenetan
aurreikusitako beste betebehar rak ere
betetzen dituenik.

Zein da jakinarazpen-ereduaren edukia?

Jakinarazpen-eredua honakoek osatzen
dute:

e Inskripzioaren eskabide-orria.

. Jakinarazpenaren xehetasun-orriak,

honako ataletan banatzen dira:

letik 12ra bitarteko orrialdeetan, honako
atalak daude: erantzulea, datuetara iristeko
zerbitzu edo unitatea, antolaketa,
fitxategiaren izena, arduraduna, segurtasun-
neurriak, egitura, xedea, kolektiboa, jatorria,
lagapenak eta nazioarteko transferentziak.
13. orrialdean, berriz, honako atalak:
ezabatzea eta aldaketa.

Zein atal bete behar dira fitxategi berria
sortu dela jakinarazteko?

Nahitaez bete beharko dira eskabide-orria
eta jarraian aipatzen diren atalak: erantzulea,
antolaketa, fitxategiaren izena, segurtasun-
neurriak, egitura, xedea, kolektiboa eta
jatorria.

Hala ere, irakurri arretaz gainerako atalak
betetzeko jarraibideak, eta, beharrezkoa
bada, horiek bete.

ficheros

¢Cuando queda inscrito un fichero en el
Registro de Proteccion de Datos?

El Registro de Proteccion de Datos inscribe
el fichero si la notificacién se ajusta a los
requisitos exigibles.

En caso contrario podra pedir que se
completen los datos que falten o se proceda
a su subsanacion.

En todo caso, la inscripcién de un fichero en
el Registro de Proteccion de Datos,
Unicamente acredita que se ha cumplido con
la obligacion de notificacion dispuesta en la
Ley Organica 15/1999, sin que de esta
inscripcibn se pueda desprender el
cumplimiento por parte del responsable del
fichero del resto de las obligaciones
previstas en la Ley y demas disposiciones
reglamentarias.

,Cual es el contenido del modelo de
notificacién?

El modelo de notificacion se compone de:

* Hojade solicitud de inscripcién.

. Hojas de detalle de la notificacion,
que se encuentran estructuradas en
apartados:

Paginas 1 a 12: Apartados de Responsable,
Servicio o Unidad de Acceso, Disposicion,
Nombre del Fichero, Encargado, Medidas de
Seguridad, Estructura, Finalidad, Colectivo,
Procedencia, Cesiones y Transferencias
Internacionales.

Pagina 13: Apartados de
Modificacion.

Supresion 'y

¢Qué apartados debe cumplimentar para
notificar la creacion de un fichero?

Son de obligada cumplimentacion la hoja de
solicitud y los apartados: Responsable,
Disposicién, Nombre del Fichero, Medidas
de  Seguridad, Estructura, Finalidad,
Colectivo y Procedencia.

No obstante, lea detenidamente las
instrucciones de cumplimentacion del resto
de apartados, y rellénelos en caso de que
asi sea necesario.
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Zein atal bete behar dira inskripzioa
aldatu egin dela jakinarazteko?

Horretarako, eskabide-orria, 13. orrialdean
dagoen Aldaketa izeneko atala eta aldatu
nahi diren atalei dagozkien orrialdeak bete
behar dira.

Zein atal bete behar dira inskripzioa
ezabatu egin dela jakinarazteko?

Horretarako, eskabide-orria  eta  13.
orrialdean dagoen Ezabatzea izeneko atala
bete beharko dira.

Nola betetzen da jakinarazpena?

Datak jartzeko orduan, egunak eta hilabeteak
2 digiturekin adieraziko dira eta urtea, berriz,
4 digiturekin (uuuuhhee).

Atal guztiak irakurri ondoren, X’ jarriko da
tratamendu edo fitxategiak izango dituen
edukia, xedea eta erabilerak ongien islatzen
dituzten atalei dagozkien laukitxoetan.

Testu libreko eremuetan, laburki adierazi
eskatu den informazio guztia. Testu libreko
eremu berean balio bat baino gehiago
barneratuz gero, komen bidez bereizi.

BAIl edo EZ aukeratu behar den eremuetan,
beti adierazi bietako bat.

Posta-helbideak jartzerakoan, bide-mota adierazteko,
jarraibide hauen amaieran dagoen kode-
taulan agertzen direnetako bat adierazi.

AURKEZTEKO MODUA

Inskribatu, ezabatu edo aldatu beharreko
fitxategi bakoitzeko jakinarazpen-eredu bat
bidali behar da, behar bezala beteta.
Horrekin batera, inskripzioaren eskabide-
orria ere ekarri behar da, beteta eta sinatuta.
Horiez gain, 15/1999 Lege Organikoaren 20.
artikuluan aipatzen den fitxategiak sortu,
aldatu edo ezabatzeari buruzko xedapen
orokorraren kopia ere ekarriko da (xedapen
hori BOEn edo kasuan kasuko aldizkari
ofizialean argitaratutakoa izango da).

ficheros

¢, Qué apartados debe cumplimentar para
notificar una modificacion de inscripcion?

Debera cumplimentar la hoja de solicitud,
apartado de modificacion de la pagina 13 y
las paginas correspondientes a los apartados
gue Vd. desee modificar.

¢ Qué apartados debe cumplimentar para
notificar la supresién de unainscripciéon?

Debera cumplimentar la hoja de solicitud y el
apartado de supresion de la pagina 13.

¢,Como cumplimentar la notificacién?

Las fechas deberan indicarse con 2 digitos
para el dia y el mes, y 4 digitos para el afio
(ddmmaaaa).

Deberd marcarse con una 'X' la casilla o
casillas de las opciones que mejor reflejen el
contenido, finalidad y usos previstos del
tratamiento o fichero, tras leer todas las
incluidas en cada apartado.

Para los campos de texto libre, indique de
forma sucinta pero completa la informacion
solicitada. En caso de incluir varios valores
en un mismo campo de texto libre, sepéarelos
por comas.

En el caso de tener que cumplimentar
campos que presentan SI o NO como
opcion, indicar siempre una de las dos
opciones.

En la cumplimentacion de direcciones
postales, para indicar el tipo de via consigne
alguno de los que aparecen en la Tabla de
Cadigos al final de estas instrucciones.

FORMA DE PRESENTACION

Debera enviar un modelo de notificacion por
cada fichero a inscribir, suprimir o modificar,
debidamente cumplimentado, acompafado
de la hoja de solicitud de inscripcion,
cumplimentada y firmada.

Ademas, tendra que acompafiar una copia
de la disposicion general de creacion,
modificacion o supresion del fichero,
publicada en el BOE o diario oficial
correspondiente, a que hace referencia el
articulo 20 de la Ley Orgéanica 15/1999.
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Agiriak Datuak Babesteko Euskal Bulegoan
edo Herri  Administrazioen  Araubide
Juridikoaren eta Administrazio Prozedura
Erkidearen  30/1992 Legearen  38.4.
artikuluak aurreikusten dituen erregistro edo
bulegoetako edozeinetan aurkeztuko dira.

OINARRIZKO TERMINOEN GLOSARIOA

Jarraian, oinarrizko ~ termino batzuk
definitzen dira, jakinarazpen-eredua ulertzea
eta betetzea errazagoa izan dadin:

e« Datu pertsonalak: pertsona fisikoak
zuzenean edo zeharka identifikatzea
ahalbidetzen duen horien gaineko edozein
informazio (3. art.).

» Fitxategia: datu pertsonalen multzo oro,
berdin dio zein den bera sortzeko,
biltegiratzeko, antolatzeko edo hara iristeko
era edota modalitatea (3.b art.)

» Datuen tratamendua: eragiketa eta
prozedura tekniko hauek, automatizatuak
izan zein ez izan, aukera ematen dute
datuak biltzeko, grabatzeko, gordetzeko,
prestatzeko, aldatzeko, blokeatzeko eta
ezerezteko, bai eta komunikazioetan,
kontsultetan, interkonexioetan eta
transferentzietan sortutako datuak lagatzeko
ere (3.c art.)

» Fitxategiaren edo tratamenduaren
erantzulea: tratamenduaren xedea, edukia
eta erabilera erabakitzen dituen pertsona
fisikoa edo juridikoa —publikoa nahiz
pribatua— edota administrazioko organoa
(3.d art.).

e Tratamenduaren arduraduna:
pertsona fisiko edo juridiko edota agintari
publiko honek, berak bakarrik edo beste
batzuekin batera, datu pertsonalak tratatzen
ditu tratamenduaren erantzulearen kontura
(3.g art.).

» Espainiako ordezkaria: tratamenduaren
erantzulea ez badago Europar Batasunaren
lurraldean finkatuta eta datuen
tratamendurako Espainian kokatutako
bitartekoak erabili behar badira, Espainiako
ordezkaria izendatu beharko da, baldin eta
bitarteko horiek ez badira bideratze-modura
erabiltzen. (5.1.e art.).

ficheros

Esta documentacion se enviara o presentara
en la Agencia Vasca de Proteccion de Datos,
0 en cualquiera de los Registros y Oficinas
previstos en el articulo 38.4 de la Ley
30/1992 de Régimen Juridico de las
Administraciones Puablicas y del
Procedimiento Administrativo Comun.

GLOSARIO DE TERMINOS BASICOS

Se definen a continuacibn una serie de
términos basicos con el fin de facilitar la
comprension y cumplimentacion del modelo
de notificacion:

e Datos de caracter personal: Cualquier
informacion concerniente a personas fisicas
gue permita su identificacibn directa o
indirectamente (Art. 3.a).

. Fichero: Todo conjunto organizado de
datos de caracter personal, cualquiera que
fuere la forma o modalidad de su creacion,
almacenamiento, organizacion y acceso (Art.
3.b).

» Tratamiento de datos: Operaciones y
procedimientos  técnicos de  caracter
automatizado o no, que permitan la recogida,
grabacion, conservacion, elaboracién,
modificaciéon, bloqueo y cancelacion, asi
como las cesiones de datos que resulten de
comunicaciones, consultas, interconexiones
y transferencias (Art. 3.c).

* Responsable del fichero 0
tratamiento: Persona fisica o juridica, de
naturaleza publica o privada, u 6rgano
administrativo, que decida sobre la finalidad,
contenido y uso del tratamiento (Art. 3.d).

. Encargado del tratamiento: La
persona fisica o juridica, autoridad publica,
servicio o cualquier otro organismo que, solo
0 conjuntamente con otros, trate datos
personales por cuenta del responsable del
tratamiento (Art. 3.9).

. Representante en Espafia: Cuando el
responsable del tratamiento no esté
establecido en el territorio de la Unibn
Europea y utilice en el tratamiento de datos
medios situados en territorio espafiol, debera
designar, salvo que tales medios se utilicen
con fines de transito, un representante en
Espafia (Art. 5 .1.e).
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+ Tartekoa edo interesduna: tratatutako
datuen jabea den pertsona fisikoa (3.e art.).

e Bereizte-prozedura: datu pertsonalen
tratamenduetan lortutako informazioa
pertsona zehatzarekin edo zehatz daitekeen
pertsonarekin ez erlazionatzeko modua
ekarriko den tratamendu oro da (3.t art.).

* Interesdunaren adostasuna: interesdunak
bidezko informazioa jaso ondoren
askatasunez  egiten duen  borondate-
adierazpen argia eta zehatza, hain zuzen ere
bere datu pertsonalen tratamendua egiteko
baimena emateko (3.h art.).

« Datuak lagatzea edo komunikatzea:
interesduna ez den beste pertsona bati
datuak erakustea (3.i art.).

e Jendeak eskuragarri dituen iturriak:
Edozein pertsonak kontsulta ditzakeen
fitxategiak. Mugaren bat jartzekotan, diru-
kopururen bat ordaindu beharra izan daiteke.
Jendeak eskuragarri dituen iturriak soil-soilik
honako hauek izango dira: sustapeneko
erroldak; telefono-zerrendak (horiei buruzko
arauek aurreikusitako baldintzetan); eta
izena, titulua, lanbidea, jarduera, maila
akademikoa, helbidea eta taldea baino
adierazten ez dituzten lanbide-taldeetako
pertsonen zerrendak. Halaber, jendeak
eskuragarri dituen iturritzat hartuko dira
egunkari eta aldizkari ofizialak eta
komunikabideak (3.j art.).

e Segurtasun Erregelamendua: 994/1999
Errege Dekretua, ekainaren 11koa, datu
pertsonalak dituzten fitxategi automatizatuen
segurtasun-neurriei buruzko erregelamendua
onesten duena (BOE, 151. zk., 1999ko
ekainaren 11koa). Dekretu hori Bulegoaren
web gunean dago eskuragarri.

ESKABIDE-ORRIA

Jarri 'X' bete beharreko eskabide-motari
dagokion laukitxoan. Orrialde honetan
eskatzen diren datu guztiak bete.

Fitxategiren bat aldatu edo ezabatuko dela
jakinarazi nahi izanez gero, erantzulearen
izena eta IFK Datuak Babesteko Erregistroan
adierazitakoak izango dira.

ficheros

« Afectado o interesado: Persona fisica
titular de los datos que sean objeto del
tratamiento (Art. 3.e).

. Procedimiento de disociacién: Todo
tratamiento de datos personales de modo
gue la informacién que se obtenga no
pueda asociarse a persona determinada o
determinable (art. 3.t).

e Consentimiento del interesado: Toda
manifestacion de voluntad, libre, inequivoca,
especifica e informada, mediante la que el
interesado consienta el tratamiento de datos
personales que le conciernen (Art. 3.h).

e« Cesion o comunicacion de datos:
Toda revelacion de datos realizada a una
persona distinta del interesado (Art. 3.i).

e Fuentes accesibles al publico:
Aquellos ficheros que pueden ser
consultados por cualquier persona sin mas
limitacién que, en su caso, el abono de una
contraprestacion. Tienen la consideracion
de fuentes de acceso publico,
exclusivamente, el censo promocional, los
repertorios telefonicos en los términos
previstos por su normativa especifica y las
listas de personas pertenecientes a grupos
de profesionales que contengan Unicamente
los datos de nombre, titulo, profesion,
actividad, grado académico, direccién e
indicacion de su pertenencia al grupo.
Asimismo, tienen el caracter de fuentes de
acceso publico, los diarios y boletines
oficiales y los medios de comunicacion (Art.
3.).

. Reglamento de Seguridad: Real
Decreto 994/1999, de 11 de junio, por el
que se aprueba el Reglamento de medidas
de seguridad de los ficheros automatizados
gue contengan datos de caracter personal
(BOE N° 151, de 25 de junio de 1999),
disponible en la pagina Web de la Agencia.

HOJA DE SOLICITUD

Marque con una 'X' la casilla correspondiente
al tipo de solicitud que va a declarar. Haga
constar la totalidad de los datos que se
solicitan en esta pagina.

Si estd notificando una modificaciéon o una
supresion de un fichero, el nombre y CIF del
responsable HOJA corresponderéa con el que
figure inscrito en el Registro de Proteccion
de Datos.
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Jarraian, adierazi orrialde hau izenpetzen
duen pertsonak fitxategiaren erantzuleari
dagokionez zein kargu edo izaera duen, eta
berau identifikatzeko datuak (izen-abizenak).
Aipatu baita ere jakinarazpenak nora bidali
behar diren. Helbidea beti jarri behar da,
baita fitxategiaren erantzulearenaren
berdina bada ere.

FITXATEGIAREN ERANTZULEA

Markatu ‘X' batez zein administraziotan
dagoen fitxategiaren erantzule den organoa.

“Autonomia Erkidegoetako administrazio eta
erakunde publikoak” aukeratuz gero, bete
baita ere Autonomia Erkidegoko Kodea dioen
eremua, jarraibide hauen amaieran dagoen
kode-taula kontuan izanik.

Idatzi herrialdearen izena, Espainia ez bada.
Tratamenduaren erantzulea ez badago
Europar Batasunaren lurraldean kokatuta eta
datuen tratamendurako Espainian kokatutako
bitartekoak erabili behar badira, Espainiako
ordezkaria izendatu beharko da, baldin eta
bitarteko horiek ez badira bideratze-modura
erabiltzen; hori guztia tratamenduaren
erantzulearen aurka jar litezkeen akzioei
kalterik egin gabe. Kasu honetan, nahitaez
bete behar da Espainian duen ordezkariaren
datuei buruzko atala (2. Datuetara iristeko
zerbitzu edo unitatea).

Telefono, fax eta helbide elektronikoari
dagozkien atalak aukerakoak dira.

Datuen aurka egitea, datuetara iristea,
eta datuak zuzentzea eta ezereztea

Atal hau ondorengo kasuetan baino ez da
beteko: datuen aurka egiteko, datuetara
iristeko eta horiek zuzentzeko eta ezerezteko
eskubideaz  baliatzen den herritarrari
laguntzeko 1. atalean (Fitxategiaren edo
tratamenduaren erantzulea) adierazitako
helbidea ez beste lekuren bat finkatzen
denean.

Nahitaez bete beharrekoak dira
dependentzia edo bulegoaren izenari. Bat
baino gehiago badira edo zehazgarriak
badira, adierazi zein bulego nagusitara edo
dependentziatara joango den interesduna
dagozkion eskubideez baliatzeko.

ficheros

A continuacién indiqgue el cargo o la
condicién del firmante de esta pagina en
relacién con el responsable del fichero, y
sus datos identificativos: nombre vy
apellidos. Sefiale también el lugar a efectos
de notificaciones. Esta direccion debe
cumplimentarse en todos los casos, aun
cuando coincida con la del responsable del
fichero.

RESPONSABLE DEL FICHERO

Sefiale con una 'X' el tipo de Administracion
en que se encuentra encuadrado el érgano
responsable del fichero.

Si  ha sefialado "Administracion vy
Organismos Publicos de las Comunidades
Auténomas", rellene el campo Cddigo de
Comunidad Auténoma, de acuerdo con la
Tabla de Coddigos al final de estas
instrucciones. Consigne el nombre del pais,
en caso de que éste no sea Espafa.
Cuando el responsable del tratamiento no
esté establecido en el territorio de la Union
Europea y utilice en el tratamiento de datos
medios situados en territorio espafiol,
debera designar, salvo que tales medios se
utilicen con fines de transito, un
representante en Espafia, sin perjuicio de
las acciones que pudieran emprenderse
contra el propio responsable del
tratamiento, En este caso, deberd
cumplimentar obligatoriamente los datos de
su representante en Espafia en el apartado
2, Servicio o Unidad de Acceso. El teléfono,
fax 'y direccion e-maill son de
cumplimentacion voluntaria.

Oposicioén,
cancelacién

acceso, rectificaciéon 'y

Este apartado Unicamente debera
cumplimentarlo en el caso de que la
direccion donde se prevea atender al
ciudadano que desee ejercitar sus derechos
de oposicion, acceso, rectificacion 'y
cancelacion sea diferente a la indicada en el
apartado 1.- Responsable del fichero o
Tratamiento.

Cumplimente obligatoriamente el nombre de
la dependencia u oficina y la direccion
completa de la misma. Si existen varias o
son determinables, indique la oficina
principal o dependencia a la que se dirigira
el afectado para el ejercicio de sus
derechos.



N8. Resolucion de 21 de julio de 2005, por la que se establecen los modelos

normalizados

Instrucciones

Pagina 25/31

Fitxategien jakinarazpen-eredua betetzeko jarraibideak

Instrucciones para complementar el formulario de notificacién de

Telefono, fax eta helbide elektronikoari
dagozkien atalak aukerakoak dira.

XEDAPEN OROKORRA

Adierazi zein den Estatuko Aldizkari
Ofizialean edo dagokion aldizkari ofizialean

argitaratutako xedapen orokorra,
Administrazio Publikoen fitxategiak
sortzeari, aldatzeari eta ezabatzeari
buruzkoa.

Ez ahaztu jakinarazpenarekin eta
eskabide-orriarekin batera  xedapen
horren kopia igorri behar dela.

FITXATEGIAREN IZENA

Adierazi jakinarazi beharreko fitxategiaren
edo tratamenduaren izena eta deskribatu
labur-labur.

TRATAMENDUAREN ARDURADUNA

Atal hau beteko da soil-soilik hirugarren
batek tratamendua erantzulearen kontura
egiten duenean, 1. atalean (Fitxategiaren
edo tratamenduaren erantzulea) esan
bezala.

Hirugarrenen kontura tratamenduak egiten
direnean, kontratu bidez arautu beharko
dira. Kontratua idatziz jasoko da, edo haren
sorrera eta edukia egiaztatzeko bidea
ematen duen beste era batera. Kontratuan
berariaz adieraziko da tratamenduaren
arduradunak tratamenduaren erantzuleak
ematen dizkion jarraibideen arabera egingo
duela datuen tratamendua, ez dituela
datuak erabiliko kontratuan ageri ez den
ezertarako, eta ez diola inori daturik
komunikatuko, ezta haiek gordetzeko ere.
Tratamenduaren  arduraduna  pertsona
pribatua bada (fisikoa zein juridikoa), ez
ahaztu ‘X' jarri behar dela dagokion
laukitxoan eta garatzen den jarduera
nagusiaren kodea adierazi behar dela
(kodeak jarraibide hauen amaieran dagoen
kode-taulan jasotzen dira).

Telefono, fax eta helbide elektronikoari
dagozkien atalak aukerakoak dira.

Idatzi herrialdearen izena, Espainia ez bada.

ficheros

El teléfono, fax y direcciéon e-mail son de
cumplimentacién voluntaria.

DISPOSICION GENERAL

Indique la disposicion general publicada en
el BOE o diario oficial correspondiente,
relativa a la creacion, modificacion o
supresion de ficheros de las
Administraciones Publicas.

No olvide enviar una copia de esta
disposicién junto con la notificacién y la
hoja de solicitud.

NOMBRE DEL FICHERO

Indique el nombre que identifique el fichero o
tratamiento a notificar y una breve
descripcion del mismo.

ENCARGADO DEL TRATAMIENTO

Este apartado Unicamente habra de
cumplimentarse cuando un tercero realiza el
tratamiento por cuenta del responsable,
indicado en el apartado 1. Responsable del
fichero o tratamiento.

La realizacién de tratamientos por cuenta de
terceros debera estar regulada en un
contrato que debera constar por escrito o en
alguna otra forma que permita acreditar su
celebracion y contenido, estableciéndose
expresamente que el encargado del
tratamiento tratard los datos conforme a las
instrucciones del responsable del
tratamiento, que no los aplicard o utilizara
con fin distinto al que figure en dicho
contrato, ni los comunicara, ni siquiera para
Su conservacion, a otras personas.

En caso de que el encargado del tratamiento
fuera una persona fisica o juridica de
naturaleza privada no olvide marcar con una
'X' la casilla correspondiente e indicar el
cédigo de actividad principal de la misma,
que podra consultar en la Tabla de Cddigos
al final de estas instrucciones.

El teléfono, fax y direccion e-mail son de
cumplimentacion voluntaria.

Consigne el nombre del pais, en caso de
éste no sea Espafia.
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SEGURTASUN-NEURRIAK

Atal honetan eskatu beharreko segurtasun-
maila adieraziko da. Segurtasun-neurriak
hiru mailatakoak izan daitezke: oinarrizkoa,
ertaina eta goi-mailakoa.
Honakoei aplikatuko
mailako neurriak:

« Datu pertsonalen fitxategiei, jarraian
aipatzen diren mailetako neurrien pean
dauden fitxategiei izan ezik.

zaizkie oinarrizko

Honakoei aplikatuko zaizkie maila ertaineko
neurriak:

e Arau-hauste penal edo administratiboen
nahiz Ogasun Publikoaren gaineko datuak
dituzten fitxategiei.

e Finantza-zerbitzuen gaineko datuak
dituzten fitxategiei; edo

e Zerbitzuak emate aldera, ondare-
kaudimenaren eta kredituaren gaineko

datuak dituzten fitxategiei.

Honakoei
neurriak:
« ldeologiari, sindikatu-bazkidetzari,
erlijioari, sinesteei, arrazari, osasunari edo
bizitza sexualari buruzko datuak dituzten
fitxategiei; edo

e Polizia-helburuak  gauzatze  aldera
adostasunik gabe jaso diren datuak dituzten
fitxategiei.

aplikatuko zaizkie goi-mailako

Nolanahi ere, oinarrizko mailari dagozkion
segurtasun-neurriak ezarrita beharko ditu
gutxienez.

Dagokion laukitxoan ‘X’ jarri behar da.
Laukitxo bakarra aukera daiteke.

BABES BEREZIKO DATUAK

(Ideologiaz, sindikatu-bazkidetzaz, erlijioaz,
sinesteez, arrazaz, osasunaz, bizitza
sexualaz edo arau-hauste penal nahiz
administratiboez diharduten datu pertsonalak
tratatzen direnean bakarrik bete behar da
atal hau).

Halakoetan, horren guztiaren inguruko
legeak ezarritakoa jarraituz tratatuko dira.

Irakurri arretaz atal hauetan ezarritako
baldintzak eta markatu zeintzuek ematen
duten mota horretako datuak tratatzeko
ahalmena.

ficheros

MEDIDAS DE SEGURIDAD

En este apartado se indicara el nivel de
seguridad exigible. Las medidas de
seguridad exigibles se clasifican en tres
niveles: basico, medio y alto.

Se consignhara una ‘X' en el nivel basico:

. Para cualquier fichero de datos de
caracter personal, excepto aquellos que
estén incluidos en alguno de los niveles
siguientes.

Se consignara una 'X' en el nivel medio:

. Si se trata de un fichero que contenga
datos relativos a infracciones penales o
administrativas, o Hacienda Publica.

. Se trata de un fichero que contenga
datos relativos a servicios financieros, o

e Se trata de un fichero para la
prestaciébn de servicios de informacién
sobre solvencia patrimonial y crédito.

Se consignara una 'X' en el nivel alto:

e Cuando el fichero contenga datos de
ideologia, afiliacion  sindical, religion,
creencias, origen racial, salud o vida sexual,
o}

. Si se trata de un fichero que contenga
datos recabados para fines policiales sin
consentimiento.

En cualquier caso, al menos esta obligado a
tener implantadas las medidas de seguridad
catalogadas como de nivel basico.

Sefiale obligatoriamente, con una X' la
casilla que corresponda. Unicamente puede
seleccionar una casilla.

DATOS ESPECIALMENTE PROTEGIDOS

(Cumplimente Unicamente cuando sean
objeto de tratamiento los datos de caracter
personal que revelen o hagan referencia a
ideologia, afiliacion  sindical, religién,
creencias, origen racial, salud; vida sexual,
infracciones penales o administrativas).

En estos casos, deberan ampararse en
alguno de los supuestos que la Ley
establece al efecto para poder tratarlos.

Lea con atencion los supuestos citados en
estos apartados y marque aquellos que le
habilitan para tratar este tipo de datos.
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Babes bereziko datuak ezin dira jarraian
aipatzen diren azpiataletatik bakar batean
ere tipifikatu.

BESTE DATU-MOTA BATZUK

Markatu fitxategian adierazi edo tratatzen
diren datu-mota guztiak. Datu horiek ez
badaude jakinarazpen-ereduan beren beregi
deskribatzen direnen artean, markatu
“Bestelakoak” laukitxoa eta zehaztu. Eremu
honetan, hainbat datu-mota adieraz
daitezke, komaz bereiziak.

Datu pertsonalen fitxategiek identifikazio-
daturen bat izan behar dute gutxienez.

FITXATEGIAREN XEDEA ETA
AURREIKUSITAKO ERABILERAK

Datu pertsonalak tratatzeko bil daitezke
bakarrik, bai eta tratamendu horren mende
jartzeko ere, datu horiek egoki eta
bidezkoak izateaz gain, gehiegizkoak ez
direnean, datu horiek zein esparrutan eta
zein xederekin lortu eta halakoei begira.
Gainera, esparru eta xedeak zehatzak,
argiak eta legitimoak izan beharko dira.
Xehetasunez deskribatu fitxategiaren edo
tratamenduaren xedea eta aurreikusitako
erabilerak eta, dagokion laukitxoa ‘X’ batez
markatuta, aukeratu deskribapen horrekin
bat datorren xede-tipifikazioa.

Lehendabizi ereduaren xedeen zerrenda
osoa irakurtzea gomendatzen da, horrela,
fitxategiaren edo tratamenduaren xedea eta
erabilerak ongien definitzen dituzten balioak
aukeratu ahal izateko.

Balio horietatik batek berak ere ez baditu
ongi adierazten xedeak eta aurreikusitako
erabilerak, hautatu “BESTE BATZUK"
balioa.

Tratamenduaren xede diren datu
pertsonalak ezingo dira inoiz bildu zirenean
finkatuta zeuden xedeekin bat ez datozen
beste helburu batzuetarako erabili.

PERTSONAK EDO KOLEKTIBOAK

Deskribatu fitxategiko edo tratamenduko
informazioaren jatorria diren kolektiboak edo
pertsonak; berdin du horiek fitxategian
esplizituki edo inplizituki jasota egotea.

ficheros

Los datos especialmente protegidos no se
podran tipificar en ninguno de los
subapartados siguientes.

OTROS TIPOS DE DATOS

Marque todos y cada uno de los tipos de
datos contenidos o tratados en el fichero.
En caso de tratarse de datos no descritos
expresamente en los tipos indicados en el
modelo de notificacion, marque el literal
"Otros" y especifiquelos. Este campo podra
recoger varios tipos de datos, separados
por comas.

Cualquier fichero de datos de caracter
personal debe contener al menos algin
dato de caracter identificativo.

FINALIDAD DEL FICHERO Y USOS
PREVISTOS

Los datos de caracter personal soélo se
podran recoger para su tratamiento, asi
como someterlos a dicho tratamiento,
cuando sean adecuados, pertinentes y no
excesivos en relacién con el ambito y las
finalidades determinadas, explicitas vy
legitimas para las que se hayan obtenido.
Indique una descripcion detallada de la
finalidad y usos previstos del fichero o
tratamiento y seleccione la tipificacion de
finalidad que se corresponda con dicha
descripcion, marcando con 'X' la/s casilla/s.
Se aconseja consultar toda la lista de
finalidades del modelo con el fin de poder
seleccionar aquellos valores definidos que
mejor determinen la finalidad y usos del
fichero o tratamiento.

En caso de que ningun valor refleje las
finalidades y usos previstos, seleccione el
valor "OTROS".

Los datos de caracter personal objeto de
tratamiento no podrdn usarse para
finalidades incompatibles con aquellas para
las que los datos hubieran sido recogidos.

PERSONAS O COLECTIVOS

Describa los colectivos o personas origen
de la informacion del fichero o tratamiento,
tanto si el colectivo o grupo de personas
esta recogido explicita o implicitamente en
el fichero.
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DATUEN JATORRIA
BILTZEKO PROZEDURA

ETA DATUAK

Datuen jatorria. Fitxategiko datu
pertsonalen jatorriari dagozkien
laukitxoetatik, gutxienez bat markatu

beharko da, ‘X’ batez. Datuen jatorriari
dagozkion laukitxoetatik Jendeak
eskuragarri dauden iturriak  dioena
aukeratuz gero, nahitaez dagokion azpimota
adierazi behar da "X’ batez.

Datuak biltzeko prozedura. Datu
pertsonalak biltzeko prozedurari dagozkion
laukitxoetatik gutxienez bat aukeratu behar
da ‘X’ batez. Datuak biltzeko jakinarazpen-
ereduan beren beregi jasotzen ez den beste
prozeduraren bat erabiliz gero, aukeratu
“BESTE BATZUK" eta dagokion eremuan
zehaztu datuak biltzeko zein prozedura
erabiliko den (eremu horretan hainbat balio
jaso daitezke, komaz bereiziak).

Datuak lortzeko erabilitako euskarria.
Datu pertsonalak biltzerakoan erabilitako
euskarriari dagozkion laukitxoetatik
gutxienez bat aukeratu behar da ‘X’ batez.
Datuak biltzeko jakinarazpen-ereduan beren
beregi jasotzen ez den beste euskarriren bat
erabiliz gero, aukeratu “BESTE BATZUK”
eta dagokion eremuan zehaztu datuak
biltzeko zein euskarri erabili den (eremu
horretan hainbat balio jaso daitezke, komaz
bereiziak).

DATU-BILKETAN INFORMAZIOA
IZATEKO ESKUBIDEA
Datu pertsonalak  eskatzen  zaizkien

interesdunek aldez aurretik berariazko
informazio argi eta garbia izango dute
honako alderdi hauei buruz:

« Datu pertsonalen fitxategi edo
tratamenduaz, datu-bilketaren xedeaz eta
informazioaren  jasotzaileez.  Erantzuna
nahitaezkoa edo aukerakoa den.

« Datuak lortzeak edo datuak emateari
uko egiteak zein ondorio izan ditzakeen.

ficheros

PROCEDENCIA Y PROCEDIMIENTO DE
RECOGIDA

Procedencia de los datos. Se marcara con
una 'X' al menos una de las casillas
correspondientes al origen o procedencia de
los datos de caracter personal del fichero. Si
ha consignado en la procedencia de los
datos Fuentes accesibles al publico, debe
sefialar obligatoriamente una 'X' en el
subtipo que corresponda.

Procedimiento de recogida. Se marcara
con una 'X' al menos una de las casillas
correspondientes al procedimiento de
recogida de los datos de caracter personal.
En caso de emplearse para la recogida de
los datos otros procedimientos no recogidos
expresamente en el modelo de notificacion,
marque el literal "OTROS" y especifique en
el espacio correspondiente el procedimiento
de recogida de los datos (este campo podra
recoger varios valores, separados por
comas).

Soporte utilizado para la obtencion de
los datos. Se marcara con una ‘X' al menos
una de las casillas correspondientes al
soporte utilizado en la recogida de los datos
de caracter personal. En caso de emplearse
para la recogida de los datos otros soportes
no recogidos expresamente en el modelo de
notificacién, marque el literal "OTROS" y
especifique en el espacio correspondiente el
soporte empleada (este campo podra
recoger varios valores, separados por
comas).

DERECHO DE INFORMACION EN LA
RECOGIDA DE LOS DATOS

Los interesados a los que se soliciten datos
personales deberdn ser previamente
informados de modo expreso, preciso e
inequivoco:

. De la existencia de un fichero o
tratamiento de datos de caracter personal,
de la finalidad de la recogida de éstos y de
los destinatarios de la informacion. Del
caracter obligatorio o facultativo de la
respuesta.

. De las consecuencias de la obtencion
de los datos o de la negativa a
suministrarlos.
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+ Datuetara iristeko, datuak zuzendu edo
ezerezteko nahiz datuen aurka egiteko
eskubidea erabili dezaketela.

* Tratamenduaren erantzulearen edo,

bestela, ordezkariaren nortasunaz eta
helbideaz.
Datuak ez badira zuzenean

interesdunarengandik lortzen, fitxategiaren
erantzuleak edo horren  ordezkariak
berariazko informazio argi eta garbia
helaraziko dio interesdu nari, datuak
erregistratzen direnetik zenbatzen hasi eta
hurrengo hiru hilabeteren barruan.

DATUAK LAGATZEA EDO
KOMUNIKATZEA

Atal hau datuak laga edo komunikatuko
direla aurreikusten bada bakarrik bete behar
da.

Ez da datu-lagapentzat hartuko tratamenduaren
arduradunak fitxategiaren  erantzuleari
zerbitzuren bat ematea.

Datuak jakinarazpen-ereduan
zerrendatutako lege-baldintzetakoren baten
babesean komunikatuko dira. Adierazi “X”
batez datuak zein baldintzatan laga edo
komunikatu diren.

o Datu pertsonalak lagatzeko lau
jasotzaile baino gehiago badaude, adierazi
horiei dagozkien identifikazio-datuak,
IFZ/IFK, izena edo izen soziala (komaz
bereiziak) Beste jasotzaile zehatz batzuk
ataleko testu libreko eremuan.

. Fitxategien jakinarazpenari
dagokionez, lagapenerako aurreikusitako
jasotzaileak adierazteko aurreko atalean ez
badago tokirik, jasotzaileak edo jasotzaileen
kategoriak eremuan adierazi horiek argi eta
garbi eta zehatz-mehatz identifikatzea
ahalbidetzen duten arauak.

NAZIOARTEKO TRANSFERENTZIAK

Atal hau tratamenduren bat Espainiatik
kanpo egin bada edo hala egitea
aurreikusten bada bakarrik beteko da.

ficheros

e De la posibilidad de ejercitar los
derechos de acceso, rectificacion,
cancelacién y oposicion.

« De la identidad y direccién del
responsable del tratamiento, o en su caso,
del representante.

Si los datos no se obtienen directamente del
interesado, éste deberd ser informado de
forma expresa, precisa e inequivoca, por el
responsable del fichero o su representante,
dentro de los tres meses siguientes al
momento del registro de los datos.

CESIONES O COMUNICACIONES DE
DATOS

Este apartado Unicamente ha de
cumplimentarse en el caso de que se
prevea realizar cesiones o comunicaciones
de datos.

No se considerara cesion de datos la
prestacion de un servicio al responsable del
fichero por parte del encargado del
tratamiento.

La comunicacion de los datos ha de
ampararse en alguno de los supuestos
legales relacionados en el modelo de
notificaciébn. Sefale con una 'X' los
supuestos en los que se ampara la cesién o
comunicacion de los datos.

e En caso de existir mas de cuatro
destinatarios determinados de la cesion de
los datos de caracter personal, consigne los
datos identificativos de los mismos como
NIF/CIF, nombre o razén social, separados
por comas, en el campo de texto libre del
apartado denominado Otros destinatarios
determinados.

A los Unicos efectos de la notificacion
de ficheros, en caso de no disponer de
espacio suficiente en los apartados
anteriores para consignar los destinatarios
previstos de la cesion, indique en el campo
destinatarios determinables o categorias de
destinatarios las reglas que permiten su
identificacion inequivoca y especifica.

TRANSFERENCIAS INTERNACIONALES

Este apartado Unicamente ha de
cumplimentarse en el caso de que se
realice o0 esté previsto realizar un
tratamiento de datos fuera del territorio
espafol.
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Datuen nazioarteko transferentzia
jakinarazpen-ereduan zerrendatutako lege-
baldintzetakoren baten babesean egingo da.
Adierazi “X" batez datuen nazioarteko
transferentzia zein baldintzatan egiten den.

« Adierazi nazioarteko transferentziaren
jasotzaileak identifikatzeko datuak; alegia,
herrialdea eta izena edo izen soziala.

« Datu pertsonalak transferitzeko lau
jasotzaile baino gehiago badaude, adierazi
horiei dagozkien identifikazio-datuak, xedea,
izena edo izen soziala eta xede-herrialdea
(komaz bereiziak). Beste jasotzaile zehatz
batzuk ataleko testu libreko eremuan.

Fitxategien jakinarazpenari dagokionez,
aurreko ataletan ez badago behar beste
leku transferentziaren jasotzaile guztiak
adierazteko, jasotzaileak edo jasotzaileen
kategoriak eremuan adierazi horiek argi eta
garbi eta zehatz-mehatz identifikatzea
ahalbidetzen duten arauak.

Nazioarteko transferentzia interesdunen
adostasunarekin egiten bada, kontuan izan
adostasuna izateak ondorengoa esan nahi
duela: borondate askez, argi eta garbi,
zehazki eta informazioa jaso ondoren
egindako adierazpen oro; horren bidez,
interesdunak dagozkion datu pertsonalen
tratamendua onartzen du.

Horren  berri  emateko  helburuarekin,
jarraibide hauen amaieran dagoen kode-
taulan antzeko babes-maila duten
herrialdeen zerrenda kontsulta daiteke.
Nazioarteko datuen transferentziak atal
honetan aipatutako baldintzak betetzen ez
baditu, behar den baimena eskatu beharko
zaio Datuak Babesteko  Agentziako
zuzendariari.

FITXATEGIAK EZABATZEA

Atal hau Datuak Babesteko Erregistroan
inskribatuta zegoen fitxategia ezabatu nahi
dela jakinarazten bada baino ez da bete
beharko.

ficheros

La transferencia internacional de datos ha
de ampararse en alguno de los supuestos
legales relacionados en el modelo de
notificacién. Sefale con una ‘X' los
supuestos en los que se ampara la
transferencia internacional de datos.

e Indique los datos que permitan
identificar los  destinatarios de la
transferencia internacional determinados, en
concreto el pais y el nombre o razén social.

. En caso de existir mas de cuatro
destinatarios determinados de la
transferencia, se recogeran los datos
identificativos de los mismos como nombre
0 razén social, y el pais de destino,
separados por comas, en el campo de texto
libre del apartado de nominado. Otros
destinatarios determinados.

A los Unicos efectos de la notificacion de
ficheros, en caso de no disponer de espacio
suficiente en los apartados anteriores para
consignar todos los destinatarios de la
transferencia, indique las reglas que
permiten su identificacién inequivoca y
especifica en el campo destinatarios
determinables o categorias de destinatarios.
Si la transferencia internacional se ampara
en la existencia del consentimiento de los
interesados, tenga en cuenta que por
consentimiento se entiende toda
manifestacion de voluntad libre, inequivoca,
especifica e informada, mediante la que el
interesado consienta el tratamiento de datos
personales que le conciernen.

A efectos informativos, en Tabla de Codigos
al final de estas instrucciones podra
consultar la relacion de paises con un nivel
de proteccidén equiparable.

Si la transferencia internacional de datos no
se encuentra amparada en ninguno de los
supuestos citados en este apartado, debera
solicitar la preceptiva autorizacion del
Director de la Agencia de Proteccion de
Datos.

SUPRESION DE FICHEROS

Este apartado Unicamente se cumplimentara
en caso de notificar la supresion de un
fichero previamente inscrito en el Registro de
Proteccién de Datos.
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Fitxategien jakinarazpen-eredua betetzeko jarraibideak

Instrucciones para complementar el formulario de notificacién de

Bertan, Bulegoak fitxategiari ematen dion
inskripzio-kodea adierazi behar da. Gainera,
dagokion eremuan ezabatzearen arrazoia
adierazi behar da, eta hurrengo eremuan,
berriz, informazioaren xedea. Fitxategia
deuseztatu behar izanez gero, adierazi zein
neurri hartu diren horretarako.

Fitxategien ezabatzea Xedapen Orokorra
izeneko 3. atalean aipatzen den ezabatzeari
buruzko xedapen orokorraren bidez araututa
egongo da.

INSKRIPZIOAREN ALDAKETA

Atal hau Datuak Babesteko Erregistroan
inskribatuta zegoen fitxategia aldatu nahi
dela jakinarazten bada beteko da.

Atal honetan, Bulegoak fitxategiari ematen
dion inskripzio-kodea adieraziko da, baita
aurreko jakinarazpenarekiko aldatzen diren
atalak ere.

Aldatu nahi diren atalak erabat bete behar
dira. Horietan datu guztiak adierazi behar
dira, eta ez bakarrik aurreko jakinarazpenen
aldean izandako aldaketak, jakinarazpen
honek ordezkatu egingo baitu Datuak
Babesteko Erregistroan inskribatuta
dagoena.

Fitxategien aldaketa Xedapen Orokorra
izeneko 3. atalean aipatzen den aldatzeari
buruzko xedapen orokorraren bidez araututa
egongo da.

ficheros

En este apartado, es necesario indicar el
cbdigo de inscripcion del fichero asignado
por la Agencia. Ademas, debe indicar el
motivo de la supresibn en el texto
correspondiente, y el destino de la
informacion en el siguiente campo. Si va a
proceder a destruir el fichero, indique las
previsiones adoptadas para ello.

La supresion de un fichero ha de estar
regulada en la correspondiente disposicion
general de supresién, a la que se hace
referencia en el apartado 3, Disposicion
general.

MODIFICACION DE LA INSCRIPCION

Cumplimente este apartado Unicamente en
caso de notificar la modificacion de un
fichero previamente inscrito en el Registro
de Proteccion de Datos.

En este apartado, es necesario indicar el
codigo de inscripcion del fichero asignado
por la Agencia y sefalar aquellos apartados
gue se modifican respecto a la notificacion
anterior.

Los apartados sefialados que se pretendan
modificar deben cumplimentarse por
completo, indicando todos 6. los datos y no
s6lo los modificados respecto a
notificaciones previas, ya que esta
notificaciéon es sustitutiva a efectos de
inscripcion en el Registro de Proteccion de
Datos.

La modificacion de un fichero ha de estar
regulada en la correspondiente disposicion
general de modificacién, a la que se hace
referencia en el apartado 3. Disposicion
general.
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RESOLUCION de 28 de noviembre de 2005, del Director de la Agencia Vasca de
Proteccion de Datos por la que se desarrolla la estructura organica de la Agencia Vasca
de Proteccién de Datos.

(BOPV nuim. 247, de 29 de diciembre de 2005)

La Ley 2/2004, de 25 de febrero, de ficheros de datos de caracter personal de titularidad
publica y de creacion de la Agencia Vasca de Proteccion de Datos, configura a ésta como un
ente de derecho publico, con personalidad juridica propia y plena capacidad publica y privada,
gue actla con plena independencia de las Administraciones Publicas en el ejercicio de sus
funciones.

El articulo 10.1 de la citada Ley 2/2004 establece que la Agencia Vasca de Protecciéon de
Datos se regira por lo dispuesto en su Ley de creacién y en su Estatuto propio que ha sido
aprobado por Decreto 309/2005, de 18 de octubre.

El mencionado Estatuto establece el disefio organizativo basico de la Agencia, dejando, al
mismo tiempo, el margen de disponibilidad suficiente como para que la propia Agencia pueda
ejercer las potestades de autoorganizacion necesarias para su adecuado funcionamiento. Asi,
en su articulo 10 se concreta que «la estructura organica de la Agencia Vasca de Proteccion
de Datos se completa con los 6rganos jerarquicamente dependientes del Director dedicados al
desempefio de las funciones de asesoria, instruccion, inspeccion, secretaria y registro» y que
«en desarrollo de dicha estructura organica, por resolucién del Director, previo informe del
Consejo Consultivo, se podra prever la existencia de otras unidades funcional y
jerarquicamente dependientes del Director, asi como las funciones asignadas a las mismas».

Por otra parte, la Agencia Vasca de Protecciébn de Datos, como prestadora de un servicio
publico, se ajustara a los siguientes criterios de actuacion:

1. Evaluara la calidad en la prestacion del servicio, mediante el establecimiento y
seguimiento de indicadores y la realizacion de encuestas de opinién y grado de satisfaccion
de usuarios (tanto de los ciudadanos como de las administraciones).

2. Mostrara especial interés en coordinarse eficazmente con las Administraciones Publicas
y con el resto de autoridades de control en proteccién de datos.

3. Potenciara la simplificacion y documentacion de todos los procedimientos, facilitando la
realizacion de gestiones a través de herramientas informaticas y de la utilizacion de la red.
4. Facilitara el aprendizaje organizacional y premiara la excelencia entre sus trabajadores,
fomentando la competencia y la formacién entre los mismos.

5. Dar4 una importancia fundamental al comportamiento proactivo, ayudando a las
administraciones en el cumplimiento de la legislacién y en el establecimiento de una nueva
cultura en proteccién de datos.

Nace por tanto esta norma para desarrollar la estructura organica de la Agencia Vasca de
Proteccién de Datos con caracter previo a la realizacion de los procesos necesarios para la
elaboracién de la Relacion de Puestos de Trabajo.

En su virtud, de acuerdo con el Consejo Consultivo,

RESUELVO:
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Primero. Funciones

La Agencia Vasca de Proteccion de Datos desempefara las funciones que le atribuye el
articulo 17 de la Ley 2/2004, para lo cual podra dirigirse directamente a los responsables de
los ficheros a que se refiere el articulo 2.1 de dicha Ley y a los encargados de tratamiento de
los mismos.

Segundo. Estructura organica de la Agencia Vasca de Proteccién de Datos

1. Para el ejercicio de las funciones sefialadas en el articulo anterior, la Agencia Vasca de
Proteccion de Datos se estructura en los siguientes 6rganos:

a) Organo Unipersonal.
a.l. Director o Directora.
b) Organo Colegiado.
b.1. El Consejo Consultivo, en los términos previstos en la Ley.

2. Las Unidades administrativas jerarquicamente dependientes del Director o Directora son:

a) Registro de Proteccion de Datos y Nuevas Tecnologias.
b) Asesoria Juridica e Inspeccion.
c) Secretaria General.

Tercero. El Director o Directora

1. El Director o Directora de la Agencia Vasca de Proteccion de Datos dirige esta y ostenta su
representacién. En su ambito interno, ejerce la direccién, coordinacion y control de todas las
unidades administrativas jerarquicamente dependientes del mismo.

2. Corresponde asimismo al Director o Directora dictar las resoluciones, instrucciones y
recomendaciones que requiera el ejercicio de las funciones de la Agencia Vasca de Proteccién
de Datos y, en especial:

a) Resolver motivadamente sobre la procedencia o improcedencia de las inscripciones y
demas anotaciones en el Registro de Proteccion de Datos.

b) Resolver las reclamaciones que le pueda dirigir la ciudadania en el ejercicio de sus
derechos de acceso, oposicidn, rectificacion y cancelacién, todo ello en relaciéon con los
ficheros de datos de caracter personal sujetos a la Ley 2/2004.

¢) Recabar de las Administraciones Publicas, Instituciones, Entidades y Corporaciones a
que se refiere el articulo 2.1 de la Ley 2/2004, la informacién necesaria para el cumplimiento
de sus funciones.

d) Adoptar las medidas cautelares y provisionales que requiera el ejercicio de la potestad
sancionadora, de conformidad con lo dispuesto en la Ley 2/2004.

e) Iniciar y resolver los expedientes sancionadores y, en su caso, instar la incoacion de los
expedientes disciplinarios en los casos de infracciones cometidas por Administraciones
Publicas, Instituciones, Entidades y Corporaciones.

f) Autorizar la entrada en los locales en que se hallen los ficheros, con el fin de proceder a
las inspecciones pertinentes. Cuando dichos locales tengan la consideracion legal de
domicilio, la labor inspectora debera ajustarse, ademas, a las reglas que garantizan su
inviolabilidad.
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g) Actuar como 6rgano de contratacion de la Agencia Vasca de Proteccion de Datos.

h) Aprobar gastos y ordenar pagos, dentro de los limites de los créditos del presupuesto de
gastos de la Agencia Vasca de Proteccion de Datos y conforme a los procedimientos que se
establezcan internamente.

i) Aprobar el anteproyecto de presupuesto de la Agencia Vasca de Proteccion de Datos.

j) Programar la gestién de la Agencia Vasca de Proteccion de Datos, dirigir el plan
estratégico y coordinar los planes de gestion y el seguimiento de los mismos.

k) Elaborar y aprobar la relacion de puestos de trabajo de la Agencia Vasca de Proteccion
de Datos.

I) Convocar y resolver los procedimientos de provision ordinarios de concurso de méritos y
libre designacion de los puestos de trabajo del personal funcionario adscritos a la Agencia, y
también las comisiones de servicio cuando afecten a funcionarios de las Administraciones
Publicas, Instituciones, Entidades y Corporaciones del articulo 2.1 de la Ley 2/2004.

m) Convocar y resolver los procedimientos de seleccion y promocion profesional del
personal laboral adscrito a la Agencia.

n) Aprobar la memoria anual de la Agencia Vasca de Proteccién de Datos y elevaria a la
Vicepresidencia.

0) Firmar convenios de colaboracion, con entidades publicas y privadas, para un mejor
desempefio de las funciones atribuidas a la Agencia Vasca de Proteccion de Datos.

p) Dispensar al responsable del fichero, de la obligacion de informar a los interesados,
cuando concurran los supuestos previstos en el articulo 6 de la Ley 2/2004.

g) Instar a las Administraciones Publicas, Instituciones, Entidades y Corporaciones a que se
refiere el articulo 16 de la Ley 2/2004 a que designen, cuando proceda, a sus
representantes en el Consejo Consultivo, a fin de evitar, en lo posible, la existencia de
vacantes.

r) Aprobar los informes y las respuestas a consultas que sean planteados por las
Administraciones Publicas, Instituciones, Entidades y Corporaciones a que se refiere el
articulo 2.1 de la Ley 2/2004, y otras personas fisicas o juridicas, con el objeto de interpretar
y aplicar la legislacion en materia de proteccion de datos.

s) Colaborar con la Agencia Espafola de Proteccién de Datos y, a tal efecto, acordar la
remisién periédica a la misma del contenido actualizado del Registro de Ficheros de Datos
Personales. Asimismo, colaborar con el resto de Registros de Autoridades de Control en la
forma en que se determine.

t) En relacién al Consejo Consultivo, proponer cuestiones para la emision de informes y
relacionarse con el mismo participando activamente en sus sesiones, de acuerdo a lo que
se determine en normas de organizacion y funcionamiento de aquel.

u) Coordinarse y cooperar con organismos internacionales y érganos de la Unién Europea
en materia de proteccion de datos.

v) Comunicar al Ararteko las actuaciones mencionadas en el articulo 24 de la Ley 2/2004,
asi como colaborar y coordinarse con el mismo en materia de proteccién de datos
personales.

w) Cualesquiera otras que se le atribuyan en la Ley 2/2004, en el Estatuto de la Agencia
Vasca de Proteccién de Datos, en la presente Resolucidon y demas disposiciones en vigor,
asi como todas aquellas funciones de direccion y representacion de la Agencia Vasca de
Proteccion de Datos que no estén expresamente atribuidas a otro érgano.
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Cuarto. Unidad de Registro de Proteccion de Datos y Nuevas Tecnologias

La Unidad de Registro de Proteccion de Datos y Nuevas Tecnologias es la unidad
administrativa de la Agencia a la que se adscribe el Registro de Proteccion de Datos previsto
en el articulo 18 de la Ley 2/2004 y le corresponde promover la publicidad de la existencia de
ficheros de datos de caracter personal que se encuentren dentro del &mbito de aplicacion de
dicha Ley. Asimismo, y con el objeto de velar por el cumplimiento de la normativa sobre
proteccién de datos de caracter personal, ejercera la funcion de inspeccién sectorial y la
coordinacion de la red de colaboradores en materia de proteccién de datos. Por otra parte,
tendra encomendada la realizacion de estudios relacionados con las nuevas tecnologias y el
seguimiento del Plan de Sistemas de la propia Agencia.

Corresponden a la Unidad de Registro de Proteccion de Datos y Nuevas Tecnologias:
1. Funciones relacionadas con el Registro de Proteccion de Datos.

a) Instruir los expedientes de inscripcién en el registro de la creacion, modificaciéon y
cancelacién de ficheros a que se refiere el articulo 18.2 de la Ley 2/2004 y demas
inscripciones previstas en la ley, asi como practicar las notificaciones oportunas al titular del
fichero.

b) Recopilar la informacion contenida en las disposiciones de creacion, modificacion o
cancelacion de los ficheros de datos de caracter personal, el contenido de los cédigos tipo y
las resoluciones relacionadas con el Registro de Proteccion de Datos.

¢) Actualizar y rectificar de oficio los errores materiales de los asientos.

d) Expedir certificaciones de los asientos.

e) Publicar anualmente la relacion de los ficheros inscritos, con la informacion adicional que
el Director o Directora de la Agencia Vasca de Proteccién de Datos determine.

f) Facilitar el acceso de los ciudadanos al Registro de Proteccion de Datos e informar a las
personas que lo soliciten, sobre la existencia o no de ficheros inscritos, su finalidad y la
identidad del responsable de los mismos.

g) Preparar y gestionar el envio periédico de las inscripciones realizadas en el Registro de
Ficheros de Datos Personales al Registro General de Proteccion de Datos de la Agencia
Espafiola de Proteccion de Datos.

h) Proponer el dictamen sobre las condiciones de seguridad de los ficheros constituidos con
fines exclusivamente estadisticos.

2. Funciones relacionadas con las Inspeccion.

a) Efectuar inspecciones sectoriales, de conformidad con la planificacion de la Agencia, de
cualesquiera de los ficheros a que se refiere el articulo 2.1 de la Ley 2/2004, y de los
equipos informaticos correspondientes, en los locales que se hallen. A tal efecto podra
realizar las actuaciones contempladas en el articulo 11 del Estatuto de la Agencia Vasca de
Proteccién de Datos.

b) Prestar apoyo a la Unidad de Inspeccion y Asesoria Juridica en las tareas de inspeccion
circunstancial en actividades relacionadas con examen de equipos, sistemas de transmisién
y acceso de datos, verificaciéon la adecuacion del Documento de Seguridad y aquellas otras
para las que sea requerida.

3. Funciones relacionadas con la Red de Colaboradores.
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Coordinar la Red de Colaboradores en materia de proteccion de datos, elaborar y poner a su
disposicion y a la de los responsables de ficheros, y de sus usuarios, los recursos técnicos
para apoyar la inscripcion en el Registro de Ficheros de Datos Personales, asi como en
general la gestion de tales ficheros conforme a lo exigido por la Ley 2/2004 y disposiciones
complementarias. Tales recursos podran incluir, entre otros, metodologias, aplicaciones
informaticas de apoyo, esquemas de estandarizacién de productos o servicios, materiales para
la formacion, modelos de documentacion y guias de preguntas frecuentes.

4. Funciones relacionadas con las nuevas tecnologias y la gestion de la Agencia.

a) Realizar Estudios sobre el desarrollo y la evolucion de las nuevas tecnologias de la
informacién y la comunicacién en su relaciéon con la proteccion de datos personales y
asesorar al Director o Directora de la Agencia y al resto de 6rganos y unidades de la misma
en materias de especializacion técnica y de gestion relevantes para la proteccién de datos
personales en el ambito de la sociedad de la informacién.

b) Desarrollar del plan de sistemas de la Agencia y las directrices de seguridad a utilizar en
sus recursos informaticos.

¢) Elaborar los informes y propuestas que le solicite el Director o Directora de la Agencia
respecto de todas las materias sefialadas en los apartados anteriores.

Quinto. Unidad de Asesoria Juridica e Inspeccion

La Unidad de Asesoria Juridica e Inspeccién es la unidad administrativa de la Agencia a la que
compete el ejercicio de las funciones derivadas de la potestad de inspeccién circunstancial y
del impulso y la instruccién de los procedimientos a que den lugar las reclamaciones de los
ciudadanos para la proteccion de sus derechos de acceso, rectificacion, cancelacion y
oposicién, asi como de los procedimientos de infraccion de las Administraciones Publicas,
Instituciones, Entidades y Corporaciones que se tramiten como consecuencia del ejercicio de
la funcion de control para determinar la existencia o no de infracciéon prevista en la Ley
Organica 15/1999, de 13 de diciembre. Igualmente es competencia de esta unidad
administrativa la elaboracion de informes, la respuesta a consultas y el asesoramiento juridico
de la Agencia Vasca de Proteccion de Datos.

Corresponden a la Unidad de Asesoria Juridica e Inspeccion:
1. Funciones de Instruccion.

Ejercicio de los actos de instruccion relativos a los procedimientos sancionadores, de tutela
de derechos y de infraccion por parte de las Administraciones Publicas, Instituciones,
Entidades y Corporaciones, derivados del ejercicio de las funciones de control reconocidas
a la Agencia.

2. Funciones de Inspeccion.

a) Efectuar inspecciones circunstanciales, relacionadas con la instruccion de un
expediente, de cualesquiera de los ficheros a que se refiere el articulo 2.1 de la Ley
2/2004, se hallen o no inscritos en el Registro de Proteccion de Datos, y de los equipos
informéticos correspondientes, en los locales que se hallen. A tal efecto podré realizar
las actuaciones contempladas en el articulo 11 del Estatuto de la Agencia Vasca de
Proteccién de Datos.
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b) Prestar apoyo a la Unidad de Registro y Nuevas Tecnologias en las tareas de
inspeccioén sectorial en actividades relacionadas con el ambito juridico y procedimental.

3. Funciones de Informe, Resoluciéon de Consultas y Asesoria Juridica.

a) Informar los proyectos de disposiciones que se dicten en desarrollo de la Ley 2/2004.

b) Informar todos aquellos proyectos de disposiciones sobre los que, en relacién con la
proteccion de datos personales, le sea solicitado informe.

c) Informar y preparar las respuestas a consultas que sean planteados por las
Administraciones Publicas, Instituciones, Entidades y Corporaciones a que se refiere el
articulo 2.1 de la Ley 2/2004, y otras personas fisicas o juridicas, con el objeto de elaborar,
interpretar y aplicar la legislacion en materia de proteccién de datos.

d) Informar las disposiciones normativas que determinen estadisticas de respuesta
obligatoria.

e) Elaborar proyectos de instrucciones y recomendaciones que le solicite el Director o
Directora de la Agencia.

f) Asesorar juridicamente a la Agencia, elaborando los informes y propuestas que le
solicite el Director o Directora de la Agencia.

Sexto. Secretaria General

La Secretaria General es la Unidad Administrativa responsable del ejercicio de funciones de
gestion de recursos humanos y materiales, de gestion econémico-administrativa, de otras
funciones relacionadas con informacion general, formacién y documentacién y de funciones de
apoyo y ejecucion o instrumentales para el resto de la Agencia.

Corresponden a la Secretaria General:

a) Funciones de Gestion.
a.l. Gestionar los recursos humanos, ejerciendo la jefatura sobre los mismos.
a.2. Gestionar los medios materiales de la Agencia.
a.3. Instruir los procedimientos de provision ordinarios de concurso de méritos y libre
designacion de los puestos de trabajo del personal funcionario adscritos a la Agencia, y
también las comisiones de servicio cuando afecten a funcionarios de las
Administraciones Publicas, Instituciones, Entidades y Corporaciones del articulo 2.1 de la
Ley 2/2004.
a.4. Instruir los procedimientos de seleccién y promocion profesional del personal laboral
adscrito a la Agencia.
a.5. Instruir los procesos de contratacion administrativa.
a.6. Elaborar, como facultad delegada del Director, el anteproyecto de presupuesto de la
Agencia Vasca de Proteccion de Datos.
a.7. Realizar la gestion econémica-administrativa del presupuesto de la Agencia v,
dentro de la misma, como facultad delegada del Director o Directora, aprobar gastos y
ordenar pagos, dentro de los limites de los créditos del presupuesto de gastos de la
Agencia Vasca de Proteccion de Datos y conforme a los procedimientos que se
establezcan internamente.
a.8. Llevar el inventario de bienes y derechos que integren el patrimonio de la Agencia.
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b) Funciones relacionadas con informacién general, formacion y documentacion.
b.1. Gestionar los fondos documentales de la Agencia, y en particular la creacion y
actualizacion de un fondo de documentacién sobre legislacion, jurisprudencia y doctrina
en materia de proteccion de datos personales y cualesquiera materias conexas.
b.2. Organizar conferencias, seminarios, jornadas y cualesquiera otras actividades sobre
proteccion de datos.
b.3. Informar al ciudadano de los derechos que la Ley le reconoce en relacién con el
tratamiento de sus datos de caracter personal.

¢) Funciones de apoyo y ejecucion o instrumentales para el resto de la Agencia.
c.1. Notificar las resoluciones del Director o Directora de la Agencia.
c.2. Coordinar las relaciones con los medios de comunicacion.
c.3. Preparar Convenios de Colaboracion.
c.4. Gestionar los sistemas de informacion y telecomunicaciones de la Agencia.
c.5. Ejercer, de acuerdo con sus normas de organizacion y funcionamiento, la Secretaria
del Consejo Consultivo.
c.6. Coordinar las practicas universitarias realizadas en el Agencia con los alumnos de
aquellas Universidades con las que se suscriba Convenio de colaboracion.
c.7. Gestionar los asuntos de caracter general no atribuidos a otros érganos de la
Agencia.
c.8. Elaborar los informes y propuestas que le solicite el Director o Directora de la
Agencia respecto de todas las materias sefialadas en los apartados anteriores.

Séptimo. Dependencias. Funcionamiento horizontal

Las tres unidades dependeran jerarquicamente del Director o Directora y tendran la
responsabilidad sobre las areas mencionadas. Ahora bien, sus responsables y el personal que
se asigne a cada una de las unidades deberan realizar actividades para las otras en la medida
en que se determine en el plan de gestién o de actuacién especificos para un periodo temporal
0 cuando asi lo determine el Director o Directora.

Octavo. Organos colegiados. El Consejo Consultivo

El Consejo Consultivo de Proteccién de Datos, previsto en el articulo 14 de la Ley 2/2004, es el
6rgano colegiado de asesoramiento al Director o Directora de la Agencia Vasca de Proteccién
de Datos, tiene atribuidas las funciones que le atribuyen la Ley 2/2004 y el Estatuto de la
Agencia Vasca de Proteccién de Datos y se regird por sus propias normas de organizacion y
funcionamiento.

Noveno. Régimen de sustituciones
En los casos de vacante, ausencia o enfermedad de los titulares de las Unidades, las
funciones atribuidas a los mismos seran ejercidas, mientras dure tal situacién por la persona
que determine el Director o Directora.

Décimo. Eficacia

La presente Resolucion sera de aplicacion a partir del dia siguiente a su publicacién en el
Boletin Oficial del Pais Vasco.
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PREAMBULO |

La organizacion democratica de nuestra convivencia representada por la Constitucion es un
hecho singular de nuestra convulsa historia de los uUltimos siglos; singular por el grado de
sosegado consenso que alcanzé en su elaboracién y aprobacion, hecho de por si ya sin
precedentes, y singular, también, por la importancia de los asuntos y viejas querellas que
abordo; asi en lo tocante a libertades y organizacion territorial del Estado, en torno a los cuales
tal historia es prodiga en mostrarnos las notables y graves diferencias que dividian el
sentimiento de los ciudadanos y eran causa de profundas alteraciones en la cosa publica.

La implantacion de un cimiento tan sélido de convivencia, que vale tanto como decir de futuro,
por fuerza ha de producir beneficiosos efectos a lo largo y ancho del ser nacional insuflando
nueva savia y nuevas energias en los ultimos reductos de la organizacion social; en una
palabra, regenerando un tejido social desatendido cuando no decrépito y lacerado por los
sucesivos embates de cuantos vicios y abusos asolaron nuestra vida publica, transformandola
en campo de agramante de quienes disputaban el dominio de las instituciones para
satisfaccion de privados intereses.

Uno de los ambitos en que mayores efectos produce y ha producido ya la aprobacion de
nuestra querida Constitucién es el relativo a la Administraciéon local tan necesitada de
adaptacion a la nueva realidad. En el dia son numerosas las pruebas de la urgencia de definir
desde el Estado el alcance de la autonomia que se reconoce a estas entidades tan ricas en
historia y en muestras de su importante contribucion a la defensa y engrandecimiento de
Espafia, pero tan expuestas a sufrir los males que puedan derivarse de una abusiva limitacion
de su capacidad de actuacion en los asuntos que son del pro-comudn de las villas, pueblos,
parroquias, alfoces, comunidades y otros lugares que con distintos nhombres son conocidos en
las diferentes regiones de nuestra patria.

La gravedad del asunto no admite demora y mucho menos cuando, por mor de la nueva
configuracion territorial del Estado, las nuevas Comunidades Autbnomas esperan, algunas con
impaciencia, a que el Estado trace las lineas maestras definitorias de estas entidades para,
inmediatamente, proceder al ejercicio de las facultades que sus novisimos Estatutos les
confian.

Se comprendera facilmente que, al elaborar las presentes normas reguladoras del régimen
local, el legislador sienta la carga de una especial responsabilidad, que le incita a extender sus
reflexiones a todos aquellos ambitos relacionados con el asunto y a indagar sobre la misma
desde todas las perspectivas posibles y en primer lugar volviendo la vista a la historia. Y es
que las instituciones que conforman el régimen local, ademas de su importancia intrinseca, a
mas de su inmediata proximidad no ya a colectivos mas o menos nutridos, sino a la practica
totalidad de los ciudadanos, poseen extraordinaria densidad histérica; cuentan con un pasado
multisecular susceptible por si solo de proporcionar valiosas ensefianzas y de orientar el pulso
del legislador.
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Pensemos ante todo en el Municipio, marco por excelencia de la convivencia civil, cuya historia
es en muy buena medida la del occidente a que pertenecemos. Tanto en Espafia como en
Europa el progreso y el equilibrio social han estado asociados desde la antigiedad al
esplendor de la vida urbana y al consiguiente florecimiento municipal. Y viceversa, los periodos
de estancamiento o de retroceso se han caracterizado igualmente por la simultanea
decadencia de las comunidades ciudadanas, que en siglos ya lejanos llegé a consumarse con
la ruina y extincion de los municipios.

Al clausurarse el primer milenio de nuestra era, la confluencia de factores mdltiples y de
diversa indole provocé el resurgimiento de la poco menos que inexistente vida urbana. Los
paises de Europa occidental, Espafia entre ellos, volvieron a presenciar la erupciéon de nucleos
humanos compactos. Sus asentamientos dejan de ser meros centros de poblacién para
adquirir superior organicidad, personalidad progresivamente definida; para forjar lentamente un
régimen juridico especifico. El Municipio, claro es, no equivale sin mas a la ciudad, a la
materialidad de sus calles y edificios. EI Municipio es la organizacién juridica peculiar del
nacleo urbano y también, con frecuencia, de su entorno geogréafico. No se olvide, en efecto,
que los nacientes municipios medievales fueron durante varios siglos instrumentos esenciales
de colonizacion de territorios ganados a los musulmanes. Con el decisivo concurso de los
municipios y por impulso suyo se repoblaron amplias zonas y se crearon incontables villas y
aldeas, organizandose, en suma, extensos términos y alfoces estrechamente vinculados a las
ciudades respectivas. La expresion mas acabada del alcance de la expansién municipal
seguramente se encuentra en las numerosas comunidades castellanas de villa y tierra.

Se ha aludido a la singularidad de la organizacion municipal, pero ¢en qué consistio
exactamente? Los hombres del siglo XX necesitamos ejercitar nuestra adormecida
imaginacion, trascender el horizonte histérico inmediato, para comprender cabalmente lo que
antafio representé la emergencia del régimen municipal. Es menester recordar la anterior
exclusividad de la vida agraria, controlada por entero por sectores sefioriales cuya prepotencia
se tradujo en el establecimiento y generalizacion de las relaciones de servidumbre. En ese
contexto sefiorial, el renacimiento de las ciudades y su organizacién en municipios posibilita el
disfrute de libertades hasta entonces inasequibles; permite redimirse de los "malos usos" y de
la opresion sefiorial, asi como adquirir un estatuto juridico liberador de las pasadas y pesadas
restricciones. No le faltaban motivos al hombre medieval para pregonar que "el aire de la
ciudad hace libre". Si el sefiorio es el arquetipo de la sujecidn personal, el Municipio es el
reducto de las libertades. En verdad los municipios son enclaves liberadores en medio del
océano seforial de payeses, solariegos, etcétera, sometidos a servidumbre. No fue,
naturalmente, el altruismo de los sefiores lo que motivé la concesion de esas libertades
concretas. La iniciativa y el estimulo provienen de la Corona, interesada en debilitar la
hegemonia y contrarrestar la influencia de las fuerzas sefioriales, que se erige en protectora y
aliada de las ciudades. De ahi que sea la monarquia la que otorga las normas singulares que
cimientan el edificio municipal: innumerables y sucesivos fueron, privilegios, franquicias,
exenciones, jalonan el régimen juridico de las poblaciones que, tras recibirlas, se convierten en
Municipios. Como consecuencia de ese proceso no se encuentran dos municipios con idéntico
régimen. Antes bien, coexisten tipos 0 modelos municipales diversos y dotados de distinto
grado de desarrollo. Comudn a los Municipios de realengo es, empero, el contraste juridico con
el sefiorio rural y la intima conexién con la monarquia, como lo es, desde luego, haber
obtenido generosas dosis de autogobierno consustanciales al Municipio propiamente dicho.
Porque, aun obviando los excesos interpretativos de la historiografica liberal, no es
cuestionable que los municipios medievales -principal y precozmente los castellanos-
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cohonestaron su indiscutida dependencia de la realeza con el goce de amplia autonomia en
todos los 6rdenes.

No obstante, la participacion inicialmente igualitaria de la totalidad de los vecinos en el
gobierno municipal ni se mantuvo en toda su pureza ni fue demasiado duradera. La aceptacion
de los criterios de estratificacién estamental, a los que se sumaron las acusadas diferencias de
riqueza que entre los convecinos provoco en determinadas ciudades la prosperidad comercial,
no favorecia la perpetuacion de la democracia municipal. La traduccion juridica de las
distinciones sociales de base estamental (0 econdmica) introdujo en el seno de las
poblaciones un poderoso germen de desunién, engendro incesantes convulsiones y sumio a
los municipios en una situacion de crisis permanente.

La tendencia a la oligarquizacion del gobierno municipal, la descomposicion y endémicos
desordenes del régimen urbano, la paralela propensién del poder central (en camino hacia el
absolutismo) a fortalecer sus atribuciones en detrimento de la autonomia local, facilitaron la
intervencion de la monarquia. Entre mediados del siglo XIV y finales del XV la organizacion
municipal experimentd profundas mutaciones que contribuyeron a estrechar
considerablemente el ambito del anterior autogobierno. Mencionemos, a titulo de ejemplo,
sendas manifestaciones paradigmaticas del fendmeno que se acaba de indicar: las tempranas
reformas de Alfonso Xl en Castilla y las tardias de Fernando Il en Catalufia, distintas y
distanciadas en el tiempo, pero inspiradas a la postre en directrices politicas analogas.

A lo largo del bajo medievo los municipios quedaron, pues, literalmente atenazados de un lado
-desde dentro-, por la accion de la nobleza y de los patriciados urbanos; de otro -desde fuera-,
por las pretensiones intervencionistas de la propia monarquia. La pugna triangular que esmalta
el acaecer del Municipio hasta muy avanzado el Antiguo Régimen desembocara en todo caso
en el menoscabo de los sectores ciudadanos, a pesar de haberse alineado habitualmente en el
bando de la realeza. El desarrollo de las oligarquias municipales se vio facilitado por la
sustitucion de las asambleas abiertas a todos los vecinos (Concejos Abiertos) por organismos
reducidos (Cabildos, Consells, Ayuntamientos) de los que todavia suelen formar parte, con los
titulares de cargos de designacion regia y sin confundirse con ellos, otros oficiales en principio
rigurosamente electivos. La representatividad de las instituciones municipales es, sin embargo,
decreciente. Mientras los oficios concebidos como resortes de proteccion del comun de los
vecinos pierden sustantividad, se desnaturalizan o se eclipsan, el fenémeno de
patrimonializacion de los cargos publicos que recorre Europa rompe el de por si precario
equilibrio y propicia el enquistamiento de las oligarquias locales gracias a la ocupacién de los
regimientos adquiridos por juro de heredad, transmisibles y "perpetuos”.

Factores politicos y fiscales condujeron entre tanto a la monarquia a estrechar el cerco. Las
vicisitudes del Estado absoluto repercutieron sobre los municipios en un doble orden de cosas.
La formacion de aquel supuso, en primer término, el notorio reforzamiento del control sobre el
discurrir ciudadano, que se materializara en el despliegue de los corregidores reales por las
poblaciones de cierta relevancia de la Corona castellana, sea cual fuere su posicién geografica
(de Guipuzcoa a Cadiz, de la Corufia a Murcia). A los efectos que aqui atafien bastara con
sefialar que los corregidores eran los agentes por excelencia del poder regio y presidentes de
los respectivos Ayuntamientos. La consolidacién del Estado y los compromisos exteriores de
los Austrias originaron, el segundo lugar, muy elevados costes y la consiguiente y crénica
penuria de la hacienda, que no reparé en medios para satisfacer sus perentorias exigencias.
De esta suerte, a la desafortunada e inescrupulosa gestion econdémica de las oligarquias que
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gobiernan las ciudades, a la fortisima carga fiscal que gravita sobre la poblacion pechera, se
sumaron los trastornos ocasionados a los Municipios por el innecesario acrecentamiento de
oficios, por la proliferacion de las exenciones de villas y lugares de los alfoces, por la
imposicién de multiples gravamenes. Para alimentarse la Hacienda real vende sin tasa -oficios,
villas, baldios-, a riesgo de empobrecer simultdneamente a los Municipios y de poner en
peligro la integridad de sus patrimonios.

La historia del Municipio moderno es, con todo, sumamente compleja y esta colmada de
hechos de significacion ambivalente, de matices aun inexplorados. Desde una Optica general
es indudable su decadencia. No obstante, el régimen municipal preliberal tardé en
desplomarse; conservd durante un periodo quizds mas prolongado de lo que a menudo se
cree parte de su potencia y los rescoldos de su pretérita autonomia distaron de apagarse al
punto. ¢Acaso los denostados corregidores, brazo ejecutor de los designios reales, no
sirvieron a la vez de freno a los abusos de las minorias poderosas?.

En el tramo postrero del Antiguo Régimen, la organizacion municipal que los Austrias habian
recibido, conservado y exportado a Ameérica, fue objeto de reformas inspiradas en los
principios uniformistas y centralizadores caracteristicos de la llustraciéon. Por mas que resulten
antagonicos de la orientacidon que preside esta Ley rehuyamos, en aras del rigor histdrico, la
tentacion de silenciarlos o valorarlos acriticamente. No seria aceptable la atribucion al
Despotismo llustrado de pretensiones democratizadoras de la vida local. Interesa subrayar, sin
embargo, tres vertientes de las reformas aludidas. Su gradacién misma no carece de
significado, por cuanto insinda el orden de prioridades de los gobernantes de la época. En una
primera etapa se acomete la unificacion de los modelos municipales regnicolas. Se aborda
luego el saneamiento de las postradas haciendas locales. Y se ensaya, en fin, la timida
aplicacion de determinados mecanismos representativos. Salvo en lo que se refiere al primer
aspecto, las transformaciones del longevo régimen municipal absolutista no fueron demasiado
profundas, a pesar de lo cual su ejecucion tropezo con los intereses estamentales y provoco
fuerte resistencia.

La llegada del liberalismo modificé sustancialmente los supuestos del régimen municipal que
hasta aqui se ha descrito a grades rasgos. El espiritu uniformista y centralizado, entonces al
servicio de la renovacién, se difundié por doquier. La abolicion de los privilegios estamentales
y la consagracion del principio representativo torno imposible la continuidad de los regimientos
perpetuos, alterd por completo el procedimiento de acceso a los cargos municipales y prejuzgo
la composicion de los Ayuntamientos constitucionales. La concepcion de la propiedad
sustentada por la burguesia no presagiaba precisamente el disfrute pacifico e indefinido de los
bienes municipales amortizados. El propoésito de racionalizar y dotar de homogeneidad a la
actuacion publica en el ambito territorial condujo a la introduccion de la formula provincial y a la
paralela creacién de las Diputaciones.

La version inicial del régimen local constitucional, regulada en Cadiz, se establecié
efectivamente en el Trienio Liberal. Se caracterizaba por la implantaciéon de Ayuntamientos de
traza uniforme en todas las poblaciones que contaran al menos con 1.000 habitantes y por el
tendido de la red provincial en torno al binomio Diputacion-Jefe politico. Los integrantes de los
Ayuntamientos son elegidos por sufragio indirecto. Es innegable que la articulaciéon de los
organos locales con los del poder central se realiz6 con el concurso de las técnicas
centralizadoras en boga, si bien la esfera de las competencias reservadas a los Ayuntamientos
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era todavia amplia y, por otra parte, los autores de la Instruccidon de 1823 no vacilaron en dar
cabida a algunas soluciones que entonces resultaban prudentemente descentralizadoras.

Cuando, tras los consabidos interludios absolutistas se produce la definitiva instalacion del
sistema constitucional, el legado doceafista en materia de regimen local es prontamente
reemplazado por un nuevo modelo de cufio doctrinario que moderados y progresistas
comparten en lo fundamental, cierto que con variantes y diferencias de grado no desdefiables.
El sufragio indirecto cede ante el directo en su modalidad censitaria.

El fortalecimiento del Poder Ejecutivo y el coetaneo despegue de la Administracion del Estado
reduplican las posibilidades de controlar eficazmente a las entidades locales, sometidas, al fin,
a la férrea centralizacién que, ahora ya con miras inmovilistas, los moderados llevaron a sus
Ultimas consecuencias en las Leyes Municipal y Provincial de 1845. Los progresistas
propugnaran, por el contrario, la ampliacion del censo y consiguiente extension del sufragio, la
suavizacion de los mecanismos centralizadores, el incremento de las facultades de los
Ayuntamientos, la plena electividad de los Alcaldes. En la mayoria de las ocasiones, tales
propuestas carecieron de eco y obtuvieron, en el mejor de los casos, éxitos fugaces. En el
periodo isabelino se emprende, por lo demas, y a fuerte ritmo, la desamortizacion civil, que
privd a los municipios de buena parte de su patrimonio. La aportaciéon de la inmediata
Revolucion de septiembre al régimen local -que se concretd en la legislacion municipal y
provincial de 1870- consistird en la adopcién de sufragio universal, en la electividad de todos
los cargos municipales, en el robustecimiento de las Diputaciones provinciales y en la
considerable atenuacion del centralismo. Los gobernantes de la Restauracion no tardaron, sin
embargo, en retornar a la orientacion del régimen local de corte moderado anterior al Sexenio.
La modificacion en ese sentido de las Leyes de 1870 tuvo lugar en diciembre de 1876. El Real
Decreto de 2 de octubre de 1877 contiene el texto refundido de la dltima Ley municipal del
siglo, a la vez que la regulacion del régimen provincial luego sustituida por la de la Ley de 29
de agosto de 1882.

En verdad, el panorama que ofrecian las instituciones locales finiseculares era desolador. En
el plano provincial, las Diputaciones permanecen subordinadas por completo a los
Gobernadores civiles; en el municipal, los Ayuntamientos, escasamente representativos,
siguen sometidos a la estrecha tutela del Estado. El poder central continla investido de
atribuciones sobradas para intervenir en la designacion de los alcaldes, remover a las
autoridades locales o suspender los acuerdos municipales. Los criterios a que respondia la
legislacion local mencionada, lejos de infundir vitalidad a Ayuntamientos y Diputaciones,
propiciaron su paralisis. La incidencia del caciquismo agravo la situacién: atrap6 al régimen
local en las mallas de la inautenticidad, lo roded de préacticas corruptoras y lo condend a
pervivir en estado agonico. Los testimonios de los contempordneos, unanimes a este respecto,
no dejan lugar a dudas.

En esa tesitura, el régimen local, constrefiido por leyes caducas y asfixiado por la espesa
trama caciquil, devino en problemas politico de grueso calibre. Al tiempo que una serie de
proyectos legislativos predestinados a fracasar desfila por las Cortes, las criticas se
generalizan hasta alcanzar en la voz de los regeneracionistas un volumen clamoroso. Entre
tales proyectos merecen ser recordados el de Sanchez Toca de 1891, el de Silvela de 1899 vy,
sobre todo, el de Maura de 1907, sin duda el mas ambicioso y el que fue debatido con mayor
ardor. Maura era consciente de la inocuidad de las reformas parciales y de la imposibilidad de
frenar la degradacion de la vida local sin extirpar el caciquismo y sin invertir la orientacion
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centralizadora que inspiraba las Leyes de 1877 y 1882 a la sazén vigentes. El suyo fue el
intento mas serio y meditado de reconsideracién del régimen local en su conjunto, de lucha
contra la corrupcion y en favor del reforzamiento de los organismos municipales y provinciales.

El Proyecto reconocia la diversidad local, derogaba las disposiciones desamortizadoras,
fortalecia la posicion de los alcaldes, aflojaba la tutela del Estado y simultaneamente pretendia
extender la accion de los entes locales por la via -entre otras- de la municipalizaciéon de
servicios. Los proyectos posteriores al de 1907 corrieron la misma suerte. Si hasta entonces la
reforma del régimen local habia concitado fortisima oposicidn, el planteamiento con caracteres
agudos de la cuestidn regional que a continuacion sobrevino, al abrir una nueva brecha en el
de por si agrietado sistema politico, aumenté las dificultades.

La trayectoria legislativa del régimen local desembocé durante la Dictadura de Primo de Rivera
en los Estatutos Municipales de 8 de marzo de 1924 y Provincial de 20 de marzo de 1925,
obra de José Calvo Sotelo intimamente conectada con el ideario local maurista. El Estatuto
Municipal participa, en efecto, de la convicciébn de que el saneamiento de la vida local
dependia, en buena parte, del previo abandono de las directrices uniformistas y
centralizadoras. Se prestd en consecuencia, cierta atencién a los municipios rurales y a las
entidades menores, procediéndose, por otro lado, a suprimir algunas de las manifestaciones
mas rigurosas de la subordinacion de los Ayuntamientos a la Administraciéon del Estado y a
ensanchar el ambito de las competencias municipales. Medidas antes previstas por Maura y ya
aludidas, como la derogacién de la legislacion desamortizadora y la municipalizacion de
servicio, fueron igualmente incorporadas al Estatuto, expresion, en definitiva, de las soluciones
técnicas que se habian ido gestando en las décadas precedentes y de las doctrinas politicas
de signo autoritario, cuyo influjo se traduce, por ejemplo, en la introduccion de la
representacion corporativa. Con independencia de las declaraciones formales en sentido
contrario, régimen dictatorial, descentralizacion y vigorizacion del régimen local se excluian
mutuamente; de hecho, la aplicacion de aquellos preceptos de los Estatutos que simbolizaban
el reflujo de la centralizacion se dejé en suspenso y no llegé a producirse.

El rapidisimo bosquejo que antecede sugiere algunas reflexiones, demasiado obvias por su
misma elementalidad como para que el legislador prescinda de ellas y las olvide. La
experiencia histérica demuestra de modo irrefutable que el florecimiento de la vida local
presupone el disfrute de amplia autonomia nutrida por la participacién auténtica de los vecinos.
Es igualmente indudable que los entes locales precisan recursos suficientes, susceptibles de
satisfacer las necesidades y de procurar los servicios que el administrado requiere y reclama.
Tampoco parece cuestionable, por Uultimo, que régimen local y régimen politico han
evolucionado al unisono, vertebrados ambos por idénticos principios. No por otro motivo la
historia tardia de nuestro régimen local es la historia de una prolongada, creciente y
devastadora frustracion. Cuando, como ocurri6 de manera particularmente aleccionadora a
partir de mediados del ochocientos, se coarta la participacion vecinal, se adultera la
representacion, se usa y abusa de la centralizacion, las instituciones locales languidecen hasta
agotarse. No se debi6 al azar que los reiterados intentos de reforma del régimen local de la
Restauracion resultaran a la postre estériles. El advenimiento del Estado democrético y
autondmico exige consolidar de forma definitiva unas instituciones locales capaces de
responsabilizarse de sus propios intereses y vivificadoras de todo el tejido del Estado.
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PREAMBULO II

Como demuestra nuestra historia y proclama hoy la Constitucion, decir régimen local es decir
autonomia. La pervivencia misma, a lo largo del tiempo y bajo las mas diversas circunstancias
politicas, de esta nota caracterizadora muestra, no obstante, la indeterminacién y ambigiiedad
del concepto. Solo su configuracion positiva desde unos postulados y en un contexto juridico-
politico determinado, es capaz de dotarlo de un contenido preciso. Para empezar, el sentido de
la autonomia local no puede prescindir de esa referencia fundamentadora de nuestro orden
constitucional en que Espafia, designandose a si misma como sujeto real y protagonista de su
historia, se constituye en Estado social y democratico de derecho; anticipando asi la
formalizacion de ese dato en la formula concisa de residenciar toda soberania en el pueblo
espafiol. La autonomia local ha de situarse, pues, a la luz de ese principio y en la perspectiva
de los principios nucleares que la Constitucion contiene para la total estructuracion del Estado.

La voluntad del pueblo espafiol ha sido la de enriquecer su trama organizativa, multiplicando
sus centros de decisidn, sin mengua de la superior unidad de su realidad unificadora. La
definicion de los municipios y provincias se hace de forma suficiente, aunque no prolija, en el
texto supremo. La autonomia municipal debe ser el principio rector de la regulacién de cada
Entidad. El criterio para evitar contradicciones con otras instancias radica en la determinacion
de sus intereses respectivos. Qué cosa sea el interés respectivo no ha sido desarrollado por la
Constitucion, aunque si ha determinado los asuntos de interés de la Comunidad Autonomia
(art. 148.1) y del Estado (art. 149.1). Con esos elementos y con los datos que se desprenden
de la realidad misma de las cosas, es posible construir las instituciones locales
manteniéndolas en el lugar que debe corresponderles en un Estado complejo como el actual; y
a las Cortes Generales compete enriquecer y concretar el disefio basico de las entidades
locales como una de las piezas de la entera organizacion territorial del Estado. Presupone,
pues, una perspectiva territorial, es decir, global y no sectorial. Su desarrollo representa poner
en pie una institucion territorial y, consecuentemente, su Estatuto subjetivo -puntos de
referencia del nuevo ordenamiento desde y por ellos vertebrado-, y la ordenacion de la
capacidad potencialmente universal de dicha institucion. Todos los sectores de la realidad a
que se extiende la accion publica se encuentran, por ello, aludidos y en mayor o menor medida
afectados. Se estd, en definitiva, ante una ley que atafie a la construccion misma del Estado y
al disefio de uno de los ordenamientos juridico-administrativos que en €l se integran.

Si en sus origenes medievales autonomia local es el Municipio urbano, la ciudad que nace
libre por exencion del mundo sefiorial en declive y si, en el momento del surgimiento del
Estado constitucional, esa caracterizacion pudo completarse identificandola con un supuesto
orden local de competencias, ninguna de esas dos ideas sirve hoy para determinar la
autonomia. No se trata ahora de utilizar el escalébn municipal como pieza decisiva en un
proceso histérico de emergencia de un nuevo orden politico, sino mas bien de delimitar el
espacio y el papel propio de las Entidades locales en el seno de un orden constituido, pero
tampoco es posible entender hoy los poderes publicos como estructuras monoliticas,
construidas en cascada de mayor a menor y dotadas de funciones relativamente estables y
diferenciadas por serlo también el mundo al que se enfrenta.

Muy al contrario, la realidad social, cultural, tecnolégica y econdémica ha roto definitivamente
las situaciones singulares de relativo aislamiento y hoy la sociedad se nos muestra como un
todo continuo donde la distancia, antes factor explicativo de supuestas autarquias, ha sido
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vencida por los medios de transporte, por las ondas y por la dependencia de un mercado (nico
a nivel nacional a su vez ya intimamente relacionado con la realidad internacional.

Esa continuidad del tejido social hace imposible marcar unas fronteras nitidas a los intereses
cuya tutela respectiva se encomienda a los distintos poderes que destacan asi su condicién de
formar parte de un conjunto institucional de arquitectura compleja en que las partes adquieren
sentido en funcion del todo, pero articulandose entre sino por principios formales; sino por
criterios materiales que tratan de adaptar las competencias a los intereses reales en juego.

La autonomia local no puede definirse de forma unidimensional desde el puro objetivismo
localista o regionalista, sino que requiere ser situada en el marco del ordenamiento integral del
Estado.

La dificultad especifica de ese objetivo radica en que éste no es Unico y homogéneo, sino
constituido por la accion simultanea de los principios de unidad y autonomia de las
nacionalidades y regiones, que encuentran su expresion organizativa en la distribucién del
poder entre las instituciones generales de la Nacion y las Comunidades Autonomas. Puede
calificarse de feliz la conceptuacion de esa férmula como Estado compuesto, un Estado con
una Unica soberania, un solo pueblo con un destino politico comdn, que -reconociendo su
diversidad- constituye el sistema de resolucion permanente de sus contradicciones, conflictos y
tensiones que no otra cosa es el Estado, sobre la base de una pluralidad de instancias
auténomas y diversas, vertebradas entre si para el mantenimiento del valor de la unidad.
Carece, pues, de verdadero sentido la apelacién sin mas a modelos preestablecidos, pues las
Corporaciones locales tienen en el sistema asi descrito una posicion propia, que no se define
por relacién a ninguna otra de las instancias territoriales, afirmandose -igual que éstas- en su
condicién, ganada por su peso histérico y actual, de partes componentes de la total estructura
del estado.

Huelga decir que la autonomia local, para su realidad, precisa de una institucion capaz de
actuarla; institucion que, por expreso mandato constitucional y cuando menos en el escalén
basico municipal, ha de montarse sobre la doble nota de la representatividad directa y la
personificacion. Pero, en lo que mas interesa ahora, ello significa que el régimen local tiene
gue ser, por de pronto, la norma institucional de los entes locales. Esta comprobacion
elemental implica dos consecuencias de primera importancia. En primer término, que esa
norma desarrolla la garantia constitucional de la autonomia local, funcién ordinamental que, al
estarle reservada o, lo que es igual, vedada a cualesquiera otras normas, presta a su posicion
en el ordenamiento en su conjunto una vis especifica, no obstante su condicion formal de ley
ordinaria. De otro lado, el hecho de que las entidades locales, no obstante su inequivoca
sustancia politica, desplieguen su capacidad en la esfera de lo administrativo, justifica tanto
esta Ultima condicién del marco definidor de su autonomia, como identificacion del titulo
constitucional para su establecimiento en el articulo 149.1, apartado 18, en relaciéon con el
148.1, apartado 2., del Texto Fundamental. Queda explicado, asi, que la determinacién de ese
marco es el resultado de la accién conjunta, seguin la concreta distribucion de la potestad
legislativa en la materia operada por el bloque normativo integrado por la Constituciéon y los
Estatutos de Autonomia, de la ley general y la ley territorial.

La peculiar estructura de dicho marco -decisién basica constitucional en términos de garantia
institucional y reemision al legislador ordinario de los entes locales-, no significa, sin embargo,
que ese Estatuto deba quedar regulado agotadoramente por la ley. Resurge aqui la vieja
polémica entre uniformismo y diversidad en la organizacion local, en modo alguno resuelta con
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los intentos frustrados de tipificacion de regimenes locales (que so6lo suponen una estéril
flexibilizacion del uniformismo), s6lo que ahora transmutada en la tensién entre los valores
constitucionales de unidad y autonomia (de las nacionalidades y regiones y de los entes
locales). La resolucion adecuada a esa tension exige desde luego la constriccién del marco
general a lo estrictamente indispensable para satisfacer el interés nacional, pero también
desde luego una especifica ponderacién, segin su valor constitucional relativo, de las
exigencias reciprocas del interés autonémico y el estrictamente local. De esa ponderacion
resulta que si en lo que trasciende a la conformacion de la organizacion territorial (procesos de
alteraciébn de municipios y creaciéon de nuevos entes territoriales), debe primar el interés
autonémico, no sucede lo mismo en el plano de la organizacion interna de las entidades
locales; plano en el que procede reconocer la primacia del interés de la acomodacion de
aquella a las caracteristicas especificas de éstas.

Pero el régimen local, para cumplir su funciéon de garantia de la autonomia e, incluso, su
cometido especifico en cuanto norma institucional de la Administracién local, precisa
extravasar lo puramente organizativo y de funcionamiento para penetrar en el campo de las
competencias, las reglas de la actividad publica y el régimen de los medios personales y
materiales. Obvio resulta decir que, en este campo, la regulacion legal ha de tener muy
presente la opcion constitucional, expresada en el articulo 149.1, apartado 18, en favor de una
ordenacion comun, configurando las inevitables peculiaridades de la Administracion local
desde ese fondo homogéneo, para su integracién coherente en el mismo.

En punto al aspecto, absolutamente crucial, de las competencias, la base de partida no puede
ser hoy otra que la de la radical obsolescencia, por las razones ya dichas anteriormente, de la
vinculacién de la autonomia a un blogue de competencias por naturaleza sedicentemente
locales.

En efecto, salvo algunas excepciones son raras las materias que en su integridad puedan
atribuirse al exclusivo interés de las Corporaciones locales; l6gicamente también son raras
aquellas en las que no exista interés local en juego; de ahi que la cuestion de los ambitos
competenciales de los entes locales deba tener en cuenta una composicion equilibrada de los
siguientes factores:

a) La necesidad de la garantia suficiente de la autonomia local, que cumple satisfacer en
primer término a la ley general por tratarse del desarrollo de una opcién constructiva
constitucional, que, por tanto, ha de tener vigencia en todo el territorio de la Nacion en
términos de, cuando menos, un minimo comun denominador en cuento al contenido de
dicha autonomia.

b) La exigencia de la armonizacion de esa garantia general con la distribucién territorial de
la disposicion legislativa sobre las distintas materias o sectores organicos de accion
publica, pues es a todas luces claro que una y otra no pueden, so pena de
inconstitucionalidad, anularse reciprocamente.

¢) La imposibilidad material, en todo caso, de la definicion cabal y suficiente de las
competencias locales en todos y cada uno de los sectores de intervencion potencial de la
Administracién local desde la legislacion del régimen local.

El sistema legal de concrecion competencial de la autonomia local pretende realizar esa
composicién equilibrada a que se ha hecho alusion. Sobre el fondo del reconocimiento expreso
de las potestades y exorbitantes que corresponden a los entes locales territoriales en su
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condicién de Administracion publica, todo el sistema pivota sobre la plasmacion del criterio
material desde el que debe producirse la concrecion legal de las competencias; criterio que no
es otro que el derecho de las Corporaciones locales a intervenir, con la intensidad y el alcance
maximos -desde el principio constitucional de la descentralizacién y para la realizacion del
derecho fundamental a la participacion en los asuntos publicos- que permita la implicacion
relativa de los intereses de las diferentes colectividades territoriales en cualesquiera de dichos
asuntos publicos. El mecanismo de cierre lo proporciona, de un lado, la imposicion a la
legislacion sectorial -desde la especial posicion ordinamental que a la Ley del Régimen Local
es propia segun ya se ha hecho notar- de la ponderacion del expresado criterio, y de otro, la
articulacion de las competencias administrativas en la materia de que se trate de forma
consecuente con la misma, asi como la atribucion a la legislacion béasica estatal de una funcién
de aseguramiento de un minimo competencial a la Administracién local.

Finalmente, la organizacion basica de las Corporaciones locales y las relaciones de éstas con
las otras dos Administraciones publicas territoriales, se inscriben I6gicamente en las lineas
maestras que han quedado trazadas.

Por lo que hace referencia a las relaciones interadministrativas, salta a la vista la radical
inadecuacion del mantenimiento en el nuevo y compuesto Estado constitucional de las
técnicas y las categorias cristalizadas en el Estado centralista y autoritario. En particular, ese
juicio de radical obsolescencia merece predicarse de las técnicas formalizadas actuables por
voluntad unilateral de una de las Administraciones e incidentes normalmente en la validez o la
eficacia de los actos emanados de otra, en este sentido subordinada a la anterior, técnicas que
no son sino trasunto y consecuencia l6gicos de la construccion piramidal y jerarquica del poder
publico administrativo, puesto que la tutela, a la que todas ellas se reconducen, no es sino una
categoria que expresa una situacion de fuerte dependencia casi jerarquica. El principio
constitucional de autonomia y el administrativo de la descentralizacién, en que se fundamenta
el nuevo Estado, implican las diversificaciones de los centros del poder publico administrativo y
la actuacion de cada uno de ellos, en su ambito propio, con plena capacidad y bajo la propia
responsabilidad, es decir, impiden la atribucién a alguno de ellos de facultades de control que
recaigan sobre la actividad en general de los otros y que supongan una limitacion de la
capacidad de éstos. Cierto que ello no significa en modo alguno la invertebracion del poder
publico administrativo, pues simultdneamente juega el principio de unidad y su traduccion
administrativa en los de coordinacion y eficacia. Sucede so6lo que ya no es legitima la
realizacion de estos valores por las vias expuestas; antes bien, ha de ser el resultado del juego
mismo de la vida institucional desde sus presupuestos de representatividad democrética y
gestion autébnoma de las propias competencias (con lo que todas las instancias administrativas
son idénticas en cuanto a capacidad en la esfera de sus asuntos, derivando la desigualdad
Unicamente de la estructura inherente al interés publico) como fruto del esfuerzo permanente
de integracién politico-social en el orden constituido. De este modo, las técnicas de relacién
entre administraciones han de tener por objeto mas bien la definicion del marco y de los
procedimientos que faciliten el encuentro y la comunicacion, incluso de caracter informal, para
la colaboracion y la coordinacion interadministrativas, fundamentalmente voluntarios y de base
negocial. Naturalmente que el cuadro de técnicas ha de cerrarse por un sistema resolutorio del
supuesto limite del conflicto, por fracaso de las mismas. La configuracién de ese sistema de
conflictos tiene que ser, a la vez, respetuosa con la esencial igualdad posicional de las
administraciones territoriales y aseguradora de que el planteamiento y la sustanciacion del
conflicto no alteran la especifica estructura constitucional de los intereses publicos a los que
sirven dichas Administraciones.
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Las anteriores reflexiones son un compendio de la filosofia que inspira la Ley. Esta, mas que
pretender garantizar la autonomia sobre la quietud de compartimentos estancos e
incomunicados y, en definitiva, sobre un equilibrio estatico propio de las cosas inanimadas,
busca fundamentar aquella en el equilibrio dinamico propio de un sistema de distribucion del
poder, tratando de articular los intereses del conjunto, reconociendo a cada uno lo suyo y
estableciendo las competencias, principios, criterios y directrices que guien la aplicacién
practica de la norma en su conjunto de forma abierta a la realidad y a las necesidades del
presente.

DISPOSICIONES GENERALES

Articulo 1.

1. Los Municipios son entidades basicas de la organizacion territorial del Estado y cauces
inmediatos de participacion ciudadana en los asuntos publicos, que institucionalizan y
gestionan con autonomia los intereses propios de las correspondientes colectividades.

2. La Provincia y, en su caso, la Isla gozan, asimismo, de idéntica autonomia para la gestion de
los intereses respectivos.

Articulo 2.

1. Para la efectividad de la autonomia garantizada constitucionalmente a las entidades locales,
la legislacion del Estado y la de las Comunidades Auténomas, reguladora de los distintos
sectores de accion publica, segun la distribucion constitucional de competencias, debera
asegurar a los Municipios, las Provincias y las Islas su derecho a intervenir en cuantos asuntos
afecten directamente al circulo de sus intereses, atribuyéndoles las competencias que proceda
en atencion a las caracteristicas de la actividad publica de que se trate y a la capacidad de
gestion de la entidad local, de conformidad con los principios de descentralizacion y de maxima
proximidad de la gestidon administrativa a los ciudadanos.

2. Las Leyes basicas del Estado previstas constitucionalmente deberan determinar las
competencias que ellas mismas atribuyan o que, en todo caso, deban corresponder a los entes
locales en las materias que regulen.
Articulo 3.
1. Son entidades locales territoriales:

a) El Municipio.

b) La Provincia.

¢) La Isla en los archipiélagos balear y canario.

2. Gozan, asimismo, de la condicion de entidades locales:

a) Las entidades de &mbito territorial inferior al municipal, instituidas o reconocidas por las
Comunidades Auténomas, conforme al articulo 45 de esta Ley.
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b) Las Comarcas u otras entidades que agrupen varios Municipios, instituidas por las
Comunidades Auténomas de conformidad con esta Ley y los correspondientes Estatutos de
Autonomia.

c) Las Areas Metropolitanas.

d) Las Mancomunidades de Municipios.

Articulo 4.

1. En su calidad de Administraciones publicas de caracter territorial, y dentro de la esfera de
sus competencias, corresponden en todo caso a los municipios, las provincias y las islas:

a) Las potestades reglamentaria y de autoorganizacion.

b) Las potestades tributaria y financiera.

c) La potestad de programacion o planificacion.

d) Las potestades expropiatoria y de investigacién, deslinde y recuperacion de oficio de sus
bienes.

e) La presuncion de legitimidad y la ejecutividad de sus actos.

f) Las potestades de ejecucién forzosa y sancionadora.

g) La potestad de revision de oficio de sus actos y acuerdos.

h) La inembargabilidad de sus bienes y derechos en los términos previstos en las leyes; las
prelaciones y preferencias y demas prerrogativas reconocidas a la Hacienda Publica para
los créditos de la misma, sin perjuicio de las que correspondan a las Haciendas del Estado y
de las Comunidades Auténomas.

2. Lo dispuesto en el nimero precedente y en el articulo 2 podra ser de aplicacion a las
entidades territoriales de &mbito inferior al municipal y, asimismo, a las comarcas, areas
metropolitanas y demas entidades locales, debiendo las Leyes de las Comunidades
Autonomas concretar cudles de aquellas potestades seran de aplicacion.

Articulo 5.
Las entidades locales se rigen en primer término por la presente ley y ademas:

a) En cuanto a su regimen organizativo y de funcionamiento de sus érganos:
Por las leyes de las comunidades autonomas sobre régimen local y por el reglamento
orgéanico propio de cada entidad en los términos previstos en esta ley.
b) En cuanto al regimen sustantivo de las funciones y los servicios:
a) Por la legislacion del estado y la de las comunidades auténomas, segun la distribucion
constitucional de competencias.
b) Por las ordenanzas de cada entidad.
¢) En cuanto al régimen estatutario de sus funcionarios, procedimiento administrativo,
contratos, concesiones y demas formas de prestaciébn de los servicios publicos,
expropiacion y responsabilidad patrimonial:
a) Por la legislacion del estado y, en su caso, la de las comunidades autonomas, en
los términos del articulo 149.1.18. de la Constitucion.
b) Por las ordenanzas de cada entidad.
d) En cuanto al regimen de sus bienes:
a) Por la legislacion bésica del estado que desarrolle el articulo 132 de la
Constitucion.
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b) Por la legislacion de las Comunidades Autonomas.
c¢) Por las ordenanzas propias de cada entidad.
e) En cuanto a las haciendas locales:
a) Por la legislacion general tributaria del Estado y la reguladora de las
haciendas de las entidades locales, de las que serd supletoria la ley general
presupuestaria.
b) Por las leyes de las Comunidades Autonomas en el marco y de conformidad
con la legislacion a que se refiere el apartado anterior.
c¢) Por las ordenanzas fiscales que dicte la correspondiente entidad local, de acuerdo con lo
previsto en esta ley y en las leyes mencionadas en los apartados a) y b).

Articulo 6.

1. Las entidades locales sirven con objetividad los intereses publicos que les estan
encomendados y actian de acuerdo con los principios de eficacia, descentralizacion,
desconcentracion y coordinacion, con sometimiento pleno a la ley y al Derecho.

2. Los Tribunales ejercen el control de legalidad de los acuerdos y actos de las entidades
locales.

Articulo 7.

1. Las competencias de las entidades locales son propias o atribuidas por delegacion.
Las competencias propias de los municipios, las provincias, las islas y demas entidades locales
territoriales solo podran ser determinadas por ley.

2. Las competencias propias se ejercen en regimen de autonomia y bajo la propia
responsabilidad, atendiendo siempre a la debida coordinaciéon en su programacion y ejecucion
con las demas Administraciones publicas.

3. Las competencias atribuidas se ejercen en los términos de la delegacién, que puede prever
técnicas de direccion y control de oportunidad que, en todo caso, habran de respetar la
potestad de autoorganizacién de los servicios de la entidad local.

Articulo 8.

Sin perjuicio de lo dispuesto en el articulo anterior, las Provincias y las Islas podran realizar la
gestion ordinaria de servicios propios de la Administracion autonémica, de conformidad con los
Estatutos de Autonomia y la legislacién de las Comunidades Auténomas.

Articulo 9.

Las normas de desarrollo de esta Ley que afecten a los Municipios, Provincias, Islas u otras
entidades locales territoriales no podran limitar su dmbito de aplicacion a una o varias de
dichas Entidades con caracter singular, sin perjuicio de lo dispuesto en esta Ley para los
regimenes municipales o provinciales especiales.
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Articulo 10.

1. La Administracién local y las demas Administraciones publicas ajustardn sus relaciones
reciprocas a los deberes de informacién mutua, colaboracion, coordinacion y respeto a los
ambitos competenciales respectivos.

2. Procederd la coordinacion de las competencias de las entidades locales entre si v,
especialmente, con las de las restantes Administraciones publicas, cuando las actividades o los
servicios locales trasciendan el interés propio de las correspondientes entidades, incidan o
condicionen relevantemente los de dichas Administraciones o0 sean concurrentes o
complementarios de los de éstas.

3. Las funciones de coordinacion no afectardn en ninglin caso a la autonomia de las Entidades
locales.

EL MUNICIPIO

Articulo 11.

1. El Municipio es la entidad local béasica de la organizacion territorial del Estado. Tiene
personalidad juridica y plena capacidad para el cumplimiento de sus fines.

2. Son elementos del Municipio el territorio, la poblacién y la organizacion.

Territorio y poblacién

Articulo 12.

1. El término municipal es el territorio en que el ayuntamiento ejerce sus competencias.
2. Todos los residentes constituyen la poblacién del municipio.
Articulo 13.

1. La creacion o supresion de municipios, asi como la alteracion de términos municipales, se
regulara por la legislacion de las Comunidades Auténomas sobre régimen local. Requeriran en
todo caso audiencia de los municipios interesados y dictamen del Consejo de Estado o del
organo consultivo superior de los Consejos de Gobierno de las Comunidades Auténomas, si
existiere. Simultaneamente a la peticibn de este dictamen se dard conocimiento a la
Administracion General del Estado.

2. La creacidon de nuevos municipios solo podra realizarse sobre la base de nucleos de
poblacion territorialmente diferenciados y siempre que los municipios resultantes cuenten con
recursos suficientes para el cumplimiento de las competencias municipales y no suponga
disminucién en la calidad de los servicios que venian siendo prestados.
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3. Sin perjuicio de las competencias de las Comunidades Auténomas, el Estado, atendiendo a
criterios geograficos, sociales, econdmicos y culturales, podra establecer medidas que tiendan
a fomentar la fusion de Municipios con el fin de mejorar la capacidad de gestiéon de los asuntos
publicos locales.

Articulo 14.

1. Los cambios de denominacion de los Municipios sélo tendran caracter oficial cuando, tras
haber sido anotados en un Registro creado por la Administracion del Estado para la inscripcion
de todas las entidades a que se refiere la presente Ley, se publiquen en el "Boletin Oficial del
Estado".

2. La denominacion de los Municipios podra ser, a todos los efectos, en castellano, en
cualquier otra lengua espafiola oficial en la respectiva Comunidad Auténoma, o en ambas.

Articulo 15.

1. Todo espafiol o extranjero que viva en territorio espafiol debera estar empadronado en el
municipio en el que resida habitualmente.

Quien viva en varios municipios debera inscribirse en aquel en que habitara durante mas
tiempo al afio.

Para poder obtener el alta en el Padron de un municipio sera necesario presentar el certificado
de baja en el Padron del municipio en el que se hubiera residido anteriormente.

2. Los espafioles que, circunstancialmente, se hallen viviendo en un municipio que no sea el de
su residencia habitual, podran inscribirse en el como transelntes. En este caso no sera
necesario cumplimentar lo dispuesto en el tercer parrafo del nimero anterior.

Articulo 16.

1. La condicion de residente se adquiere en el momento de realizar la inscripciéon en el Padron.
Los residentes se clasifican en vecinos y domiciliados.

2. Son vecinos los espafioles mayores de edad que residan habitualmente en el término
municipal y figuren inscritos con tal caracter en el Padrén.

3. Son domiciliados los espafioles menores de edad y los extranjeros residentes habitualmente
en el término municipal y que como tales figuren inscritos en el Padron municipal.

4. A los efectos electorales, los espafioles que residan en el extranjero se consideraran vecinos
o domiciliados en el municipio en cuyo Padron figuraran inscritos.

Articulo 17.

1. La relacién de los residentes y transelntes en el termino municipal constituye el Padrén
municipal, que tiene caracter de documento publico y fehaciente para todos los efectos
administrativos, y en el que deberdn constar, respecto de todos los residentes, los datos
personales precisos para las relaciones juridicas publicas, con inclusion de los que el estado o
las Comunidades Auténomas soliciten a los ayuntamientos en el ejercicio de las funciones de
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coordinacion que a aquél o a éstas correspondan. En todo caso, se garantiza el respeto a los
derechos fundamentales reconocidos en la constitucion.

2. La formacién, mantenimiento y rectificacion del Padrén corresponde al ayuntamiento, que
procedera a su renovacion cada cinco afios y a su rectificacion anual, de acuerdo con lo que
establezca la legislacion del estado.

3. Los Ayuntamientos confeccionaran un Padrén especial de espafoles residentes en el
extranjero en coordinacién con las administraciones del estado y de las Comunidades
Auténomas.

Articulo 18.
1. Son derechos y deberes de los vecinos:

a) Ser elector y elegible de acuerdo con lo dispuesto en la legislacion electoral.

b) Participar en la gestion municipal de acuerdo con lo dispuesto en las leyes y, en su caso,
cuando la colaboracién con caracter voluntario de los vecinos sea interesada por los
drganos de gobierno y administracién municipal.

c¢) Utilizar, de acuerdo con su naturaleza, los servicios publicos municipales, y acceder a los
aprovechamientos comunales, conforme a las normas aplicables.

d) Contribuir mediante las prestaciones econémicas y personales legalmente previstas a la
realizacion de las competencias municipales.

e) Ser informado, previa peticion razonada, y dirigir solicitudes a la Administracién municipal
en relacion a todos los expedientes y documentacion municipal, de acuerdo con lo previsto
en el articulo 105 de la Constitucion.

f) Pedir la consulta popular en los términos previstos en la Ley.

g) Exigir la prestacién y, en su caso, el establecimiento del correspondiente servicio publico,
en el supuesto de constituir una competencia municipal propia de caracter obligatorio.

h) Aquellos otros derechos y deberes establecidos en las leyes.

2. Los extranjeros domiciliados que sean mayores de edad tienen los derechos y deberes
propios de los vecinos, salvo los de caracter politico. No obstante, tendran derecho de sufragio
activo en los términos que prevea la legislacién electoral general aplicable a las elecciones
locales.

Capitulo 1.

Articulo 19.

1. El Gobierno y la administracion municipal, salvo en aquellos municipios que legalmente
funcionen en régimen de Consejo Abierto, corresponde al ayuntamiento, integrado por el
Alcalde y los Concejales.

2. Los Concejales son elegidos mediante sufragio universal, igual, libre, directo y secreto, y el
Alcalde es elegido por los Concejales o por los vecinos; todo ello en los términos que
establezca la legislacion electoral general.
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Articulo 20.
1. La organizacion municipal responde a las siguientes reglas:

a) El Alcalde, los Tenientes de Alcalde y el Pleno existen en todos los ayuntamientos.

b) La comisién de gobierno existe en los municipios con poblacién de derecho superior a
5.000 habitantes y en los de menos, cuando asi lo disponga su reglamento Orgénico o asi lo
acuerde el Pleno de su ayuntamiento.

¢) El resto de los érganos, complementarios de los anteriores, se establece y regula por los
propios municipios en sus reglamentos organicos, sin otro limite que el respeto a la
organizacion determinada por esta Ley.

2. Sin perjuicio de lo dispuesto en la regla c) del ndmero anterior, las leyes de las
Comunidades Auténomas sobre régimen local podran establecer una organizacion municipal
complementaria de la prevista en este texto legal, que regira en cada municipio en todo aquello
gue su reglamento organico no disponga lo contrario.

3. Todos los grupos politicos integrantes de la corporacién tendran derecho a participar,
mediante la presencia de concejales pertenecientes a los mismos, en los oOrganos
complementarios del ayuntamiento que tengan por funcion el estudio, informe o consulta de los
asuntos que hayan de ser sometidos a la decisién del pleno.

Articulo 21.

1. El Alcalde es el Presidente de la Corporacion y ostenta, en todo caso, las siguientes
atribuciones:

a) Dirigir el gobierno y la administracién municipales.

b) Representar al ayuntamiento.

¢) Convocar y presidir las sesiones del Pleno, de la comision de Gobierno y de cualesquiera
otros 6rganos municipales.

d) Dirigir, inspeccionar e impulsar los servicios y obras municipales.

e) Dictar bandos.

f) Disponer gastos, dentro de los limites de su competencia; ordenar pagos y rendir cuentas.
g) Desempefiar la jefatura superior de todo el personal de la corporacion.

h) Ejercer la jefatura de la Policia Municipal, asi como el nombramiento y sancién de

los funcionarios que usen armas.

i) Ejercitar acciones judiciales y administrativas en caso de urgencia.

j) Adoptar personalmente, y bajo su responsabilidad, en caso de catastrofe o infortunios
publicos o grave riesgo de los mismos, las medidas necesarias y adecuadas, dando cuenta
inmediata al Pleno.

k) Sancionar las faltas de desobediencia a su autoridad o por infraccion de las ordenanzas
municipales, salvo en los casos en que tal facultad esté atribuida a otros 6rganos.

[) Contratar obras y servicios siempre que su cuantia no exceda del 5 por 100 de los
recursos ordinarios de su Presupuesto ni del 50 por 100 del limite general aplicable a la
contratacion directa, con arreglo al procedimiento legalmente establecido.

[I) Otorgar las licencias cuando asi lo dispongan las ordenanzas.
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m) Las demas que expresamente le atribuyan las leyes y aquellas que la legislacion del
estado o de las Comunidades Auténomas asignen al municipio y no atribuyan a otros
dérganos municipales.

2. Corresponde asimismo al Alcalde el nombramiento de los Tenientes de Alcalde.

3. El Alcalde puede delegar el ejercicio de sus atribuciones, salvo las de convocar y presidir las
sesiones del Pleno y de la comision de gobierno y las enumeradas en los apartados a), €), g),
i), ¥ J) del nimero 1 de este articulo.

Articulo 22.
1. El Pleno, integrado por todos los Concejales, es presidido por el Alcalde.
2. Corresponden, en todo caso, al Pleno las siguientes atribuciones:

a) El control y la fiscalizacion de los 6rganos de gobierno.

b) Los acuerdos relativos a la participacion en organizaciones supramunicipales; alteracion
del termino municipal; creacion o supresion de municipios y de las entidades a que se
refiere el articulo 45; creacion de 6rganos desconcentrados; alteracion de la capitalidad del
municipio y el cambio de nombre de éste o de aquellas entidades y la adopciéon o
modificacién de su bandera, ensefia o escudo.

c) La aprobacion de los planes y demas instrumentos de ordenacién y gestion previstos en
la legislacion urbanistica.

d) La aprobacién del Reglamento Organico y de las ordenanzas.

e) La determinacion de los recursos propios de caracter tributario; la aprobacion y
modificacion de los presupuestos; la disposicion de gastos en los asuntos de su
competencia y la aprobacion de las cuentas.

f) La aprobacion de las formas de gestion de los servicios y de los expedientes de
municipalizacion.

g) La aceptacion de la delegacion de competencias hecha por otras Administraciones
publicas.

h) El planteamiento de conflictos de competencias a otras entidades locales y demas
Administraciones Publicas.

i) La aprobacion de la plantilla de personal, la relacion de puestos de trabajo, las bases de
las pruebas para la seleccién de personal y para los concursos de provision de puestos de
trabajo, la fijacion de la cuantia de las retribuciones complementarias de los funcionarios y
el nimero y régimen del personal eventual, todo ello en los términos del titulo VIl de esta
ley, asi como la separacion del servicio de los funcionarios de la corporacién, salvo lo
dispuesto en el articulo 99, nimero 4, de esta ley, y la ratificacion del despido del personal
laboral.

j) El ejercicio de las acciones administrativas y judiciales.

k) La alteracién de la calificacién juridica de los bienes de dominio publico.

I) La enajenacion del patrimonio.

II) Aquellas otras que deban corresponder al pleno por exigir su aprobacion una mayoria
especial.

m) Las demas que expresamente le confieran las Leyes.
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3. Pertenece, igualmente, al pleno la votacion sobre la mocion de censura al Alcalde, que se
rige por lo dispuesto en la legislacion electoral general.

Articulo 23.

1. La comision de gobierno se integra por el Alcalde y un nimero de Concejales no superior al
tercio del namero legal de los mismos, nombrados y separados libremente por aquel, dando
cuenta al Pleno.

2. Corresponde a la comision de Gobierno:
a) La asistencia al Alcalde en el ejercicio de sus atribuciones.

b) Las atribuciones que el Alcalde u otro érgano municipal le delegue o le atribuyan las
leyes. No son delegables las atribuciones reservadas al Pleno en los nimeros 2, letras a),
b), c), d), e), f), g), h), i), k) y Il) y 3 del articulo anterior.

3. Los Tenientes de Alcalde sustituyen, por el orden de su nombramiento y en los casos de
vacante, ausencia o enfermedad, al Alcalde, siendo libremente designados y revocados por
éste de entre los miembros de la comision de Gobierno y, donde esta no exista, de entre los
Concejales.

4. El alcalde puede delegar el ejercicio de determinadas atribuciones en los miembros de la
comisién de Gobierno y, donde ésta no exista, en los Tenientes de Alcalde, sin perjuicio de las
delegaciones especiales que, para cometidos especificos, pueda realizar en favor de
cualesquiera Concejales, aunque no pertenecieran a aquella comision.

Articulo 24.

Para facilitar la participacion ciudadana en la gestion de los asuntos locales y mejorar ésta, los
municipios podran establecer organos territoriales de gestion desconcentrada, con la
organizacion, funciones y competencias que cada ayuntamiento les confiera, atendiendo a las
caracteristicas del asentamiento de la poblaciéon en el término municipal, sin perjuicio de la
unidad de gobierno y gestion del municipio.

Capitulo 111.

Articulo 25.

1. El Municipio, para la gestién de sus intereses y en el ambito de sus competencias, puede
promover toda clase de actividades y prestar cuantos servicios publicos contribuyan a

satisfacer las necesidades y aspiraciones de la comunidad vecinal.

2. El Municipio ejercera, en todo caso, competencias, en los términos de la legislacion del
Estado y de las Comunidades Autbnomas, en las siguientes materias:

a) Seguridad en lugares publicos.
b) Ordenacion del trafico de vehiculos y personas en las vias urbanas.
c¢) Proteccion civil, prevencion y extincion de incendios.
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d) Ordenacion, gestion, ejecucion y disciplina urbanistica; promocién y gestiéon de viviendas;
parques y jardines, pavimentacion de vias publicas urbanas y conservacion de caminos y
vias rurales.

e) Patrimonio historico-artistico.

f) Proteccion del medio ambiente.

g) Abastos, mataderos, ferias, mercados y defensa de usuarios y consumidores.

h) Proteccion de la salubridad publica.

i) Participacion en la gestion de la atencion primaria de la salud.

j) Cementerios y servicios funerarios.

k) Prestacion de los servicios sociales y de promocion y reinsercion social.

[) Suministro de agua y alumbrado publico; servicios de limpieza viaria, de recogida y
tratamiento de residuos, alcantarillado y tratamiento de aguas residuales.

[I) Transporte publico de viajeros.

m) Actividades o instalaciones culturales y deportivas; ocupacion del tiempo libre; turismo.
n) Participar en la programacion de la ensefianza y cooperar con la Administracién
educativa en la creacion, construccion y sostenimiento de los centros docentes publicos,
intervenir en sus 6rganos de gestion y participar en la vigilancia del cumplimiento de la
escolaridad obligatoria.

3. Sdlo la ley determina las competencias municipales en las materias enunciadas en este
articulo, de conformidad con los principios establecidos en el articulo 2.

Articulo 26.
1. Los municipios por si 0 asociados deberan prestar, en todo caso, los servicios siguientes:

a) En todos los municipios: Alumbrado publico, cementerio, recogida de residuos, limpieza
viaria, abastecimiento domiciliario de agua potable, alcantarillado, acceso a los nicleos de
poblacion, pavimentacion de las vias publicas y control de alimentos y bebidas.

b) En los Municipios con poblacién superior a 5.000 habitantes, ademas: Parque publico,
biblioteca publica, mercado y tratamiento de residuos.

¢) En los Municipios con poblacion superior a 20.000 habitantes, ademas: Proteccion civil,
prestacion de servicios sociales, prevencion y extincibn de incendios, instalaciones
deportivas de uso publico y matadero.

d) En los Municipios con poblacién superior a 50.000 habitantes, ademas: Transporte
colectivo urbano de viajeros y proteccién del medio ambiente.

2. Los Municipios podran solicitar de la Comunidad Auténoma respectiva la dispensa de la
obligacién de prestar los servicios minimos que les correspondan segun lo dispuesto en el
namero anterior cuando, por sus caracteristicas peculiares, resulte de imposible o muy dificil
cumplimiento el establecimiento y prestacion de dichos servicios por el propio Ayuntamiento.

3. La asistencia de las Diputaciones a los Municipios, prevista en el articulo 36, se dirigira
preferentemente al establecimiento y adecuada prestacion de los servicios publicos minimos,
asi como la garantia del desempefio en las Corporaciones municipales de las funciones
publicas a que se refiere el numero 3 del articulo 92 de esta ley.
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Articulo 27.

1. La Administracion del Estado, de las Comunidades Autbnomas y otras entidades locales
podran delegar en los Municipios el ejercicio de competencias en materias que afecten a sus
intereses propios, siempre que con ello se mejore la eficacia de la gestion publica y se alcance
una mayor participacion ciudadana. La disposicion o el acuerdo de delegacion deben
determinar el alcance, contenido, condiciones y duracion de ésta, asi como el control que se
reserve la Administracion delegante y los medios personales, materiales y econémicos que
esta transfiera.

2. En todo caso, la Administracion delegante podra, para dirigir y controlar el ejercicio de los
servicios delegados, emanar instrucciones técnicas de caracter general y recabar, en cualquier
momento, informacion sobre la gestion municipal, asi como enviar comisionados y formular los
requerimientos pertinentes para la subsanacion de las deficiencias observadas. En caso de
incumplimiento de las directrices, denegacién de las informaciones solicitadas o inobservancia
de los requerimientos formulados, la Administracion delegante podra revocar la delegacion o
ejecutar por si misma la competencia delegada en sustitucion del municipio. Los actos de éste
podran ser recurridos ante los 6rganos competentes de la Administracién delegante.

3. La efectividad de la delegacion requerird su aceptacion por el Municipio interesado, y, en su
caso, la previa consulta e informe de la Comunidad Auténoma, salvo que por ley se imponga
obligatoriamente, en cuyo caso habra de ir acompafiada necesariamente de la dotacién o el
incremento de medios econdmicos para desempefiarlos.

4. Las competencias delegadas se ejercen con arreglo a la legislacion del Estado o de las
Comunidades Auténomas correspondientes o, en su caso, la reglamentacion aprobada por la
entidad local delegante.

Articulo 28.

Los Municipios pueden realizar actividades complementarias de las propias de otras

Administraciones publicas y, en particular, las relativas a la educacion, la cultura, la promocion
de la mujer, la vivienda, la sanidad y la proteccion del medio ambiente.

Capitulo I1V.

Articulo 29.
1. Funcionan en Consejo Abierto:

a) Los Municipios con menos de 100 habitantes y aquellos que tradicionalmente cuenten
con este singular régimen de gobierno y administracion.
b) Aquellos otros en los que su localizacion geografica, la mejor gestién de los intereses
municipales u otras circunstancias lo hagan aconsejable.
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2. La constitucion en Consejo Abierto de los Municipios a que se refiere el apartado b) del
namero anterior, requiere peticion de la mayoria de los vecinos, decisién favorable por mayoria
de dos tercios de los miembros del ayuntamiento y aprobacién por la Comunidad Autbnoma.

3. En el régimen del Consejo Abierto, el gobierno y la administracion municipales
corresponden a un Alcalde y una Asamblea vecinal de la que forman parte todos los electores.
Ajustan su funcionamiento a los usos, costumbres y tradiciones locales y, en su defecto, a lo
establecido en esta Ley y las leyes de las Comunidades Auténomas sobre régimen local.

Articulo 30.

Las leyes sobre régimen local de las Comunidades Autbnomas, en el marco de lo establecido
en esta Ley, podran establecer regimenes especiales para Municipios pequefios o de caracter
rural y para aquellos que rednan otras caracteristicas que lo hagan aconsejable, como su
caracter histérico-artistico o el predominio en su término de las actividades turisticas,
industriales, mineras u otras semejantes.

LA PROVINCIA

Articulo 31.

1. La Provincia es una entidad local determinada por la agrupacién de Municipios, con
personalidad juridica propia y plena capacidad para el cumplimiento de sus fines.

2. Son fines propios y especificos de la Provincia garantizar los principios de solidaridad y
equilibrio intermunicipales, en el marco de la politica econdmica y social, y, en particular:

a) Asegurar la prestacion integral y adecuada en la totalidad del territorio provincial de los
servicios de competencia municipal.

b) Participar en la coordinacion de la Administracion local con la de la Comunidad Autonoma
y la del Estado.

3. El gobierno y la administracion autbnoma de la Provincia corresponden a la Diputacion u
otras Corporaciones de caracter representativo.

Organizacion

Articulo 32.

La organizacion provincial responde a las siguientes reglas:

1. El Presidente, los Vicepresidentes, la comision de Gobierno y el Pleno existen en todas las
Diputaciones.

2. El resto de los 6rganos, complementarios de los anteriores, se establece y regula por las
propias diputaciones sin otro limite que el respeto a la organizacion determinada por esta Ley.
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No obstante, las leyes de las Comunidades Auténomas sobre régimen local podran establecer
una organizacion provincial complementaria de la prevista en este texto legal, que regira en
cada provincia en todo aquello en lo que esta no disponga lo contrario, en ejercicio de su
potestad de autoorganizacion.

3. Todos los grupos politicos integrantes de la corporacion tendran derecho a participar,
mediante la presencia de Diputados pertenecientes a los mismos, en los o6rganos
complementarios de la diputacion provincial que tengan por funcién el estudio, informe o
consulta de los asuntos que hayan de ser sometidos a la decision del Pleno.

Articulo 33.
1. El Pleno de la Diputacion esta constituido por el Presidente y los Diputados.
2. Corresponde en todo caso al Pleno:

a) La organizacion de la Diputacion.

b) La aprobacién de ordenanzas.

¢) La aprobacién y modificacion de los presupuestos, la disposicion de gastos dentro de los
limites de su competencia y la aprobacion provisional de las cuentas.

d) La aprobacion de los planes de caracter provincial.

e) El control y la fiscalizacion de la gestion de los érganos de gobierno.

f) La aprobacion de la plantilla de personal, la relacion de puestos de trabajo, las bases de
las pruebas para la seleccién de personal y para los concursos de provision de puestos de
trabajo, la fijacion de la cuantia de las retribuciones complementarias de los funcionarios y el
namero y régimen del personal eventual, todo ello en los términos del titulo VIl de esta ley,
asi como la separacion del servicio de los funcionarios de la corporacién, salvo lo dispuesto
en el articulo 99, nimero 4, de esta ley, y la ratificacion del despido del personal laboral.

g) La alteracion de la calificacion juridica de los bienes de dominio publico.

h) La enajenacion del patrimonio.

i) El planteamiento de conflictos de competencias a otras entidades locales y demas
Administraciones Publicas.

i) El ejercicio de acciones judiciales y administrativas.

k) Aquellas atribuciones que deban corresponder al pleno por exigir su aprobaciéon una
mayoria especial.

I) Las demas que expresamente le atribuyan las leyes.

3. Pertenece, igualmente, al Pleno la votacion sobre la mocion de censura al Presidente, que
se rige por lo dispuesto en la legislacion electoral general.

Articulo 34.
1. Corresponde en todo caso al Presidente de la Diputacion:

a) Dirigir el gobierno y la administracién de la provincia.

b) Representar a la Diputacion.

c) Convocar y presidir las sesiones del Pleno, la comisién de Gobierno y cualquier otro
organo de la Diputacion.

d) Dirigir, inspeccionar e impulsar los servicios y obras cuya titularidad o ejercicio
corresponde a la Diputacion Provincial.
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e) Asegurar la gestion de los servicios propios de la Comunidad Auténoma cuya gestion
ordinaria esté encomendada por esta a la Diputacion.

f) Disponer gastos, dentro de los limites de su competencia, ordenar pagos y rendir cuentas.
g) La jefatura superior del personal de la corporacion.

h) Ejercitar acciones judiciales y administrativas en caso de urgencia.

i) Contratar obras y servicios siempre que su cuantia no exceda del 5 por 100 de los
recursos ordinarios de su presupuesto ni del 50 por 100 del limite general aplicable a la
contratacion directa, con arreglo al procedimiento legalmente establecido.

j) Ordenar la publicacion y ejecucion y hacer cumplir los acuerdos de la Diputacion.

k) Las demas que expresamente le atribuyan las leyes.

[) El ejercicio de aquellas otras atribuciones que la legislacion del estado o de las
comunidades autonomas asigne a la Diputacion y no estén expresamente atribuidas a otros
organos.

2. El Presidente puede delegar el ejercicio de sus atribuciones, salvo la de convocar y presidir
las sesiones del Pleno y de la comisidon de Gobierno y las enumeradas en los apartados a), g)
y h) del niumero anterior.

3. Corresponde, asimismo, al Presidente el nombramiento de los Vicepresidentes.
Articulo 35.

1. La comision de Gobierno se integra por el Presidente y un nimero de Diputados no superior
al tercio del nimero legal de los mismos, hombrados y separados liboremente por aquel, dando
cuenta al Pleno.

2. Corresponde a la comisién de Gobierno:

a) La asistencia al Presidente en el ejercicio de sus atribuciones.

b) Las atribuciones que el Presidente u otro érgano provincial le delegue o le atribuyan las
leyes. No son delegables las atribuciones reservadas al pleno en los nimeros 2, apartados
a), b), c), d), e), f), i) y k), y 3 del articulo 33.

3. El Presidente puede delegar el ejercicio de determinadas atribuciones en los miembros de la
comision de Gobierno, sin perjuicio de las delegaciones especiales que para cometidos
especificos pueda realizar en favor de cualesquiera Diputados, aunque no pertenecieran a
aquella comisién.

4. Los Vicepresidentes sustituyen, por el orden de su nhombramiento y en los casos de vacante,
ausencia o enfermedad, al Presidente, siendo libremente designados por este entre los
miembros de la comisién de Gobierno.
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Capitulo 1.

Articulo 36.

1. Son competencias propias de la Diputacion las que les atribuyan, en este concepto, las
leyes del Estado y de las Comunidades Autdonomas en los diferentes sectores de la accion
publica y, en todo caso:

a) La coordinacion de los servicios municipales entre si para la garantia de la prestacion
integral y adecuada a que se refiere el apartado a) del nimero 2 del articulo 31.

b) La asistencia y la cooperacion juridica, econémica y técnica a los Municipios,
especialmente los de menor capacidad econdmica y de gestion.

c) La prestacion de servicios publicos de caracter supramunicipal y, en su caso,
supracomarcal.

d) En general, el fomento y la administracion de los intereses peculiares de la provincia.

2. A los efectos de lo dispuesto en las letras a) y b) del nimero anterior, la Diputacion:

a) Aprueba anualmente un plan provincial de cooperacion a las obras y servicios de
competencia municipal, en cuya elaboracion deben participar los municipios de la provincia.
El plan, que debera contener una memoria justificativa de sus objetivos y de los criterios de
distribucion de los fondos, podra financiarse con medios propios de la Diputacion, las
aportaciones municipales y las subvenciones que acuerden la Comunidad Auténoma vy el
Estado con cargo a sus respectivos presupuestos. Sin perjuicio de las competencias
reconocidas en los Estatutos de Autonomia y de las anteriormente asumidas y ratificadas
por éstos, la Comunidad Auténoma asegura, en su territorio, la coordinacién de los diversos
planes provinciales de acuerdo con lo previsto en el articulo 59 de esta Ley.

El Estado y la Comunidad Autbnoma, en su caso, pueden sujetar sus subvenciones a
determinados criterios y condiciones en su utilizacion o empleo.

b) Asegura el acceso de la poblacién de la provincia al conjunto de los servicios minimos de
competencia municipal y la mayor eficacia y economicidad en la prestacion de estos
mediante cualesquiera formulas de asistencia y cooperacion con los municipios.

Articulo 37.

1. Las Comunidades Auténomas podian delegar competencias en las Diputaciones, asi como
encomendar a éstas la gestion ordinaria de servicios propios en los términos previstos en los
Estatutos correspondientes. En este Ultimo supuesto las Diputaciones actuaran con sujecion
plena a las instrucciones generales y particulares de las Comunidades.

2. El Estado podra, asimismo, previa consulta e informe de la Comunidad Auténoma
interesada, delegar en las Diputaciones competencias de mera ejecucién cuando el ambito
provincial sea el mas idoneo para la prestacion de los correspondientes servicios.

3. El ejercicio por las Diputaciones de las facultades delegadas se acomodara a lo dispuesto
en el articulo 27.
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Articulo 38.
Las previsiones establecidas para la Diputacién en este Capitulo y en los restantes de la

presente Ley seran de aplicacion a aquellas otras Corporaciones de caracter representativo a
las que corresponda el gobierno y la administracion auténoma de la Provincia.

Regimenes especiales

Articulo 39.

Los 6rganos forales de Alava, Guiplzcoa y Vizcaya conservan su régimen peculiar en el marco
del Estatuto de Autonomia de la Comunidad Auténoma del Pais Vasco. No obstante, las
disposiciones de la presente Ley les seran de aplicacion con caracter supletorio.

Articulo 40.

Las Comunidades Autdbnomas uniprovinciales y la Foral de Navarra asumen las competencias,
medios y recursos que corresponden en el régimen ordinario a las Diputaciones provinciales.
Se exceptla la Comunidad Auténoma de las Islas Baleares en los términos de su Estatuto
propio.

Articulo 41.

1. Los Cabildos, como 6rganos de gobierno, administraciéon y representacion de cada isla, se
rigen por las normas de esta Ley que regulan la organizacion y funcionamiento de las
Diputaciones provinciales, asumiendo las competencias de éstas, sin perjuicio de las que les
corresponden por su legislacion especifica.

2. En el Archipiélago Canario subsisten las mancomunidades provinciales interinsulares
exclusivamente como érgano de representacion y expresion de los intereses provinciales.
Integran dichos o6rganos los Presidentes de los Cabildos insulares de las provincias
correspondientes, presidiéndolos el del Cabildo de la Isla en que se halle la capital de la
provincia.

3. Los Consejos Insulares de las Islas Baleares, a los que son de aplicacion las normas de
esta Ley que regulan la organizacion y funcionamiento de las Diputaciones provinciales,
asumen sus competencias de acuerdo con lo dispuesto en esta Ley y las que les
correspondan de conformidad con el Estatuto de Autonomia de Baleares.

OTRAS ENTIDADES LOCALES

Articulo 42.

1. Las Comunidades Auténomas, de acuerdo con lo dispuesto en sus respectivos Estatutos,
podran crear en su territorio Comarcas u otras Entidades que agrupen varios Municipios, cuyas
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caracteristicas determinen intereses comunes precisados de una gestion propia o demanden
la prestacién de servicios de dicho ambito.

2. La iniciativa para la creacion de una comarca podra partir de los propios Municipios
interesados. En cualquier caso, no podra crearse la Comarca si a ello se oponen
expresamente las dos quintas partes de los Municipios que debieran agruparse en ella,
siempre que, en este caso, tales Municipios representen al menos la mitad del censo electoral
del territorio correspondiente. Cuando la comarca deba agrupar a Municipios de mas de una
Provincia, sera necesario el informe favorable de las Diputaciones provinciales a cuyo ambito
territorial pertenezcan tales Municipios.

3. Las leyes de las Comunidades Auténomas determinaran el ambito territorial de las
Comarcas, la composicién y el funcionamiento de sus oOrganos de gobierno, que seran
representativos de los Ayuntamientos que agrupen, asi como las competencias y recursos
econdémicos que, en todo caso, se les asignen.

4. La creacion de las Comarcas no podra suponer la pérdida por los Municipios de la
competencia para prestar los servicios enumerados en el articulo 26, ni privar a los mismos de
toda intervencidn en cada una de las materias enumeradas en el apartado 2 del articulo 25.

Articulo 43.

1. Las Comunidades Autdbnomas, previa audiencia de la Administracion del Estado y de los
Ayuntamientos y Diputaciones afectados, podran crear, modificar y suprimir, mediante ley,
Areas Metropolitanas, de acuerdo con lo dispuesto en sus respectivos Estatutos.

2. Las Areas metropolitanas son entidades locales integradas por los municipios de grandes
aglomeraciones urbanas entre cuyos nucleos de poblacion existan vinculaciones econémicas y
sociales que hagan necesaria la planificacion conjunta y la coordinacién de determinados
servicios y obras.

3. La legislacion de la Comunidad Auténoma determinara los o6rganos de gobierno y
administracion, en los que estaran representados todos los Municipio integrados en el area; el
régimen econémico y de funcionamiento, que garantizara la participacion de todos los
Municipios en la toma de decisiones y una justa distribucion de las cargas entre ellos; asi como
los servicios y obras de prestacion o realizacién metropolitana y el procedimiento para su
ejecucion.

Articulo 44.

1. Se reconoce a los municipios el derecho a asociarse con otros en mancomunidades para la
ejecucién en comun de obras y servicios determinados de su competencia.

2. Las mancomunidades tienen personalidad y capacidad juridicas para el cumplimiento de sus
fines especificos y se rigen por sus Estatutos propios. Los Estatutos han de regular el &mbito
territorial de la entidad, su objeto y competencia, 6rganos de gobierno y recursos, plazo de
duracién y cuantos otros extremos sean necesarios para su funcionamiento.

En todo caso, los 6rganos de gobierno seran representativos de los ayuntamientos
mancomunados.
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3. El procedimiento de aprobacion de los estatutos de las mancomunidades se determinara por
la legislacién de las Comunidades Autbnomas y se ajustara, en todo caso, a las siguientes
reglas:

a) La elaboracién corresponderda a los concejales de la totalidad de los municipios
promotores de la mancomunidad, constituidos en asamblea.

b) La Diputacion o Diputaciones provinciales interesadas emitirdn informes sobre el
proyecto de estatutos.

¢) Los Plenos de todos los ayuntamientos aprueban los estatutos.

4. Se seguird un procedimiento similar para la modificaciéon o supresién de mancomunidades.
Articulo 45.

1. Las leyes de las Comunidades Autbnomas sobre régimen local regularan las entidades de
ambito territorial inferior al Municipio, para la administracion descentralizada de nucleos de
poblacion separados, bajo su denominacién tradicional de caserios, parroquias, aldeas,
barrios, anteiglesias, concejos, pedanias, lugares anejos y otros analogos, o aquella que
establezcan las Leyes.

2. En todo caso se respetaran las siguientes reglas:

a) La iniciativa correspondera indistintamente a la poblacion interesada o al Ayuntamiento
correspondiente. Este Ultimo debe ser oido en todo caso.

b) La entidad habra de contar con un érgano unipersonal ejecutivo de eleccion directa y un
organo colegiado de control, cuyo niamero de miembros no podra ser inferior a dos ni
superior al tercio del numero de Concejales que integren el respectivo Ayuntamiento.

La designacién de los miembros del 6rgano colegiado se hard de conformidad con los
resultados de las elecciones para el ayuntamiento en la seccién o secciones constitutivas de
la circunscripcion para la eleccion del 6rgano unipersonal.

No obstante, podra establecerse el régimen de Consejo Abierto para las Entidades en que
concurran las caracteristicas previstas en el niumero 1 del articulo 29.

¢) Los acuerdos sobre disposicion de bienes, operaciones de crédito y expropiacion forzosa
deberan ser ratificados por el Ayuntamiento.

DISPOSICIONES COMUNES A LA ENTIDADES LOCALES

Régimen de funcionamiento

Articulo 46.

1. Los oOrganos colegiados de las entidades locales funcionan en régimen de sesiones
ordinarias de periodicidad preestablecida y extraordinarias, que pueden ser, ademas, urgentes.

2. En todo caso, el funcionamiento del Pleno de las Corporaciones locales se ajusta a las
siguientes reglas:
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a) El Pleno celebra sesion ordinaria como minimo cada tres meses y extraordinaria cuando
asi lo decida el presidente o lo solicite la cuarte parte, al menos, del nimero legal de los
miembros de la corporacion. En este Ultimo caso, la celebraciéon del mismo no podra
demorarse por mas de dos meses desde que fuera solicitada.

b) Las sesiones plenarias han de convocarse, al menos, con dos dias habiles de
antelacion, salvo las extraordinarias que lo hayan sido con caracter urgente, cuya
convocatoria con este caracter debera ser ratificada por el Pleno. La documentacion
integra de los asuntos incluidos en el orden del dia, que deba servir de base al debate vy,
en su caso, votacién, debera figurar a disposicidn de los Concejales o Diputados, desde el
mismo dia de la convocatoria, en la Secretaria de la Corporacion.

c) El Pleno se constituye validamente con la asistencia de un tercio del nimero legal de
miembros del mismo, que nunca podra ser inferior a tres. Este quérum deberd mantenerse
durante toda la sesion.

En todo caso, se requiere la asistencia del Presidente y del Secretario de la Corporacion o
de quienes legalmente les sustituyan.

d) La adopcion de acuerdos se produce mediante votacion ordinaria, salvo que el propio
pleno acuerde, para un caso concreto, la votacion nominal. El voto puede emitirse en
sentido afirmativo o negativo, pudiendo los miembros de las corporaciones abstenerse de
votar.

La ausencia de uno o varios Concejales o Diputados, una vez iniciada la deliberaciéon de
un asunto, equivale, a efectos de la votacion correspondiente, a la abstencion.

En el caso de votaciones con resultado de empate, se efectuara una nueva votacion, y si
persistiera el empate, decidira el voto de calidad del presidente.

Articulo 47.

1. Los acuerdos de las corporaciones locales se adoptan, como regla general, por mayoria
simple de los miembros presentes. Existe mayoria simple cuando los votos afirmativos son
mas que los negativos.

2. Se requiere el voto favorable de las dos terceras partes del numero de hecho y, en todo
caso, de la mayoria absoluta del numero legal de miembros de las corporaciones para la
adopcién de acuerdos en las siguientes materias:

a) Creacion y supresion de municipios y alteracion de términos municipales.

b) Creacién, modificacion y supresién de las entidades a que se refiere el articulo 45 de esta
Ley.

¢) Aprobacién de la delimitacién del término municipal.

d) Alteracion del nombre y de la capitalidad del municipio.

3. Es necesario el voto favorable de la mayoria absoluta del nimero legal de miembros de la
corporacion para la adopcién de acuerdos en las siguientes materias:

a) Aprobacién y modificacion del reglamento organico propio de la corporacion.

b) Creacién, modificacion o disolucion de mancomunidades u otras organizaciones
asociativas, asi como aprobacién y modificacion de sus estatutos.

¢) Transferencia de funciones o actividades a otras administraciones publicas.

d) Cesidn por cualquier titulo del aprovechamiento de bienes comunales.
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e) Concesioén de bienes o servicios por mas de cinco afios, siempre que su cuantia exceda
del 10 por 100 de los recursos ordinarios de su presupuesto.

f) Municipalizacion o provincializacion de actividades en regimen de monopolio y aprobacion
de la forma concreta de gestion del servicio correspondiente.

g) Aprobacion de operaciones financieras o de crédito y concesiones de quitas 0 esperas,
cuando su importe exceda del 5 por 100 de los recursos ordinarios de su presupuesto.

h) Imposicion y ordenacidn de los recursos propios de caracter tributario.

i) Planes e instrumentos de ordenacion urbanistica.

j) Separacion del servicio de los funcionarios de la corporacién y ratificacion del despido
disciplinario del personal laboral.

k) Enajenacion de bienes, cuando su cuantia exceda del 10 por 100 de los recursos
ordinarios de su presupuesto.

[) Alteracion de la calificacion juridica de los bienes demaniales o comunales.

[I) Cesion gratuita de bienes a otras Administraciones o instituciones publicas.

m) Las restantes materias determinadas por la Ley.

Articulo 48.

En los asuntos en que sea preceptivo el dictamen del Consejo de Estado, la correspondiente
solicitud se cursara por conducto del Presidente de la Comunidad Autbnoma y a través del
Ministerio de Administracion Territorial.

Articulo 49.
La aprobacion de las ordenanzas locales se ajustara al siguiente procedimiento:

a) Aprobacién inicial por el pleno.

b) Informacién puablica y audiencia a los interesados por el plazo minimo de treinta dias para
la presentacion de reclamaciones y sugerencias.

¢) Resolucién de todas las reclamaciones y sugerencias presentadas dentro del plazo y
aprobacion definitiva por el pleno.

Articulo 50.

1. Los conflictos de atribuciones que surjan entre érganos y entidades dependientes de una
misma Corporacion local se resolveran:

a) Por el Pleno, cuando se trate de conflictos que afecten a érganos colegiados, miembros
de éstos o entidades locales de las previstas en el articulo 45.
b) Por el Alcalde o Presidente de la Corporacién, en el resto de los supuestos.

2. Los conflictos de competencias planteados entre diferentes entidades locales seran
resueltos por la Administracion de la Comunidad Auténoma o por la Administracién del Estado,
previa audiencia de las Comunidades Auténomas afectadas, segin se trate de entidades
pertenecientes a la misma o a distinta Comunidad, y sin perjuicio de la ulterior posibilidad de
impugnar la resolucion dictada ante la jurisdiccion contencioso-administrativa.
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Articulo 51.

Los actos de las Entidades locales son inmediatamente ejecutivos, salvo en aquellos casos en
gue una disposicion legal establezca lo contrario o cuando se suspenda su eficacia de acuerdo
con la ley.

Articulo 52.

1. Contra los actos y acuerdos de las entidades locales que pongan fin a la via administrativa,
los interesados podran, previo recurso de reposicion, en los casos en que proceda, ejercer las
acciones que procedan ante la jurisdiccion competente.

2. Ponen fin a la via administrativa las resoluciones de los siguientes 6rganos y autoridades:

a) Las del Pleno, los Alcaldes o Presidentes y las Comisiones de Gobierno, salvo en los
casos excepcionales en que una Ley Sectorial requiera la aprobacion ulterior de la
Administracion del Estado o de la Comunidad Auténoma, o cuando proceda recurso ante
estas en los supuestos del articulo 27.2.

b) Las de autoridades y 6rganos inferiores en los casos que resuelvan por delegacion del
Alcalde, del Presidente o de otro 6rgano cuyas resoluciones pongan fin a la via
administrativa.

¢) Las de cualquier otra autoridad u érgano cuando asi lo establezca una disposicién legal.

Articulo 53.

Sin perjuicio de las previsiones especificas contenidas en los articulo 65, 67 y 110 de esta Ley,
las Corporaciones locales podran revisar sus actos y acuerdos en los términos y con el alcance
gue, para la Administracion del Estado, se establece en la legislacion del Estado reguladora
del procedimiento administrativo comun.

Articulo 54.

Las entidades locales responderan directamente de los dafios y perjuicios causados a los
particulares en sus bienes y derechos como consecuencia del funcionamiento de los servicios
publicos o de la actuacién de sus autoridades, funcionarios o agentes, en los términos
establecidos en la legislacion general sobre responsabilidad administrativa.

Capitulo 1.

Articulo 55.

Para la efectividad de la coordinacién y la eficacia administrativas, las Administraciones del
Estado y de las Comunidades Autonomas, de un lado, y las entidades locales, de otro,
deberan en sus relaciones reciprocas:

a) Respetar el ejercicio legitimo por las otras Administraciones de sus competencias y las
consecuencias que del mismo se deriven para las propias.
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b) Ponderar, en la actuacion de las competencias propias, la totalidad de los intereses
publicos implicados y, en concreto, aquellos cuya gestién esté encomendada a las otras
Administraciones.

c) Facilitar a las otras Administraciones la informacion sobre la propia gestién que sea
relevante para el adecuado desarrollo por éstas de sus cometidos.

d) Prestar, en el ambito propio, la cooperacion y asistencia activas que las otras
Administraciones pudieran precisar para el eficaz cumplimiento de sus tareas.

Articulo 56.

1. Las entidades locales tienen el deber de remitir a las Administraciones del Estado y de las
Comunidades Auténomas, en los plazos y forma que reglamentariamente se determinen, copia
0, en su caso, extracto comprensivo de los actos y acuerdos de las mismas. Los Presidentes y,
de forma inmediata, los Secretarios de las Corporaciones seran responsables del cumplimiento
de este deber.

2. En todo caso, las Administraciones del Estado y de las Comunidades Autbnomas estaran
facultadas, con el fin de comprobar la efectividad, en su aplicacion y, respectivamente, de la
legislacion estatal y la autondmica, para recabar y obtener informacidon concreta sobre la
actividad municipal, pudiendo solicitar incluso la exhibicién de expedientes y la emision de
informes.

3. La Administracion del Estado y la de las Comunidades Auténomas deberan facilitar el
acceso de los representantes legales de las entidades locales a los instrumentos de
planificacion, programacion y gestion de obras y servicios que les afecten directamente.

Articulo 57.

La cooperacion econdémica, técnica y administrativa entre la Administracion local y las
Administraciones del Estado y de las Comunidades Auténomas, tanto en servicios locales
como en asuntos de interés comun, se desarrollara con caracter voluntario, bajo las formas y
en los términos previstos en las Leyes, pudiendo tener lugar, en todo caso, mediante los
consorcios o convenios administrativos que suscriban.

De cada acuerdo de cooperacion formalizado por alguna de estas Administraciones se dara
comunicacién a aquellas otras que, resultando interesadas, no hayan intervenido en el mismo,
a los efectos de mantener una reciproca y constante informacion.

Articulo 58.

1. Las leyes del Estado o de las Comunidades Auténomas podran crear, para la coordinacion
administrativa, organos de colaboracion de las Administraciones correspondientes con las
entidades locales. Estos érganos, que seran Unicamente deliberantes o consultivos, podran
tener ambito autonémico o provincial y caracter general o sectorial.

Para asegurar la colaboracion entre la Administracion del Estado y la Administracion local en
materia de inversiones y de prestacion de servicios, el Gobierno podra crear en cada
Comunidad Autbnoma una Comision Territorial de Administracion local. Reglamentariamente,
se establecera la composicion, organizacion y funcionamiento de la Comision.
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2. Tanto la Administracién del Estado como las de las Comunidades Auténomas podran
participar en los respectivos 6rganos de colaboracién establecidos por cada una de ellas.

En todo caso, las Administraciones que tengan atribuidas la formulacién y aprobacién de
instrumentos de planificacion deberan otorgar a las restantes una participaciéon que permita
armonizar los intereses publicos afectados.

Articulo 59.

1. A fin de asegurar la coherencia de la actuacién de las Administraciones publicas, en los
supuestos previstos en el nimero 2 del articulo 10 y para el caso de que dicho fin no pueda
alcanzarse por los procedimientos contemplados en los articulos anteriores o éstos resultaran
manifiestamente inadecuados por razén de las caracteristicas de la tarea publica de que se
trate, las Leyes del Estado y las de las Comunidades Autdnomas, reguladoras de los distintos
sectores de la accion publica, podran atribuir al Gobierno de la Nacion, o al Consejo de
Gobierno, la facultad de coordinar la actividad de la Administracion local y, en especial, de las
Diputaciones provinciales en el ejercicio de sus competencias.

La coordinacion se realizara mediante la definicion concreta y en relacién con una materia,
servicio o competencia determinados de los intereses generales o comunitarios, a través de
planes sectoriales para la fijacion de los objetivos y la determinacion de las prioridades de la
accion publica en la materia correspondiente. En la tramitacion de los mismos se observara lo
dispuesto en el nimero 2 del articulo anterior.

Las Entidades locales ejerceran sus facultades de programacion, planificacion u ordenacion de
los servicios o actividades de su competencia en el marco de las previsiones de los planes a
gue se refiere el parrafo anterior.

2. En todo caso, la ley debera precisar, con el suficiente grado de detalle, las condiciones y los
limites de la coordinacién, asi como las modalidades de control que se reserven las Cortes
Generales o las correspondientes Asambleas Legislativas.

Articulo 60.

Cuando una entidad local incumpliera las obligaciones impuestas directamente por la ley de
forma que tal incumplimiento afectara al ejercicio de competencias de la Administracién del

Estado o de la Comunidad Auténoma, y cuya cobertura econémica estuviere legalmente o
presupuestariamente garantizada, una u otra, segln su respectivo ambito competencial,
debera recordarle su cumplimiento concediendo al efecto el plazo que fuere necesario. Si,
transcurrido dicho plazo, nunca inferior a un mes, el incumplimiento persistiera, se procedera a
adoptar las medidas necesarias para el cumplimiento de la obligacién a costa y en sustitucion
de la entidad local.

Articulo 61.

1. El Consejo de Ministros, a iniciativa propia y con conocimiento del Consejo de Gobierno de
la Comunidad Auténoma correspondiente o a solicitud de éste y, en todo caso, previo acuerdo
favorable del Senado, podra proceder, mediante Real Decreto, a la disolucion de los érganos
de las corporaciones locales en el supuesto de gestion gravemente dafiosa para los intereses
generales que suponga el incumplimiento de sus obligaciones constitucionales.
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2. Acordada la disolucion, sera de aplicacion la legislacion electoral general en relacion a la
convocatoria de elecciones parciales y a la provisional administracién ordinaria de la
corporacion.

Articulo 62.

En aquellos casos en que la naturaleza de la actividad de que se trate haga muy dificil o
inconveniente una asignacion diferenciada y distinta de facultades decisorias en la materia, las
leyes reguladoras de la accién publica en relacion con la misma aseguraran, en todo caso, a
las entidades locales su participacion o integracion en actuaciones o procedimientos
conjuntamente con la Administracién del Estado y/o con la de la Comunidad Auténoma
correspondiente, atribuyéndole a una de éstas la decision final.

En ningln caso estas técnicas podran afectar a la potestad de autoorganizacion de los
servicios que corresponde a la entidad local.

Capitulo I11.

Articulo 63.

1. Junto a los sujetos legitimados en el régimen general del proceso contencioso-administrativo
podran impugnar los actos y acuerdos de las entidades locales que incurran en infraccion del
ordenamiento juridico:

a) La Administracion del Estado y la de las Comunidades Autbnomas, en los casos y
términos previstos en este Capitulo.

b) Los miembros de las corporaciones que hubieran votado en contra de tales actos y
acuerdos.

2. Estan igualmente legitimadas en todo caso las entidades locales territoriales para la
impugnacion de las disposiciones y actos de la Administraciones del Estado y de las
Comunidades Autbnomas que lesionen su autonomia, tal como ésta resulta garantizada por la
Constitucion y esta Ley.

3. Asimismo, las Entidades locales territoriales estaran legitimadas para promover, en los
términos del articulo 119 de esta Ley, la impugnacion ante el Tribunal Constitucional de Leyes
del Estado o de las Comunidades Autdnomas cuando se estime que son estas las que
lesionan la autonomia constitucionalmente garantizada.

Articulo 64.

La Administracion del Estado y la de las Comunidades Auténomas pueden solicitar ampliacion
de la informacion a que se refiere el numero 1 del articulo 56 que debera remitirse en el plazo
maximo de veinte dias habiles. En tales casos se interrumpe el computo del plazo a que se
refiere el nimero 2 del articulo siguiente.



N10. Ley 7/1985 de las Bases del Régimen Local

Pégina 35/59
Articulo 65.

1. Cuando la Administracion del Estado o la de las Comunidades Autonomas considere, en el
ambito de sus respetivas competencias, que un acto o acuerdo de alguna entidad local infringe
el ordenamiento juridico, podra requerirla, invocando expresamente el presente articulo, para
que anule dicho acto o acuerdo.

2. El requerimiento debera ser motivado y expresar la normativa que se estime vulnerada. Se
formulara en el plazo de quince dias habiles a partir de la recepcién de la comunicacion del
acuerdo.

3. La Administracién del Estado o, en su caso, la de la Comunidad Autébnoma, podra impugnar
el acto o acuerdo ante la jurisdiccion contencioso-administrativa bien directamente, una vez
recibida la comunicacién del mismo, o bien una vez transcurrido el plazo sefialado en el
requerimiento dirigido a la entidad Local, si se hubiera optado por hacer uso de la posibilidad
contemplada en los dos niUmeros anteriores.

Articulo 66.

Los actos y acuerdos de las entidades locales que menoscaben competencias del Estado o de
las Comunidades Auténomas, interfieran su ejercicio o excedan de la competencia de dichas
entidades, podran ser impugnados directamente, sin necesidad de previo requerimiento, ante
la jurisdiccion contencioso-administrativa, por la administracion del estado o de la
correspondiente comunidad en el plazo sefialado por el nimero 2 del articulo anterior. La
impugnaciéon debera precisar la lesiébn o, en su caso, extralimitacion competencial que la
motiva y las normas legales vulneradas en que se funda. En el caso de que, ademas,
contuviera peticién expresa de suspensiéon del acto o acuerdo impugnado, razonada en la
integridad y efectividad del interés general o comunitario afectado, el Tribunal, si la estima
fundada, acordara dichas suspensién en el primer tramite subsiguiente a la presentacion de la
impugnacién. No obstante, a instancia de la entidad local y oyendo a la Administracion
demandante, podra alzar en cualquier momento, en todo o en parte, la suspension decretada,
en caso de que de ella hubiera de derivarse perjuicio al interés local no justificado por las
exigencias del interés general o comunitario hecho valer en la impugnacion.

Articulo 67.

Si una entidad local adoptara actos o acuerdos que atenten gravemente el interés general de
Espafia, el Delegado del Gobierno, previo requerimiento al Presidente de la Corporacion y en
el caso de no ser atendido, podra suspenderlos y adoptar las medidas pertinentes a la
proteccién de dicho interés, debiendo impugnarlos en el plazo de diez dias desde la
suspension ante la jurisdiccion contencioso-administrativa.

Articulo 68.

1. Las Entidades locales tienen la obligacién de ejercer las acciones necesarias para la
defensa de sus bienes y derechos.

2. Cualquier vecino que se hallare en pleno goce de sus derechos civiles y politicos podra
requerir su ejercicio a la Entidad interesada. Este requerimiento, del que se dara conocimiento
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a quienes pudiesen resultar afectados por las correspondientes acciones, suspendera el plazo
para el ejercicio de las mismas por un término de treinta dias habiles.

3. Si en el plazo de esos treinta dias la entidad no acordara el ejercicio de las acciones
solicitadas, los vecinos podran ejercitar dicha accién en nombre e interés de la Entidad local.

4. De prosperar la accion, el actor tendra derecho a ser reembolsado por la Entidad de las
costas procesales y a la indemnizacion de cuantos dafios y perjuicios se le hubieran seguido.

Capitulo IV.

Articulo 69.

1. Las Corporaciones locales facilitaran la mas amplia informacién sobre su actividad y la
participacion de todos los ciudadanos en la vida local.

2. Las formas, medios y procedimientos de participacion que las Corporaciones establezcan
en ejercicio de su potestad de autoorganizacion no podran en ningdn caso en menoscabar las
facultades de decision que corresponden a los érganos representativos regulados por la ley.

Articulo 70.

1. Las sesiones del Pleno de las corporaciones locales son publicas. No obstante, podran ser
secretos del debate y vocacion de aquellos asuntos que puedan afectar al derecho
fundamental de los ciudadanos a que se refiere el articulo 18.1 de la Constitucion, cuando asi
se acuerde por mayoria absoluta.

No son publicas las sesiones de las comisiones de Gobierno.

2. Los acuerdos que adopten las coordinaciones locales se publican o notifican en la forma
prevista por la Ley. Las ordenanzas, incluidas las normas de los planes urbanisticos, se
publican en el "Boletin Oficial" de la provincia y no entran en vigor hasta que se haya publicado
completamente su texto y haya transcurrido el plazo previsto en el articulo 65.2. Idéntica regla
es de aplicacion a los presupuestos, en los términos del articulo 112.3, de esta ley.

3. Todos los ciudadanos tienen derecho a obtener copias y certificaciones acreditativas de los
acuerdos de las corporaciones locales y sus antecedentes, asi como a consultar los archivos y
registros en los términos que disponga la legislacién de desarrollo del articulo 105, letra b), de
la Constitucién. La denegacion o limitacion de este derecho, en todo cuanto afecte a la
seguridad y defensa del Estado, la averiguacion de los delitos o la intimidad de las personas,
debera verificarse mediante resolucién motivada.

Articulo 71.
De conformidad con la legislacion del Estado y de la Comunidad Auténoma, cuando ésta tenga

competencia estatutariamente atribuida para ello, los Alcaldes, previo acuerdo por mayoria
absoluta del Pleno y autorizacién del Gobierno de la Nacién, podran someter a consulta
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popular aquellos asuntos de la competencia propia municipal y de caracter local que sean de
especial relevancia para los intereses de los vecinos, con excepcion de los relativos a la
Hacienda local.

Articulo 72.

Las Corporaciones locales favorecen el desarrollo de las asociaciones para la defensa de los
intereses generales o sectoriales de los vecinos, les facilitan la mas amplia informacion sobre
sus actividades, y, dentro de sus posibilidades, el uso de los medios publicos y el acceso a las
ayudas econdmicas para la realizacion de sus actividades e impulsan su participacion en la
gestion de la Corporacion en los términos del nimero 2 del articulo 69. A tales efectos pueden
ser declaradas de utilidad publica.

Capitulo V.

Articulo 73.

1. La determinacion del nimero de miembros de las Corporaciones locales, el procedimiento
para su eleccién, la duracibn de su mandato y los supuestos de inelegibilidad e
incompatibilidad se regularan en la legislacion electoral.

2. Los miembros de las Corporaciones locales gozan, una vez que tomen posesion de su
cargo, de los honores, prerrogativas y distinciones propios del mismo que se establezcan por
la ley del Estado o de las Comunidades Autbnomas y estan obligados al cumplimiento estricto
de los deberes y obligaciones inherentes a aquel.

Articulo 74.

1. Los miembros de las Corporaciones locales quedan en situacion de servicios especiales en
los siguientes supuestos:

a) Cuando sean funcionarios de la propia Corporacion para la que han sido elegidos.

b) Cuando sean funcionarios de carrera de otras Administraciones publicas y desempefien
en la Corporacién para la que han sido elegidos un cargo retribuido y de dedicacién
exclusiva.

En ambos supuestos, las Corporaciones afectadas abonaran las cotizaciones de las
mutualidades obligatorias correspondientes para aquellos funcionarios que dejen de prestar el
servicio que motivaba su pertenencia a ellas, extendiéndose a las cuotas de clases pasivas.

2. Para el personal laboral rigen idénticas reglas, de acuerdo con lo previsto en su legislacion
especifica.

3. Los miembros de las Corporaciones locales que no tengan dedicacién exclusiva en dicha
condicién tendran garantizada, durante el periodo de su mandato, la permanencia en el centro
o centros de trabajo publicos o privados en el que estuvieran prestando servicios en el
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momento de la eleccion, sin que puedan ser trasladados u obligados a concursar a otras
plazas vacantes en distintos lugares.

Articulo 75.

1. Los miembros de las Corporaciones locales percibiran retribuciones por el ejercicio de sus
cargos cuando los desempefien con dedicacion exclusiva, en cuyo caso seran dados de alta
en el Régimen general de la Seguridad Social, asumiendo las Corporaciones el pago de las
cuotas empresariales que corresponda, salvo lo dispuesto en el articulo anterior.

En el supuesto de tales retribuciones, su percepcion sera incompatible con la de cualquier otra
retribucion con cargo a los presupuestos de las Administraciones publicas y de los entes,
organismos y empresas de ellas dependientes. 2. Los miembros de las Corporaciones locales
podran percibir indemnizaciones en la cuantia y condiciones que acuerde el pleno de la
corporacion.

2. Los miembros de las Corporaciones locales podran percibir indemnizaciones en la cuantia y
condiciones que acuerde el pleno de la corporacion.

3. Las Corporaciones locales consignaran en sus presupuestos las retribuciones o
indemnizaciones a que se hace referencia en los dos nimeros anteriores, dentro de los limites
que con caracter general se establezcan.

4. A los efectos de lo dispuesto en el articulo 37.3 d) del Estatuto de los Trabajadores y en el
articulo 30.2 de la Ley 30/1984, se entiende por tiempo indispensable para el desempefio del
cargo electivo de una Corporacion local, el necesario para la asistencia a las sesiones del
pleno de la Corporacién o de las Comisiones y atencion a las Delegaciones de que forme parte
0 que desempefie el interesado.

5. Todos los miembros de las Corporaciones locales estan obligados a formular, antes de la
toma de posesion y cuando se produzcan variaciones a lo largo del mandato, declaracion de
sus bienes y de las actividades privadas que les proporcionen o puedan proporcionar ingresos
econdmicos o afecten al &mbito de competencias de la corporacion. Tales declaraciones se
inscribirdn en un registro de intereses constituido en cada corporacion local.

Articulo 76.

Sin perjuicio de las causas de incompatibilidad establecidas por la Ley, los miembros de las
Corporaciones locales deberan abstenerse de patrticipar en la deliberacion, votacion, decision y
ejecucién de todo asunto cuando concurra alguna de las causas a que se refiere la legislaciéon
de procedimiento administrativo y contratos de las Administraciones publicas. La actuacion de
los miembros en que concurran tales motivos implicara, cuando haya sido determinante, la
invalidez de los actos en que hayan intervenido.

Articulo 77.

Todos los miembros de las Corporaciones locales tienen derecho a obtener del Alcalde o
Presidente o de la Comisién de Gobierno cuantos antecedentes, datos o informaciones obren
en poder de los servicios de la Corporacién y resulten precisos para el desarrollo de su
funcién.
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Articulo 78.

1. Los miembros de las Corporaciones locales estan sujetos a responsabilidad civil y penal por
los actos y omisiones realizados en el ejercicio de su cargo. Las responsabilidades se exigiran
ante los Tribunales de Justicia competentes y se tramitaran por el procedimiento ordinario
aplicable. 2. Son responsables de los acuerdos de las Corporaciones locales los miembros de
las mismas que los hubiesen votado favorablemente.

3. Las Corporaciones locales podran exigir la responsabilidad de sus miembros cuando por
dolo o culpa grave, hayan causado dafios y perjuicios a la Corporacion o a terceros, si éstos
hubiesen sido indemnizados por aquella.

4. Los Presidentes de las Corporaciones locales podran sancionar con multa a los miembros
de las mismas, por falta no justificada de asistencia a las sesiones o incumplimiento reiterado
de sus obligaciones, en los términos que determine la Ley de la Comunidad Autébnoma, y
supletoriamente, la del Estado.

BIENES, ACTIVIDADES Y SERVICIOS, Y CONTRATACION

RIEIES

Articulo 79.

1. El patrimonio de las Entidades locales esta constituido por el conjunto de bienes, derechos y
acciones que les pertenezcan.

2. Los bienes de las Entidades locales son de dominio publico o patrimoniales.

3. Son bienes de dominio publico los destinados a un uso o servicio publico. Tienen la
consideracion de comunales aquellos cuyo aprovechamiento corresponda al comdn de los
vecinos.

Articulo 80.

1. Los bienes comunales y demas bienes de dominio publico son inalienables, inembargables e
imprescriptibles y no estan sujetos a tributo alguno.

2. Los bienes patrimoniales se rigen por su legislacion especifica y, en su defecto, por las
normas de Derecho privado.

Articulo 81.

1. La alteracion de la calificacién juridica de los bienes de las Entidades locales requiere
expediente en el que se acrediten su oportunidad y legalidad.

2. No obstante, la alteracién se produce autométicamente en los siguientes supuestos:

a) Aprobacion definitiva de los planes de ordenacion urbana y de los proyectos de obras y
servicios.
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b) Adscripcion de bienes patrimoniales por mas de veinticinco afios a un uso o0 servicio
publicos.

Articulo 82.

Las Entidades locales gozan, respecto de sus hienes, de las siguientes prerrogativas:
a) La de recuperar por si mismas su posesion en cualquier momento cuando se trate de los
de dominio publico, y en el plazo de un afio, los patrimoniales.
b) La de deslinde, que se ajustara a lo dispuesto, en la legislacion del Patrimonio del Estado
y, en su caso, en la legislacion de los montes.

Articulo 83.

Los montes vecinales en mano comun se regulan por su legislacion especifica.

Actividades y servicios

Articulo 84.

1. Las Corporaciones locales podran intervenir la actividad de los ciudadanos a través de los
siguientes medios:

a) Ordenanzas y bandos.

b) Sometimiento a previa licencia y otros actos de control preventivo.

c) Ordenes individuales constitutivas de mandato para la ejecucién de un acto o la
prohibicion del mismo.

2. La actividad de intervencion se ajustara, en todo caso, a los principios de igualdad de trato,
congruencia con los motivos y fines justificativos y respeto a la libertad individual.

Articulo 85.

1. Son servicios publicos locales cuantos tienden a la consecucién de los fines sefialados como
de la competencia de las entidades locales.

2. Los servicios publicos locales pueden gestionarse de forma directa o indirecta. En ningun
caso podran prestarse por gestion indirecta los servicios publicos que impliquen ejercicio de
autoridad.
3. La gestion directa adoptara alguna de las siguientes formas:

a) Gestién por la propia entidad local.

b) Organismo auténomo local.

c¢) Sociedad mercantil, cuyo capital social pertenezca integramente a la entidad local.

4. La gestion indirecta adoptara alguna de las siguientes formas:
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a) Concesion.

b) Gestion interesada.

c¢) Concierto.

d) Arrendamiento.

e) Sociedad mercantil y cooperativas legalmente constituidas cuyo capital social sélo
parcialmente pertenezca a la entidad local.

Articulo 86.

1. Las Entidades locales, mediante expediente acreditativo de la conveniencia y oportunidad de
la medida, podran ejercer la iniciativa publica para el ejercicio de actividades econdémicas
conforme al articulo 128.2 de la Constitucion.

2. Cuando el gjercicio de la actividad se haga en régimen de libre concurrencia, la aprobacion
definitiva correspondera al Pleno de la Corporacion, que determinara la forma concreta de
gestion del servicio.

3. Se declara la reserva en favor de las Entidades locales de las siguientes actividades o
servicios esenciales: abastecimiento y depuracion de aguas; recogida, tratamiento y
aprovechamiento de residuos; suministro de gas y calefaccion; mataderos, mercados y lonjas
centrales; transporte publico de viajeros; servicios mortuorios. El Estado y las Comunidades
Auténomas, en el ambito de sus respectivas competencias, podran establecer, mediante ley,
idéntica reserva para otras actividades y servicios.

La efectiva ejecucion de estas actividades en régimen de monopolio requiere, ademas de lo
dispuesto en el nimero 2 de este articulo, la aprobacion por el érgano de gobierno de la
Comunidad Autbnoma.

Articulo 87.
Las entidades locales pueden constituir consorcios con otras Administraciones publicas para

fines de interés comun o con entidades privadas sin animo de lucro que persigan fines de
interés publico, concurrentes con los de las Administraciones publicas.

Capitulo 111.

Articulo 88.

Sin perjuicio de lo dispuesto en el articulo 5, apartado c), la contratacién de las Corporaciones
locales se ajustara a las siguientes peculiaridades:

1. La competencia para contratar de los distintos 6rganos se regira por los dispuesto en la
presente Ley y en la legislacion de las Comunidades Auténomas sobre régimen local.

2. Los supuestos de incapacidad e incompatibilidad para contratar con las Entidades
locales se determinaran por la legislacion basica del Estado.



N10. Ley 7/1985 de las Bases del Régimen Local

Péagina 42/59

3. Por razo6n de la cuantia, la contratacion directa sélo podra acordarse en los contratos de
obras, servicios y suministros cuando no excedan del 5 por 100 de los recursos ordinarios
del Presupuesto. En ningln caso podra superarse el limite establecido para la contratacion
directa en las normas basicas aplicables a todas las Administraciones publicas.

4. Las fianzas deberan depositarse en la Caja de la Corporacién contratante.

PERSONAL AL SERVICIO DE LAS ENTIDADES LOCALES

Disposiciones generales

Articulo 89.

El personal al servicio de las Entidades locales estara integrado por funcionarios de carrera,
contratados en régimen de Derecho laboral y personal eventual que desempefia puestos de
confianza o asesoramiento especial.

Articulo 90.

1. Corresponde a cada Corporacion local aprobar anualmente, a través del Presupuesto, la
plantilla, que debera comprender todos los puestos de trabajo reservados a funcionarios,
personal laboral y eventual.

Las plantillas deberan responder a los principios de racionalidad, economia y eficiencia y
establecerse de acuerdo con la ordenacion general de la economia, sin que los gastos de
personal puedan rebasar los limites que se fijen con caracter general.

2. Las Corporaciones locales formaran la relacién de todos los puestos de trabajo existentes en
su organizacion, en los términos previstos en la legislacion basica sobre funcion publica.
Corresponde al Estado establecer las normas con arreglo a las cuales hayan de
confeccionarse las relaciones de puestos de trabajo, la descripcién de puestos de trabajo tipo y
las condiciones requeridas para su creacion, asi como las normas basicas de la carrera
administrativa, especialmente por lo que se refiere a la promocion de los funcionarios a niveles
y grupos superiores.

3. Las Corporaciones locales constituirdn Registros de personal, coordinados con los de las
demas Administraciones publicas, segun las normas aprobadas por el Gobierno. Los datos
inscritos en tal Registro determinaran las nominas, a efectos de la debida justificacion de todas
las retribuciones.

Articulo 91.

1. Las Corporaciones locales formularan publicamente su oferta de empleo, ajustandose a los
criterios fijados en la normativa basica estatal.

2. La seleccion de todo el personal, sea funcionario o laboral, debe realizarse de acuerdo con
la oferta de empleo publico, mediante convocatoria publica y a través del sistema de concurso,
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oposicién o concurso-oposicion libre en los que se garanticen, en todo caso, los principios
constitucionales de igualdad, mérito y capacidad, asi como el de publicidad.

Capitulo Il.

Articulo 92.

1. Los funcionarios al servicio de la administracién local se rigen, en lo no disuelto por esta ley,
por la legislacion del Estado y de las Comunidades Auténomas en los términos del articulo
149.1.18. de la Constitucion.

2. Son funciones publicas, cuyo cumplimiento queda reservado exclusivamente a personal
sujeto al estatuto funcionarial, las que impliquen ejercicio de autoridad, las de fe publica y
asesoramiento legal preceptivo, las de control y fiscalizacion interna de la gestion econdémico-
financiera y presupuestaria, las de contabilidad y tesoreria y, en general, aquellas que, en
desarrollo de la presente ley, se reserven a los funcionarios para la mejor garantia de la
objetividad, imparcialidad e independencia en el ejercicio de la funcién.

3. Son funciones publicas necesarias en todas las corporaciones locales, cuya responsabilidad
administrativa esta reservada a funcionarios con habilitacion de caracter nacional:

a) La de secretaria, comprensiva de la fe publica y el asesoramiento legal preceptivo.
b) El control y la fiscalizacién interna de la gestién econémico-financiera y presupuestaria y la
contabilidad, tesoreria y recaudacion.

4. La responsabilidad administrativa de las funciones de contabilidad, tesoreria y recaudacion
podra ser atribuida a miembros de la corporacidon o funcionarios sin habilitacion de caracter
nacional, en aquellos supuestos excepcionales en que asi se determine por la legislacion del
Estado.

Articulo 93.

1. Las retribuciones basicas de los funcionarios locales tendran la misma estructura e idéntica
cuantia que las establecidas con caracter general para toda la funcion publica.

2. Las retribuciones complementarias se atendran, asimismo, a la estructura y criterios de
valoracién objetiva de las del resto de los funcionarios publicos. Su cuantia global seré fijada
por el Pleno de la Corporacién dentro de los limites maximos y minimos que se sefalen por el
Estado.

3. Las Corporaciones locales reflejaran anualmente en sus Presupuestos la cuantia de las
retribuciones de sus funcionarios en los términos previstos en la legislacion béasica sobre
funcion publica.
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Articulo 94.

La jornada de trabajo de los funcionarios de la Administracion local sera en cémputo anual la
misma que se fije para los funcionarios de la Administracion Civil del Estado. Se les aplicaran
las mismas normas sobre equivalencia y reduccion de jornada.

Articulo 95.

La participaciéon de los funcionarios, a través de sus organizaciones sindicales, en la
determinacion de sus condiciones de empleo, sera la establecida con caracter general para
todas las Administraciones publicas en el Estatuto basico de la funcién publica.

Articulo 96.

El Instituto de Estudios de Administracion Local desarrollara cursos de perfeccionamiento,
especializacion y promocién para los funcionarios al servicio de las entidades locales, y
colaborard en dichas funciones con los Institutos o Escuelas de funcionarios de las
Comunidades Auténomas, asi como con las instituciones de este tipo que acuerden constituir
las propias Corporaciones.

Articulo 97.

Los anuncios de convocatorias de pruebas de acceso a la funcién publica local y de concursos
para la provision de puestos de trabajo deberan publicarse en el "Boletin Oficial del Estado".

Las bases se publicaran en el "Boletin Oficial de la Provincia", salvo las relativas a las

convocatorias de pruebas selectivas para la obtencién de la habilitacion de caracter nacional,
gue se publicaran en el "Boletin Oficial del Estado".

Seleccién y formacién de los funcionarios con habilitacion de

caracter nacional y sistema de provision de plazas

Articulo 98.

1. La seleccion, formacion y habilitacion de los funcionarios a que se refiere el nimero 3 del
articulo 92 corresponde al instituto de estudios de administracion local, conforme a las bases y
programas aprobados reglamentariamente.

Podra descentralizarse territorialmente la realizacion de las pruebas de seleccion para el
acceso a los cursos de formacion en relacion con las corporaciones de determinado nivel de
poblacion, en los términos que establezca la Administracién del estado.

El instituto de estudios de Administracion local deber4 encomendar, mediante convenio, a los
institutos o escuelas de funcionarios de las comunidades autonomas que asi lo soliciten, la
formacion, por delegacion, de los funcionarios que deben obtener una habilitacion de caracter
nacional.
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2. Quienes hayan obtenido la habilitacion a que se refiere el nimero anterior ingresaran en la
funcién publica local y estaran legitimados para participar en los concursos de méritos
convocados por la provision de las plazas o puestos de trabajo reservados a estos funcionarios
en las plantillas de cada entidad local.

Articulo 99.

1. La Administracion del estado establece las normas basicas de los concursos para la
provision de plazas reservadas a funcionarios con habilitacion de caracter nacional, con
inclusion de los méritos generales de preceptiva valoracion en todo caso, cuya puntuacion
alcanzara el 75 por 100 del total posible conforme al baremo correspondiente. No rige esta
limitacién cuando la corporacion local interesada no establezca méritos especificos en razén a
las caracteristicas locales.

2. Las vacantes de plazas correspondientes a funcionarios con habilitacién de caracter nacional
serdn cubiertas mediante concursos anuales. Estos concursos seran convocados
simultdneamente por las Administraciones de las Comunidades Auténomas. La Administracion
del Estado procedera supletoriamente a las convocatorias que no se realicen segun lo previsto
en esta ley por las Comunidades Autbnomas y, en todo caso, ordenara la publicacion de todas
ellas en el "Boletin Oficial del Estado".

A este efecto, las entidades locales deberan remitir, anualmente a las Administraciones del
Estado y a las de las Comunidades Autdnomas relacion exhaustiva de las plazas o puestos de
trabajo reservados en sus plantillas a funcionarios con habilitacion nacional que estén
vacantes, asi como, en su caso y para cada tipo de plaza o puesto de trabajo, las bases
aprobadas que deban regir los concursos para su provision, incluidos los correspondientes a
baremos de méritos especificos fijados por dichas corporaciones. La Administracion del Estado
determinara la fecha de convocatoria anual de los concursos para todas las plazas vacantes.
En los concursos, la Administraciéon del Estado recibird las solicitudes correspondientes y las
remitira a las entidades locales interesadas.

3. Cada corporacion local, previa evaluacion de los candidatos por un tribunal nombrado en el
seno de la corporacidon en la forma prevenida en las bases del concurso, formulara a la
Administracién del Estado la correspondiente propuesta de nombramiento que incluird los
nombres por el orden de calificaciéon obtenida.

La Administracion del Estado procedera al nombramiento del candidato con mejor calificacion,
segun el orden de preferencia que hubiera previamente manifestado, cuando hubiera solicitado
mas de una plaza.

4. La toma de posesion determina la adquisicion de los derechos y deberes funcionariales
inherentes a la situacion en activo, pasando a depender el funcionario de la correspondiente
corporacion sin perjuicio de la facultad disciplinaria de destitucion del cargo y de separacion
definitiva del servicio que queda reservada en todo caso a la Administracion del Estado.

5. En todo caso, en esta Ultima Administracion se llevara un registro relativo a los funcionarios
locales con habilitacién nacional, en el que deberan inscribirse, para su efectividad, todas las
incidencias y situaciones de dichos funcionarios.
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Seleccion de los restantes funcionarios y reglas sobre provision de

puestos de trabajo

Articulo 100.

1. Es de competencia de cada Corporacion local la seleccion de los funcionarios no
comprendidos en el nUmero 3 del articulo 92.

2. Corresponde, no obstante, a la Administracién del Estado, establecer reglamentariamente:

a) Las reglas basicas y los programas minimos a que debe ajustarse el procedimiento de
seleccion y formacion de tales funcionarios.

b) Los titulos académicos requeridos para tomar parte en las pruebas selectivas, asi como
los Diplomas expedidos por el Instituto de Estudios de Administracion Local o por los
Institutos o Escuelas de funcionarios establecidos por las Comunidades Auténomas,
complementarios de los titulos académicos, que puedan exigirse para participar en las
mismas.

Articulo 101.

Los puestos de trabajo vacantes que deban ser cubiertos por los funcionarios a que se refiere
el articulo anterior se proveeran por concurso de meritos entre funcionarios que pertenezcan a
cualquiera de las Administraciones publicas; no obstante, aquellos puestos en que asi este
establecido en la relacion de puestos de trabajo podran ser provistos mediante libre
designacioén en convocatoria publica, asimismo entre funcionarios.

Seran de aplicacion, en todo caso, las normas que regulen estos procedimientos en todas las
Administraciones publicas.

Articulo 102.

1. Las pruebas de seleccion y los concursos para la provision de puestos de trabajo, a que se
refiere el presente capitulo, se regiran por las bases que apruebe el pleno de la Corporacion.

2. En las pruebas selectivas, el tribunal u érgano similar elevara la correspondiente relacion de
aprobados a la autoridad competente para hacer el nombramiento. Y los concursos para la

provision de puestos de trabajo seran resueltos, motivadamente, por el pleno de la Corporacién
previa propuesta del tribunal u 6rgano similar designado al efecto.

Del personal laboral y eventual

Articulo 103.

El personal laboral sera seleccionado por la propia Corporacion atendiéndose, en todo caso, a
lo dispuesto en el articulo 91 y con el maximo respeto al principio de igualdad de oportunidades
de cuantos retinan los requisitos exigidos.
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Articulo 104.

1. El nimero, caracteristicas y retribuciones del personal eventual sera determinado por el
Pleno de cada Corporacion, al comienzo de su mandato. Estas determinaciones sélo podran
modificarse con motivo de la aprobacion de los Presupuestos anuales.

2. El nombramiento y cese de estos funcionarios es libre y corresponde al Alcalde o al
Presidente de la entidad local correspondiente. Cesan automaticamente en todo caso cuando
se produzca el cese o expire el mandato de la autoridad a la que presten su funcién de
confianza o asesoramiento.

3. Los nombramientos de funcionarios de empleo, el régimen de sus retribuciones y su

dedicacion se publicaran en el "Boletin Oficial" de la Provincia y, en su caso, en el propio de la
Corporacion.

HACIENDAS LOCALES

Articulo 105.

1. De conformidad con la legislacion prevista en el articulo cinco, se dotar4 a las Haciendas
locales de recursos suficientes para el cumplimiento de los fines de las entidades locales.

2. Las Haciendas locales se nutren, ademas de tributos propios y de las participaciones
reconocidas en los del Estado y en los de las Comunidades Autbnomas, de aquellos otros
recursos que prevea la ley.

Articulo 106.

1. Las entidades locales tendran autonomia para establecer y exigir tributos de acuerdo con lo
previsto en la legislacion del Estado reguladora de las Haciendas locales y en las leyes que
dicten las Comunidades Autbnomas en los supuestos expresamente previstos en aquella.

2. La potestad reglamentaria de las entidades locales en materia tributaria se ejercera a través
de las ordenanzas generales de gestion, recaudacion e inspeccién. Las Corporaciones locales
podran emanar disposiciones interpretativas y aclaratorias de las mismas.

3. En competencia de las entidades locales la gestion, recaudacion e inspeccion de sus tributos
propios, sin perjuicio de las delegaciones que puedan otorgar a favor de las entidades locales
de ambito superior o de las respectivas Comunidades Autonomas, y de las formulas de
colaboracion con otras Entidades locales, con las Comunidades Autbnomas o con el Estado,
de acuerdo con lo que establezca la legislacion del Estado.

Articulo 107.
1. Las ordenanzas fiscales reguladoras de los tributos locales entraran en vigor

simultdneamente con el presupuesto del ejercicio econdmico siguiente a la aprobacién de
aquellas, salvo que en ellas mismas se prevea otra fecha.
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2. Las ordenanzas fiscales obligan en el territorio de la respectiva entidad local y se aplican
conforme a los principios de residencia efectiva y de territorialidad, segun los casos.

Articulo 108.

Contra los actos sobre aplicacion y efectividad de los tributos locales podra formularse, ante el
mismo organo que los dicto, el correspondiente recurso de reposicion; contra la denegacion
expresa o tacita de dicho recurso los interesados podran interponer directamente recurso
contencioso-administrativo.

Articulo 1009.

La extincion total o parcial de las deudas que el Estado, las Comunidades Auténomas, los
organismos autébnomos, la Seguridad Social y cualesquiera otras entidades de Derecho publico
tengan con las entidades locales, o viceversa, podra acordarse por via de compensacion,
cuando se trate de deudas vencidas, liquidas y exigibles.

Articulo 110.

1. Correspondera al Pleno de la Corporacion la declaracion de nulidad de pleno Derecho y la
revision de los actos dictados en via de gestion tributaria, en los casos y de acuerdo con el
procedimiento establecido en los articulos 153 y 154 de la Ley General Tributaria.

2. En los deméas casos, las entidades locales no podran anular sus propios actos declarativos
de derechos, y su revision requerird la previa declaracion de lesividad para el interés publico y
su impugnacion en via contencioso-administrativa, con arreglo a la Ley de dicha Jurisdiccion.

Articulo 111.

Los acuerdos de imposicién de tributos y de aprobacion y modificacion de las ordenanzas
fiscales seran aprobados y publicados de acuerdo con lo dispuesto en los articulos 49 y 70.2
de esta Ley.

Articulo 112.

1. Las entidades locales aprueban anualmente un Presupuesto Unico que constituye la
expresion cifrada, conjunta y sistematica de las obligaciones que, como maximo, pueden
reconocer, y de los derechos con vencimiento o que se prevean realizar durante el
correspondiente ejercicio econdmico. El presupuesto coincide con el afio natural y esta
integrado por el de la propia entidad y los de todos los organismos y empresas locales con
personalidad juridica propia dependientes de aquella.

2. La Administracion del Estado determinara con caracter general la estructura de los
Presupuestos de las entidades locales.

3. Aprobado inicialmente el Presupuesto, se expondra al publico durante el plazo que sefiale la
legislacion del Estado reguladora de las Haciendas locales, con objeto de que los interesados
puedan interponer reclamaciones frente al mismo. Una vez resueltas las que se hayan
presentado, en los términos que prevea la ley, el Presupuesto definitivamente aprobado sera
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insertado en el "Boletin Oficial" de la Corporacién, si lo tuviera, y resumido, en el de la
Provincia.

4. La aprobacion definitiva del Presupuesto por el Pleno de la Corporacion habra de realizarse
antes del 31 de diciembre del afio anterior al del ejercicio en que deba aplicarse. 5. Si el
Presupuesto no fuera aprobado antes del primer dia del ejercicio econémico correspondiente,
guedara automaticamente prorrogada la vigencia del anterior.

Articulo 113.

1. Contra los actos que pongan fin a las reclamaciones formuladas en relacion con los
acuerdos de las Corporaciones en materia de Presupuestos, imposicion, aplicacién y
efectividad de tributos o aprobacion y modificacion de Ordenanzas fiscales, los interesados
podran interponer directamente el recurso contencioso-administrativo.

2. El tribunal de Cuentas debera en todo caso emitir informe cuando la impugnacion afecte o se
refiera a la nivelacion presupuestaria.

3. La interposicion del recurso previsto en el parrafo primero y de las reclamaciones
establecidas en los articulos 49, 108 y 112, nimero 3, no suspendera por si sola la efectividad
del acto o acuerdo impugnado.

Articulo 114.

Las entidades locales quedan sometidas al régimen de contabilidad pablica. La Administracion
del Estado establecera, con caracter general, el plan de cuentas de las entidades locales.

Articulo 115.

La fiscalizacion externa de las cuentas y de la gestién econémica de las entidades locales
corresponde al Tribunal de Cuentas, con el alcance y condiciones que establece la Ley
Orgénica que lo regula, y sin perjuicio de los supuestos de delegacion previstos en la misma.

Articulo 116.

Las cuentas anuales se someteran antes del 1 de junio a informe de la Comisién Especial de
Cuentas de la entidad local, la cual estara constituida por miembros de los distintos grupos
politicos integrantes de la Corporacion, y sera asimismo objeto de informacion publica antes de
someterse a la aprobacion del Pleno, a fin de que puedan formularse contra las mismas
reclamaciones, reparos u observaciones. Todo ello sin perjuicio de que pueda denunciarse
ante el Tribunal de Cuentas la existencia de irregularidades en la gestién econémica y en las
cuentas aprobadas.
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ORGANIZACIONES PARA LA COOPERACION DE LA

ADMINISTRACION DEL ESTADO CON LA LOCAL

Articulo 117.

1. La Comision Nacional de Administracion Local es el 6rgano permanente para la colaboracién
entre la Administracion del Estado y la Administracion local.

2. La Comisién estara formada, bajo la presidencia del Ministro de Administracién territorial, por
un namero igual de representantes de las entidades locales y de la Administracion del Estado,
gue determinara reglamentariamente el gobierno. La designacién de los representantes de las
entidades locales corresponde en todo caso a la asociacion de ambito estatal con mayor
implantacion.

3. La Comision se reline previa convocatoria de su Presidente, a iniciativa propia o a solicitud
de la representacion local. A sus reuniones podran asistir representantes de las Comunidades
Auténomas.

Los acuerdos se adoptan por consenso entre ambas representaciones. La voluntad de la
representacion de las entidades locales se obtiene por mayoria absoluta de sus miembros.

Articulo 118.
1. Corresponde a la Comision:

a) Emitir informe en los siguientes supuestos:
a) Proyectos de ley y reglamentos del estado en las materias a que se refiere el articulo 5
de la presente ley, en cuanto afecten a la Administracién local.
b) Criterios para las autorizaciones de operaciones de endeudamiento de las
Corporaciones locales.
¢) Previamente y en los supuestos en que el Consejo de Ministros acuerde la aplicacion
de lo dispuesto en el articulo 61 de la presente Ley.

b) Efectuar propuestas y sugerencias al Gobierno en materia de Administracion local y, en
especial, sobre:
a) Atribucion y delegacion de competencias en favor de las Entidades locales.
b) Distribucién de las subvenciones, créditos y transferencias del Estado a la
Administracion local.
c¢) Participacion de las Haciendas locales en los tributos del Estado.
d) Previsiones de los Presupuestos Generales del Estado que afecten a las entidades
locales.

2. La Comision, para el cumplimiento de sus funciones, puede requerir el Instituto de Estudios
de Administracion Local la realizacién de estudios y la emision de informes.

Articulo 119.

La Comision podra solicitar de los érganos constitucionalmente legitimados para ello la
impugnacién ante el Tribunal Constitucional de las Leyes del Estado o de las Comunidades
Auténomas que estime lesivas para la autonomia local garantizada constitucionalmente.

Esta misma solicitud podra realizarla la representacion de las Entidades locales en la Comision.
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Articulo 120.

1. El Instituto de Estudios de Administracion Local, adscrito al Ministerio de Administracion
Territorial, es una entidad de Derecho publico, dotada de personalidad y capacidad juridicas y
patrimonio propios, que actla con plena autonomia funcional para el cumplimiento de sus fines.
Son fines esenciales del Instituto la investigacion, el estudio, la informacion y la difusién sobre
todas las materias que afecten a la Administracion local, asi como la seleccion, formacion y
perfeccionamiento de funcionarios de las entidades locales.

2. Son organos de gobierno del Instituto el Director y el Consejo Rector. El Director asume las
funciones representativas, ejecutivas, de programacion y coordinacién, asi como de direccion
de los servicios. ElI Consejo Rector, al que corresponde la aprobacion del presupuesto,
programa de actividades y Memoria anuales, esta integrado por el Director, que lo preside, y
por ocho representantes de las entidades locales designados por la asociacion de estas
Comunidades Auténomas designados por un periodo anual y por el orden cronolégico de
aprobacion de los Estatutos de Autonomia y cinco representantes de la Administracion del
Estado designados por el Ministerio de Administracion Territorial.

3. El Instituto, comprendido entre las entidades a que se refiere el articulo 5 de la Ley de
Entidades Estatales Autonomas de 26 de diciembre de 1958, tendra la consideracion de
organismo auténomo de caracter administrativo a los efectos de lo establecido en el articulo 4
de la Ley General Presupuestaria de 4 de enero de 1977.

El Reglamento de régimen interior regula su organizacion y funcionamiento, y sera aprobado
por el Ministerio de Administracién Territorial, a propuesta del Consejo Rector.

DISPOSICIONES FINALES

Primera.

1. Las competencias legislativas o de desarrollo de la legislacion del Estado sobre régimen
local asumidas, segun lo dispuesto en sus respectivos Estatutos, por las Comunidades
Auténomas del Principado de Asturias, Cantabria, La Rioja, Murcia, Aragén, Castilla - La
Mancha, Castilla y Ledn, Islas Baleares, Extremadura y Madrid, se ejerceran, segun los casos,
en el marco de lo establecido en el articulo 13 y en el titulo IV de esta ley, asi como, si
procediere, en los términos y con el alcance previstos en los articulos 20.2, 32.2, 29 y 30 de la
misma.

2. Las funciones administrativas que la presente Ley atribuye a las Comunidades Autbnomas
se entienden transferidas a las mencionadas en el nimero anterior, que ostentaran, asimismo,
todas aquellas otras funciones de la misma indole que les transfiera la legislacion estatal que
ha de dictarse conforme a lo establecido en la disposicion final primera de la misma.

Segunda.
Las disposiciones de la presente Ley, de acuerdo con la Constitucion y el Estatuto de

Autonomia para el Pais Vasco, se aplicaran en los Territorios Histéricos de Alava, Guiptizcoa y
Vizcaya, sin perjuicio de las siguientes peculiaridades:
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1. De acuerdo con la Disposicion adicional primera de la Constitucion y con lo dispuesto en
los articulos 3, 24.2 y 37 del Estatuto Vasco, los Territorios Histéricos de Alava, Guiptzcoa y
Vizcaya organizaran libremente sus propias instituciones y dictaran las normas necesarias
para su funcionamiento, sin que les sean de aplicacién las contenidas en la presente Ley en
materia de organizacion provincial.

2. Los Territorios Histéricos de Alava, Guiplzcoa y Vizcaya ejerceran las competencias que
les atribuyen el Estatuto Vasco y la legislacién interna de la Comunidad Autbnoma que se
dicte en su desarrollo y aplicacién, asi como las que la presente Ley asigna con caracter
general a las Diputaciones provinciales.

3. En el ejercicio de las competencias que el Estatuto y la legislacién de la Comunidad
Auténoma que se dicte en su desarrollo y aplicacion les asignen, corresponde a las

Instituciones Forales de los Territorios Histdricos el desarrollo normativo y ejecucion de la
legislacion basica del Estado en las materias correspondientes, cuando asi se les atribuyan.

4. Cuando las Instituciones Forales de los Territorios Histdricos realicen actividades en
campos cuya titularidad competencial corresponde a la Administracion del Estado o a la
Comunidad Autdbnoma, les seran de aplicacion las normas de esta Ley que disciplinen las
relaciones de las Diputaciones provinciales con la Administracion del estado y la
Administracién Auténoma, en su caso, siempre y cuando dichas actividades las ejerciten en
calidad de Diputaciones provinciales ordinarias, y no como Instituciones forales de acuerdo
con su régimen especial privativo, en cuyo caso sélo seran de aplicacién tales normas
cuando desarrollen o apliquen la legislacion basica del Estado o invadan las competencias de
éste.

5. En materia de Hacienda las relaciones de los Territorios Histéricos con la Administracién
del Estado se ajustaran a lo dispuesto en la Ley del Concierto Econémico con la Comunidad
Auténoma del Pais Vasco.

6. Los Territorios Historicos del Pais Vasco continuaran conservando su régimen especial en
materia municipal en lo que afecta al régimen econémico-financiero en los términos de la Ley

del Concierto Econdémico, sin que ello pueda significar un nivel de autonomia de las
Corporaciones locales, vascas inferior al que tengan las demas Corporaciones locales, sin
perjuicio de la aplicacién de lo dispuesto en el articulo 115 de la presente Ley y de las
competencias que a este respecto puedan corresponder a la Comunidad Auténoma.

7. De conformidad con la disposicion adicional primera de la Constitucion y los articulos 10.4
y 37 del Estatuto de Autonomia del Pais Vasco, corresponde a las instituciones forales de los
Territorios Histéricos la facultad de convocar, exclusivamente para su territorio, los concursos
a que se refiere el articulo 99.2, parrafo primero, para las plazas vacantes en el mismo.
Dichas convocatorias podran publicarse ademas en el "Boletin Oficial" del Territorio Historico
respectivo y en el "Boletin Oficial del Pais Vasco".

Asimismo, de acuerdo con las disposiciones mencionadas en el parrafo anterior, corresponde
a las instituciones forales de los Territorios Histéricos la facultad prevista en el parrafo
segundo del articulo 99.3 de nombramiento de los funcionarios a que se refiere el articulo
92.3.
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8. El porcentaje del baremo reservado al Estado en el articulo 99.1 se establece en el 65 por
100, atribuyéndose un 10 por 100 del total posible a la Comunidad Auténoma del Pais Vasco
para que fije los méritos que correspondan al conocimiento de las especialidades juridicas y
econdémico-administrativas que se derivan de sus derechos histéricos y especialmente del
Concierto Econémico.

Dentro del 25 por 100 restantes, la Corporacion local interesada podra establecer libremente
los méritos especificos que estime convenientes en razon a las caracteristicas locales.

9. De acuerdo con lo dispuesto en el articulo 98 de la presente Ley, en el convenio que se
establecera entre el Instituto de Estudios de Administracion Local (IEAL) y el Instituto Vasco
de Administracion Publica (IVAP) para la formacion por este Ultimo de los funcionarios a que
se refiere el nimero 3 del articulo 92 del mismo Texto Legal, la Comunidad Auténoma del
Pais Vasco podra incluir materias o disciplinas propias de sus especificas peculiaridades, con
la Unica condicion del cumplimiento de los requisitos minimos de orden académico que con
caracter general estén establecidos para las cuestiones de exigencia comin en todo el
Estado, nunca superiores a los que rijan para el propio Instituto de Estudios de
Administracion Local.

10. El control y la fiscalizacion interna de la gestion econdmico-financiera y presupuestaria y
la contabilidad, tesoreria y recaudacion de las Diputaciones Forales se organizara libremente
por éstas en el marco del Concierto Econémico sin que sea de aplicacién lo dispuesto en el
articulo 92.3 de la presente Ley.

Tercera.

La presente Ley regird en Navarra en lo que no se oponga al régimen que para su
Administracién local, establece el articulo 46 de la Ley Organica 13/1982, de 10 de agosto, de
Reintegracién y Amejoramiento del Régimen Foral de Navarra. A estos efectos, la normativa
estatal que, de acuerdo con las Leyes citadas en el mencionado precepto, rige en Navarra, se
entendera modificada por las disposiciones contenidas en la presente Ley.

De acuerdo con lo dispuesto en el nimero 1 del citado articulo 46, sera de aplicacién a la
Comunidad Floral de Navarra lo establecido en el nimero 2 de la disposicion adicional primera
de esta Ley.

Cuarta.

En el supuesto de que, en aplicacion de lo previsto en el nimero 2 del articulo 42 de esta Ley,
se impidiera de forma parcial y minoritaria la organizacion comarcal del conjunto del territorio
de la Comunidad Auténoma, la Generalidad de Catalufia, por haber tenido aprobada en el
pasado una organizacion comarcal para la totalidad de su territorio y prever su Estatuto,
asimismo, una organizacion comarcal de caracter general, podrd, mediante ley aprobada por
mayoria absoluta de su Asamblea Legislativa, acordar la constitucion de la comarca o a las
comarcas que resten para extender dicha organizacién a todo su ambito territorial.

Quinta.
1. Las entidades locales pueden constituir asociaciones, de ambito estatal o autonémico, para

la proteccion y promocion de sus intereses comunes, a las que se les aplicard, en defecto de
normativa especifica, la legislacién del Estado en materia de asociaciones.
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2. Las asociaciones de entidades locales se regirdn por sus estatutos, aprobados por los
representantes de las entidades asociadas, los cuales deberan garantizar la participacion de
sus miembros en las tareas asociativas y la representatividad de sus érganos de gobierno.

Sexta.

1. El régimen especial del Municipio de Madrid, contenido en el Texto Articulado aprobado por
Decreto 1674/1963, de 11 de julio, modificado por Decreto 2482/1970, de 22 de agosto,
continuara vigente, hasta tanto se dicte la Ley prevista en el articulo 6. De la Ley Organica
3/1983, de 25 de febrero, del Estatuto de Autonomia de la Comunidad de Madrid, salvo en lo
que se oponga, contradiga o resulte incompatible con lo establecido en la presente Ley. En
particular, quedan expresamente derogados los articulos 2., apartado c); parrafo 2, inciso final;
11, 12, 13 y 39, parrafo 2 de la mencionada ley especial, asi como todos aquellos que
configuren un sistema de relaciones interadministrativas distinto al previsto en esta Ley.

2. El régimen especial del Municipio de Barcelona, contenido en el Texto Articulado aprobado
por Decreto 1166/1960, de 23 de mayo; el Decreto-ley 5/1974, de 24 de agosto, y el Decreto
3276/1974, de 28 de noviembre, de constitucién y desarrollo de la Entidad Metropolitana de
Barcelona y sus disposiciones concordantes continuaran vigentes salvo en lo que se oponga,
contradiga o resulte incompatible con lo establecido en la presente Ley.

DISPOSICION DEROGATIVA

Quedan derogadas, en cuanto se opongan, contradigan o resulten incompatibles con las
disposiciones de esta Ley:

a) La Ley de Régimen Local, Texto Articulado y Refundido, aprobado por Decreto de 24 de
junio de 1955.

b) El Texto Articulado parcial de la Ley 41/1975, de Bases del Estatuto de Régimen Local,
aprobado por Real Decreto 3046/1977, de 6 de octubre.

c) La Ley 40/1981, de 28 de octubre, sobre Régimen Juridico de las Corporaciones Locales,
sin perjuicio de la vigencia transitoria del régimen de reclamaciones econémico-
administrativas en los términos previstos en la disposicién transitoria décima.

d) La Ley 11/1960, de 12 de mayo, por la que se crea y regula la Mutualidad Nacional de
Prevision de la Administracion Local.

e) Cuantas otras normas, de igual o inferior rango, incurran en la oposicién, contradiccién o
incompatibilidad a que se refiere el parrafo inicial de esta disposicion.

DISPOSICIONES TRANSITORIAS

Primera.

Las disposiciones que ha de refundir el Gobierno en uso de la autorizacién que le confiere la
disposicion final primera de esta Ley constituyen la legislacién del Estado transitoriamente
aplicable en los términos de los diferentes apartados de su articulo 5, teniendo, en
consecuencia, segun los diversos supuestos en él contemplados, el caracter de normativa
estatal basica o, en su caso, supletoria de la que puedan ir aprobando las Comunidades
Autonomas.
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Segunda.

Hasta tanto la legislacion del Estado y la de las Comunidades Auténomas que se dicte de
conformidad con lo establecido en los articulos 5, apartado b), letra a); 25, apartado 2; y 36 de
esta Ley, no disponga otra cosa, los Municipios, las Provincias y las Islas conservaran las
competencias que les atribuye la legislacion sectorial vigente en la fecha de entrada en vigor de
esta Ley.

Los Municipios ostentaran, ademas, en las materias a que se refiere el articulo 28 de esta Ley,
cuantas competencias de ejecucidn no se encuentren conferidas por dicha legislacion sectorial
a otras Administraciones publicas.

Tercera.

Las comisiones permanentes municipales y las comisiones de gobierno de las diputaciones
provinciales constituidas con arreglo a la ley 39/1978, de 17 de julio, de Elecciones Locales,
cesaran en sus funciones en el momento en que queden designadas por el Presidente de la
Corporacion las respectivas Comisiones de Gobierno, lo que habra de hacerse en el plazo
maximo de tres meses desde la entrada en vigor de esta Ley en todos los Ayuntamientos y
Diputaciones en que, de acuerdo con ella, la existencia de tal 6rgano resulta preceptiva.

Cuarta.

Los Municipios que vean afectada su organizacion actual por lo establecido en la letra a) del
namero 1 del articulo 29 de la presente Ley, la mantendran hasta la celebraciéon de las
proximas elecciones locales.

Quinta.

En el plazo de seis meses desde la entrada en vigor de la presente Ley, la Administracion del
Estado organizara el Registro previsto en el articulo 14, inscribiendo, en un primer momento,
todas las entidades locales a que se refiere esta Ley, bajo su actual denominacion.

Sexta.

1. Dentro de los cinco meses siguientes a la entrada en vigor de esta Ley, el Gobierno
aprobarad el Reglamento de Organizacion y Funcionamiento de la Comisiébn Nacional de
Administracion Local.

2. Dentro del mismo plazo indicado en el niumero anterior, por el Ministro de Administracion
Territorial se aprobara el Reglamento del Instituto de Estudios de Administracion Local.

3. Dentro de los tres meses siguientes a la entrada en vigor de los Reglamentos a que se alude
en los niumeros anteriores deberan quedar constituidos la Comisién Nacional de Administracion
Local y Consejo Rector del Instituto de Estudios de Administracion Local de acuerdo con sus
previsiones y con lo dispuesto en esta Ley.
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Séptima.

1. En tanto no se desarrolle lo dispuesto en esta Ley para los funcionarios publicos que
precisen habilitacién nacional, sera de aplicacion a quienes integran los actuales Cuerpos
Nacionales de Administracién Local el régimen estatutario vigente en todo aquello que sea
compatible y no quede derogado por la presente Ley y por la legislacion general del Estado en
materia de Funcién Publica. Los actuales miembros de los Cuerpos Nacionales de

Secretarios, Interventores y Depositarios tendran a todos los efectos la habilitacion de caracter
nacional regulada en esta Ley.

2. Se autoriza al Gobierno para que, a iniciativa del Ministro de Administracion Territorial y a
propuesta del Ministro de la Presidencia, declare a extinguir determinados Cuerpos cuando lo
exija el proceso general de racionalizacion o el debido cumplimiento de la presente Ley,
estableciendo los criterios, requisitos y condiciones para que los funcionarios de estos Cuerpos
se integren en otros.

3. Los funcionarios del actual Cuerpo Nacional de Directores de Bandas de Musica Civiles, que
queda suprimido en virtud de lo dispuesto en esta Ley, pasaran a formar parte de la plantilla de
la respectiva Corporacion como funcionarios propios de la misma, con respeto integro de sus
derechos y situacién juridica surgidos al amparo de la legislacion anterior, incluido el de
traslado a otras Corporaciones locales, para lo cual gozaran de preferencia absoluta en los
concursos que éstas convoquen para cubrir plazas de esa naturaleza.

Octava.

1. No podran celebrarse por las Administraciones locales contratos de colaboracion temporal
en régimen de Derecho administrativo, ni renovarse los existentes.

2. En el plazo de seis meses, a partir de la fecha de entrada en vigor de la presente Ley, las
Administraciones locales procederan a realizar la clasificacién de las funciones desempefadas
hasta ese momento por el personal contratado administrativo.

Esta clasificacion determinara los puestos a desempefiar, segun los casos, por funcionarios
publicos o por personal laboral fijo o temporal.

De la citada clasificacién podran derivarse las modificaciones precisas en la plantilla.

3. Todo el personal que haya prestado servicios como contratado administrativo de
colaboracion temporal o como funcionario de empleo interino podra participar en las pruebas
de acceso para cubrir las correspondientes plazas.

En todo caso, estas convocatorias de acceso deberan respetar los criterios de mérito y
capacidad, mediante las pruebas selectivas que reglamentariamente se determinen, en las que
se valoraran los servicios efectivos prestados por este personal.

4. Mientras existan en vigor contratos administrativos y nombramientos de funcionarios de
empleo en cualquier Administracion Publica, éstos quedaran en suspenso durante el tiempo en
que quienes los ocupan desempefian en una Corporacion local un cargo electivo retribuido y de
dedicacién exclusiva. Durante los treinta dias siguientes al cese en estas condiciones, estos
tendran derecho a reintegrarse en el puesto de trabajo que ocupaban hasta la suspension,
siempre que continuaran dandose las condiciones legales para el restablecimiento pleno de las
correspondientes relaciones.
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Asimismo, conservaran los derechos adquiridos hasta el momento de la suspensién y se les
reconoceran, a titulo personal, los que pudieran haber adquirido durante la misma por
aplicacion de disposiciones de caracter general.

Novena.

En el plazo maximo de un afio desde la entrada en vigor de la presente Ley el Gobierno
dispondra, mediante Real Decreto, la disolucion de la Mancomunidad de Diputaciones de
Régimen Comun, estableciendo lo necesario para la liquidacion del patrimonio, obligaciones y
personal de la misma.

Décima.

1. A los acuerdos de aprobacion de Presupuestos y de ordenanzas fiscales de imposicién y
ordenacion de tributos locales, asi como a los actos de aplicacion y efectividad de dichas
ordenanzas, aprobados o dictados por las Corporaciones locales dentro del plazo de un afio
desde la entrada en vigor de esta Ley, les sera de aplicacion el régimen de reclamaciones
econdmico-administrativas actualmente vigente.

2. Asimismo continuaran en todo caso tramitandose en via econdémico-administrativa las
reclamaciones interpuestas ante los Tribunales Econémico-Administrativos Provinciales y los
recursos de alzada presentados ante el Tribunal Econdmico-Administrativo Central, con
anterioridad a la fecha sefialada en el numero anterior y que para entonces se hallen
pendientes de resolucion.

DISPOSICIONES TRANSITORIAS

Primera.

Se autoriza al Gobierno de la Nacién para refundir en el plazo de un afio, y en un solo texto, las
disposiciones legales vigentes de acuerdo con lo dispuesto en la disposicion derogativa. La
refundicion comprendera también la regularizacion, aclaracion y armonizacion de dichas
disposiciones.

El Gobierno, en idéntico plazo, procedera a actualizar y acomodar a lo dispuesto en la misma,
todas las normas reglamentarias que continlen vigentes y, en particular, los siguientes
Reglamento:

a) El Reglamento de Poblacion y Demarcacion Territorial de las Entidades Locales,
aprobado por Decreto de 17 de mayo de 1952, con las modificaciones de que haya sido
objeto por disposiciones posteriores.

b) ElI Reglamento de Organizacion, Funcionamiento y Régimen Juridico de las
Corporaciones Locales, aprobado por Decreto de 17 de mayo de 1952, con las
modificaciones de que haya sido objeto por disposiciones posteriores.

c) El Reglamento de Funcionarios de Administracion Local, aprobado por Decreto de 30 de
mayo de 1952, con las maodificaciones de que haya sido objeto por disposiciones
posteriores.

d) El Reglamento de Contratacion de las Corporaciones Locales, aprobado por Decreto de 9
de enero de 1953, con las modificaciones de que haya sido objeto por disposiciones
posteriores.
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e) El Reglamento de Bienes de las Entidades Locales, aprobado por Decreto de 27 de mayo
de 1955, con las modificaciones de que haya sido objeto por disposiciones posteriores.

f) El Reglamento de Servicios de las Corporaciones Locales, aprobado por Decreto de 17 de
junio de 1955, con las modificaciones de que haya sido objeto por disposiciones anteriores.

Segunda.

1. Los funcionarios publicos de la Administracion local tendran la misma proteccién social, en
extension e intensidad, que la que se dispense a los funcionarios publicos de la Administracion
del Estado y estard integrada en el Sistema de Seguridad Social.

2. La aportacion de los funcionarios de la Administracion local para la financiacion de su
Seguridad Social sera la misma que se establezca para los funcionarios publicos de la
Administracion del Estado, cuando sea idéntica la accion protectora.

3. La gestion de la Seguridad Social de los funcionarios de la Administracion local correra a
cargo de la MUNPAL, persona juridica y patrimonio propio para el cumplimiento de sus fines,
adscrita organicamente al Ministerio de Administracion Territorial, al que corresponde su
superior direccion y tutela.

La MUNPAL gozara de los mismos beneficios de pobreza, franquicia postal y telegrafica y
exenciones tributarias, reconocidos a las entidades gestoras de la Seguridad Social, de
acuerdo con lo establecido en la Ley General se Seguridad Social, de acuerdo con lo
establecido en la ley general de Seguridad Social, siendo en lo demas de aplicacién la Ley
11/1960, en lo que no se oponga a la presente Ley, y sus normas de desarrollo.

Tercera.

El personal de las Policias Municipales y de los Cuerpos de Bomberos gozara de un estatuto
especifico, aprobado reglamentariamente, teniendo en cuenta respecto de los primeros la Ley
de Fuerzas y Cuerpos de Seguridad del Estado.

Cuarta.

1. Quedan expresamente derogados los articulos 344 a 360, ambos inclusive, de la Ley de
Régimen Local, de 24 de junio de 1955, sobre el Servicio Nacional de Inspecciéon y
Asesoramiento de las Corporaciones Locales.

2. El Gobierno regulara en el plazo de tres meses, a contar desde la entrada en vigor de la
presente Ley, las peculiaridades del régimen organico y funcional del personal anteriormente
adscrito a dicho Servicio, que se regira por la legislacion de funcionarios civiles del Estado.

3. Para el debido cumplimiento de las funciones que le competen a la Administracion del
Estado, en relacion con las entidades locales, el Gobierno podra adscribir a sus servicios
funcionarios de las Corporaciones locales.
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Quinta.

A partir de la entrada en vigor de esta Ley, los Municipios cabeza de partido judicial en que no
exista establecimiento penitenciario alguno asumiran, en régimen de competencia delegada, la
ejecucion del servicio de depésito de detenidos a disposicion judicial, correspondiendo la
custodia de dichos detenidos a la Policia Municipal en funciones de Policia Judicial.

La Administracion competente en materia penitenciaria pondra a disposicion de los Municipios
a que se refiere el parrafo anterior los medios econémicos suficientes para el mantenimiento
del referido servicio en los términos previstos por la legislacién sectorial correspondiente.
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EXPOSICION DE MOTIVOS

Determinadas edades de la humanidad han recibido su denominacién de las técnicas que se
empleaban en las mismas y hoy podriamos decir que las tecnologias de la informacion y las
comunicaciones estan afectando también muy profundamente a la forma e incluso al contenido
de las relaciones de los seres humanos entre si y de las sociedades en que se integran. El
tiempo actual -y en todo caso el siglo XXI, junto con los afios finales del XX-, tiene como uno
de sus rasgos caracteristicos la revolucién que han supuesto las comunicaciones electrénicas.
En esa perspectiva, una Administraciéon a la altura de los tiempos en que actla tiene que
acompafiar y promover en beneficio de los ciudadanos el uso de las comunicaciones
electronicas. Estos han de ser los primeros y principales beneficiarios del salto, impensable
hace sélo unas décadas, que se ha producido en el campo de la tecnologia de la informacion y
las comunicaciones electronicas. Al servicio, pues, del ciudadano la Administracién queda
obligada a transformarse en una administracion electrénica regida por el principio de eficacia
que proclama el articulo 103 de nuestra Constitucion.

Es en ese contexto en el que las Administraciones deben comprometerse con su época y
ofrecer a sus ciudadanos las ventajas y posibilidades que la sociedad de la informacion tiene,
asumiendo su responsabilidad de contribuir a hacer realidad la sociedad de la informacién. Los
técnicos y los cientificos han puesto en pie los instrumentos de esta sociedad, pero su
generalizacion depende, en buena medida, del impulso que reciba de las Administraciones
Puablicas. Depende de la confianza y seguridad que genere en los ciudadanos y depende
también de los servicios que ofrezca.

El mejor servicio al ciudadano constituye la razén de la reformas que tras la aprobacion de la
Constitucién se han ido realizando en Espafa para configurar una Administraciéon moderna
gue haga del principio de eficacia y eficiencia su eje vertebrador siempre con la mira puesta en
los ciudadanos. Ese servicio constituye también la principal razon de ser de la Ley de acceso
electrénico de los ciudadanos a los servicios publicos que trata, ademas, de estar a la altura de
la época actual.

En efecto, la descentralizacion politica del Estado no se agotd en su primer y mas inmediato
designio de organizar politicamente Espafia de una forma muy diferente al Estado unitario,
sino que ha sido ocasion para que la mayor proximidad democratica de los nuevos poderes
autondémicos se tradujese también en una mayor proximidad de las Administraciones de ellos
dependientes respecto del ciudadano.

En la misma linea se mueve el reconocimiento constitucional de la autonomia local.

No obstante, esa mayor proximidad al ciudadano de la Administracion, derivada de la
descentralizacién autonémica y local, no ha acabado de superar la barrera que sigue
distanciando todavia al ciudadano de la Administracién, de cualquier Administracion, incluida la
del Estado, y que, muchas veces, no es otra que la barrera que levanta el tiempo y el espacio:
el tiempo que hay que dedicar a la relacién con aquélla para la realizacién de muchos tramites
de la vida diaria que empiezan a veces por la necesidad de una primera informacién que exige
un desplazamiento inicial, mas los sucesivos desplazamientos y tiempo que se dedican a
posteriores tramites a hacer con la Administracion para las actividades mas elementales. Esas
primeras barreras potencian, en ocasiones, otras que afectan a la posicién servicial de las
Administraciones Publicas. Estas no pueden cumplir siempre su misién atendiendo cualquier
cosa que pida un ciudadano, puesto que puede estar en contradiccidn con los intereses de la
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mayoria de los demas ciudadanos, con los intereses generales representados por las leyes.
Pero en esos casos -en que los intereses generales no coinciden con los intereses
individuales- la relacion con el ciudadano debe ser, también, lo mas rapida y clara posible sin
pérdidas de tiempo innecesarias.

En todo caso, esas primeras barreras en las relaciones con la Administracién -la distancia a la
gue hay que desplazarse y el tiempo que es preciso dedicar- hoy dia no tienen razén de ser.
Las tecnologias de la informacion y las comunicaciones hacen posible acercar la
Administracién hasta la sala de estar de los ciudadanos o hasta las oficinas y despachos de
las empresas y profesionales. Les permiten relacionarse con ella sin colas ni esperas. E
incluso recibir servicios e informaciones ajenos a actividades de intervencion administrativa o
autorizacion; informaciones y servicios no relacionados con actuaciones limitadoras, sino al
contrario ampliadoras de sus posibilidades. Esas condiciones permiten también a los
ciudadanos ver a la Administracion como una entidad a su servicio y no como una burocracia
pesada que empieza por exigir, siempre y para empezar, el sacrificio del tiempo y del
desplazamiento que impone el espacio que separa el domicilio de los ciudadanos y empresas
de las oficinas publicas. Pero, ademéas de eso, las nuevas tecnologias de la informacion
facilitan, sobre todo, el acceso a los servicios publicos a aquellas personas que antes tenian
grandes dificultades para llegar a las oficinas publicas, por motivos de localizacion geogréfica,
de condiciones fisicas de movilidad u otros condicionantes, y que ahora se pueden superar por
el empleo de las nuevas tecnologias. Se da asi un paso trascendental para facilitar, en
igualdad de condiciones, la plena integracion de estas personas en la vida publica, social,
laboral y cultural.

De ello se percato la Ley 30/1992 de 26 de Régimen Juridico de las Administraciones Publicas
y del Procedimiento Administrativo Comin (LRJAP-PAC), que en su primera version recogio ya
en su articulo 45 el impulso al empleo y aplicacion de las técnicas y medios electronicos,
informéaticos y telematicos, por parte de la Administracion al objeto de desarrollar su actividad y
el ejercicio de sus competencias y de permitir a los ciudadanos relacionarse con las
Administraciones cuando fuese compatible con los «medios técnicos de que dispongan».

Esa prevision, junto con la de la informatizaciéon de registros y archivos del articulo 38 de la
misma Ley en su version originaria y, especialmente, en la redaccién que le dio la Ley 24/2001
de 27 de diciembre al permitir el establecimiento de registros telematicos para la recepcion o
salida de solicitudes, escritos y comunicaciones por medios telematicos, abria el paso a la
utilizacion de tales medios para relacionarse con la Administracion.

Simultaneamente, la misma Ley 24/2001 modificé el articulo 59 permitiendo la notificacion por
medios teleméticos si el interesado hubiera sefialado dicho medio como preferente o
consentido expresamente.

En el mismo sentido destacan las modificaciones realizadas en la Ley General Tributaria para
permitir también las notificaciones telematicas asi como el articulo 96 de la nueva Ley General
Tributaria de 2003 que prevé expresamente la actuacion administrativa automatizada o la
imagen electrénica de los documentos.

Sin embargo, el desarrollo de la administracion electrénica es todavia insuficiente. La causa en
buena medida se debe a que las previsiones de los articulos 38, 45 y 59 de la Ley de Régimen
Juridico de las Administraciones Publicas y del Procedimiento Administrativo Comdn son
facultativas. Es decir, dejan en manos de las propias Administraciones determinar si los
ciudadanos van a poder de modo efectivo, o no, relacionarse por medios electrénicos con
ellas, segun que éstas quieran poner en pie los instrumentos necesarios para esa
comunicacion con la Administracion.
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Por ello esta Ley pretende dar el paso del «podran» por el «deberan».
Las avanzadas para el momento, pero por otra parte prudentes, previsiones legales, muy
validas en 1992 o en 2001, hoy han quedado desfasadas, ante una realidad en que el grado
de penetracion de ordenadores y el nimero de personas y entidades con acceso en banda
ancha a Internet, con las posibilidades abiertas a otras tecnologias y plataformas, no se
corresponden ya con los servicios meramente facultativos que la Ley citada permite y estimula
a establecer a las Administraciones.
El servicio al ciudadano exige consagrar su derecho a comunicarse con las Administraciones
por medios electrénicos. La contrapartida de ese derecho es la obligacion de éstas de dotarse
de los medios y sistemas electronicos para que ese derecho pueda ejercerse. Esa es una de
las grandes novedades de la Ley: pasar de la declaracién de impulso de los medios
electrénicos e informaticos -que se concretan en la practica en la simple posibilidad de que
algunas Administraciones, o algunos de sus érganos, permitan las comunicaciones por medios
electronicos- a que estén obligadas a hacerlo porque la Ley reconoce el derecho de los
ciudadanos a establecer relaciones electronicas.
La Ley consagra la relaciéon con las Administraciones Publicas por medios electronicos como
un derecho de los ciudadanos y como una obligacion correlativa para tales Administraciones.
El reconocimiento de tal derecho y su correspondiente obligacion se erigen asi en el eje central
del proyecto de Ley.
Pero en torno a dicho eje es preciso abordar muchas otras que contribuyen a definir y
concretar el alcance de ese derecho. Asi, por ejemplo, tal derecho se hace efectivo de modo
real mediante la imposicién, al menos en el &mbito de la Administracion General del Estado y
en los términos de la ley, de la obligaciéon de poner a disposicién de ciudadanos y empresas al
menos un punto de acceso general a través del cual los usuarios puedan, de forma sencilla,
acceder a la informacién y servicios de su competencia; presentar solicitudes y recursos;
realizar el trdmite de audiencia cuando proceda; efectuar pagos o acceder a las notificaciones
y comunicaciones que les remitan la Administracion Publica.
También debe encontrar informacion en dicho punto de acceso Unico sobre los servicios
multicanales o que le sean ofrecidos por mas de un medio, tecnologia o plataforma.

La Ley se articula a partir de las competencias del Estado que le reconoce el articulo 149.1.18
de la Constitucion: «Bases del régimen juridico de las Administraciones Publicas», por una
parte y «procedimiento administrativo comudn» por otra.

Por otra parte, la regulacion estatal, en lo que tiene de basico, deja margen a los desarrollos
autonomicos, sin que pueda olvidarse, ademas, que el objeto de las bases en este caso deben
permitir «en todo caso», de acuerdo con este nimero 18, un «tratamiento comuin» ante ellas.
En esta perspectiva, la regulacién del Estado debe abordar aquellos aspectos en los que es
obligado que las previsiones normativas sean comunes, como es el caso de la
interoperabilidad, las garantias de las comunicaciones electronicas, los servicios a los que
tienen derecho los ciudadanos, la conservacion de las comunicaciones electrénicas y los
demas temas que se abordan en la ley para garantizar que el ejercicio del derecho a
relacionarse electronicamente con todas las administraciones forme parte de ese tratamiento
comun que tienen.

La Ley 30/1992 se limité a abrir la posibilidad, como se ha dicho, de establecer relaciones
telematicas con las Administracion, pero la hora actual demanda otra regulacion que garantice,
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pero ahora de modo efectivo, un tratamiento comin de los ciudadanos antes todas las
Administraciones: que garantice, para empezar y sobre todo, el derecho a establecer
relaciones electrénicas con todas las Administraciones Publicas. Las nuevas realidades,
exigencias y experiencias que se han ido poniendo de manifiesto; el propio desarrollo de la
sociedad de la informacion, la importancia que una regulacion clara, precisa y comin de los
derechos de los ciudadanos y el cambio de circunstancias tecnolégicas y sociales exige
actualizar el contenido, muy diferente al de 1992, de la regulacion basica que esté hoy a la
altura de las nueva exigencias. Esa regulacion comin exige, hoy, por ejemplo, reconocer el
derecho de los ciudadanos -y no sélo la posibilidad- de acceder mediante comunicaciones
electronicas a la Administracion.

El reconocimiento general del derecho de acceder electronicamente a las Administraciones
Pudblicas tiene otras muchas consecuencias a las que hay dar solucién y de las que aqui, de
forma resumida, se enumeran algunas.

Asi, en primer lugar, la progresiva utilizacion de medios electronicos suscita la cuestion de la
privacidad de unos datos que se facilitan en relacién con un expediente concreto pero que,
archivados de forma electronica como consecuencia de su propio modo de transmision, hacen
emerger el problema de su uso no en el mismo expediente en el que es evidente, desde luego,
pero, si la eventualidad de su uso por otros servicios o dependencias de la Administracién o de
cualquier Administracién o en otro expediente. Las normas de la Ley Organica 15/1999, de 13
de diciembre, de Proteccién de Datos de Caracter Personal deben bastar, y no se trata de
hacer ninguna innovacion al respecto, pero si de establecer previsiones que garanticen la
utilizacion de los datos obtenidos de las comunicaciones electronicas para el fin preciso para el
gue han sido remitidos a la Administracion.

Por otra parte, los interesados en un procedimiento tienen derecho de acceso al mismo y ver
los documentos. Lo mismo debe suceder, como minimo, en un expediente iniciado
electronicamente o tramitado de esta forma. Dicho expediente debe poder permitir el acceso
en linea a los interesados para verificar la situacion del expediente, sin mengua de todas las
garantias de la privacidad.

En todo caso, la progresiva utilizacion de comunicaciones electronicas, derivada del
reconocimiento del derecho a comunicarse electronicamente con la Administracion, suscita la
cuestion no ya de la adaptacién de ésta -recursos humanos y materiales- a una nueva forma
de relacionarse con los ciudadanos, sino también la cuestidon de la manera de adaptar sus
formas de actuacién y tramitacion de los expedientes y en general adaptar los procedimientos
a la nueva realidad que imponen las nuevas tecnologias.

El hecho de reconocer el derecho de los ciudadanos a comunicarse electrénicamente con la
Administracion plantea, en primer lugar, la necesidad de definir claramente la «sede»
administrativa electrénica con la que se establecen las relaciones, promoviendo un régimen de
identificacion, autenticacion, contenido minimo, proteccion juridica, accesibilidad, disponibilidad
y responsabilidad. Exige también abordar la definicion a los efectos de la Ley de una serie de
términos y conceptos cuyo uso habitual obliga en un contexto de comunicaciones electrénicas
a efectuar muchas precisiones. Tal sucede con la definicion de expediente electronico y de
documento electrénico; de los registros electrénicos y de las notificaciones electrénicas o del
alcance y sistemas de sellados de tiempo.
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La consagracion de ese derecho de los ciudadanos a comunicarse electronicamente con la
Administracion suscita, también, por ejemplo, la cuestion de la forma de utilizar y archivar
dichas comunicaciones. Y lo plantea tanto en lo que podria considerarse la formacion del
expediente o el archivo de oficina -el vinculado a la tramitacion de los expedientes-, como en lo
que se refiere al archivo de los expedientes ya tramitados.
En cuanto al funcionamiento interno de la Administracion, las nuevas tecnologias permiten
oportunidades de mejora (eficiencia y reduccion de costes) que hacen ineludible Ila
consideracion de las formas de tramitacion electrénica, tanto para la tramitacion electronica de
expedientes, como para cualquier otra actuacion interna de la Administracién, expandiéndolas
gradualmente con el objetivo del afio 2009.
Ciertamente, el uso de medios electrénicos no puede significar merma alguna del derecho del
interesado en un expediente a acceder al mismo en la forma tradicional, asi como tampoco
puede suponer un freno o un retraso para que la Administracion internamente adopte los
mecanismos mas adecuados, en este caso medios electronicos, que le permitan mejorar
procesos y reducir el gasto publico. Conjugar ambos requerimientos es posible gracias a las
medidas de la politica de fomento de desarrollo de la Sociedad de la Informacién que se
vienen impulsando en los Ultimos afios. En este sentido la Administracion debe incorporar las
nuevas tecnologias a su funcionamiento interno y, simultdneamente, se debe garantizar que
aquellos ciudadanos que por cualquier motivo (no disponibilidad de acceso a las nuevas
tecnologias o falta de formacién) no puedan acceder electrénicamente a la Administracion
Pdblica, dispongan de los medios adecuados para seguir comunicandose con la
Administracion con los mismos derechos y garantias. La solucién a ese doble objetivo pasa
por la formacion del personal al servicio de la Administracion que atiende al publico para que
hagan posible la comunicacion de estos ciudadanos con la administracion electrénica, asi
como por la disponibilidad de puntos de acceso electrénico publicos en sedes administrativas.
O también, desde luego, establecer las previsiones generales que sean garantia de los
derechos de los ciudadanos y de un tratamiento igual ante todas las Administraciones en todos
€s0s supuestos.
En segundo lugar es necesario regular la validez de los documentos y sus copias y la forma de
que el documento electrénico opere con plena validez en modo convencional y, en su caso, la
forma en que los documentos convencionales se transformen en documentos electrénicos.
Otra cuestion que se aborda es la de las plataformas que pueden utilizar los ciudadanos o las
propias Administraciones para establecer tales comunicaciones electrénicas. El ordenador e
Internet puede ser una via, pero no es desde luego la Unica; las comunicaciones via SMS
pueden ser otra forma de actuacion que en algunas Administraciones estan siendo ya
utilizadas. La Televisién Digital Terrestre, por ejemplo, abre también posibilidades con las que
hay también que contar. La Ley no puede limitarse a regular el uso de los canales electrénicos
disponibles hoy en dia, ya que la gran velocidad en el desarrollo de las tecnologias de la
informacion hacen posible la aparicibn de nuevos instrumentos electronicos que pudieran
aplicarse para la administracién electrénica en muy poco tiempo, siendo necesario generalizar
la regulacién de estos canales.
La Ley debe partir del principio de libertad de los ciudadanos en la eleccién de la via o canal
por el que quieren comunicarse con la Administracién, si bien cada tecnologia puede ser apta
para una funcién en razén de sus caracteristicas y de la fiabilidad y seguridad de sus
comunicaciones.
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Debe recordarse que el impulso de una administracién electrénica supone también dar
respuesta a los compromisos comunitarios y a las iniciativas europeas puestas en marcha a
partir de Consejo Europeo de Lisboa y Santa Maria da Feira, continuado con sucesivas
actuaciones hasta la actual comunicacion de la Comisién «i2010: Una Sociedad de la
Informacién Europea para el crecimiento y el empleo».

El impulso comunitario a la iniciativa e-Europa da la maxima importancia al desarrollo de la
administracion electrénica, buscando aprovechar todas las posibilidades de las nuevas
tecnologias como un factor determinante del futuro econdmico de Europa.

En estos afios de vigencia de la iniciativa e-Europa el ambito de actuacion de la administracion
electrénica ha crecido considerablemente en sucesivas revisiones, hasta llegar a noviembre de
2005, cuando, tras la publicacion de la comunicacion relativa a i2010 se aprobd, en la Cumbre
de Manchester, una resolucién ministerial, con objetivos concretos para el desarrollo de la
administracion electrénica en la Unidn. Tras esta resolucién se aprobé el Plan de Accién sobre
administracion electrénica 2010, en la que se sefiala que los éxitos de la administracion
electronica son ya claramente visibles en varios paises de la UE, estimando en 50.000
millones de euros el ahorro anual en toda la Unién que una implantacion generalizada de ella
podria generar.

Asimismo, el 12 de diciembre de 2006, y con objeto de avanzar en la consecucion del objetivo
fijlado por el Consejo Europeo de Lisboa, se aprobd la Directiva 2006/123/CE, relativa a los
servicios en el mercado interior.

Esta Directiva establece, entre otras obligaciones para los Estados miembros, la de facilitar por
medios electrénicos acceso a los tramites relacionados con las actividades de servicios y a la
informacion de interés tanto para los prestadores como para los destinatarios de los mismos.
Por ello, y dada la analogia de esta finalidad con el objetivo de esta Ley, se realiza en la
misma una referencia expresa a la informacién y tramites relacionados con las actividades de
servicios, de forma que los articulos 6, 7 y 8 de la Directiva pueden considerarse traspuestos
por esta Ley.

Por otra parte, en el contexto internacional, también otros organismos se han interesado en la
administracion electrénica como forma de activar la economia y mejorar el gobierno de los
paises como es el caso de la OCDE, que publicd en 2004 un estudio con un titulo casi auto
descriptivo: «La administracion electrénica: Un imperativo», donde resalta los ahorros que la
administracion electronica puede generar al permitirles aumentar su eficacia.

También el Consejo de Europa, desde una perspectiva mas social, estd analizando la
administracion electronica como un motor de desarrollo. En diciembre de 2004 el Comité de
Ministros adoptd una recomendacién donde se sefiala que la administracion electrénica no es
asunto meramente técnico, sino de gobernanza democrética.

\Y,

En este contexto, una Ley para el acceso electrénico de los ciudadanos a las Administraciones
Publicas se justifica en la creacién de un marco juridico que facilite la extensién y utilizacion de
estas tecnologias. Y el principal reto que tiene la implantacion de las Tecnologias de la
Informacién y las Comunicaciones (TIC) en la sociedad en general y en la Administracion en
particular es la generacidn de confianza suficiente que elimine o minimice los riesgos
asociados a su utilizacion. La desconfianza nace de la percepcion, muchas veces injustificada,
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de una mayor fragilidad de la informacion en soporte electronico, de posibles riesgos de
pérdida de privacidad y de la escasa transparencia de estas tecnologias.

Por otro lado, la legislacion debe proclamar y erigirse sobre un principio fundamental como es
la conservacion de las garantias constitucionales y legales a los derechos de los ciudadanos y
en general de las personas que se relacionan con la Administracion Puablica, cuya exigencia se
deriva del articulo 18.4 CE, al encomendar a la ley la limitaciéon del uso de la informatica para
preservar el ejercicio de los derechos constitucionales. Esta conservacion exige afirmar la
vigencia de los derechos fundamentales no sélo como limite, sino como vector que orienta
esta reforma legislativa de acuerdo con el fin promocional consagrado en el articulo 9.2 de
nuestro texto fundamental, asi como recoger aquellas peculiaridades que exigen la aplicacion
segura de estas tecnologias. Estos derechos deben completarse con otros exigidos por el
nuevo soporte electrénico de relaciones, entre los que debe estar el derecho al uso efectivo de
estos medios para el desarrollo de las relaciones de las personas con la Administracion. Las
anteriores consideraciones cristalizan en un Estatuto del ciudadano frente a la administracion
electrénica que recoge un elenco no limitativo de las posiciones del ciudadano en sus
relaciones con las Administraciones Publicas, asi como las garantias especificas para su
efectividad.

Con este fin, la Ley crea la figura del Defensor del Usuario, que atendera las quejas y realizara
las sugerencias y propuestas pertinentes para mejorar las relaciones de ciudadanos en su
trato con las Administraciones Plblicas por medios electronicos.

De otro lado, merece subrayarse el papel de vanguardia que corresponde a nuestras
empresas en el desarrollo de una verdadera sociedad de la informacion y, por ende, de una
Administracion accesible electronicamente. No en vano, la integracion de las Tecnologias de la
Informacién y las Comunicaciones (TIC's) en el dia a dia de la empresa, necesaria en virtud de
las exigencias del entorno abierto y altamente competitivo en que operan, ha sido y es palanca
impulsora para el desarrollo y creciente incorporacion de esas mismas tecnologias en el actuar
administrativo. Al mismo tiempo, representa una ayuda insustituible para favorecer la
expansion de la «cultura electrénica» entre los trabajadores-ciudadanos.

Las empresas pueden, en tal sentido, desempefiar un papel coadyuvante clave para la
consecucién de los objetivos pretendidos por esta Ley. Las razones apuntadas aconsejan un
tratamiento especifico de aquellos procedimientos y gestiones que de forma mas intensa
afectan al desarrollo de la actividad empresarial.

A todo ello se debe la aprobacién de esta Ley de acceso electronico de los ciudadanos a los
servicios publicos, en la que se incluyen las siguientes materias con la estructura que se
recoge en los siguientes apartados.

\

La Ley se estructura en cuatro titulos, seis disposiciones adicionales, una disposicion
transitoria, una derogatoria y ocho finales.

En el Titulo Preliminar se definen el objeto y finalidades de la ley, los principios generales a los
que se ajusta, asi como su dmbito de aplicacion. Debe destacarse el caracter basico de la ley
en los términos establecidos en la disposicion final primera, siendo por tanto de aplicacion a
todas las Administraciones Publicas los articulos referidos en dicha disposicion final.

La Ley establece entre otros, el principio de igualdad, para que la utilizacion de
comunicaciones electrénicas con las Administraciones Publicas no implique una discriminacién
para los ciudadanos que se relacionen con la Administracion por medios no electrénicos.
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En el Titulo Primero estan recogidos los derechos de los ciudadanos en sus relaciones con las
Administraciones Publicas a través de medios electronicos. Para garantizar el pleno ejercicio
de estos derechos, se establece la obligacién de las Administraciones de habilitar diferentes
canales o medios para la prestacion de los servicios electronicos.
Asimismo, se establece la obligacién de cada Administracion de facilitar a las otras
Administraciones los datos de los interesados que se le requieran y obren en su poder, en la
tramitacion de un procedimiento, siempre que el interesado preste su consentimiento expreso,
el cual podra emitirse y recabarse por medios electrénicos, al objeto de que los ciudadanos no
deban aportar datos y documentos que estan en poder de las Administraciones Publicas.
Para velar por la efectividad de los derechos reconocidos a los ciudadanos se prevé, en el
ambito de la Administracion General del Estado, la actuacién de las Inspecciones Generales
de Servicios de los Departamentos Ministeriales y del Defensor del usuario.
En el Titulo Segundo se regula el régimen juridico de la administracion electrénica. Por una
parte, su Capitulo Primero se dedica a la sede electrénica, como direccion electrénica cuya
gestion y administracién corresponde a una Administracion Publica funcionando con plena
responsabilidad respecto de la integridad, veracidad y actualizacién de la informacion y los
servicios a los que puede accederse a través de la misma. En la normativa de desarrollo de la
Ley, cada Administracion determinara los instrumentos de creacién de las sedes electrénicas.
En su Capitulo Segundo se regulan las formas de identificacion y autenticacion, tanto de los
ciudadanos como de los drganos administrativos en el ejercicio de sus competencias, siendo
destacable que se habilitan distintos instrumentos de acreditacién, que se concretaran en la
normativa aplicable a cada supuesto con criterios de proporcionalidad. El Documento Nacional
de Identidad electronico esta habilitado con caracter general para todas las relaciones con las
Administraciones Publicas, y por ello se impulsard como férmula para extender el uso general
de la firma electrénica. También se establece la obligacién para cualquier Administraciéon de
admitir los certificados electronicos reconocidos en el &mbito de la Ley de Firma Electronica.
Interesa también destacar sobre esta cuestion, y con objeto de evitar la brecha digital, la
posibilidad de que sean funcionarios publicos quienes acrediten la voluntad de los ciudadanos,
siguiendo el procedimiento establecido, para sus relaciones electrénicas con la Administracion.
En el Capitulo Tercero se regulan los registros, comunicaciones y naotificaciones electrénicas.
La principal novedad a este respecto es la nueva regulacién de los registros electrénicos, de
manera que puedan convertirse en un instrumento que se libere de la rigidez actual y sirvan
para la presentaciéon de cualquier escrito o solicitud ante las Administraciones Publicas.
La Ley regula las comunicaciones electrénicas de los ciudadanos con las Administraciones y
de éstas entre si, para aunar los criterios de agilidad y de seguridad juridica. En el Capitulo
Cuarto, sobre los documentos y archivos electronicos, se establecen las condiciones para
reconocer la validez de un documento electrénico, se regula todo el sistema de copias
electronicas, tanto las realizadas a partir de documentos emitidos originariamente en papel,
como las copias de documentos que ya estuvieran en soporte electrénico y las condiciones
para realizar en soporte papel copia de originales emitidos por medios electrénicos, o
viceversa.
El Titulo Tercero trata de la gestién electrénica de los procedimientos, desarrolla la regulacion
de los procedimientos administrativos utilizando medios electrénicos y los criterios a seguir en
la gestion electrénica, guardando un cierto paralelismo con la regulaciéon que encontramos en
la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun. Asi, se regula la iniciacion, instruccion y terminacion de procedimientos
por medios electronicos.
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En este Titulo cabe hacer especial referencia a la obligacion que se establece para las
Administraciones Publicas de poner a disposicién de los usuarios informacion por medios
electrénicos sobre el estado de tramitacion de los procedimientos, tanto para los gestionados
en su totalidad por medios electronicos como para el resto de procedimientos.
El Titulo Cuarto esta dedicado a la Cooperacién entre Administraciones para el impulso de la
administracion electrénica. En él se establecen el 6rgano de cooperacién en esta materia de la
Administracion General del Estado con los de las Comunidades Auténomas y con la
Administracion Local, y se determinan los principios para garantizar la interoperabilidad de
sistemas de informacion asi como las bases para impulsar la reutilizacién de aplicaciones y
transferencia de tecnologias entre Administraciones.
La Ley consta, por ultimo, de seis disposiciones adicionales, una transitoria, una derogatoria y
ocho finales entre las que presenta especial relevancia la disposicion final primera en la que se
citan los preceptos de la ley que tienen caracter basico al amparo del articulo 149.1.18 de la
Constitucion.
Especial interés tiene también la disposicion final tercera, pues con independencia de la fecha
de entrada en vigor de la Ley, en ella se sefalan las fechas para la efectividad plena del
derecho de los ciudadanos a relacionarse con las Administraciones Publicas por medios
electrénicos, estableciendo los plazos que se consideran adecuados para llevar a cabo las
necesarias actuaciones previas de adecuacion por parte de las distintas Administraciones
Publicas.

DEL AMBITO DE APLICACION Y LOS

PRINCIPIOS GENERALES

Articulo 1. Objeto de la Ley.

1. La presente Ley reconoce el derecho de los ciudadanos a relacionarse con las
Administraciones Publicas por medios electrénicos y regula los aspectos basicos de la
utilizacion de las tecnologias de la informacion en la actividad administrativa, en las relaciones
entre las Administraciones Publicas, asi como en las relaciones de los ciudadanos con las
mismas con la finalidad de garantizar sus derechos, un tratamiento comin ante ellas y la
validez y eficacia de la actividad administrativa en condiciones de seguridad juridica.

2. Las Administraciones Publicas utilizaran las tecnologias de la informacion de acuerdo con lo
dispuesto en la presente Ley, asegurando la disponibilidad, el acceso, la integridad, la
autenticidad, la confidencialidad y la conservacion de los datos, informaciones y servicios que
gestionen en el ejercicio de sus competencias.

Articulo 2. Ambito de aplicacion.

1. La presente Ley, en los términos expresados en su disposicion final primera, sera de
aplicacion:

a) A las Administraciones Publicas, entendiendo por tales la Administracion General del
Estado, las Administraciones de las Comunidades Autonomas y las Entidades que integran
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la Administracion Local, asi como las entidades de derecho publico vinculadas o
dependientes de las mismas.
b) A los ciudadanos en sus relaciones con las Administraciones Publicas.
c) A las relaciones entre las distintas Administraciones Publicas.

2. La presente Ley no sera de aplicacion a las Administraciones Publicas en las actividades
gue desarrollen en régimen de derecho privado.

Articulo 3. Finalidades de la Ley.
Son fines de la presente Ley:

1. Facilitar el ejercicio de derechos y el cumplimiento de deberes por medios electronicos.

2. Facilitar el acceso por medios electrénicos de los ciudadanos a la informacion y al
procedimiento administrativo, con especial atenciéon a la eliminacién de las barreras que
limiten dicho acceso.

3. Crear las condiciones de confianza en el uso de los medios electrénicos, estableciendo las
medidas necesarias para la preservacion de la integridad de los derechos fundamentales, y
en especial los relacionados con la intimidad y la proteccion de datos de caracter personal,
por medio de la garantia de la seguridad de los sistemas, los datos, las comunicaciones, y
los servicios electronicos.

4. Promover la proximidad con el ciudadano y la transparencia administrativa, asi como la
mejora continuada en la consecucion del interés general.

5. Contribuir a la mejora del funcionamiento interno de las Administraciones Publicas,
incrementando la eficacia y la eficiencia de las mismas mediante el uso de las tecnologias de
la informacion, con las debidas garantias legales en la realizacion de sus funciones.

6. Simplificar los procedimientos administrativos y proporcionar oportunidades de
participacion y mayor transparencia, con las debidas garantias legales.

7. Contribuir al desarrollo de la sociedad de la informacién en el ambito de las
Administraciones Publicas y en la sociedad en general.

Articulo 4. Principios generales.

La utilizacién de las tecnologias de la informacién tendra las limitaciones establecidas por la
Constitucion y el resto del ordenamiento juridico, respetando el pleno ejercicio por los
ciudadanos de los derechos que tienen reconocidos, y ajustandose a los siguientes principios:

a) El respeto al derecho a la proteccién de datos de caracter personal en los términos
establecidos por la Ley Organica 15/1999, de Proteccion de los Datos de Caracter Personal,
en las demas leyes especificas que regulan el tratamiento de la informacién y en sus normas
de desarrollo, asi como a los derechos al honor y a la intimidad personal y familiar.

b) Principio de igualdad con objeto de que en ningln caso el uso de medios electrénicos
pueda implicar la existencia de restricciones o discriminaciones para los ciudadanos que se
relacionen con las Administraciones Publicas por medios no electrénicos, tanto respecto al
acceso a la prestacion de servicios publicos como respecto a cualquier actuacién o
procedimiento administrativo sin perjuicio de las medidas dirigidas a incentivar la utilizacién
de los medios electronicos.



N11. Ley 34/2002 de servicios de la sociedad de la informacién y de comercio

electronico

Pagina 13/37
¢) Principio de accesibilidad a la informacién y a los servicios por medios electronicos en 10s
términos establecidos por la normativa vigente en esta materia, a través de sistemas que
permitan obtenerlos de manera segura y comprensible, garantizando especialmente la
accesibilidad universal y el disefio para todos de los soportes, canales y entornos con objeto
de que todas las personas puedan ejercer sus derechos en igualdad de condiciones,
incorporando las caracteristicas necesarias para garantizar la accesibilidad de aquellos
colectivos que lo requieran.

d) Principio de legalidad en cuanto al mantenimiento de la integridad de las garantias
juridicas de los ciudadanos ante las Administraciones Publicas establecidas en la Ley
30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Coman.

e) Principio de cooperacién en la utilizacién de medios electrénicos por las Administraciones
Pudblicas al objeto de garantizar tanto la interoperabilidad de los sistemas y soluciones
adoptados por cada una de ellas como, en su caso, la prestacion conjunta de servicios a los
ciudadanos. En particular, se garantizard el reconocimiento mutuo de los documentos
electrénicos y de los medios de identificacion y autenticacion que se ajusten a lo dispuesto
en la presente Ley.

f) Principio de seguridad en la implantacién y utilizacién de los medios electrénicos por las
Administraciones Publicas, en cuya virtud se exigira al menos el mismo nivel de garantias y
seguridad que se requiere para la utilizacién de medios no electrénicos en la actividad
administrativa.

g) Principio de proporcionalidad en cuya virtud solo se exigirdn las garantias y medidas de
seguridad adecuadas a la naturaleza y circunstancias de los distintos tramites y actuaciones.
Asimismo sélo se requerirdn a los ciudadanos aquellos datos que sean estrictamente
necesarios en atencion a la finalidad para la que se soliciten.

h) Principio de responsabilidad y calidad en la veracidad y autenticidad de las informaciones
y servicios ofrecidos por las Administraciones Publicas a través de medios electrénicos.

i) Principio de neutralidad tecnolégica y de adaptabilidad al progreso de las técnicas y
sistemas de comunicaciones electronicas garantizando la independencia en la eleccién de
las alternativas tecnoldgicas por los ciudadanos y por las Administraciones Publicas, asi
como la libertad de desarrollar e implantar los avances tecnologicos en un ambito de libre
mercado. A estos efectos las Administraciones Publicas utilizaran estandares abiertos asi
como, en su caso Yy de forma complementaria, estandares que sean de uso generalizado por
los ciudadanos.

j) Principio de simplificacion administrativa, por el cual se reduzcan de manera sustancial los
tiempos y plazos de los procedimientos administrativos, logrando una mayor eficacia y
eficiencia en la actividad administrativa.

k) Principio de transparencia y publicidad del procedimiento, por el cual el uso de medios
electrénicos debe facilitar la maxima difusién, publicidad y transparencia de las actuaciones
administrativas.

Articulo 5. Definiciones.

A efectos de la presente ley, los términos que en ellas se emplean tendran el sentido que se
establece en su anexo.
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DERECHOS DE LOS CIUDADANOS A RELACIONARSE
CON LAS ADMINISTRACIONES PUBLICAS POR MEDIOS

ELECTRONICOS

Articulo 6. Derechos de los ciudadanos.

1. Se reconoce a los ciudadanos el derecho a relacionarse con las Administraciones Publicas
utilizando medios electronicos para el ejercicio de los derechos previstos en el articulo 35 de la
Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del
Procedimiento Administrativo Comun, asi como para obtener informaciones, realizar consultas
y alegaciones, formular solicitudes, manifestar consentimiento, entablar pretensiones, efectuar
pagos, realizar transacciones y oponerse a las resoluciones y actos administrativos.

2. Ademas, los ciudadanos tienen en relacién con la utilizacién de los medios electrénicos en
la actividad administrativa, y en los términos previstos en la presente Ley, los siguientes
derechos:

a) A elegir, entre aquellos que en cada momento se encuentren disponibles, el canal a través
del cual relacionarse por medios electrénicos con las Administraciones Publicas.

b) A no aportar los datos y documentos que obren en poder de las Administraciones
Pdblicas, las cuales utilizardn medios electronicos para recabar dicha informacion siempre
que, en el caso de datos de caracter personal, se cuente con el consentimiento de los
interesados en los términos establecidos por la Ley Organica 15/1999, de Proteccién de
Datos de Caracter Personal, o una norma con rango de Ley asi lo determine, salvo que
existan restricciones conforme a la normativa de aplicacion a los datos y documentos
recabados. El citado consentimiento podra emitirse y recabarse por medios electrénicos.

c) A la igualdad en el acceso electrénico a los servicios de las Administraciones Publicas.

d) A conocer por medios electrénicos el estado de tramitacion de los procedimientos en los
gue sean interesados, salvo en los supuestos en que la normativa de aplicacion establezca
restricciones al acceso a la informacion sobre aquéllos.

e) A obtener copias electrénicas de los documentos electronicos que formen parte de
procedimientos en los que tengan la condicién de interesado.

f) A la conservacion en formato electrénico por las Administraciones Publicas de los
documentos electrénicos que formen parte de un expediente.

g) A obtener los medios de identificacion electrénica necesarios, pudiendo las personas
fisicas utilizar en todo caso los sistemas de firma electrénica del Documento Nacional de
Identidad para cualquier trdmite electrénico con cualquier Administracion Publica.

h) A la utilizacién de otros sistemas de firma electrénica admitidos en el ambito de las
Administraciones Publicas.

i) A la garantia de la seguridad y confidencialidad de los datos que figuren en los ficheros,
sistemas y aplicaciones de las Administraciones Publicas.

j) A la calidad de los servicios publicos prestados por medios electrénicos.

k) A elegir las aplicaciones o sistemas para relacionarse con las Administraciones Publicas
siempre y cuando utilicen estandares abiertos o, en su caso, aquellos otros que sean de uso
generalizado por los ciudadanos.
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3. En patrticular, en los procedimientos relativos al establecimiento de actividades de servicios,
los ciudadanos tienen derecho a obtener la siguiente informacién a través de medios
electronicos:

a) Los procedimientos y tramites necesarios para acceder a las actividades de servicio y
para su ejercicio.

b) Los datos de las autoridades competentes en las materias relacionadas con las
actividades de servicios, asi como de las asociaciones y organizaciones profesionales
relacionadas con las mismas.

c) Los medios y condiciones de acceso a los registros y bases de datos publicos relativos a
prestadores de actividades de servicios y las vias de recurso en caso de litigio entre
cualesquiera autoridades competentes, prestadores y destinatarios.

Articulo 7. Defensa de los derechos de los ciudadanos.

1. En la Administracién General del Estado, se crea la figura del Defensor del usuario de la
administracion electronica, que velara por la garantia de los derechos reconocidos a los
ciudadanos en la presente Ley, sin perjuicio de las competencias atribuidas en este &mbito a
otros drganos o entidades de derecho publico. Serd nombrado por el Consejo de Ministros a
propuesta del Ministro de Administraciones Publicas entre personas de reconocido prestigio en
la materia. Estara integrado en el Ministerio de Administraciones Publicas y desarrollara sus
funciones con imparcialidad e independencia funcional.

2. El Defensor del usuario de la administracion electronica elaborara, con caracter anual, un
informe que se elevara al Consejo de Ministros y se remitira al Congreso de los Diputados.
Dicho informe contendra un analisis de las quejas y sugerencia recibidas asi como la
propuesta de las actuaciones y medidas a adoptar en relacion con lo previsto en el apartado 1
de este articulo.

3. Para el ejercicio de sus funciones, el Defensor del usuario de la administracion electrénica
contara con los recursos de la Administracion General del Estado con la asistencia que, a tal
efecto, le presten las Inspecciones Generales de los Servicios de los Departamentos
ministeriales y la Inspeccién General de Servicios de la Administraciéon Puablica. En particular,
las Inspecciones de los Servicios le asistirdn en la elaboracion del informe al que se refiere el
apartado anterior y le mantendran permanentemente informado de las quejas y sugerencias
que se reciban en relacion con la prestacién de servicios publicos a través de medios
electronicos. A estos efectos, la Comisién Coordinadora de las Inspecciones generales de
servicios de los departamentos ministeriales realizarq, en este ambito, las funciones de
coordinacion que tiene legalmente encomendadas.

4. Reglamentariamente se determinar4d el estatuto del Defensor del usuario de la
administracion electrénica, asi como la regulacién de sus relaciones con los érganos a los que
se refiere el apartado anterior de este articulo.
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Articulo 8. Garantia de prestacién de servicios y disposicion de medios e instrumentos
electronicos.

1. Las Administraciones Publicas deberan habilitar diferentes canales o medios para la
prestacién de los servicios electrénicos, garantizando en todo caso el acceso a los mismos a
todos los ciudadanos, con independencia de sus circunstancias personales, medios o
conocimientos, en la forma que estimen adecuada.

2. La Administracion General del Estado garantizara el acceso de todos los ciudadanos a los
servicios electrénicos proporcionados en su &mbito a través de un sistema de varios canales
que cuente, al menos, con los siguientes medios:

a) Las oficinas de atencion presencial que se determinen, las cuales pondran a disposicion
de los ciudadanos de forma libre y gratuita los medios e instrumentos precisos para ejercer
los derechos reconocidos en el articulo 6 de esta Ley, debiendo contar con asistencia y
orientacién sobre su utilizacion, bien a cargo del personal de las oficinas en que se ubiquen
o bien por sistemas incorporados al propio medio o instrumento.

b) Puntos de acceso electrénico, consistentes en sedes electronicas creadas y gestionadas
por los departamentos y organismos publicos y disponibles para los ciudadanos a través de
redes de comunicacién. En particular se creara un Punto de acceso general a través del cual
los ciudadanos puedan, en sus relaciones con la Administracion General del Estado y sus
Organismos Publicos, acceder a toda la informacién y a los servicios disponibles. Este Punto
de acceso general contendra la relacion de servicios a disposicién de los ciudadanos y el
acceso a los mismos, debiendo mantenerse coordinado, al menos, con los restantes puntos
de acceso electronico de la Administracion General del Estado y sus Organismos Publicos.
c) Servicios de atencién telefénica que, en la medida en que los criterios de seguridad y las
posibilidades técnicas lo permitan, faciliten a los ciudadanos el acceso a las informaciones y
servicios electronicos a los que se refieren los apartados anteriores.

Articulo 9. Transmisiones de datos entre Administraciones PuUblicas.

1. Para un eficaz ejercicio del derecho reconocido en el apartado 6.2.b), cada Administracion
deberé facilitar el acceso de las restantes Administraciones Publicas a los datos relativos a los
interesados que obren en su poder y se encuentren en soporte electrénico, especificando las
condiciones, protocolos y criterios funcionales o técnicos necesarios para acceder a dichos
datos con las maximas garantias de seguridad, integridad y disponibilidad, de conformidad con
lo dispuesto en la Ley Organica 15/1999, de 13 de diciembre, de Proteccion de Datos de
Caracter Personal y su normativa de desarrollo.

2. La disponibilidad de tales datos estara limitada estrictamente a aquellos que son requeridos
a los ciudadanos por las restantes Administraciones para la tramitacion y resolucidon de los
procedimientos y actuaciones de su competencia de acuerdo con la normativa reguladora de
los mismos. El acceso a los datos de caracter personal estara, ademas, condicionado al
cumplimiento de las condiciones establecidas en el articulo 6.2.b) de la presente Ley.
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REGIMEI\J JURIDICO DE LA ADMINISTRACION
ELECTRONICA

De la sede electronica

Articulo 10. La sede electrénica.

1. La sede electronica es aquella direccion electrénica disponible para los ciudadanos a través
de redes de telecomunicaciones cuya titularidad, gestién y administracién corresponde a una
Administracion Publica, érgano o entidad administrativa en el ejercicio de sus competencias.

2. El establecimiento de una sede electrénica conlleva la responsabilidad del titular respecto de
la integridad, veracidad y actualizacion de la informacién y los servicios a los que pueda
accederse a través de la misma.

3. Cada Administracion Publica determinara las condiciones e instrumentos de creacion de las
sedes electronicas, con sujecion a los principios de publicidad oficial, responsabilidad, calidad,
seguridad, disponibilidad, accesibilidad, neutralidad e interoperabilidad. En todo caso debera
garantizarse la identificacion del titular de la sede, asi como los medios disponibles para la
formulacion de sugerencias y quejas.

4. Las sedes electronicas dispondran de sistemas que permitan el establecimiento de
comunicaciones seguras siempre que sean necesarias.

5. La publicacién en las sedes electrénicas de informaciones, servicios y transacciones
respetara los principios de accesibilidad y usabilidad de acuerdo con las normas establecidas
al respecto, estandares abiertos y, en su caso, aquellos otros que sean de uso generalizado
por los ciudadanos.

Articulo 11. Publicaciones electrénicas de Boletines Oficiales.

1. La publicacion de los diarios o boletines oficiales en las sedes electrénicas de la
Administracién, Organo o Entidad competente tendra, en las condiciones y garantias que cada
Administracién Publica determine, los mismos efectos que los atribuidos a su edicion impresa.

2. La publicacion del «Boletin Oficial del Estado» en la sede electronica del organismo
competente tendra caracter oficial y auténtico en las condiciones y con las garantias que se
determinen reglamentariamente, derivandose de dicha publicacion los efectos previstos en el
titulo preliminar del Cédigo Civil y en las restantes normas aplicables.

Articulo 12. Publicacion electrénica del tablon de anuncios o edictos.
La publicacién de actos y comunicaciones que, por disposicion legal o reglamentaria deban

publicarse en tablén de anuncios o edictos podra ser sustituida o complementada por su
publicacién en la sede electrénica del organismo correspondiente.



N11. Ley 34/2002 de servicios de la sociedad de la informacién y de comercio

electronico

Pagina 18/37

Capitulo 11.

SECCION 1.2 DISPOSICIONES COMUNES
Articulo 13. Formas de identificacion y autenticacion.

1. Las Administraciones Publicas admitiran, en sus relaciones por medios electrénicos,
sistemas de firma electrénica que sean conformes a lo establecido en la Ley 59/2003, de 19 de
diciembre, de Firma Electrénica y resulten adecuados para garantizar la identificacion de los
participantes y, en su caso, la autenticidad e integridad de los documentos electrénicos.

2. Los ciudadanos podran utilizar los siguientes sistemas de firma electrénica para relacionarse
con las Administraciones Publicas, de acuerdo con lo que cada Administracion determine:

a) En todo caso, los sistemas de firma electrénica incorporados al Documento Nacional de
Identidad, para personas fisicas.

b) Sistemas de firma electronica avanzada, incluyendo los basados en certificado electrénico
reconocido, admitidos por las Administraciones Publicas.

c) Otros sistemas de firma electrénica, como la utilizacion de claves concertadas en un
registro previo como usuario, la aportacion de informacién conocida por ambas partes u
otros sistemas no criptogréaficos, en los términos y condiciones que en cada caso se
determinen.

3. Las Administraciones Publicas podran utilizar los siguientes sistemas para su identificacion
electrénica y para la autenticacion de los documentos electrénicos que produzcan:

a) Sistemas de firma electronica basados en la utilizacion de certificados de dispositivo
seguro o medio equivalente que permita identificar la sede electrénica y el establecimiento
con ella de comunicaciones seguras.

b) Sistemas de firma electrdnica para la actuacion administrativa automatizada.

c¢) Firma electrénica del personal al servicio de las Administraciones Publicas.

d) Intercambio electrénico de datos en entornos cerrados de comunicacion, conforme a lo
especificamente acordado entre las partes.

SECCION 2.2 IDENTIFICACION DE LOS CIUDADANOS Y AUTENTICACION DE SU
ACTUACION

Articulo 14. Utilizacién del Documento Nacional de Identidad.

Las personas fisicas podran, en todo caso y con caracter universal, utilizar los sistemas de
firma electronica incorporados al Documento Nacional de Identidad en su relacion por medios
electrénicos con las Administraciones Publicas. El régimen de utilizacion y efectos de dicho
documento se regira por su normativa reguladora.
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Articulo 15. Utilizacién de sistemas de firma electrénica avanzada.

1. Los ciudadanos, ademas de los sistemas de firma electrénica incorporados al Documento
Nacional de Identidad, referidos en el articulo 14, podran utilizar sistemas de firma electrénica
avanzada para identificarse y autenticar sus documentos.

2. La relacion de sistemas de firma electrénica avanzada admitidos, con caracter general, en el
ambito de cada Administracion Publica, debera ser publica y accesible por medios
electronicos. Dicha relacion incluira, al menos, informacion sobre los elementos de
identificacion utilizados asi como, en su caso, las caracteristicas de los certificados
electrénicos admitidos, los prestadores que los expiden y las especificaciones de la firma
electronica que puede realizarse con dichos certificados.

3. Los certificados electrénicos expedidos a Entidades sin personalidad juridica, previstos en la
Ley 59/2003, de 19 de diciembre, de Firma Electrénica podran ser admitidos por las
Administraciones Publicas en los términos que estas determinen.

Articulo 16. Utilizaciéon de otros sistemas de firma electrénica.

1. Las Administraciones Publicas podran determinar, teniendo en cuenta los datos e intereses
afectados, y siempre de forma justificada, los supuestos y condiciones de utilizacion por los
ciudadanos de otros sistemas de firma electronica, tales como claves concertadas en un
registro previo, aportacion de informaciéon conocida por ambas partes u otros sistemas no
criptogréficos.

2. En aquellos supuestos en los que se utilicen estos sistemas para confirmar informacion,
propuestas o borradores remitidos o exhibidos por una Administracion Publica, ésta debera
garantizar la integridad y el no repudio por ambas partes de los documentos electronicos
concernidos.

3. Cuando resulte preciso, las Administraciones Publicas certificaran la existencia y contenido
de las actuaciones de los ciudadanos en las que se hayan usado formas de identificacion y
autenticacion a que se refiere este articulo.

SECCION 3.2 IDENTIFICACION ELECTRONICA DE LAS ADMINISTRACIONES PUBLICAS
Y AUTENTICACION DEL EJERCICIO DE SU COMPETENCIA

Articulo 17. Identificacién de las sedes electrénicas.

Las sedes electronicas utilizaran, para identificarse y garantizar una comunicacion segura con
las mismas, sistemas de firma electrénica basados en certificados de dispositivo seguro o
medio equivalente.

Articulo 18. Sistemas de firma electronica para la actuacién administrativa automatizada.
1. Para la identificacién y la autenticacion del ejercicio de la competencia en la actuacion

administrativa automatizada, cada Administracién Publica podra determinar los supuestos de
utilizacion de los siguientes sistemas de firma electrénica:



N11. Ley 34/2002 de servicios de la sociedad de la informacién y de comercio

electronico

Pagina 20/37

a) Sello electrénico de Administracién Publica, 6rgano o entidad de derecho publico, basado
en certificado electrénico que redna los requisitos exigidos por la legislacién de firma
electrénica.

b) Cadigo seguro de verificacion vinculado a la Administracion Publica, érgano o entidad vy,
en su caso, a la persona firmante del documento, permitiéndose en todo caso la
comprobacion de la integridad del documento mediante el acceso a la sede electronica
correspondiente.

2. Los certificados electronicos a los que se hace referencia en el apartado 1.a) incluiran el
namero de identificacion fiscal y la denominacion correspondiente, pudiendo contener la
identidad de la persona titular en el caso de los sellos electrénicos de 6rganos administrativos.

3. La relacion de sellos electronicos utilizados por cada Administracion Puablica, incluyendo las
caracteristicas de los certificados electrénicos y los prestadores que los expiden, debera ser
publica y accesible por medios electronicos. Ademds, cada Administracion Publica adoptara
las medidas adecuadas para facilitar la verificacion de sus sellos electrénicos.

Articulo 19. Firma electronica del personal al servicio de las Administraciones Publicas.

1. Sin perjuicio de lo previsto en los articulos 17 y 18, la identificacién y autenticacién del
ejercicio de la competencia de la Administracion Pudblica, 6rgano o entidad actuante, cuando
utilice medios electrénicos, se realizara mediante firma electronica del personal a su servicio,
de acuerdo con lo dispuesto en los siguientes apartados.

2. Cada Administracién Publica podra proveer a su personal de sistemas de firma electronica,
los cuales podran identificar de forma conjunta al titular del puesto de trabajo o cargo y a la
Administracion u érgano en la que presta sus servicios.

3. La firma electrénica basada en el Documento Nacional de Identidad podra utilizarse a los
efectos de este articulo.

Articulo 20. Intercambio electronico de datos en entornos cerrados de comunicacion.

1. Los documentos electronicos transmitidos en entornos cerrados de comunicaciones
establecidos entre Administraciones Publicas, érganos y entidades de derecho publico, seran
considerados validos a efectos de autenticacion e identificacién de los emisores y receptores
en las condiciones establecidas en el presente articulo.

2. Cuando los participantes en las comunicaciones pertenezcan a una misma Administracién
Publica, ésta determinard las condiciones y garantias por las que se regird que, al menos,
comprendera la relacién de emisores y receptores autorizados y la naturaleza de los datos a
intercambiar.

3. Cuando los participantes pertenezcan a distintas administraciones, las condiciones y
garantias citadas en el apartado anterior se estableceran mediante convenio.

4. En todo caso debera garantizarse la seguridad del entorno cerrado de comunicaciones y la
proteccidén de los datos que se transmitan.
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SECCION 42 DE LA |INTEROPERABILIDAD Y DE LA ACREDITACION Y
REPRESENTACION DE LOS CIUDADANOS

Articulo 21. Interoperabilidad de la identificacion y autenticacion por medio de
certificados electrénicos.

1. Los certificados electronicos reconocidos emitidos por prestadores de servicios de
certificacién seran admitidos por las Administraciones Publicas como validos para relacionarse
con las mismas, siempre y cuando el prestador de servicios de certificacion ponga a
disposicion de las Administraciones Publicas la informacién que sea precisa en condiciones
que resulten tecnolégicamente viables y sin que suponga coste alguno para aquellas.

2. Los sistemas de firma electronica utilizados o admitidos por alguna Administracion Publica
distintos de los basados en los certificados a los que se refiere el apartado anterior podran ser
asimismo admitidos por otras Administraciones, conforme a principios de reconocimiento
mutuo y reciprocidad.

3. La Administracion General del Estado dispondra, al menos, de una plataforma de
verificacion del estado de revocacion de todos los certificados admitidos en el &mbito de las
Administraciones Publicas que sera de libre acceso por parte de todos los Departamentos y
Administraciones. Cada Administracion Publica podré disponer de los mecanismos necesarios
para la verificacion del estado de revocacion y la firma con los certificados electronicos
admitidos en su ambito de competencia.

Articulo 22. Identificacién y autenticacion de los ciudadanos por funcionario publico.

1. En los supuestos en que para la realizacion de cualquier operacién por medios electronicos
se requiera la identificacion o autenticacion del ciudadano mediante algin instrumento de los
previstos en el articulo 13 de los que aquel no disponga, tal identificacién o autenticacion podra
ser validamente realizada por funcionarios publicos mediante el uso del sistema de firma
electronica del que estén dotados.

2. Para la eficacia de lo dispuesto en el apartado anterior, el ciudadano debera identificarse y
prestar su consentimiento expreso, debiendo quedar constancia de ello para los casos de
discrepancia o litigio.

3. Cada Administracién Publica mantendra actualizado un registro de los funcionarios
habilitados para la identificacion o autenticacion regulada en este articulo.

Articulo 23. Formas de Representacion.

Sin perjuicio de lo dispuesto en el articulo 13.2, las Administraciones Publicas podran habilitar
con caracter general o especifico a personas fisicas o juridicas autorizadas para la realizacion
de determinadas transacciones electrénicas en representacion de los interesados. Dicha
habilitacién debera especificar las condiciones y obligaciones a las que se comprometen los
gue asi adquieran la condicion de representantes, y determinard la presuncion de validez de la
representacién salvo que la normativa de aplicaciéon prevea otra cosa. Las Administraciones
Puablicas podran requerir, en cualquier momento, la acreditacién de dicha representacion.
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Capitulo IlI.

SECCION 1.2 DE LOS REGISTROS
Articulo 24. Registros electrénicos.

1. Las Administraciones Publicas crearan registros electronicos para la recepcion y remisién de
solicitudes, escritos y comunicaciones.

2. Los registros electrénicos podran admitir:

a) Documentos electrénicos normalizados correspondientes a los servicios, procedimientos
y tramites que se especifiguen conforme a lo dispuesto en la norma de creacién del
registro, cumplimentados de acuerdo con formatos preestablecidos.

b) Cualquier solicitud, escrito o comunicacion distinta de los mencionados en el apartado
anterior dirigido a cualquier érgano o entidad del ambito de la administracién titular del
registro.

3. En cada Administracion Publica existira, al menos, un sistema de registros electrénicos
suficiente para recibir todo tipo de solicitudes, escritos y comunicaciones dirigidos a dicha
Administracion Publica. Las Administraciones Publicas podran, mediante convenios de
colaboracién, habilitar a sus respectivos registros para la recepcion de las solicitudes, escritos
y comunicaciones de la competencia de otra Administracion que se determinen en el
correspondiente convenio.

4. En el ambito de la Administracion General del Estado se automatizaran las oficinas de
registro fisicas a las que se refiere el articulo 38 de la Ley 30/1992, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun, a fin de garantizar la
interconexién de todas sus oficinas y posibilitar el acceso por medios electronicos a los
asientos registrables y a las copias electronicas de los documentos presentados.

Articulo 25. Creacion y funcionamiento.

1. Las disposiciones de creacion de registros electrénicos se publicaran en el Diario Oficial
correspondiente y su texto integro debera estar disponible para consulta en la sede electrénica
de acceso al registro. En todo caso, las disposiciones de creacion de registros electrénicos
especificaran el 6rgano o unidad responsable de su gestién, asi como la fecha y hora oficial y
los dias declarados como inhabiles a los efectos previstos en el articulo siguiente.

2. En la sede electrénica de acceso al registro figurara la relacién actualizada de las
solicitudes, escritos y comunicaciones a las que se refiere el apartado 2.a) del articulo anterior
gue pueden presentarse en el mismo asi como, en su caso, la posibilidad de presentacion de
solicitudes, escritos y comunicaciones a los que se refiere el apartado 2.b) de dicho articulo.

3. Los registros electrénicos emitiran automaticamente un recibo consistente en una copia
autenticada del escrito, solicitud o comunicacion de que se trate, incluyendo la fecha y hora de
presentacion y el nimero de entrada de registro.
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4. Podran aportarse documentos que acompafien a la correspondiente solicitud, escrito o
comunicacién, siempre que cumplan los estandares de formato y requisitos de seguridad que
se determinen en los Esquemas Nacionales de Interoperabilidad y de Seguridad. Los registros
electronicos generaran recibos acreditativos de la entrega de estos documentos que
garanticen la integridad y el no repudio de los documentos aportados.

Articulo 26. Computo de plazos.

1. Los registros electronicos se regirdn a efectos de computo de los plazos imputables tanto a
los interesados como a las Administraciones Publicas por la fecha y hora oficial de la sede
electrénica de acceso, que deberd contar con las medidas de seguridad necesarias para
garantizar su integridad y figurar visible.

2. Los registros electronicos permitiran la presentacion de solicitudes, escritos y
comunicaciones todos los dias del afio durante las veinticuatro horas.

3. A los efectos del computo de plazo fijado en dias habiles o naturales, y en lo que se refiere a
cumplimiento de plazos por los interesados, la presentacién en un dia inhabil se entendera
realizada en la primera hora del primer dia hébil siguiente, salvo que una norma permita
expresamente la recepcion en dia inhabil.

4. El inicio del computo de los plazos que hayan de cumplir los 6rganos administrativos y
entidades de derecho publico vendra determinado por la fecha y hora de presentacion en el
propio registro o, en el caso previsto en el apartado 2.b del articulo 24, por la fecha y hora de
entrada en el registro del destinatario. En todo caso, la fecha efectiva de inicio del computo de
plazos debera ser comunicada a quien presento el escrito, solicitud o comunicacion.

5. Cada sede electronica en la que esté disponible un registro electronico determinara,
atendiendo al &mbito territorial en el que ejerce sus competencias el titular de aquella, los dias
que se consideraran inhabiles a los efectos de los apartados anteriores. En todo caso, no sera
de aplicacion a los registros electronicos lo dispuesto en el articulo 48.5 de la Ley 30/1992, de
Régimen Juridico de las Administraciones Publicas y del Procedimiento Administrativo Comun.

SECCION 2.2 DE LAS COMUNICACIONES Y LAS NOTIFICACIONES ELECTRONICAS
Articulo 27. Comunicaciones electrénicas.

1. Los ciudadanos podran elegir en todo momento la manera de comunicarse con las
Administraciones Publicas, sea o no por medios electrénicos, excepto en aquellos casos en los
gue de una norma con rango de Ley se establezca o infiera la utilizacion de un medio no
electrénico. La opcion de comunicarse por unos u otros medios no vincula al ciudadano, que
podra, en cualquier momento, optar por un medio distinto del inicialmente elegido.

2. Las Administraciones Publicas utilizaran medios electronicos en sus comunicaciones con los
ciudadanos siempre que asi lo hayan solicitado o consentido expresamente. La solicitud y el
consentimiento podran, en todo caso, emitirse y recabarse por medios electrénicos.
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3. Las comunicaciones a través de medios electrénicos seran validas siempre que exista
constancia de la transmision y recepcion, de sus fechas, del contenido integro de las
comunicaciones y se identifique fidedignamente al remitente y al destinatario de las mismas.

4. Las Administraciones publicaran, en el correspondiente Diario Oficial y en la propia sede
electronica, aquellos medios electronicos que los ciudadanos pueden utilizar en cada supuesto
en el ejercicio de su derecho a comunicarse con ellas.

5. Los requisitos de seguridad e integridad de las comunicaciones se estableceran en cada
caso de forma apropiada al caracter de los datos objeto de aquellas, de acuerdo con criterios
de proporcionalidad, conforme a lo dispuesto en la legislacién vigente en materia de proteccién
de datos de caracter personal.

6. Reglamentariamente, las Administraciones Publicas podran establecer la obligatoriedad de
comunicarse con ellas utilizando so6lo medios electronicos, cuando los interesados se
correspondan con personas juridicas o colectivos de personas fisicas que por razén de su
capacidad econdmica o técnica, dedicacion profesional u otros motivos acreditados tengan
garantizado el acceso y disponibilidad de los medios tecnolégicos precisos.

7. Las Administraciones Publicas utilizaran preferentemente medios electrénicos en sus
comunicaciones con otras Administraciones Publicas. Las condiciones que regirdn estas
comunicaciones se determinaran entre las Administraciones Publicas participantes.

Articulo 28. Practica de la notificacion por medios electrdnicos.

1. Para que la notificacion se practique utilizando algin medio electrénico se requerira que el
interesado haya sefialado dicho medio como preferente o haya consentido su utilizacion, sin
perjuicio de lo dispuesto en el articulo 27.6. Tanto la indicacion de la preferencia en el uso de
medios electronicos como el consentimiento citados anteriormente podran emitirse y
recabarse, en todo caso, por medios electrénicos.

2. El sistema de notificacién permitira acreditar la fecha y hora en que se produzca la puesta a
disposicion del interesado del acto objeto de notificacion, asi como la de acceso a su
contenido, momento a partir del cual la notificacion se entendera practicada a todos los efectos
legales.

3. Cuando, existiendo constancia de la puesta a disposicion transcurrieran diez dias naturales
sin que se acceda a su contenido, se entendera que la notificacion ha sido rechazada con los
efectos previstos en el articulo 59.4 de la Ley 30/1992 de Régimen Juridico y del
Procedimiento Administrativo Comun y normas concordantes, salvo que de oficio o a instancia
del destinatario se compruebe la imposibilidad técnica o material del acceso.

4. Durante la tramitacion del procedimiento el interesado podrd requerir al dérgano
correspondiente que las notificaciones sucesivas no se practiquen por medios electrénicos,
utilizandose los demas medios admitidos en el articulo 59 de la Ley 30/1992, de Régimen
Juridico y del Procedimiento Administrativo Comun, excepto en los casos previstos en el
articulo 27.6 de la presente Ley.
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5. Producira los efectos propios de la notificacién por comparecencia el acceso electrénico por
los interesados al contenido de las actuaciones administrativas correspondientes, siempre que
quede constancia de dichos acceso.

Capitulo V.

Articulo 29. Documento administrativo electrénico.

1. Las Administraciones Publicas podran emitir validamente por medios electrénicos los
documentos administrativos a los que se refiere el articulo 46 de la Ley 30/1992, de Régimen
Juridico de las Administraciones Publicas y del Procedimiento Administrativo Comun, siempre
gue incorporen una o varias firmas electronicas conforme a lo establecido en la Seccion 3.2 del
Capitulo Il de la presente Ley.

2. Los documentos administrativos incluirdn referencia temporal, que se garantizara a través
de medios electronicos cuando la naturaleza del documento asi lo requiera.

3. La Administracion General del Estado, en su relacién de prestadores de servicios de
certificacion electronica, especificard aquellos que con caracter general estén admitidos para
prestar servicios de sellado de tiempo.

Articulo 30. Copias electronicas.

1. Las copias realizadas por medios electrénicos de documentos electrénicos emitidos por el
propio interesado o por las Administraciones Publicas, manteniéndose o no el formato original,
tendran inmediatamente la consideracion de copias auténticas con la eficacia prevista en el
articulo 46 de la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del
Procedimiento Administrativo Comun, siempre que el documento electronico original se
encuentre en poder de la Administracién, y que la informacién de firma electrénica y, en su
caso, de sellado de tiempo permitan comprobar la coincidencia con dicho documento.

2. Las copias realizadas por las Administraciones Publicas, utilizando medios electrénicos, de
documentos emitidos originalmente por las Administraciones Publicas en soporte papel
tendran la consideracidon de copias auténticas siempre que se cumplan los requerimientos y
actuaciones previstas en el articulo 46 de la Ley 30/1992, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun.

3. Las Administraciones Publicas podran obtener imagenes electronicas de los documentos
privados aportados por los ciudadanos, con su misma validez y eficacia, a través de procesos
de digitalizacion que garanticen su autenticidad, integridad y la conservacion del documento
imagen, de lo que se dejara constancia. Esta obtencion podré hacerse de forma automatizada,
mediante el correspondiente sello electronico.

4. En los supuestos de documentos emitidos originalmente en soporte papel de los que se
hayan efectuado copias electrénicas de acuerdo con lo dispuesto en este articulo, podra
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procederse a la destruccién de los originales en los términos y con las condiciones que por
cada Administracion Puablica se establezcan.

5. Las copias realizadas en soporte papel de documentos publicos administrativos emitidos por
medios electrénicos y firmados electrénicamente tendran la consideracion de copias auténticas
siempre que incluyan la impresién de un cddigo generado electronicamente u otros sistemas
de verificacion que permitan contrastar su autenticidad mediante el acceso a los archivos
electrénicos de la Administracion Puablica, 6rgano o entidad emisora.

Articulo 31. Archivo electrénico de documentos.

1. Podran almacenarse por medios electronicos todos los documentos utilizados en las
actuaciones administrativas.

2. Los documentos electronicos que contengan actos administrativos que afecten a derechos o
intereses de los particulares deberan conservarse en soportes de esta naturaleza, ya sea en el
mismo formato a partir del que se origind el documento o en otro cualquiera que asegure la
identidad e integridad de la informacion necesaria para reproducirlo. Se asegurara en todo
caso la posibilidad de trasladar los datos a otros formatos y soportes que garanticen el acceso
desde diferentes aplicaciones.

3. Los medios o soportes en que se almacenen documentos, deberdn contar con medidas de
seguridad que garanticen la integridad, autenticidad, confidencialidad, calidad, proteccién y
conservacion de los documentos almacenados. En particular, aseguraran la identificacion de
los usuarios y el control de accesos, asi como el cumplimiento de las garantias previstas en la
legislacion de proteccién de datos.

Articulo 32. Expediente electrénico.

1. El expediente electrénico es el conjunto de documentos electronicos correspondientes a un
procedimiento administrativo, cualquiera que sea el tipo de informacion que contengan.

2. El foliado de los expedientes electrénicos se llevara a cabo mediante un indice electrénico,
firmado por la Administracién, 6rgano o entidad actuante, segun proceda. Este indice
garantizard la integridad del expediente electrénico y permitira su recuperacion siempre que
sea preciso, siendo admisible que un mismo documento forme parte de distintos expedientes
electronicos.

3. La remisién de expedientes podra ser sustituida a todos los efectos legales por la puesta a
disposicion del expediente electrénico, teniendo el interesado derecho a obtener copia del
mismo.
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DE LA GESTION ELECTRONICA DE LOS
PROCEDIMIENTOS

Disposiciones comunes

Articulo 33. Utilizacién de medios electrénicos.

1. La gestién electronica de la actividad administrativa respetard la titularidad y el ejercicio de
la competencia por la Administracion Publica, 6érgano o entidad que la tenga atribuida y el
cumplimiento de los requisitos formales y materiales establecidos en las normas que regulen la
correspondiente actividad. A estos efectos, y en todo caso bajo criterios de simplificacion
administrativa, se impulsara la aplicacion de medios electrénicos a los procesos de trabajo y la
gestion de los procedimientos y de la actuacion administrativa.

2. En la aplicacion de medios electronicos a la actividad administrativa se considerara la
adecuada dotacién de recursos y medios materiales al personal que vaya a utilizarlos, asi
como la necesaria formacion acerca de su utilizacion.

Articulo 34. Criterios para la gestidn electrénica.

La aplicacion de medios electronicos a la gestion de los procedimientos, procesos y servicios
ird siempre precedida de la realizacién de un andlisis de redisefio funcional y simplificacién del
procedimiento, proceso o servicio, en el que se considerardn especialmente los siguientes
aspectos:

a) La supresidn o reduccion de la documentacion requerida a los ciudadanos, mediante su
sustitucion por datos, transmisiones de datos o certificaciones, o la regulacion de su
aportacion al finalizar la tramitacion.

b) La prevision de medios e instrumentos de participacion, transparencia e informacion.

c¢) La reduccidn de los plazos y tiempos de respuesta.

d) La racionalizacion de la distribucién de las cargas de trabajo y de las comunicaciones
internas.

Utilizacion de medios electréonicos en la tramitacion del

procedimiento

Articulo 35. Iniciacién del procedimiento por medios electrénicos.

1. La iniciaciébn de un procedimiento administrativo a solicitud de interesado por medios
electronicos requerira la puesta a disposicion de los interesados de los correspondientes
modelos o sistemas electrénicos de solicitud en la sede electrénica que deberan ser accesibles
sin otras restricciones tecnolégicas que las estrictamente derivadas de la utilizacion de
estandares en los términos establecidos en el apartado i) del articulo 4 y criterios de
comunicacion y seguridad aplicables de acuerdo con las normas y protocolos nacionales e
internacionales.
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2. Los interesados podran aportar al expediente copias digitalizadas de los documentos, cuya
fidelidad con el original garantizaran mediante la utilizaciéon de firma electronica avanzada. La
Administracidon Publica podra solicitar del correspondiente archivo el cotejo del contenido de
las copias aportadas. Ante la imposibilidad de este cotejo y con caracter excepcional, podra
requerir al particular la exhibicion del documento o de la informacion original. La aportacion de
tales copias implica la autorizacion a la Administracion para que acceda y trate la informacion
personal contenida en tales documentos.

3. Con objeto de facilitar y promover su uso, los sistemas normalizados de solicitud podran
incluir comprobaciones automaticas de la informacion aportada respecto de datos
almacenados en sistemas propios o pertenecientes a otras administraciones e, incluso, ofrecer
el formulario cumplimentado, en todo o en parte, con objeto de que el ciudadano verifique la
informacion y, en su caso, la modifique y complete.

Articulo 36. Instruccién del procedimiento utilizando medios electrénicos.

1. Las aplicaciones y sistemas de informacion utilizados para la instruccién por medios
electronicos de los procedimientos deberan garantizar el control de los tiempos y plazos, la
identificacion de los organos responsables de los procedimientos asi como la tramitacion
ordenada de los expedientes y facilitar la simplificacién y la publicidad de los procedimientos.

2. Los sistemas de comunicacion utilizados en la gestion electronica de los procedimientos
para las comunicaciones entre los 6rganos y unidades intervinientes a efectos de emisién y
recepcion de informes u otras actuaciones deberan cumplir los requisitos establecidos en esta
Ley.

3. Cuando se utilicen medios electrénicos para la participacion de los interesados en la
instruccion del procedimiento a los efectos del ejercicio de su derecho a presentar alegaciones
en cualquier momento anterior a la propuesta de resolucién o en la practica del tramite de
audiencia cuando proceda, se emplearan los medios de comunicacion y naotificacion previstos
en los articulos 27 y 28 de esta Ley.

Articulo 37. Acceso de los interesados a la informacion sobre el estado de tramitacion.

1. En los procedimientos administrativos gestionados en su totalidad electrénicamente, el
6rgano que tramita el procedimiento pondra a disposicion del interesado un servicio electronico
de acceso restringido donde éste pueda consultar, previa identificaciéon, al menos la
informacion sobre el estado de tramitacion del procedimiento, salvo que la normativa aplicable
establezca restricciones a dicha informacion. La informacion sobre el estado de tramitacion del
procedimiento comprendera la relacion de los actos de tramite realizados, con indicacion sobre
su contenido, asi como la fecha en la que fueron dictados.

2. En el resto de los procedimientos se habilitardn igualmente servicios electronicos de
informacion del estado de la tramitacion que comprendan, al menos, la fase en la que se
encuentra el procedimiento y el 6rgano o unidad responsable.



N11. Ley 34/2002 de servicios de la sociedad de la informacion y de comercio

electronico

Péagina 29/37
Articulo 38. Terminacion de los procedimientos por medios electrénicos.

1. La resolucion de un procedimiento utilizando medios electrénicos garantizara la identidad
del 6rgano competente mediante el empleo de alguno de los instrumentos previstos en los
articulos 18 y 19 de esta Ley.

2. Podran adoptarse y notificarse resoluciones de forma automatizada en aquellos
procedimientos en los que asi esté previsto.

Articulo 39. Actuacién administrativa automatizada.

En caso de actuacion automatizada deberd establecerse previamente el érgano u érganos
competentes, segun los casos, para la definicibn de las especificaciones, programacion,
mantenimiento, supervision y control de calidad y, en su caso, auditoria del sistema de
informacion y de su cédigo fuente. Asimismo, se indicara el érgano que debe ser considerado
responsable a efectos de impugnacion.

COOPERACION ENTRE ADMINISTRACIONES PARA EL
IMPULSO DE LA ADMINISTRACION ELECTRONICA

Marco institucional de cooperacion en materia de administracion
electronica

Articulo 40. Comité Sectorial de administracion electronica.

1. El Comité Sectorial de administracién electrénica, dependiente de la Conferencia Sectorial
de Administracion Puablica, es el érgano técnico de cooperacion de la Administracion General
del Estado, de las administraciones de las Comunidades Auténomas y de las entidades que
integran la Administracion Local en materia de administracion electronica.

2. El Comité Sectorial de la administracion electronica velard por el cumplimiento de los fines y
principios establecidos en esta Ley, y en particular desarrollara las siguientes funciones:

a) Asegurar la compatibilidad e interoperabilidad de los sistemas y aplicaciones empleados
por las Administraciones Publicas.

b) Preparar planes programas conjuntos de actuacidon para impulsar el desarrollo de la
administracion electrénica en Espafia.

3. Cuando por razon de las materias tratadas resulte de interés podra invitarse a las
organizaciones, corporaciones 0 agentes sociales que se estime conveniente en cada caso a
participar en las deliberaciones del comité sectorial.
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Capitulo II.

Articulo 41. Interoperabilidad de los Sistemas de Informacioén.

Las Administraciones Publicas utilizaran las tecnologias de la informacién en sus relaciones
con las demas administraciones y con los ciudadanos, aplicando medidas informaticas,
tecnoldgicas, organizativas, y de seguridad, que garanticen un adecuado nivel de
interoperabilidad técnica, semantica y organizativa y eviten discriminacion a los ciudadanos por
razon de su eleccién tecnoldgica.

Articulo 42. Esquema Nacional de Interoperabilidad y Esquema Nacional de Seguridad.

1. El Esquema Nacional de Interoperabilidad comprendera el conjunto de criterios y
recomendaciones en materia de seguridad, conservacién y normalizacion de la informacion, de
los formatos y de las aplicaciones que deberan ser tenidos en cuenta por las Administraciones
Publicas para la toma de decisiones tecnoldgicas que garanticen la interoperabilidad.

2. El Esquema Nacional de Seguridad tiene por objeto establecer la politica de seguridad en la
utilizacion de medios electrénicos en el ambito de la presente Ley, y estd constituido por los
principios basicos y requisitos minimos que permitan una proteccion adecuada de la
informacion.

3. Ambos Esquemas se elaboraran con la participacién de todas las Administraciones y se
aprobaran por Real Decreto del Gobierno, a propuesta de la Conferencia Sectorial de
Administracion Publica y previo informe de la Comision Nacional de Administracién Local,
debiendo mantenerse actualizados de manera permanente.

4. En la elaboracién de ambos Esquemas se tendran en cuenta las recomendaciones de la
Unién Europea, la situacion tecnologica de las diferentes Administraciones Publicas, asi como
los servicios electrénicos ya existentes. A estos efectos consideraran la utilizacion de
estandares abiertos asi como, en su caso y de forma complementaria, estandares que sean de
uso generalizado por los ciudadanos.

Articulo 43. Red de comunicaciones de las Administraciones Publicas espafiolas.

La Administracién General del Estado, las Administraciones Autonémicas y las entidades que
integran la Administracion Local, asi como los consorcios u otras entidades de cooperacion
constituidos a tales efectos por éstas, adoptaran las medidas necesarias e incorporaran en sus
respectivos ambitos las tecnologias precisas para posibilitar la interconexién de sus redes con
el fin de crear una red de comunicaciones que interconecte los sistemas de informacion de las
Administraciones Publicas espafiolas y permita el intercambio de informacion y servicios entre
las mismas, asi como la interconexién con las redes de las Instituciones de la Unién Europea y
de otros Estados Miembros.
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Articulo 44. Red integrada de Atencién al Ciudadano.

1. Las Administraciones Publicas podran suscribir convenios de colaboracion con objeto de
articular medidas e instrumentos de colaboracion para la implantacion coordinada y
normalizada de una red de espacios comunes o ventanillas Unicas.

2. En particular, y de conformidad con lo dispuesto en el apartado anterior, se implantaran
espacios comunes o ventanillas Unicas para obtener la informacion prevista en el articulo 6.3
de esta Ley y para realizar los tramites y procedimientos a los que hace referencia el apartado
a) de dicho articulo.

Capitulo I11.

Articulo 45. Reutilizacién de sistemas y aplicaciones de propiedad de la Administracion.

1. Las administraciones titulares de los derechos de propiedad intelectual de aplicaciones,
desarrolladas por sus servicios 0 cuyo desarrollo haya sido objeto de contratacion, podran
ponerlas a disposicién de cualquier Administracion sin contraprestacion y sin necesidad de
convenio.

2. Las aplicaciones a las que se refiere el apartado anterior podran ser declaradas como de
fuentes abiertas, cuando de ello se derive una mayor transparencia en el funcionamiento de la
Administracion Publica o se fomente la incorporacién de los ciudadanos a la Sociedad de la
informacion.

Articulo 46. Transferencia de tecnologia entre Administraciones.

1. Las Administraciones Publicas mantendran directorios actualizados de aplicaciones para su
libre reutilizacién, especialmente en aquellos campos de especial interés para el desarrollo de
la administracion electrénica y de conformidad con lo que al respecto se establezca en el
Esquema Nacional de Interoperabilidad.

2. La Administracion General del Estado, a través de un centro para la transferencia de la
tecnologia, mantendra un directorio general de aplicaciones para su reutilizacion, prestara
asistencia técnica para la libre reutilizacion de aplicaciones e impulsara el desarrollo de
aplicaciones, formatos y estandares comunes de especial interés para el desarrollo de la
administracion electrénica en el marco de los esquemas nacionales de interoperabilidad y
seguridad.

DISPOSICIONES ADICIONALES

Primera. Reunion de Organos colegiados por medios electrénicos.

1. Los drganos colegiados podran constituirse y adoptar acuerdos utilizando medios
electronicos, con respeto a los tramites esenciales establecidos en los articulos 26 y el 27.1 de
la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun.
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2. En la Administracion General del Estado, lo previsto en el apartado anterior se efectuara de
acuerdo con las siguientes especialidades:

a) Debera garantizarse la realizacién efectiva de los principios que la legislacion establece
respecto de la convocatoria, acceso a la informacién y comunicacion del orden del dia, en
donde se especificaran los tiempos en los que se organizaran los debates, la formulacion y
conocimiento de las propuestas y la adopcién de acuerdos.

b) El régimen de constituciéon y adopcion de acuerdos garantizara la participaciéon de los
miembros de acuerdo con las disposiciones propias del érgano.

c) Las actas garantizaran la constancia de las comunicaciones producidas asi como el
acceso de los miembros al contenido de los acuerdos adoptados.

Segunda. Formacion de empleados publicos.

La Administracién General del Estado promovera la formacion del personal a su servicio en la
utilizacién de medios electrénicos para el desarrollo de las actividades propias de aquella. En
especial, los empleados publicos de la Administracion General del Estado recibiran formacién
especifica que garantice conocimientos actualizados de las condiciones de seguridad de la
utilizacion de medios electronicos en la actividad administrativa, asi como de proteccion de los
datos de caracter personal, respeto a la propiedad intelectual e industrial y gestién de la
informacion.

Tercera. Plan de Medios en la Administracién General del Estado.

En el plazo de seis meses a partir de la publicacion de esta Ley, el Ministerio de
Administraciones Publicas, en colaboracién con los Ministerios de Economia y Hacienda y de
Industria, Turismo y Comercio, elevara al Consejo de Ministros un Plan de implantacién de los
medios necesarios para el ambito de la Administracion General del Estado. Dicho Plan
incorporara las estimaciones de los recursos econdmicos, técnicos y humanos que se
consideren precisos para la adecuada aplicacién de lo dispuesto en la presente Ley en los
tiempos establecidos en el calendario al que se refiere el apartado 2 de la disposicion final
tercera, asi como los mecanismos de evaluacién y control de su aplicacion.

Cuarta. Procedimientos Especiales.

La aplicacion de lo dispuesto en el Titulo Tercero de esta ley a los procedimientos en materia
tributaria, de seguridad social y desempleo y de régimen juridico de los extranjeros en Espafia,
se efectuara de conformidad con lo establecido en las disposiciones adicionales quinta, sexta,
séptima y decimonovena de la Ley 30/1992, de Régimen Juridico de las Administraciones
Publicas y del Procedimiento Administrativo Comun. Asimismo, en la aplicacion de esta ley
habran de ser tenidas en cuenta las especificidades en materia de contratacién publica,
conforme a lo preceptuado en la disposicion adicional séptima del Texto Refundido de la Ley
de Contratos de las Administraciones Publicas, aprobado por Real Decreto Legislativo 2/2000,
de 16 de junio.

Quinta. Funcion Estadistica.

Lo dispuesto en los articulos 6.2.b) y 9 de la presente ley no sera de aplicacion a la recogida
de datos prevista en el Capitulo Il de la Ley 12/1989, de 9 de mayo, de la Funcion Estadistica
Publica.
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Sexta. Uso de Lenguas Oficiales.

1. Se garantizard el uso de las lenguas oficiales del Estado en las relaciones por medios
electronicos de los ciudadanos con las Administraciones Publicas, en los términos previstos en
la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comuan y en la normativa que en cada caso resulte de aplicacion.

2. A estos efectos, las sedes electrénicas cuyo titular tenga competencia sobre territorios con
régimen de cooficialidad lingiistica posibilitaran el acceso a sus contenidos y servicios en las
lenguas correspondientes.

3. Los sistemas y aplicaciones utilizados en la gestion electrénica de los procedimientos se
adaptaran a lo dispuesto en cuanto al uso de lenguas cooficiales en el articulo 36 de la ley
30/1992, de Régimen Juridico de las Administraciones Publicas y el Procedimiento
Administrativo Comun.

4. Cada Administracién Publica afectada determinara el calendario para el cumplimiento
progresivo de lo previsto en la presente disposicion, debiendo garantizar su cumplimiento total

en los plazos establecidos en la disposicion final tercera.

DISPOSICION TRANSITORIA

Unica. Régimen Transitorio.

1. Los procedimientos y actuaciones de los ciudadanos y las Administraciones Publicas que,
utilizando medios electronicos, se hayan iniciado con anterioridad a la entrada en vigor de la
presente Ley se seguiran rigiendo por la normativa anterior hasta su terminacion.

2. Los registros telematicos existentes a la entrada en vigor de la presente Ley seran
considerados registros electrénicos regulandose por lo dispuesto en los articulos 24, 25 y 26

de esta Ley.

DISPOSICION DEROGATORIA

Unica.

1. Quedan derogados los siguientes preceptos de la Ley 30/1992, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun: apartado nimero 9 del
articulo 38, apartados nameros 2, 3 y 4 del articulo 45, apartado nimero 3 del articulo 59 y la
disposicion adicional decimoctava.

2. Asimismo, quedan derogadas las normas de igual o inferior rango en cuanto contradigan o
se opongan a lo dispuesto en la presente Ley.
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DISPOSICIONES FINALES

Primera. Caracter basico de la Ley.

1. Los articulos 1, 2, 3, 4,5, 6,8.1, 9, 10, 11.1, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21.1,21.2, 22,
23, 24.1, 24.2, 24.3, 25, 26, 27, 28, 29.1, 29.2, 30, 32, 35, 37.1, 38, 42, el apartado 1 de la
disposicion adicional primera, la disposicion adicional cuarta, la disposicion transitoria Unica y
la disposicion final tercera se dictan al amparo de lo dispuesto en el articulo 149.1.18.2 de la
Constitucion, que atribuye al Estado la competencia sobre las bases del régimen juridico de las
Administraciones Publicas y sobre el procedimiento administrativo comun.

2. Con excepcion del articulo 42, el Titulo IV de la presente ley sera de aplicacion a todas las
Administraciones Publicas en la medida en que éstas participen o se adscriban a los érganos
de cooperacion o instrumentos previstos en el mismo.

Segunda. Publicacién electrénica del «Boletin Oficial del Estado».

La publicacion electronica del «Boletin Oficial del Estado» tendrd el caracter y los efectos
previstos en el articulo 11.2 de la presente Ley desde el 1 de enero de 2009.

Tercera. Adaptacion de las Administraciones Publicas para el ejercicio de derechos.

1. Desde la fecha de entrada en vigor de la presente Ley, los derechos reconocidos en el
articulo 6 de la presente ley podran ser ejercidos en relacion con los procedimientos y
actuaciones adaptados a lo dispuesto en la misma, sin perjuicio de lo sefialado en los
siguientes apartados. A estos efectos, cada Administracién Publica hard publica y mantendra
actualizada la relacién de dichos procedimientos y actuaciones.

2. En el ambito de la Administracién General del Estado y los organismos publicos vinculados
o dependientes de ésta, los derechos reconocidos en el articulo 6 de la presente ley podran
ser ejercidos en relacion con la totalidad de los procedimientos y actuaciones de su
competencia a partir del 31 de diciembre de 2009. A tal fin, el Consejo de Ministros establecera
y hara publico un calendario de adaptacién gradual de aquellos procedimientos y actuaciones
que lo requieran.

3. En el ambito de las Comunidades Autdbnomas, los derechos reconocidos en el articulo 6 de
la presente ley podran ser ejercidos en relacién con la totalidad de los procedimientos y
actuaciones de su competencia a partir del 31 de diciembre de 2009 siempre que lo permitan
sus disponibilidades presupuestarias.

4. En el ambito de las Entidades que integran la Administracion Local, los derechos
reconocidos en el articulo 6 de la presente ley podran ser ejercidos en relacion con la totalidad
de los procedimientos y actuaciones de su competencia a partir del 31 de diciembre de 2009
siempre que lo permitan sus disponibilidades presupuestarias. A estos efectos las
Diputaciones Provinciales, o en su caso los Cabildos y Consejos Insulares u otros organismos
supramunicipales, podran prestar los servicios precisos para garantizar tal efectividad en el
ambito de los municipios que no dispongan de los medios técnicos y organizativos necesarios
para prestarlos.
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Cuarta. Modificacién de la Ley 84/1978, de 28 de diciembre, por la que se regula la tasa
por expedicién del Documento Nacional de Identidad.

1. El apartado 2 del articulo 4 queda redactado del siguiente modo:

«2. Quienes hubieran de renovar preceptivamente su documento durante el plazo de
vigencia del mismo, por variacion de alguno de los datos que se recogen en el mismo.»

2. El articulo 6 queda redactado del siguiente modo:

«Articulo 6. Cuota tributaria. La cuota tributaria exigible sera de 6,70 euros. Los excesos del
costo de la expedicion, si existen, seran sufragados con cargo a los Presupuestos Generales
del Estado.»

Quinta. Modificacion de la Ley 16/1979, de 2 de octubre, sobre Tasas de la Jefatura
Central de Tréfico.

1. En el apartado 1 del articulo 5 se modifica la letra d) y se incorpora una nueva letra €) que
quedan redactadas del siguiente modo:

«d) Quienes soliciten duplicados de las autorizaciones administrativas para conducir o para
circular por cambio de domicilio.
e) Quienes soliciten la baja definitiva de un vehiculo por entrega en un establecimiento
autorizado para su destruccion.»

2. Los puntos 4 y 4 bis, primera columna de la izquierda del Grupo IV del articulo 6, quedan
redactados del siguiente modo:

«4. Duplicados de permisos, autorizaciones por extravio, sustraccion, deterioro, prérroga de
vigencia o cualquier modificacién de aquellos. 4 bis. duplicados de licencias de conduccién y
de circulacion de ciclomotores por extravio, sustraccion, deterioro, prorroga de vigencia o
cualquier modificacién de aquéllos.»

Sexta. Habilitacién para la regulacion del teletrabajo en la Administracion General del
Estado.

El Ministerio de Administraciones Publicas, en colaboracién con los Ministerios de Economia y
Hacienda, de Industria, Turismo y Comercio y de Trabajo y Asuntos Sociales, regularan antes
del 1 de marzo de 2008 las condiciones del teletrabajo en la Administracién General del
Estado.

Séptima. Desarrollo reglamentario del articulo 4.c).

El Gobierno desarrollard reglamentariamente lo previsto en el articulo 4.c) de la presente Ley
para garantizar que todos los ciudadanos, con especial atencién a las personas con algun tipo
de discapacidad y mayores, que se relacionan con la Administracion General del Estado
puedan acceder a los servicios electrénicos en igualdad de condiciones con independencia de
sus circunstancias personales, medios o conocimientos.
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Octava. Desarrollo y entrada en vigor de la Ley.

1. Corresponde al Gobierno y a las Comunidades Auténomas, en el ambito de sus respectivas
competencias, dictar las disposiciones necesarias para el desarrollo y aplicacion de la presente
Ley.

2. La presente Ley entrara en vigor el dia siguiente al de su publicacion en el «Boletin Oficial
del Estado».
Por tanto,
Mando a todo los espafioles, particulares y autoridades, que guarden y hagan guardar esta
Ley.
Madrid, 22 de junio de 2007.
JUAN CARLOS R.
La Presidenta del Gobierno en funciones,
MARIA TERESA FERNANDEZ DE LA VEGA SANZ

ANEXO
Definiciones
A efectos de la presente ley, se entiende por:

a) Actuacion administrativa automatizada: Actuacién administrativa producida por un sistema
de informacion adecuadamente programado sin necesidad de intervencion de una persona
fisica en cada caso singular. Incluye la produccion de actos de tramite o resolutorios de
procedimientos, asi como de meros actos de comunicacion.

b) Aplicacién: Programa o conjunto de programas cuyo objeto es la resolucion de un
problema mediante el uso de informatica.

c¢) Aplicacion de fuentes abiertas: Aquella que se distribuye con una licencia que permite la
libertad de ejecutarla, de conocer el cddigo fuente, de modificarla o mejorarla y de redistribuir
copias a otros usuarios.

d) Autenticacién: Acreditacion por medios electrénicos de la identidad de una persona o
ente, del contenido de la voluntad expresada en sus operaciones, transacciones y
documentos, y de la integridad y autoria de estos ultimos.

e) Canales: Estructuras o medios de difusién de los contenidos y servicios; incluyendo el
canal presencial, el telefénico y el electronico, asi como otros que existan en la actualidad o
puedan existir en el futuro (dispositivos méviles, TDT, etc).

f) Certificado electrénico: Segun el articulo 6 de la Ley 59/2003, de 19 de diciembre, de
Firma Electrénica, «<Documento firmado electronicamente por un prestador de servicios de
certificacién que vincula unos datos de verificacién de firma a un firmante y confirma su
identidad».

g) Certificado electrénico reconocido: Segun el articulo 11 de la Ley 59/2003, de 19 de
diciembre, de Firma Electronica: «Son certificados reconocidos los certificados electronicos
expedidos por un prestador de servicios de certificacion que cumpla los requisitos
establecidos en esta Ley en cuanto a la comprobacion de la identidad y demas
circunstancias de los solicitantes y a la fiabilidad y las garantias de los servicios de
certificacién que prestens».

h) Ciudadano: Cualesquiera personas fisicas, personas juridicas y entes sin personalidad
gue se relacionen, o sean susceptibles de relacionarse, con las Administraciones Publicas.



N11. Ley 34/2002 de servicios de la sociedad de la informacién y de comercio

electronico

Pagina 37/37

i) Direccion electrénica: Identificador de un equipo o sistema electronico desde el que se
provee de informacién o servicios en una red de comunicaciones.
j) Documento electrénico: Informacion de cualquier naturaleza en forma electrénica,
archivada en un soporte electrénico segun un formato determinado y susceptible de
identificaciéon y tratamiento diferenciado.
k) Estandar abierto: Aquel que retina las siguientes condiciones:
- sea publico y su utilizacion sea disponible de manera gratuita o a un coste que no
suponga una dificultad de acceso,
- su uso y aplicacion no esté condicionado al pago de un derecho de propiedad intelectual
0 industrial.
[) Firma electrénica: Segun el articulo 3 de la Ley 59/2003, de 19 de diciembre, de Firma
Electrénica, «conjunto de datos en forma electrénica, consignados junto a otros o asociados
con ellos, que pueden ser utilizados como medio de identificacion del firmante».
m) Firma electrénica avanzada: Segun el articulo 3 de la Ley 59/2003, de 19 de diciembre,
de Firma Electrénica, «firma electronica que permite identificar al firmante y detectar
cualquier cambio ulterior de los datos firmados, que esta vinculada al firmante de manera
Unica y a los datos a que se refiere y que ha sido creada por medios que el firmante puede
mantener bajo su exclusivo control».
n) Firma electrénica reconocida: Segun el articulo 3 de la Ley 59/2003, de 19 de diciembre,
de Firma Electrénica, «firma electrénica avanzada basada en un certificado reconocido y
generada mediante un dispositivo seguro de creacion de firmas.
0) Interoperabilidad: Capacidad de los sistemas de informacion, y por ende de los
procedimientos a los que éstos dan soporte, de compartir datos y posibilitar el intercambio de
informacion y conocimiento entre ellos.
p) Medio electronico: Mecanismo, instalacion, equipo o sistema que permite producir,
almacenar o transmitir documentos, datos e informaciones; incluyendo cualesquiera redes
de comunicacion abiertas o restringidas como Internet, telefonia fija y moévil u otras.
g) Punto de acceso electronico: Conjunto de paginas web agrupadas en un dominio de
Internet cuyo objetivo es ofrecer al usuario, de forma facil e integrada, el acceso a una serie
de recursos y de servicios dirigidos a resolver necesidades especificas de un grupo de
personas o el acceso a la informacion y servicios de a una institucion publica.
r) Sistema de firma electrénica: Conjunto de elementos intervinientes en la creacién de una
firma electronica. En el caso de la firma electronica basada en certificado electronico,
componen el sistema, al menos, el certificado electrénico, el soporte, el lector, la aplicacion
de firma utilizada y el sistema de interpretacion y verificacién utilizado por el receptor del
documento firmado.
s) Sellado de tiempo: Acreditacién a cargo de un tercero de confianza de la fecha y hora de
realizacion de cualquier operacién o transaccién por medios electrénicos.
t) Espacios comunes o ventanillas Unicas: Modos o canales (oficinas integradas, atencion
telefénica, paginas en Internet y otros) a los que los ciudadanos pueden dirigirse para
acceder a las informaciones, tramites y servicios publicos determinados por acuerdo entre
varias Administraciones.
u) Actividad de servicio: Cualquier actividad econdmica por cuenta propia, prestada
normalmente a cambio de una remuneracion.
v) Prestador de actividad de servicio: Cualquier persona fisica o juridica que ofrezca o preste
una actividad de servicio.



N12. Ley 32/2003, General de Telecomunicaciones

Pagina 1/75
DISPOSICIONES GENERALES

JUAN CARLOS |
REY DE ESPANA
A todos los que la presente vieren y entendieren. Sabed: Que las Cortes Generales han
aprobado y Yo vengo en sancionar la siguiente Ley.

EXPOSICION DE MOTIVOS

La Ley 11/1998, de 24 de abril, General de Telecomunicaciones, instauré un régimen
plenamente liberalizado en la prestacion de servicios y el establecimiento y explotacion de
redes de telecomunicaciones, abriendo el sector a la libre competencia entre operadores. El
marco normativo establecido por ella ha demostrado una eficacia que ha permitido que en
nuestro pais haya surgido una multiplicidad de operadores para los distintos servicios,
redundando en una mayor capacidad de eleccién por los usuarios, y la aparicion de un
importante sector de las telecomunicaciones, lo que, a su vez, ha proporcionado las
infraestructuras y condiciones iddneas para fomentar el desarrollo de la sociedad de la
informacién, mediante su convergencia con el sector audiovisual y el de los servicios
telematicos, en torno a la implantacion de internet.

Consciente de los importantes logros obtenidos, la Unién Europea ha dirigido sus esfuerzos a
consolidar el marco armonizado de libre competencia en las telecomunicaciones alcanzado en
sus Estados miembros.

Este esfuerzo ha desembocado en la aprobacion de un nuevo marco regulador de las
comunicaciones electronicas, compuesto por diversas disposiciones comunitarias. Se trata de
la Directiva 2002/21/CE, del Parlamento Europeo y del Consejo, de 7 de marzo de 2002,
relativa a un marco regulador comin de las redes y los servicios de comunicaciones
electronicas ; la Directiva 2002/20/CE, del Parlamento Europeo y del Consejo, de 7 de marzo
de 2002, relativa a la autorizacion de redes y servicios de comunicaciones electrénicas ; la
Directiva 2002/22/CE, del Parlamento Europeo y del Consejo, de 7 de marzo de 2002, relativa
al servicio universal y los derechos de los usuarios en relacion con las redes y los servicios de
comunicaciones electrénicas ; la Directiva 2002/19/CE, del Parlamento Europeo y del Consejo,
de 7 de marzo de 2002, relativa al acceso a las redes de comunicaciones electrénicas y
recursos asociados, y a su interconexion ; la Directiva 2002/58/CE, del Parlamento Europeo y
del Consejo, de 12 de julio de 2002, relativa al tratamiento de los datos personales y a la
protecciéon de la intimidad en el sector de las comunicaciones electrénicas ; la Directiva
2002/77ICE, de la Comision, de 16 de septiembre de 2002, relativa a la competencia en los
mercados de redes y servicios de comunicaciones electronicas ; y, finalmente, la Decision n.°
676/2002/CE, del Parlamento Europeo y del Consejo, de 7 de marzo de 2002, sobre un marco
regulador de la politica del espectro radioeléctrico en la Comunidad Europea. Mediante esta
ley se trasponen las citadas directivas. Cabe sefialar que la Directiva 2002/58/CE se traspone
en la medida en que afecta a las redes y servicios de comunicaciones electrénicas.

La nueva regulacion comunitaria supone una profundizacién en los principios ya consagrados
en la normativa anterior, basados en un régimen de libre competencia, la introducciéon de
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mecanismos correctores que garanticen la aparicion y viabilidad de operadores distintos a los
titulares del antiguo monopolio, la proteccion de los derechos de los usuarios, la minima
intervencién de la Administracion en el sector, el respeto de la autonomia de las partes en las
relaciones entre operadores y la supervision administrativa de los aspectos relacionados con el
servicio publico, el dominio publico y la defensa de la competencia.

Esta ley, junto con su necesario desarrollo reglamentario, incorpora al ordenamiento juridico
espafiol el contenido de la normativa comunitaria citada, respetando plenamente los principios
recogidos en ella, aunque adaptandolo a las peculiaridades propias del derecho y la situacion
econdmica y social de nuestro pais. Esto Ultimo, ademas, propiciado por el instrumento juridico
formal en que se plasma la regulacion comunitaria, esto es, la directiva, que permite que los
Estados miembros elijan la via idonea para incorporar a cada pais la regulacién armonizada.
Ha sido un criterio inspirador de este texto legal una simplificacién de la regulacion contenida
en él. De este modo, se pretende la existencia de una norma legal que garantice los principios
basicos ya expuestos, pero que, a la vez, aporte la necesaria flexibilidad para un texto con
vocacion de permanencia.

Es preciso destacar los siguientes aspectos de la nueva regulacion.

En primer lugar, se dirige a regular exclusivamente el sector de las telecomunicaciones, en
ejercicio de la competencia exclusiva del Estado prevista en el articulo 149.1.21.a de la
Constitucion. La ley excluye expresamente de su regulacion los contenidos difundidos a través
de medios audiovisuales, que constituyen parte del régimen de los medios de comunicacion
social, y que se caracterizan por ser transmitidos en un solo sentido de forma simultanea a una
multiplicidad de usuarios.

Igualmente se excluye de su regulacion la prestacion de servicios sobre las redes de
telecomunicaciones que no consistan principalmente en el transporte de sefiales a través de
dichas redes. Estos ultimos son objeto de regulacion en la Ley 34/2002, de 11 de julio, de
Servicios de la Sociedad de la Informacién y de Comercio Electrénico. No obstante, las redes
utilizadas como soporte de los servicios de radiodifusion sonora y televisiva, las redes de
televisién por cable y los recursos asociados, como parte integrante de las comunicaciones
electrénicas, estaran sujetos a lo establecido en esta ley.

El conjunto de directivas citadas tiene por objeto la regulacién de las comunicaciones
electronicas. El concepto de "comunicaciones electrénicas” tiene un ambito mas restringido
que el de "telecomunicaciones". En efecto, al regular las comunicaciones electrénicas, las
directivas se refieren a &mbitos concretos de las telecomunicaciones, como serian, entre otros,
la habilitacién para actuar como operador en este sector, los derechos y obligaciones de los
operadores, las obligaciones en materia de interconexién y acceso, la necesidad de garantizar
unas prestaciones minimas bajo el epigrafe del servicio universal y los derechos de los
usuarios.

Sin embargo, como puede facilmente advertirse, las directivas no abordan ciertos temas que
se encuentran dentro del régimen de las telecomunicaciones, como podrian ser los requisitos
para la evaluacion de la conformidad y puesta en el mercado de los aparatos de
telecomunicaciones. De ahi que el término "telecomunicaciones" se mantenga en la ribrica de
la ley, siendo asi que su articulado distingue entre los supuestos en que se estan regulando
aspectos relativos al régimen de las comunicaciones electronicas y los que no se incluyen en
tal epigrafe, todos ellos, eso si, bajo el denominador comun de las telecomunicaciones.
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Como consecuencia, toda la regulacion de las comunicaciones electronicas se entiende
incluida en el concepto mas amplio de telecomunicaciones y, por lo tanto, dictada por el
Estado en virtud de su atribucion competencial exclusiva del articulo 149.1.21.a de la
Constitucion.

Se avanza en la liberalizaciéon de la prestacion de servicios y la instalacién y explotacion de
redes de comunicaciones electrénicas. En este sentido, cumpliendo con el principio de
intervencién minima, se entiende que la habilitacion para dicha prestacion y explotacion a
terceros viene concedida con caracter general e inmediato por la ley. Unicamente sera
requisito previo la notificacién a la Comision del Mercado de las Telecomunicaciones para
iniciar la prestacion del servicio.

Desaparecen, pues, las figuras de las autorizaciones y licencias previstas en la Ley 11/1998,
de 24 de abril, General de Telecomunicaciones, como titulos habilitantes individualizados de
que era titular cada operador para la prestacién de cada red o servicio.

Se refuerzan las competencias y facultades de la Comision del Mercado de las
Telecomunicaciones en relacién con la supervision y regulacion de los mercados.

Se contempla un sistema que gana en flexibilidad, mediante el cual este organismo realizara
analisis periédicos de los distintos mercados de referencia, detectando aquellos que no se
estén desarrollando en un contexto de competencia efectiva e imponiendo, en ese caso,
obligaciones especificas a los operadores con poder significativo en el mercado. Es novedoso
también el cambio en la definicibn de este tipo de operadores, pasando de un concepto
"formal”, esto es, basado en la superacion de una determinada cuota de mercado, a uno
"material", mas cercano al tradicional derecho de la competencia, es decir, basado en la
posicién de fuerza del operador que le permite actuar con independencia de sus competidores
o de los consumidores que sean personas fisicas y usuarios.

En relacién con la garantia de los derechos de los usuarios, la ley recoge la ampliacién de las
prestaciones, que, como minimo esencial, deben garantizarse a todos los ciudadanos, bajo la
denominacién de "servicio universal'. Se incluye el acceso funcional a internet, ya incorporado
anticipadamente por la Ley 34/2002, de 11 de julio, de Servicios de la Sociedad de la
Informacién y de Comercio Electrénico, y la posibilidad de que se ofrezcan opciones tarifarias
especiales que permitan un mayor control del gasto por los usuarios. Ademas, se amplia el
catalogo de derechos de los consumidores que sean personas fisicas y usuarios reconocidos
con rango legal.

La regulacion de la ocupacion del dominio publico o la propiedad privada para la instalacion de
redes, pretende establecer unos criterios generales, que deberan ser respetados por las
Administraciones publicas titulares del dominio publico. De este modo, se reconocen derechos
de ocupacion a todos los operadores que practiquen la notificacion a la Comision del Mercado
de las Telecomunicaciones, en la medida que sea necesario para la instalacién de sus redes, a
la vez que se detallan los principios béasicos que garanticen el ejercicio de dicho derecho en
condiciones de igualdad y transparencia, con independencia de la Administracién o el titular
del dominio publico o la propiedad privada.

En lo referente al dominio publico radioeléctrico, se incorporan la regulacidon y tendencias
comunitarias en la materia, esto es, la garantia del uso eficiente del espectro radioeléctrico,
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como principio superior que debe guiar la planificacion y la asignaciéon de frecuencias por la
Administracion y el uso de éstas por los operadores.

Asimismo, se abre la posibilidad de la cesion de derechos de uso del espectro radioeléctrico,
en las condiciones que se determinen reglamentariamente. En los supuestos en que las
bandas de frecuencias asignadas a determinados servicios sean insuficientes para atender la
demanda de los operadores, se prevé la celebracion de procedimientos de licitacion. Como
requisito esencial en la prestacion de servicios mediante tecnologias que usen el dominio
publico radioeléctrico, se establece el respeto a los limites de las emisiones radioeléctricas
establecidas en la normativa vigente.

La ley también tiene como objetivo el establecimiento de una serie de criterios que guien la
actuacion en la imposicién de tasas que afecten a los servicios de telecomunicaciones.
Distingue entre aquellas tasas que respondan a la necesidad de compensar actuaciones
administrativas, donde la cuantia se fijara en funcion de su coste, de aquellas impuestas sobre
el uso de recursos asociados, como el dominio publico, las frecuencias o la numeracién. En
este Ultimo caso se perseguird garantizar su uso 6ptimo, teniendo en cuenta el valor del bien y
su escasez. Como principios basicos de estas exacciones se establecen la transparencia, la
proporcionalidad y su justificacion objetiva.

En la tipificacién de infracciones y la imposicion de las correspondientes sanciones se han
reforzado las potestades administrativas, como necesario contrapunto a una mayor
simplificacién en las condiciones para obtener la habilitacion para prestar servicios. Con ello, el
control "ex ante" que suponia la obtenciébn de una autorizacién individualizada para cada
operador con la Ley 11/1998, de 24 de abril, General de Telecomunicaciones, viene a ser
sustituido por uno "ex post", mediante la posibilidad de obtener informacion de los operadores,
de imponer medidas cautelares en el procedimiento sancionador o de inhabilitar a las
empresas que cometan infracciones muy graves.

En sus disposiciones adicionales y transitorias, la ley aborda ciertos problemas derivados de
su entrada en vigor o conexos con esta regulacion. Entre ellos, cabe destacar la adaptacién

automatica prevista para los titulos habilitantes anteriores a esta ley, que sera llevada a cabo
por la Comision del Mercado de las Telecomunicaciones.

DISPOSICIONES GENERALES

Articulo 1. Objeto de la Ley.

1. El objeto de esta ley es la regulacion de las telecomunicaciones, que comprenden la
explotacién de las redes y la prestacion de los servicios de comunicaciones electronicas y los
recursos asociados, de conformidad con el articulo 149.1.21.a de la Constitucion.

2. Quedan excluidos del ambito de esta ley el régimen aplicable a los contenidos de caracter
audiovisual transmitidos a través de las redes, asi como el régimen basico de los medios de
comunicacion social de naturaleza audiovisual a que se refiere el articulo 149.1.27.a de la
Constitucion.
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Asimismo, se excluye del ambito de esta ley la regulacién de los servicios que suministren
contenidos transmitidos mediante redes y servicios de comunicaciones electronicas, de las
actividades que consistan en el ejercicio del control editorial sobre dichos contenidos y los
servicios de la Sociedad de la Informacion, regulados en la Ley 34/2002, de 11 de julio, de
servicios de la sociedad de la informacion y de comercio electrénico, que no consistan, en su
totalidad o principalmente, en el transporte de sefales a través de redes de comunicaciones
electronicas.

Articulo 2. Las telecomunicaciones como servicios de interés general.

1. Las telecomunicaciones son servicios de interés general que se prestan en régimen de libre
competencia.

2. Solo tienen la consideracién de servicio publico o estan sometidos a obligaciones de servicio
publico los servicios regulados en el articulo 4 y en el titulo 11l de esta ley.

La imposicion de obligaciones de servicio publico perseguira la consecucién de los objetivos
establecidos en el articulo 3 de esta ley y podra recaer sobre los operadores que obtengan
derechos de ocupacion del dominio publico o de la propiedad privada, de derechos de uso del
dominio publico radioeléctrico, o que ostenten la condicion de operador con poder significativo
en un determinado mercado de referencia.

Articulo 3. Objetivos y principios de la Ley.
Los objetivos y principios de esta ley son los siguientes:

a) Fomentar la competencia efectiva en los mercados de telecomunicaciones y, en particular,
en la explotacién de las redes y en la prestacién de los servicios de comunicaciones
electrénicas y en el suministro de los recursos asociados a ellos. Todo ello promoviendo una
inversion eficiente en materia de infraestructuras y fomentando la innovacion.

b) Garantizar el cumplimiento de las referidas condiciones y de las obligaciones de servicio
publico en la explotacion de redes y la prestacion de servicios de comunicaciones
electrénicas, en especial las de servicio universal.

¢) Promover el desarrollo del sector de las telecomunicaciones, asi como la utilizacion de los
nuevos servicios y el despliegue de redes, y el acceso a éstos, en condiciones de igualdad, e
impulsar la cohesion territorial, econémica y social.

d) Hacer posible el uso eficaz de los recursos limitados de telecomunicaciones, como la
numeracion y el espectro radioeléctrico, y la adecuada proteccién de este ultimo, y el acceso
a los derechos de ocupacion de la propiedad publica y privada.

e) Defender los intereses de los usuarios, asegurando su derecho al acceso a los servicios
de comunicaciones electrénicas en adecuadas condiciones de eleccion, precio y calidad, y
salvaguardar, en la prestacion de éstos, la vigencia de los imperativos constitucionales, en
particular, el de no discriminacién, el del respeto a los derechos al honor, a la intimidad, a la
proteccion de los datos personales y al secreto en las comunicaciones, el de la proteccion a
la juventud y a la infancia y la satisfaccion de las necesidades de los grupos con
necesidades especiales, tales como las personas con discapacidad. A estos efectos, podran
imponerse obligaciones a los prestadores de los servicios para la garantia de dichos
derechos.

f) Fomentar, en la medida de lo posible, la neutralidad tecnolégica en la regulacion.
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g) Promover el desarrollo de la industria de productos y servicios de telecomunicaciones.
h) Contribuir al desarrollo del mercado interior de servicios de comunicaciones electrénicas
en la Unién Europea.

Articulo 4. Servicios de telecomunicaciones para la defensa nacional y la proteccién
civil.

1. Las redes, servicios, instalaciones y equipos de telecomunicaciones que desarrollen
actividades esenciales para la defensa nacional integran los medios destinados a ésta, se
reservan al Estado y se rigen por su normativa especifica.

2. El Ministerio de Ciencia y Tecnologia es el érgano de la Administracién General del Estado
con competencia, de conformidad con la legislacion especifica sobre la materia y lo
establecido en esta ley, para ejecutar, en la medida que le afecte, la politica de defensa
nacional en el sector de las telecomunicaciones, con la debida coordinacion con el Ministerio
de Defensa y siguiendo los criterios fijados por éste.

En el marco de las funciones relacionadas con la defensa civil, corresponde al Ministerio de
Ciencia y Tecnologia estudiar, planear, programar, proponer y ejecutar cuantas medidas se
relacionen con su aportacion a la defensa nacional en el @mbito de las telecomunicaciones.

A tales efectos, los Ministerios de Defensa y de Ciencia y Tecnologia coordinaran la
planificacion del sistema de telecomunicaciones de las Fuerzas Armadas, a fin de asegurar, en
la medida de lo posible, su compatibilidad con los servicios civiles. Asimismo elaboraran los
programas de coordinacién tecnoldgica precisos que faciliten la armonizacién, homologacién y
utilizacion, conjunta o indistinta, de los medios, sistemas y redes civiles y militares en el ambito
de las telecomunicaciones. Para el estudio e informe de estas materias, se constituiran los
Organos interministeriales que se consideren adecuados, con la composicion y competencia
que se determinen reglamentariamente.

3. En los ambitos de la seguridad publica y de la proteccién civil, en su especifica relacion con
el uso de las telecomunicaciones, el Ministerio de Ciencia y Tecnologia cooperard con el
Ministerio del Interior y con los 6rganos responsables de las comunidades autbénomas con
competencias sobre las citadas materias.

4. Los bienes muebles o inmuebles vinculados a los centros, establecimientos y dependencias
afectos a la explotacion de las redes y a la prestacion de los servicios de telecomunicaciones
dispondran de las medidas y sistemas de seguridad, vigilancia, difusién de informacion,
prevencion de riesgos y proteccién que se determinen por el Gobierno, a propuesta de los
Ministerios de Defensa, del Interior o de Ciencia y Tecnologia, dentro del ambito de sus
respectivas competencias. Estas medidas y sistemas deberdn estar disponibles en las
situaciones de normalidad o en las de crisis, asi como en los supuestos contemplados en la
Ley Orgéanica 4/1981, de 1 de junio, reguladora de los Estados de Alarma, Excepcién y Sitio, y
en la Ley 2/1985, de 21 de enero, de Proteccion Civil.

5. El Gobierno, con caracter excepcional y transitorio, podra acordar la asuncién por la
Administracion General del Estado de la gestiéon directa de determinados servicios o de la
explotacion de ciertas redes de comunicaciones electrénicas, de acuerdo con el texto
refundido de la Ley de Contratos de las Administraciones Publicas, aprobado por el Real
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Decreto Legislativo 2/2000, de 16 de junio, para garantizar la seguridad publica y la defensa
nacional. Asimismo, en el caso de incumplimiento de las obligaciones de servicio publico a las
gue se refiere el titulo Il de esta ley, el Gobierno, previo informe preceptivo de la Comisién del
Mercado de las Telecomunicaciones, e igualmente con caracter excepcional y transitorio,
podra acordar la asuncion por la Administracién General del Estado de la gestion directa de los
correspondientes servicios o de la explotacion de las correspondientes redes. En este Ultimo
caso, podra, con las mismas condiciones, intervenir la prestacién de los servicios de
comunicaciones electronicas.

Los acuerdos de asuncion de la gestion directa del servicio y de intervencion de éste o los de
intervenir o explotar las redes a los que se refiere el parrafo anterior se adoptaran por el
Gobierno por propia iniciativa o a instancia de una Administracion puablica territorial. En este
Ultimo caso serd preciso que la Administracion publica territorial tenga competencias en
materia de seguridad o para la prestacion de los servicios publicos afectados por el anormal
funcionamiento del servicio o de la red de comunicaciones electronicas. En el supuesto de que
el procedimiento se inicie a instancia de una Administracion distinta de la del Estado, aquélla
tendra la consideracion de interesada y podra evacuar informe con caracter previo a la
resolucion final.

6. La regulacion contenida en esta ley se entiende sin perjuicio de lo previsto en la normativa
especifica sobre telecomunicaciones relacionadas con la seguridad publica y la defensa
nacional.

EXPLOTACION DE REDES Y PRESTACION DE
SERVICIOS DE COMUNICACIONES ELECTRONICAS
EN REGIMEN DE LIBRE COMPETENCIA

Disposiciones generales

Articulo 5. Principios aplicables.

1. La explotacidon de las redes y la prestacion de los servicios de comunicaciones electrénicas
se realizara en régimen de libre competencia sin mas limitaciones que las establecidas en esta
ley y su normativa de desarrollo.

2. La adquisicién de los derechos de uso de dominio publico radioeléctrico, de ocupacién del
dominio publico o de la propiedad privada y de los recursos de humeracién necesarios para la
explotacién de redes y para la prestacion de servicios de comunicaciones electronicas debera
realizarse conforme a lo dispuesto en su normativa especifica.

Articulo 6. Requisitos exigibles para la explotacion de las redes y la prestacion de los
servicios de comunicaciones electrénicas.

1. Podran explotar redes y prestar servicios de comunicaciones electrénicas a terceros las
personas fisicas o juridicas nacionales de un Estado miembro de la Unién Europea o con otra



N12. Ley 32/2003, General de Telecomunicaciones

Pagina 8/75

nacionalidad, cuando, en el segundo caso, asi esté previsto en los acuerdos internacionales
gue vinculen al Reino de Espafa. Para el resto de personas fisicas o juridicas, el Gobierno
podra autorizar excepciones de caracter general o particular a la regla anterior.

En todo caso, las personas fisicas o juridicas que exploten redes o presten servicios de
comunicaciones electrénicas a terceros deberan designar una persona responsable a efecto
de notificaciones domiciliada en Espafia, sin perjuicio de lo que puedan prever los acuerdos
internacionales.

2. Los interesados en la explotacion de una determinada red o en la prestacion de un
determinado servicio de comunicaciones electronicas deberan, con anterioridad al inicio de la
actividad, notificarlo fehacientemente a la Comision del Mercado de las Telecomunicaciones
en los términos que se determinen mediante real decreto, sometiéndose a las condiciones
previstas para el ejercicio de la actividad que pretendan realizar. Quedan exentos de esta
obligacion quienes exploten redes y se presten servicios de comunicaciones electrénicas en
régimen de autoprestacion.

3. Cuando la Comision del Mercado de las Telecomunicaciones constate que la notificacion no
redne los requisitos establecidos en el apartado anterior, dictara resolucion motivada en un
plazo maximo de 15 dias, no teniendo por realizada aquella.

Articulo 7. Registro de operadores.

Se crea, dependiente de la Comision del Mercado de las Telecomunicaciones, el Registro de
operadores.

Dicho registro sera de caracter publico y su regulacion se hara por real decreto. En él deberan
inscribirse los datos relativos a las personas fisicas o juridicas que hayan notificado su
intencion de explotar redes o prestar servicios de comunicaciones electrénicas, las condiciones
para desarrollar la actividad y sus modificaciones.

Articulo 8. Condiciones para la prestacion de servicios o la explotacion de redes de
comunicaciones electrénicas.

1. La explotacion de las redes y la prestacion de los servicios de comunicaciones electronicas
se sujetaran a las condiciones previstas en esta ley y su normativa de desarrollo, entre las
cuales se incluiran las de salvaguarda de los derechos de los usuarios finales.

2. Con arreglo a los principios de objetividad y de proporcionalidad, el Gobierno podra
modificar las condiciones impuestas previa audiencia de los interesados, del Consejo de
Consumidores y Usuarios y, en su caso, de las asociaciones mas representativas de los
restantes usuarios, e informe de la Comision del Mercado de las Telecomunicaciones. La
modificacién se realizara mediante real decreto, que establecera un plazo para que los
operadores se adapten a aquella.

3. Las entidades publicas o privadas que, de acuerdo con la legislacion vigente, tengan
derechos especiales 0 exclusivos para la prestacion de servicios en otro sector econémico y
gue exploten redes publicas o presten servicios de comunicaciones electronicas disponibles al
publico deberan llevar cuentas separadas y auditadas para sus actividades de comunicaciones
electronicas, o establecer una separacion estructural para las actividades asociadas con la
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explotacion de redes o la prestacion de servicios de comunicaciones electronicas. Mediante
real decreto podra establecerse la exencion de esta obligacion para las entidades cuyo
volumen de negocios anual en actividades asociadas con las redes o servicios de
comunicaciones electrénicas sea inferior a 50 millones de euros.

4. La explotacion de redes o la prestacidn de servicios de comunicaciones electronicas por las
Administraciones publicas, directamente o a través de sociedades en cuyo capital participen
mayoritariamente, se ajustara a lo dispuesto en esta ley y sus normas de desarrollo y se
realizara con la debida separacién de cuentas y con arreglo a los principios de neutralidad,
transparencia y no discriminaciéon. La Comision del Mercado de las Telecomunicaciones podra
imponer condiciones especiales que garanticen la no distorsion de la libre competencia.

Articulo 9. Obligaciones de suministro de informacién.

1. Las Autoridades Nacionales de Reglamentacién podran, en el ambito de su actuacion,
requerir a las personas fisicas o juridicas que exploten redes o presten servicios de
comunicaciones electronicas, la informacion necesaria para el cumplimiento de alguna de las
siguientes finalidades:

a) Comprobar el cumplimiento de las obligaciones que resulten de los derechos de uso del
dominio publico radioeléctrico, de la numeracién o de la ocupacion del dominio publico o de
la propiedad privada.

b) Satisfacer necesidades estadisticas o de analisis.

c) Evaluar la procedencia de las solicitudes de derechos de uso del dominio publico
radioeléctrico y de la numeracion.

d) La publicacion de sintesis comparativas sobre precios y calidad de los servicios, en
interés de los usuarios.

e) Elaborar andlisis que permitan la definicion de los mercados de referencia, la
determinacion de los operadores encargados de prestar el servicio universal y el
establecimiento de condiciones especificas a los operadores con poder significativo de
mercado en aquéllos.

f) Cumplir los requerimientos que vengan impuestos en el ordenamiento juridico.

g) Comprobar el cumplimiento del resto de obligaciones nacidas de esta ley.

Esta informacion, excepto aquella a la que se refiere el parrafo ¢), no podra exigirse antes
del inicio de la actividad y se suministrara en el plazo que se establezca en cada
requerimiento, atendidas las circunstancias del caso. Las Autoridades Nacionales de
Reglamentacién garantizaran la confidencialidad de la informacion suministrada que pueda
afectar al secreto comercial o industrial.

2. Las solicitudes de informacién que se realicen de conformidad con el apartado anterior
habran de ser motivadas y proporcionadas al fin perseguido.
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Capitulo II.

Articulo 10. Mercados de referenciay operadores con poder significativo en el mercado.

1. La Comisién del Mercado de las Telecomunicaciones, teniendo en cuenta las Directrices de
la Comision Europea para el analisis de mercados y determinacion de operadores con peso
significativo en el mercado, asi como la Recomendacion de Mercados Relevantes, definira,
mediante resolucion publicada en el "Boletin Oficial del Estado”, los mercados de referencia
relativos a redes y servicios de comunicaciones electrénicas, entre los que se incluiran los
correspondientes mercados de referencia al por mayor y al por menor, y el ambito geografico
de los mismos, cuyas caracteristicas pueden justificar la imposiciébn de obligaciones
especificas.

2. Asimismo, la Comision del Mercado de las Telecomunicaciones llevara a cabo, como
minimo cada dos afios, un analisis de los citados mercados, teniendo en cuenta las directrices
establecidas por la Comision Europea. Dicho andlisis se realizara previo informe del Servicio
de Defensa de la Competencia.

3. El andlisis a que se refiere el apartado anterior tendrd como finalidad determinar si los
distintos mercados de referencia se desarrollan en un entorno de competencia efectiva. En
caso contrario, la Comisién del Mercado de las Telecomunicaciones identificar4d y hara
publicos el operador u operadores que poseen un poder significativo en cada mercado
considerado.

Cuando un operador u operadores tengan, individual o conjuntamente, poder significativo en
un mercado de referencia, la Comision del Mercado de las Telecomunicaciones podré declarar
que lo tienen también en otro mercado de referencia estrechamente relacionado con el anterior
cuando los vinculos entre ambos sean tales que resulte posible hacer que el poder que se
tiene en un mercado produzca repercusiones en el otro, reforzando de esta manera el poder
en el mercado del operador.

4. En aquellos mercados en que se constate la inexistencia de un entorno de competencia
efectiva, la Comisién del Mercado de las Telecomunicaciones podra imponer, mantener o
modificar determinadas obligaciones especificas a los operadores que, de conformidad con el
apartado anterior, hayan sido identificados como operadores con poder significativo en dichos
mercados.

En la imposicion de dichas obligaciones se otorgara preferencia a las medidas en materia de
acceso, interconexion, seleccion y preseleccion frente a otras con mayor incidencia en la libre
competencia.

Las obligaciones especificas a que se refieren los parrafos anteriores se basaran en la
naturaleza del problema identificado, seran proporcionadas y estaran justificadas en el
cumplimiento de los objetivos del articulo 3 de esta ley. Dichas obligaciones se mantendran en
vigor durante el tiempo estrictamente imprescindible.

A la hora de imponer obligaciones especificas, se tomaran en consideracion, en su caso, las
condiciones peculiares presentes en nuevos mercados en expansion, esto es, aquellos con
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perspectivas de crecimiento elevadas y niveles reducidos de contratacion por los usuarios y en
los que todavia no se ha alcanzado una estructura estable, para evitar que se limite o retrase
su desarrollo.

5. En los mercados en los que se constate la existencia de competencia efectiva, la Comision
del Mercado de las Telecomunicaciones suprimird las obligaciones especificas que, en su
caso, tuvieran impuestas los operadores por haber sido declarados con poder significativo en
dichos mercados.

6. Reglamentariamente, el Gobierno establecerd las obligaciones especificas para los
mercados de referencia previstas en este articulo, entre las que se incluiran las recogidas en el
articulo 13 de esta ley y las relativas a los mercados al por menor, asi como las condiciones
para su imposicion, modificacion o supresion.

Capitulo III.

Articulo 11. Principios generales aplicables al acceso alas redes y recursos asociados y
a su interconexion.

1. Este capitulo y su desarrollo reglamentario seran aplicables a la interconexion y a los
accesos a redes publicas de comunicaciones electronicas y a sus recursos asociados, salvo
que el beneficiario del acceso sea un usuario final.

2. Los operadores de redes publicas de comunicaciones electrénicas tendran el derecho v,
cuando se solicite por otros operadores de redes publicas de comunicaciones electronicas, la
obligaciébn de negociar la interconexion mutua con el fin de prestar servicios de
comunicaciones electronicas disponibles al publico, con el objeto de garantizar asi la
prestacion de servicios y su interoperabilidad.

3. No existiran restricciones que impidan que los operadores negocien entre si acuerdos de
acceso o interconexién. La persona fisica o juridica habilitada para explotar redes o prestar
servicios en otro Estado miembro de la Unién Europea que solicite acceso o interconexion en
Espafia no necesitara llevar a cabo la notificacion a la que se refiere el articulo 6 de la ley,
cuando no explote redes ni preste servicios de comunicaciones electrénicas en el territorio
nacional.

4. La Comision del Mercado de las Telecomunicaciones podra intervenir en las relaciones
entre operadores, a peticion de cualquiera de las partes implicadas, o de oficio cuando esté
justificado, con objeto de fomentar y, en su caso, garantizar la adecuaciéon del acceso, la
interconexién y la interoperabilidad de los servicios, asi como la consecucion de los objetivos
establecidos en el articulo 3. Asimismo, el Ministerio de Ciencia y Tecnologia podra actuar, en
el ambito de sus competencias, para conseguir los citados objetivos.

5. Las obligaciones y condiciones que se impongan de conformidad con este capitulo seran
objetivas, transparentes, proporcionadas y no discriminatorias.

6. Los operadores que obtengan informacién de otros, en el proceso de negociacién de
acuerdos de acceso o interconexién, destinaran dicha informacién exclusivamente a los fines
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para los que les fue facilitada y respetardn en todo momento la confidencialidad de la
informacion transmitida o almacenada, en especial respecto de terceros, incluidos otros
departamentos de la propia empresa, filiales o asociados.

Articulo 12. Condiciones aplicables al acceso a las redes y recursos asociados y a su
interconexion.

1. Cuando se impongan obligaciones a un operador de redes publicas de comunicaciones
electrénicas para que facilite acceso, la Comisién del Mercado de las Telecomunicaciones
podra establecer determinadas condiciones técnicas u operativas al citado operador o a los
beneficiarios de dicho acceso cuando ello sea necesario para garantizar el funcionamiento
normal de la red, conforme se establezca reglamentariamente.

2. La Comision del Mercado de las Telecomunicaciones, en la medida en que sea necesario
garantizar la posibilidad de conexién de extremo a extremo, podra imponer obligaciones a los
operadores que controlen el acceso a los usuarios finales, incluida, en casos justificados, la
obligacion de interconectar sus redes cuando no lo hayan hecho.

Articulo 13. Obligaciones aplicables a los operadores con poder significativo en
mercados de referencia.

1. La Comisién del Mercado de las Telecomunicaciones, en la forma y en las condiciones que
se determinen en desarrollo del apartado 6 del articulo 10, podré imponer a los operadores
que, de conformidad con dicho articulo, hayan sido declarados con poder significativo en el
mercado obligaciones en materia de:

a) Transparencia, en relacién con la interconexion y el acceso, conforme a las cuales los
operadores deberan hacer publico determinado tipo de informacion, como la relativa a
contabilidad, especificaciones técnicas, caracteristicas de las redes, condiciones de
suministro y utilizacion, y precios. En particular, cuando se impongan obligaciones de no
discriminacion a un operador, se le podra exigir que publique una oferta de referencia.

b) No discriminacion, que garantizaran, en particular, que el operador aplique condiciones
equivalentes en circunstancias semejantes a otros operadores que presten servicios
equivalentes y proporcione a terceros servicios e informacién de la misma calidad que los
gue proporcione para sus propios servicios o los de sus filiales o asociados y en las mismas
condiciones.

c) Separacion de cuentas, en el formato y con la metodologia que, en su caso, se
especifiquen.

d) Acceso a recursos especificos de las redes y a su utilizacion.

e) Control de precios, tales como la orientacion de los precios en funcién de los costes, y
contabilidad de costes, para evitar precios excesivos 0 la compresion de los precios en
detrimento de los usuarios finales.

2. En circunstancias excepcionales y debidamente justificadas, la Comision del Mercado de las
Telecomunicaciones, previo sometimiento al mecanismo de consulta previsto en la disposicion
adicional octava, podra imponer obligaciones relativas al acceso o a la interconexion que no se
limiten a las materias enumeradas en el apartado anterior, asi como a operadores que no
hayan sido declarados con poder significativo en el mercado.
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Articulo 14. Resolucién de conflictos.

1. De los conflictos en materia de obligaciones de interconexion y acceso derivadas de esta ley
y de sus normas de desarrollo conocera la Comisién del Mercado de las Telecomunicaciones.
Esta, previa audiencia de las partes, dictara resolucion vinculante sobre los extremos objeto
del conflicto, en el plazo maximo de cuatro meses a partir del momento en que se pida su
intervencion, sin perjuicio de que puedan adoptarse medidas provisionales hasta el momento
en que se dicte la resolucién definitiva.

2. En caso de producirse un conflicto transfronterizo en el que una de las partes esté radicada
en otro Estado miembro de la Unién Europea, la Comisién del Mercado de las
Telecomunicaciones, en caso de que cualquiera de las partes asi lo solicite, coordinard, en los
términos que se establezcan mediante real decreto, sus esfuerzos para encontrar una solucién
al conflicto con la otra u otras autoridades nacionales de reglamentacion afectadas.

Articulo 15. Normas técnicas.

La Comision del Mercado de las Telecomunicaciones, en los acuerdos de acceso e
interconexion, fomentara el uso de las normas o especificaciones técnicas identificadas en la
relacion que la Comision Europea elabore a tal efecto, que se publicaran en el "Boletin Oficial
del Estado" cuando hayan sido declaradas de uso obligatorio, para garantizar la
interoperabilidad de los servicios y para potenciar la libertad de eleccién de los usuarios.

En defecto de dichas normas, la Comisioén del Mercado de las Telecomunicaciones fomentara
la aplicacion de las normas, especificaciones o recomendaciones que se aprueben por los
organismos europeos 0, en ausencia de éstas, por los organismos internacionales de
normalizacion.

Capitulo IV.

Articulo 16. Principios generales.

1. Para los servicios de comunicaciones electronicas disponibles al publico se proporcionaran
los niumeros y direcciones que se necesiten para permitir su efectiva prestacion, tomandose
esta circunstancia en consideracion en los planes nacionales de numeracion y
direccionamiento, respectivamente.

2. Sin perjuicio de lo dispuesto en el apartado anterior, la regulacion de los nombres de
dominio de internet bajo el indicativo del pais correspondiente a Espafia (".es") se regira por su
normativa especifica.

3. Corresponde al Gobierno la aprobacion de los planes nacionales de numeracion y, en su
caso, de direccionamiento y nombres, teniendo en cuenta las decisiones aplicables que se
adopten en el seno de las organizaciones y los foros internacionales. El procedimiento y los

plazos para la asignacion de numeros, asi como las condiciones asociadas al uso de los
nameros, que seran no discriminatorias, proporcionadas y transparentes, se estableceran
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reglamentariamente. Transcurrido el plazo maximo sin haberse notificado la resolucion
expresa, se podra entender desestimada la solicitud por silencio administrativo.

4. Corresponde a la Comisién del Mercado de las Telecomunicaciones la gestién y control de
los planes nacionales de numeracién y de cédigos de puntos de sefalizacion. Mediante real
decreto se determinaran las entidades encargadas de la gestién y control de otros planes
nacionales de direccionamiento y, en su caso, de nombres.

5. Los operadores a los que se haya asignado una serie de nimeros no podran discriminar a
otros operadores en lo que se refiere a las secuencias de niumeros utilizadas para dar acceso
a los servicios de éstos.

6. Los operadores que exploten redes publicas telefénicas o presten servicios telefénicos
disponibles al publico deberan cursar las llamadas que se efectien a los rangos de
numeracion telefénica nacional, al espacio europeo de numeracion telefénica y a otros rangos
de numeracion internacional, en los términos que se especifiquen en los planes nacionales de
numeracion o en sus disposiciones de desarrollo.

7. La asignacion de recursos publicos de numeracidon no supondra el otorgamiento de mas
derechos que el de su uso conforme a lo que se establece en esta ley. Todos los operadores
Yy, en su caso, los fabricantes y los comerciantes estaran obligados a tomar las medidas
necesarias para el cumplimiento de las decisiones que se adopten por el Ministerio de Ciencia
y Tecnologia o por la Comisién del Mercado de las Telecomunicaciones, en el ambito de sus
respectivas competencias sobre numeracion, direcciones y nombres.

Los usuarios finales tendran, en los términos que determine la normativa de desarrollo de la
ley, acceso a la numeracion. Esta normativa podra prever, cuando esté justificado, el acceso
por los usuarios finales a los nimeros de forma directa e independiente de los operadores para
determinados rangos que se definan en los planes nacionales de numeracién o en sus
disposiciones de desarrollo.

Articulo 17. Planes nacionales.

1. Los planes nacionales y sus disposiciones de desarrollo designaran los servicios para los
gue puedan utilizarse los ndmeros y, en su caso, direcciones y nombres correspondientes,
incluido cualquier requisito relacionado con la prestacion de tales servicios.

2. El contenido de los citados planes y el de los actos derivados de su desarrollo y gestion
seran publicos, salvo en lo relativo a materias que puedan afectar a la seguridad nacional.

3. A fin de cumplir con las obligaciones y recomendaciones internacionales o para garantizar la
disponibilidad suficiente de nameros, direcciones y nombres, el Ministerio de Ciencia y
Tecnologia, de oficio 0 a instancia de la entidad encargada de la gestién y control del plan
nacional correspondiente y mediante orden ministerial publicada en el "Boletin Oficial del
Estado”, podra modificar la estructura y la organizacion de los planes nacionales o, en
ausencia de éstos o de planes especificos para cada servicio, establecer medidas sobre la
utilizacion de los recursos numeéricos y alfanuméricos necesarios para la prestacion de los

servicios. Se habran de tener en cuenta, a tales efectos, los intereses de los afectados y los
gastos de adaptacion que, de todo ello, se deriven para los operadores y para los usuarios.
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Las modificaciones que se pretendan realizar deberan ser publicadas antes de su entrada en
vigor y con una antelacion suficiente.

4. Los planes nacionales y sus disposiciones de desarrollo podran establecer procedimientos
de seleccion competitiva 0 comparativa para la asignacion de nimeros y nombres con valor
econdmico excepcional.

Articulo 18. Conservacion de los nimeros telefénicos por los abonados.

Los operadores que exploten redes publicas telefénicas o presten servicios telefénicos
disponibles al publico garantizaran que los abonados a dichos servicios puedan conservar,
previa solicitud, los nimeros que les hayan sido asignados, con independencia del operador
gue preste el servicio. Mediante real decreto se fijardn los supuestos a los que sea de
aplicacion la conservacion de numeros, asi como los aspectos técnicos y administrativos
necesarios para que ésta se lleve a cabo.

Los costes derivados de la actualizacion de los elementos de la red y de los sistemas
necesarios para hacer posible la conservacion de los nimeros deberan ser sufragados por
cada operador sin que, por ello, tengan derecho a percibir indemnizacién alguna. Los demas
costes que produzca la conservacion de los ndimeros telefénicos se repartiran, a través del
oportuno acuerdo, entre los operadores afectados por el cambio. A falta de acuerdo, resolvera
la Comision del Mercado de las Telecomunicaciones. Los precios de interconexion para la
aplicacion de las facilidades de conservacion de los numeros habran de estar orientados en
funcion de los costes y, en caso de imponerse cuotas directas a los abonados, no deberan
tener, en ningln caso, efectos disuasorios para el uso de dichas facilidades.

Articulo 19. Seleccion de operador.

Los operadores que, de conformidad con el articulo 10, hayan sido declarados con poder
significativo en el suministro de conexion a la red telefénica publica y utilizaciéon de ésta desde
una ubicacion fija, permitiran a sus abonados, en los términos que reglamentariamente se
determinen por el Gobierno, el acceso a los servicios de cualquier proveedor interconectado de
servicios telefénicos disponibles al publico en cada llamada, mediante la marcacién de un
cbdigo de seleccién de operador, y por preseleccion, con posibilidad de anularla llamada a
llamada mediante marcacion de un cédigo de seleccion de operador. Los precios de
interconexién relacionados con las facilidades arriba mencionadas se estableceran en funcion
de los costes.

Asimismo, mediante real decreto se podran establecer obligaciones de seleccién y
preseleccion de operador en redes distintas de las mencionadas en el parrafo anterior.

La obligacién de confidencialidad contemplada en el apartado 6 del articulo 11 es aplicable a
los operadores respecto de los procesos de negociacidn de acuerdos de preseleccion.
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OBLIGACIONES DE SERVICIO PUBLICQ Y DERECHOS Y
OBLIGACIONES DE CARACTER PUBLICO EN LA
EXPLOTACION DE REDES Y EN LA PRESTACION DE

SERVICIOS DE COMUNICACIONES ELECTRONICAS

Obligaciones de servicio publico

SECCION 12 DELIMITACION
Articulo 20. Delimitacién de las obligaciones de servicio publico.

1. Este capitulo tiene por objeto garantizar la existencia de servicios de comunicaciones
electronicas disponibles al publico, de adecuada calidad en todo el territorio nacional a través
de una competencia y una libertad de eleccién reales, y tratar las circunstancias en que las
necesidades de los usuarios finales no se vean atendidas de manera satisfactoria por el
mercado.

2. Los operadores se sujetaran al régimen de obligaciones de servicio publico y de caracter
publico, de acuerdo con lo establecido en este titulo. Cuando se impongan obligaciones de
servicio publico, conforme a lo dispuesto en este capitulo, se aplicara con caracter supletorio el
régimen establecido para la concesién de servicio publico determinado por el texto refundido
de la Ley de Contratos de las Administraciones Publicas, aprobado por el Real Decreto
Legislativo 2/2000, de 16 de junio.

3. El cumplimiento de las obligaciones de servicio publico en la explotacion de redes publicas y
en la prestacion de servicios de comunicaciones electrénicas para los que aquéllas sean
exigibles se efectuard con respeto a los principios de igualdad, transparencia, no
discriminacién, continuidad, adaptabilidad, disponibilidad y permanencia y conforme a los
términos y condiciones que reglamentariamente se determinen.

4. Corresponde al Ministerio de Ciencia y Tecnologia el control y el ejercicio de las facultades
de la Administracion relativas a las obligaciones de servicio publico y de caracter publico a que
se refiere este articulo.

Articulo 21. Categorias de obligaciones de servicio publico.

Los operadores estan sometidos a las siguientes categorias de obligaciones de servicio
publico:

a) El servicio universal en los términos contenidos en la seccion 2.a de este capitulo.
b) Otras obligaciones de servicio publico impuestas por razones de interés general, en la
forma y con las condiciones establecidas en la seccion 3.a de este capitulo.
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SECCION 22 EL SERVICIO UNIVERSAL
Articulo 22. Concepto y ambito de aplicacién.

1. Se entiende por servicio universal el conjunto definido de servicios cuya prestacion se
garantiza para todos los usuarios finales con independencia de su localizacion geografica, con
una calidad determinada y a un precio asequible.

Bajo el mencionado concepto de servicio universal se debera garantizar, en los términos y
condiciones que reglamentariamente se determinen por el Gobierno:

a) Que todos los usuarios finales puedan obtener una conexién a la red telefénica publica
desde una ubicacion fija y acceder a la prestacion del servicio telefonico disponible al
publico, siempre que sus solicitudes se consideren razonables en los términos que
reglamentariamente se determinen. La conexién debe ofrecer al usuario final la posibilidad
de efectuar y recibir llamadas telefénicas y permitir comunicaciones de fax y datos a
velocidad suficiente para acceder de forma funcional a internet.

b) Que se ponga a disposicién de los abonados al servicio telefénico disponible al publico
una guia general de nimeros de abonados, ya sea impresa o electrénica, 0 ambas, y se
actualice, como minimo, una vez al afio.

Asimismo, que se ponga a disposicion de todos los usuarios finales de dicho servicio,
incluidos los usuarios de teléfonos publicos de pago, al menos un servicio de informacién
general sobre nimeros de abonados. Todos los abonados al servicio telefonico disponible al
publico tendran derecho a figurar en la mencionada guia general, sin perjuicio, en todo caso,
del respeto a las normas que regulen la proteccion de los datos personales y el derecho a la
intimidad.

c) Que exista una oferta suficiente de teléfonos publicos de pago, en todo el territorio
nacional, que satisfaga razonablemente las necesidades de los usuarios finales, en
cobertura geografica, en nimero de aparatos, accesibilidad de estos teléfonos por los
usuarios con discapacidades y calidad de los servicios, y que sea posible efectuar
gratuitamente llamadas de emergencia desde los teléfonos publicos de pago sin tener que
utilizar ninguna forma de pago, utilizando el nUmero Unico de llamadas de emergencia 112 y
otros nimeros de emergencia espafioles.

d) Que los usuarios finales con discapacidad tengan acceso al servicio telefénico disponible
al publico desde una ubicacion fija y a los demds elementos del servicio universal citados en
este articulo en condiciones equiparables a las que se ofrecen al resto de usuarios finales.

e) Que, cuando asi se establezca reglamentariamente, se ofrezcan a los consumidores que
sean personas fisicas, de acuerdo con condiciones transparentes, publicas y no
discriminatorias, opciones o paquetes de tarifas que difieran de las aplicadas en condiciones
normales de explotacion comercial, con objeto de garantizar, en particular, que las personas
con necesidades sociales especiales puedan tener acceso al servicio telefénico disponible al
publico o hacer uso de éste.

f) Que se apliquen, cuando proceda, opciones tarifarias especiales o limitaciones de precios,
tarifas comunes, equiparacion geogréfica u otros regimenes similares, de acuerdo con
condiciones transparentes, publicas y no discriminatorias.

2. Reglamentariamente se podran adoptar medidas a fin de garantizar que los usuarios finales
con discapacidad también puedan beneficiarse de la capacidad de eleccion de operadores de
que disfruta la mayoria de los usuarios finales. Asimismo, podran establecerse sistemas de
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ayuda directa a los consumidores que sean personas fisicas con rentas bajas o con
necesidades sociales especiales.

3. Todas las obligaciones que se incluyen en el servicio universal estardn sujetas a los
mecanismos de financiacion que se establecen en el articulo 24.

4. El Gobierno, de conformidad con la normativa comunitaria, podra revisar el alcance de las
obligaciones de servicio universal.

Articulo 23. Prestacién del servicio universal.

1. El Ministerio de Ciencia y Tecnologia podra designar uno o mas operadores para que
garanticen la prestacion del servicio universal a que se refiere el articulo anterior, de manera
que quede cubierta la totalidad del territorio nacional. A estos efectos podran designarse
operadores diferentes para la prestacion de diversos elementos del servicio universal y abarcar
distintas zonas del territorio nacional.

2. El sistema de designacion de operadores encargados de garantizar la prestacion de los
servicios, prestaciones y ofertas del servicio universal se establecera mediante real decreto,
con sujecion a los principios de eficacia, objetividad, transparencia y no discriminacion.

En todo caso, contemplara un mecanismo de licitacion publica para todos o algunos de dichos
servicios, prestaciones y ofertas, que, con pleno respeto de los derechos anteriormente
sefialados, debera utilizarse cuando de un proceso de consulta publica resulte que varios
operadores estan interesados en ser designados para garantizar la prestacion del servicio
universal en una zona geogréfica determinada, con caracter exclusivo o en competencia con
otros operadores. Estos procedimientos de designacién se podran utilizar como medio para
determinar el coste neto derivado de las obligaciones asignadas, a los efectos de lo dispuesto
en el articulo 24.1.

Articulo 24. Coste y financiacion del servicio universal.

1. La Comision del Mercado de las Telecomunicaciones determinara si la obligacién de la
prestacion del servicio universal puede implicar una carga injustificada para los operadores
obligados a su prestacion. En caso de que se considere que puede existir dicha carga
injustificada, el coste neto de prestacion del servicio universal serd determinado
periddicamente de acuerdo con los procedimientos de designacién previstos en el articulo
23.2, o en funcion del ahorro neto que el operador conseguiria si no tuviera la obligaciéon de
prestar el servicio universal. Este ahorro neto se calculard de acuerdo con el procedimiento
que se establezca reglamentariamente.

2. El coste neto de la obligacion de prestacion del servicio universal sera financiado por un
mecanismo de compensacion, en condiciones de transparencia, por todas o determinadas
categorias de operadores en las condiciones fijadas en los apartados siguientes de este
articulo. Mediante real decreto se fijaran los términos y condiciones en los que se haran
efectivas las aportaciones al citado mecanismo de compensacion.

3. En caso de aplicarse total o parcialmente un mecanismo de reparto entre los operadores
referidos en el apartado anterior y una vez fijado este coste, la Comision del Mercado de las



N12. Ley 32/2003, General de Telecomunicaciones

Péagina 19/75

Telecomunicaciones determinara las aportaciones que correspondan a cada uno de los
operadores con obligaciones de contribucién a la financiacion del servicio universal.

Dichas aportaciones, asi como, en su caso, las deducciones y exenciones aplicables, se fijaran
en las condiciones que se establezcan en el reglamento citado en el apartado anterior.

Las aportaciones recibidas se depositaran en el Fondo nacional del servicio universal, que se
crea por esta ley.

4. El Fondo nacional del servicio universal tiene por finalidad garantizar la financiaciéon del
servicio universal.

Los activos en metdlico procedentes de los operadores con obligaciones de contribuir a la
financiacion del servicio universal se depositaran en este fondo, en una cuenta especifica
designada a tal efecto. Los gastos de gestidon de esta cuenta seran deducidos de su saldo, y
los rendimientos que éste genere, si los hubiere, minoraran la contribucion de los aportantes.

En la cuenta podran depositarse aquellas aportaciones que sean realizadas por cualquier
persona fisica o juridica que desee contribuir, desinteresadamente, a la financiacion de
cualquier prestacion propia del servicio universal.

Los operadores sujetos a obligaciones de prestacion del servicio universal recibirdn de este
fondo la cantidad correspondiente al coste neto que les supone dicha obligacion, calculado
segun el procedimiento establecido en este articulo.

La Comisién del Mercado de las Telecomunicaciones se encargara de la gestién del Fondo
nacional del servicio universal. Mediante real decreto se determinara su estructura,
organizacion, mecanismos de control y la forma y plazos en los que se realizaran las
aportaciones.

Asimismo podra prever la existencia de un mecanismo de compensacion directa entre
operadores cuando la magnitud del coste no justifique los costes de gestién del fondo.

SECCION 32 EL SERVICIO UNIVERSAL

Articulo 25. Otras obligaciones de servicio publico.

1. El Gobierno podrd, por necesidades de la defensa nacional, de la seguridad publica o de los
servicios que afecten a la seguridad de las personas o a la proteccién civil, imponer otras

obligaciones de servicio publico distintas de las de servicio universal a los operadores.

2. El Gobierno podra, asimismo, imponer otras obligaciones de servicio publico, previo informe
de la Comision del Mercado de las Telecomunicaciones, motivadas por:

a) Razones de cohesion territorial.
b) Razones de extensién del uso de nuevos servicios y tecnologias, en especial a la
sanidad, a la educacion, a la accién social y a la cultura.
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c) Razones de facilitar la comunicacion entre determinados colectivos que se encuentren en
circunstancias especiales y estén insuficientemente atendidos con la finalidad de garantizar
la suficiencia de su oferta.

d) Por necesidad de facilitar la disponibilidad de servicios que comporten la acreditacion de
hacienda del contenido del mensaje remitido o de su remisién o recepcion.

3. Mediante real decreto se regulara el procedimiento de imposicion de las obligaciones a las
gue se refiere el apartado anterior y su forma de financiacion.

4. En cualquier caso, la obligacion de encaminar las llamadas a los servicios de emergencia
sin derecho a contraprestacion econémica de ningun tipo debera ser asumida tanto por los
operadores que presten servicios telefonicos disponibles al pablico como por los que exploten
redes telefonicas publicas. Esta obligacion se impondra a dichos operadores respecto de las
llamadas dirigidas al ndmero telefénico 112 de atencion a emergencias y a otros que se
determinen mediante real decreto, incluidas aquellas que se efectien desde teléfonos publicos
de pago, sin que sea necesario utilizar ninguna forma de pago en estos casos. Asimismo, se
estableceran las condiciones para que pongan a disposicion de las autoridades receptoras de
dichas llamadas la informacién relativa a la ubicacién de su procedencia, en la medida en que
ello sea técnicamente viable.

En todo caso, el servicio de llamadas de emergencia sera gratuito para los usuarios,
cualquiera que sea la Administracién puablica responsable de su prestacion y con
independencia del tipo de terminal que se utilice.

Derechos de los operadores a la ocupacion del dominio publico, a
ser beneficiarios en el procedimiento de expropiacion forzosa y al

establecimiento a su favor de servidumbres y de limitaciones a la
propiedad

Articulo 26. Derecho de ocupacion del dominio publico.

1. Los operadores tendran derecho, en los términos de este capitulo, a la ocupacion del
dominio publico en la medida en que ello sea necesario para el establecimiento de la red
publica de comunicaciones electrénicas de que se trate.

2. Los organos encargados de la redaccion de los distintos instrumentos de planificacion
territorial o urbanistica deberan recabar de la Administracion General del Estado el oportuno
informe sobre las necesidades de redes publicas de comunicaciones electronicas en el ambito
territorial a que se refieran.

Los instrumentos de planificacién territorial o urbanistica deberan recoger las necesidades de
redes publicas de comunicaciones electronicas contenidas en los informes emitidos por el
Ministerio de Ciencia y Tecnologia y garantizaran la no discriminacion entre los operadores y el
mantenimiento de condiciones de competencia efectiva en el sector.
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Articulo 27. Derecho de ocupacion de la propiedad privada.

1. Los operadores también tendran derecho, en los términos de este capitulo, a la ocupacion
de la propiedad privada cuando resulte estrictamente necesario para la instalacion de la red en
la medida prevista en el proyecto técnico presentado y siempre que no existan otras
alternativas econdémicamente viables, ya sea a través de su expropiacion forzosa o mediante la
declaracion de servidumbre forzosa de paso para la instalacién de infraestructura de redes
publicas de comunicaciones electronicas. En ambos casos tendran la condicion de
beneficiarios en los expedientes que se tramiten, conforme a lo dispuesto en la legislacion
sobre expropiacion forzosa.

2. La aprobacion del proyecto técnico por el 6rgano competente de la Administraciéon General
del Estado llevard implicita, en cada caso concreto, la declaracion de utilidad publica y la
necesidad de ocupacidn para la instalacion de redes publicas de comunicaciones electrénicas,
a efectos de lo previsto en la legislacién de expropiacién forzosa.

3. Con caracter previo a la aprobacion del proyecto técnico, se recabara informe de la
comunidad autbnoma competente en materia de ordenacion del territorio, que habra de ser
emitido en el plazo maximo de 15 dias desde su solicitud. No obstante, previa solicitud de la
comunidad autdbnoma, este plazo sera ampliado hasta dos meses si el proyecto afecta a un
area geogréfica relevante.

4. En las expropiaciones que se lleven a cabo para la instalacién de redes publicas de
comunicaciones electronicas cuyos titulares tengan impuestas obligaciones de servicio publico
indicadas en el articulo 22 o en los apartados 1 y 2 del articulo 25, se seguira el procedimiento
especial de urgencia establecido en la Ley de Expropiacién Forzosa, cuando asi se haga
constar en la resolucién del érgano competente de la Administracién General del Estado que
apruebe el oportuno proyecto técnico.

Articulo 28. Normativa aplicable a la ocupacién del dominio publico y la propiedad
privada.

1. En la autorizacion de ocupacion del dominio publico serd de aplicacién, ademas de lo
previsto en esta ley, la normativa especifica relativa a la gestion del dominio publico concreto
de que se trate y la regulacion dictada por su titular en aspectos relativos a su proteccion y
gestion.

2. Asimismo serd de aplicacion en la ocupacion del dominio publico y la propiedad privada
para la instalacion de redes publicas de comunicaciones electrénicas la normativa especifica
dictada por las Administraciones publicas con competencias en medio ambiente, salud publica,
seguridad publica, defensa nacional, ordenacion urbana o territorial y tributacién por ocupacion
del dominio publico, en los términos que se establecen en el articulo siguiente.

Articulo 29. Limites de la normativa a que se refiere el articulo anterior.
1. La normativa a que se refiere el articulo anterior debera, en todo caso, reconocer el derecho

de ocupacion del dominio publico o la propiedad privada para el despliegue de las redes
publicas de comunicaciones electrénicas de conformidad con lo dispuesto en este titulo.
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En cumplimiento de la normativa de la Union Europea, se podran imponer condiciones al
ejercicio de este derecho de ocupacién por los operadores, que estaran justificadas por
razones de proteccion del medio ambiente, la salud puablica, la seguridad puablica, la defensa
nacional o la ordenacién urbana y territorial. La entidad de la limitacién que entrafien para el
ejercicio de ese derecho debera resultar proporcionada en relacién con el concreto interés
publico que se trata de salvaguardar.

Estas condiciones o limites no podran implicar restricciones absolutas al derecho de ocupacion
del dominio publico y privado de los operadores. En este sentido, cuando una condicién
pudiera implicar la imposibilidad, por falta de alternativas, de llevar a cabo la ocupacion del
dominio publico o la propiedad privada, el establecimiento de dicha condicién debera ir
acompafiado de las medidas necesarias, entre ellas el uso compartido de infraestructuras,
para garantizar el derecho de ocupacion de los operadores y su ejercicio en igualdad de
condiciones.

2. Las normas que se dicten por las correspondientes Administraciones, de conformidad con lo
dispuesto en el articulo anterior, deberan cumplir, al menos, los siguientes requisitos:

a) Ser publicadas en un diario oficial del dmbito correspondiente a la Administracion
competente. De dicha publicacion y de un resumen de ésta, ajustado al modelo que se
establezca mediante orden del Ministro de Ciencia y Tecnologia, asi como del texto de las
ordenanzas fiscales municipales que impongan las tasas por utilizacién privativa o
aprovechamientos especiales constituidos en el suelo, subsuelo o vuelo de las vias
publicas municipales contempladas en el articulo 24.1.c) de la Ley 39/1988, de 2 8 de
diciembre, reguladora de las Haciendas Locales, y del de cuantas disposiciones de
naturaleza tributaria afecten a la utilizacion de bienes de dominio publico de otra titularidad
se deberan dar traslado a la Comision del Mercado de las Telecomunicaciones a fin de
gue ésta publigue una sinopsis en internet.

b) Incluir un procedimiento rapido y no discriminatorio de resolucién de las solicitudes de
ocupacion.

¢) Garantizar la transparencia de los procedimientos y que las normas aplicables fomenten
una competencia leal y efectiva entre los operadores.

d) Garantizar el respeto de los limites impuestos a la intervencién administrativa en esta
ley en proteccién de los derechos de los operadores. En particular, las solicitudes de
informacién que se realicen a los operadores deberan ser motivadas, tener una
justificacion objetiva, ser proporcionadas al fin perseguido y limitarse a lo estrictamente
necesario.

3. Si las Administraciones publicas reguladoras o titulares del dominio publico a que se refiere
este articulo ostentan la propiedad o ejercen el control directo o indirecto de operadores que
explotan redes de comunicaciones electrénicas, deberan mantener una separacion estructural
entre dichos operadores y los érganos encargados de la regulacion y gestion de estos
derechos.

Articulo 30. Ubicacion compartida 'y uso compartido de la propiedad publica o privada.
1. Las Administraciones publicas fomentaran la celebracion de acuerdos voluntarios entre

operadores para la ubicacion compartida y el uso compartido de infraestructuras situadas en
bienes de titularidad publica o privada.



N12. Ley 32/2003, General de Telecomunicaciones

Pégina 23/75

2. Cuando los operadores tengan derecho a la ocupacion de la propiedad publica o privada y
no puedan ejercitar por separado dichos derechos, por no existir alternativas por motivos
justificados en razones de medio ambiente, salud publica, seguridad publica u ordenacion
urbana y territorial, la Administracion competente en dichas materias, previo tramite de
informacion publica, acordara la utilizacion compartida del dominio publico o la propiedad
privada en que se van a establecer las redes publicas de comunicaciones electrénicas o el uso
compartido de las infraestructuras en que se vayan a apoyar tales redes, segun resulte
necesario.

3. El uso compartido se articulard mediante acuerdos entre los operadores interesados. A falta
de acuerdo, las condiciones del uso compartido se estableceran, previo informe preceptivo de
la citada Administracion competente, mediante Resolucién de la Comisién del Mercado de las
Telecomunicaciones. Dicha resolucion debera incorporar, en su caso, los contenidos del
informe emitido por la Administracion competente interesada que ésta califique como
esenciales para la salvaguarda de los intereses publicos cuya tutela tenga encomendados.

4. Cuando en aplicacion de lo dispuesto en este articulo se imponga el uso compartido de
instalaciones radioeléctricas emisoras pertenecientes a redes publicas de comunicaciones
electronicas y de ello se derive la obligacion de reducir los niveles de potencia de emision,
deberan autorizarse mas emplazamientos si son necesarios para garantizar la cobertura de la
zona de servicio.

Articulo 31. Informacion publica y acreditaciéon de los derechos de ocupacion.

1. La Comisién del Mercado de las Telecomunicaciones publicara en internet un resumen de
las normas que cada Administracion le haya comunicado en cumplimiento de lo establecido en
el articulo 29.2.

2. Los operadores podran dirigirse a la Comision del Mercado de las Telecomunicaciones para
que ésta les emita en el plazo de seis dias una certificacion registral acreditativa de su
inscripcién en el Registro de operadores y de su consiguiente derecho a obtener derechos de
ocupacion del dominio publico o de la propiedad privada.

Articulo 32. Otras servidumbres y limitaciones a la propiedad.

1. La protecciéon del dominio publico radioeléctrico tiene como finalidades su aprovechamiento
Optimo, evitar su degradacion y el mantenimiento de un adecuado nivel de calidad en el
funcionamiento de los distintos servicios de radiocomunicaciones.

Podran establecerse las limitaciones a la propiedad y a la intensidad de campo eléctrico y las
servidumbres que resulten necesarias para la proteccion radioeléctrica de determinadas
instalaciones o para asegurar el adecuado funcionamiento de estaciones o instalaciones
radioeléctricas utilizadas para la prestacion de servicios publicos, por motivos de seguridad
publica o cuando asi sea necesario en virtud de acuerdos internacionales, en los términos de
la disposicion adicional primera y las normas de desarrollo de esta ley.

2. Asimismo podran imponerse limites a los derechos de uso del dominio publico radioeléctrico
para la proteccion de otros bienes juridicamente protegidos prevalentes o de servicios publicos
que puedan verse afectados por la utilizacion de dicho dominio publico, en los términos que
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mediante real decreto se determinen, que deberan regirse, en cualquier caso, por los principios
de contradiccion, transparencia y publicidad.

Secreto de las comunicaciones y proteccion de los datos
personales y derechos y obligaciones de caracter publico

vinculados con las redes y servicios de comunicaciones
electronicas

Articulo 33. Secreto de las comunicaciones.

Los operadores que exploten redes publicas de comunicaciones electrénicas o que presten
servicios de comunicaciones electronicas disponibles al publico deberan garantizar el secreto
de las comunicaciones de conformidad con los articulos 18.3 y 55.2 de la Constitucion,
debiendo adoptar las medidas técnicas necesarias.

Asimismo, los operadores deberan adoptar a su costa las medidas que se establezcan
reglamentariamente para la ejecucion de las interceptaciones dispuestas conforme a lo
establecido en el articulo 579 de la Ley de Enjuiciamiento Criminal y en la Ley Organica
2/2002, de 6 de mayo, reguladora del control judicial previo del Centro Nacional de
Inteligencia.

Articulo 34. Proteccién de los datos de caracter personal.

Sin perjuicio de lo previsto en el apartado 6 del articulo 4 y en el segundo parrafo del articulo
anterior, asi como en la restante normativa especifica aplicable, los operadores que exploten
redes publicas de comunicaciones electronicas o que presten servicios de comunicaciones
electronicas disponibles al publico deberan garantizar, en el ejercicio de su actividad, la
proteccion de los datos de caracter personal conforme a la legislacién vigente.

Los operadores a los que se refiere el parrafo anterior deberan adoptar las medidas técnicas y
de gestibn adecuadas para preservar la seguridad en la explotacion de su red o en la
prestacion de sus servicios, con el fin de garantizar los niveles de proteccion de los datos de
caracter personal que sean exigidos por la normativa de desarrollo de esta ley en esta materia.
En caso de que exista un riesgo particular de violacién de la seguridad de la red publica de
comunicaciones electronicas, el operador que explote dicha red o preste el servicio de
comunicaciones electrénicas informara a los abonados sobre dicho riesgo y sobre las medidas
a adoptar.

Articulo 35. Interceptacién de las comunicaciones electrénicas por los servicios
técnicos.

1. Con pleno respeto al derecho al secreto de las comunicaciones y a la exigencia, conforme a
lo establecido en la Ley de Enjuiciamiento Criminal, de autorizacién judicial para la
interceptacién de contenidos, cuando para la realizacion de las tareas de control para la eficaz
utilizacion del dominio publico radioeléctrico sea necesaria la utilizacién de equipos,
infraestructuras e instalaciones técnicas de interceptacion de sefiales no dirigidas al publico en
general, sera de aplicacién lo siguiente:
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a) La Administracion de las telecomunicaciones debera disefiar y establecer sus sistemas
técnicos de interceptacion de sefiales en forma tal que se reduzca al minimo el riesgo de
afectar a los contenidos de las comunicaciones.

b) Cuando, como consecuencia de las interceptaciones técnicas efectuadas, quede
constancia de los contenidos, los soportes en los que éstos aparezcan no podran ser ni
almacenados ni divulgados y seran inmediatamente destruidos.

2. Las mismas reglas se aplicaran para la vigilancia del adecuado empleo de las redes y la
correcta prestacion de los servicios de comunicaciones electrénicas.

3. Lo establecido en este articulo se entiende sin perjuicio de las facultades que a la
Administracién atribuye el articulo 43.2.

Articulo 36. Cifrado en las redes y servicios de comunicaciones electrénicas.

1. Cualquier tipo de informacion que se transmita por redes de comunicaciones electrOnicas
podra ser protegida mediante procedimientos de cifrado.

2. El cifrado es un instrumento de seguridad de la informacion. Entre sus condiciones de uso,
cuando se utilice para proteger la confidencialidad de la informacién, se podra imponer la
obligacién de facilitar a un érgano de la Administracion General del Estado o a un organismo
publico, los algoritmos o cualquier procedimiento de cifrado utilizado, asi como la obligacién de
facilitar sin coste alguno los aparatos de cifra a efectos de su control de acuerdo con la
normativa vigente.

Articulo 37. Redes de comunicaciones electrénicas en el interior de los edificios.

1. Mediante real decreto se desarrollara la normativa legal en materia de infraestructuras
comunes de comunicaciones electrénicas. Dicho reglamento determinara, tanto el punto de
interconexién de la red interior con las redes publicas, como las condiciones aplicables a la
propia red interior. Asimismo regulara las garantias aplicables al acceso a los servicios de
comunicaciones electrénicas a través de sistemas individuales en defecto de infraestructuras
comunes de comunicaciones electrénicas y el régimen de instalacién de las redes de
comunicaciones electrénicas en los edificios ya existentes o futuros, en todos aquellos
aspectos no previstos en las disposiciones con rango legal reguladoras de la materia.

2. La normativa técnica basica de edificacion que regule la infraestructura de obra civil en el
interior de los edificios debera tomar en consideracion las necesidades de soporte de los
sistemas y redes de comunicaciones electronicas fijadas de conformidad con la normativa a
que se refiere el apartado anterior, previendo que la infraestructura de obra civil disponga de
capacidad suficiente para permitir el paso de las redes de los distintos operadores, de forma
que se facilite la posibilidad de uso compartido de estas infraestructuras por aquellos.

Articulo 38. Derechos de los consumidores y usuarios finales.

1. Los operadores que exploten redes o que presten servicios de comunicaciones electrénicas
y los consumidores que sean personas fisicas y otros usuarios finales podran someter las
controversias que les enfrenten al conocimiento de las juntas arbitrales de consumo, de
acuerdo con la legislacion vigente sobre defensa de los consumidores y usuarios.
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Para el supuesto de que no se sometan a las juntas arbitrales de consumo o que éstas no
resulten competentes para la resolucion del conflicto, el Ministerio de Ciencia y Tecnologia
establecera reglamentariamente un procedimiento conforme al cual los usuarios finales podran
someterle dichas controversias. En cualquier caso, los procedimientos que se adopten
deberan ser rapidos y gratuitos y estableceran el plazo maximo en el que debera notificarse la
resolucién expresa, transcurrido el cual se podra entender desestimada la reclamacién por
silencio administrativo. La resolucion que se dicte podra impugnarse ante la jurisdiccion
contencioso-administrativa.

2. Las normas basicas de utilizacion de los servicios de comunicaciones electrénicas
disponibles al publico en general que determinaran los derechos de los consumidores que
sean personas fisicas y otros usuarios finales se aprobaran por real decreto que, entre otros
extremos, regulara:

a) La responsabilidad por los dafios que se les produzcan.

b) Los derechos de informacién de los consumidores que sean personas fisicas y usuarios
finales, que debera ser veraz, eficaz, suficiente, transparente y actualizada.

¢) Los plazos para la modificacion de las ofertas.

d) Los derechos de desconexion de determinados servicios, previa solicitud del usuario.

e) El derecho a obtener una compensacion por la interrupcion del servicio.

f) El derecho a celebrar contratos por parte de los consumidores que sean personas fisicas
y usuarios finales con los operadores que faciliten la conexién o el acceso a la red de
telefonia publica, asi como el contenido minimo de dichos contratos.

g) Los supuestos en que seran exigibles y el contenido minimo de los contratos celebrados
entre consumidores que sean personas fisicas u otros usuarios finales y prestadores de
servicios de comunicaciones electrénicas que no sean los que facilitan conexién o acceso
a la red telefénica publica.

h) El derecho a resolver anticipadamente y sin penalizacién el contrato, en los supuestos
de propuestas de modificacién de las condiciones contractuales por motivos validos
especificados en aquél y sin perjuicio de otras causas de resolucion unilateral.

i) Los supuestos de aprobacién por parte del Ministerio de Ciencia y Tecnologia de
contratos tipo entre consumidores que sean personas fisicas u otros tipos de usuarios
finales y operadores que exploten redes o presten servicios de comunicaciones
electrénicas con obligaciones de servicio publico o con poder significativo en los mercados
de referencia especificos correspondientes.

i) El derecho a recibir informacién comparable, pertinente y actualizada sobre la calidad de
los servicios de comunicaciones electronicas disponibles al pablico.

k) El derecho a elegir un medio de pago para el abono de los correspondientes servicios
entre los comdnmente utilizados en el trafico comercial.

En el citado reglamento podra ampliarse la aplicaciéon del régimen de proteccién de
consumidores y usuarios finales a otras categorias de usuarios.

3. En particular, los abonados a los servicios de comunicaciones electrénicas tendran los
siguientes derechos:

a) A que se hagan andnimos o0 se cancelen sus datos de trafico cuando ya no sean
necesarios a los efectos de la transmision de una comunicacion. Los datos de tréfico
necesarios a efectos de la facturacion de los abonados y los pagos de las interconexiones
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podran ser tratados Unicamente hasta que haya expirado el plazo para la impugnacion de
la factura del servicio o para que el operador pueda exigir su pago.

b) A que sus datos de trafico sean utilizados con fines comerciales o para la prestacion de
servicios de valor afiadido Unicamente cuando hubieran prestado su consentimiento
informado para ello.

¢) A recibir facturas no desglosadas cuando asi lo solicitasen.

d) A que sélo se proceda al tratamiento de sus datos de localizacion distintos a los datos
de trafico cuando se hayan hecho anénimos o previo su consentimiento informado y
Unicamente en la medida y por el tiempo necesarios para la prestacion, en su caso, de
servicios de valor afiadido, con conocimiento inequivoco de los datos que vayan a ser
sometidos a tratamiento, la finalidad y duracién del mismo y el servicio de valor afiadido
gue vaya a ser prestado.

e) A detener el desvio automatico de llamadas efectuado a su terminal por parte de un
tercero.

f) A impedir, mediante un procedimiento sencillo y gratuito, la presentacién de la
identificacion de su linea en las llamadas que genere o la presentacion de la identificacion
de su linea al usuario que le realice una llamada.

g) A impedir, mediante un procedimiento sencillo y gratuito, la presentacion de la
identificacion de la linea de origen en las llamadas entrantes y a rechazar las llamadas
entrantes en que dicha linea no aparezca identificada.

h) A no recibir llamadas automaticas sin intervencién humana o mensajes de fax, con fines
de venta directa sin haber prestado su consentimiento previo e informado para ello.

4. Los usuarios de los servicios de comunicaciones electrénicas que no tengan la condicién de
abonados tendran asimismo los derechos reconocidos en los parrafos a), b), d) y en el primer
inciso del parrafo f) del apartado anterior.

5. Los usuarios finales no podran ejercer los derechos reconocidos en los péarrafos d) y f) del
apartado 3 cuando se trate de llamadas efectuadas a entidades que presten servicios de
llamadas de urgencia que se determinen reglamentariamente, en especial a través del nUmero
112.

Del mismo modo, y por un periodo de tiempo limitado, los usuarios finales no podran ejercer el
derecho reconocido en el parrafo f) del apartado 3 cuando el abonado a la linea de destino
haya solicitado la identificacion de las llamadas maliciosas o molestas realizadas a su linea.

Lo dispuesto en el parrafo a) del apartado 3 se entiende sin perjuicio de lo dispuesto en el
articulo 12 de la Ley 34/2002, de 11 de julio, de Servicios de la Sociedad de la Informacién y
de Comercio Electronico.

6. La elaboracién y comercializacion de las guias de abonados a los servicios de
comunicaciones electrénicas y la prestacion de los servicios de informacion sobre ellos se
realizara en régimen de libre competencia, garantizandose, en todo caso, a los abonados el
derecho a la proteccion de sus datos personales, incluyendo el de no figurar en dichas guias.
A tal efecto, las empresas que asignen numeros de teléfono a los abonados habran de dar
curso a todas las solicitudes razonables de suministro de informacion pertinente para la
prestacion de los servicios de informacién sobre nimeros de abonados y guias accesibles al
publico, en un formato aprobado y en unas condiciones equitativas, objetivas, orientadas en
funcién de los costes y no discriminatorias, estando sometido el suministro de la citada
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informacion y su posterior utilizaciéon a la normativa en materia de proteccion de datos vigente
en cada momento.

7. El Ministerio de Ciencia y Tecnologia podra introducir cldusulas de modificacion de los
contratos celebrados entre los operadores y los consumidores que sean personas fisicas y
usuarios finales, para evitar el trato abusivo a éstos.

8. Lo establecido en este articulo se entiende sin perjuicio de la aplicacion de la Ley 26/1984,
de 19 de julio, General para la Defensa de los Consumidores y Usuarios.

EVALUACION DE LA CONFORMIDAD DE EQUIPOS Y

APARATOS

Articulo 39. Normalizacién técnica.

1. El Ministerio de Ciencia y Tecnologia velara por que los operadores de redes publicas de
comunicaciones electronicas publiquen las especificaciones técnicas precisas y adecuadas de
las interfaces de red ofrecidas en Espafia, con anterioridad a la posibilidad de acceso publico a
los servicios prestados a través de dichas interfaces y por que publiquen las especificaciones
técnicas actualizadas cuando se produzca alguna modificacion en aquellas.

Estas especificaciones seran lo suficientemente detalladas como para permitir el disefio de
equipos terminales de telecomunicaciones capaces de utilizar todos los servicios prestados a
través de la interfaz correspondiente, e incluiran una descripcion completa de las pruebas
necesarias para que los fabricantes de los equipos que se conectan a las interfaces puedan
garantizar su compatibilidad con ellas.

2. Reglamentariamente se determinaran las formas de elaboracién, en su caso, de las
especificaciones técnicas aplicables a los equipos y aparatos de telecomunicaciones, a efectos
de garantizar el cumplimiento de los requisitos esenciales en los procedimientos de evaluacion
de conformidad y se fijaran los equipos y aparatos exceptuados de la aplicacion de dicha
evaluacion.

En los supuestos en que la normativa lo prevea, el Ministerio de Ciencia y Tecnhologia podra
aprobar especificaciones técnicas distintas de las anteriores para aparatos de
telecomunicacion, previo informe de la Comisién del Mercado de las Telecomunicaciones.

Articulo 40. Evaluacién de la conformidad.

1. Los aparatos de telecomunicacién, entendiendo por tales cualquier dispositivo no excluido
expresamente del reglamento que desarrolle este titulo que sea equipo radioeléctrico o equipo
terminal de telecomunicacion, o ambas cosas a la vez, deberan evaluar su conformidad con
los requisitos esenciales recogidos en las disposiciones que lo determinen, ser conformes con
todas las disposiciones que se establezcan e incorporar el marcado correspondiente como
consecuencia de la evaluacion realizada. Podra exceptuarse de la aplicacion de lo dispuesto
en este titulo el uso de determinados equipos de radioaficionados construidos por el propio
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usuario y no disponibles para venta en el mercado, conforme a lo dispuesto en su regulacion
especifica.

2. Para la importaciéon desde terceros paises no pertenecientes a la Union Europea, la puesta
en el mercado, la puesta en servicio y la utilizacién de un aparato de telecomunicaciones de
los indicados en el apartado anterior sera requisito imprescindible que el fabricante establecido
en la Unién Europea o su representante establecido en ella, caso de que el fabricante no lo
estuviese, o el importador, o la persona responsable de la puesta en el mercado del aparato o
el usuario de éste, haya verificado previamente la conformidad de los aparatos con los
requisitos esenciales que les sean aplicables mediante los procedimientos que se determinen
en el reglamento que se establezca al efecto.

3. El cumplimiento de todos los requisitos que se establezcan en el reglamento indicado
incluye la habilitacion para la conexién de los aparatos destinados a conectarse a los puntos
de terminaciéon de una red publica de comunicaciones electrénicas. Dicho cumplimiento no
supone autorizacion de uso para los equipos radioeléctricos sujetos a la obtencion de
autorizacion o concesién de dominio publico radioeléctrico en los términos establecidos en
esta ley.

4. El Ministerio de Ciencia y Tecnologia podréa promover procedimientos complementarios de
certificacién voluntaria para los aparatos de telecomunicaciéon que incluiran, al menos, la
evaluacion de la conformidad indicada en los capitulos anteriores.

5. El Ministerio de Ciencia y Tecnologia realizara los controles adecuados para asegurar que
los equipos puestos en el mercado han evaluado su conformidad de acuerdo con lo dispuesto
en este titulo. Los costes ocasionados con ocasion de la realizacién de dichos controles
correran a cargo de la persona fisica o juridica responsable de los equipos puestos en el
mercado objeto de control.

Mediante real decreto se establecera el procedimiento aplicable a la retirada del mercado de
productos que incumplan lo dispuesto en este titulo.

Articulo 41. Reconocimiento mutuo.

1. Los aparatos de telecomunicacién que hayan evaluado su conformidad con los requisitos
esenciales en otro Estado miembro de la Unién Europea o en virtud de los acuerdos de
reconocimiento mutuo celebrados por ella con terceros paises, y cumplan con las demas
disposiciones aplicables en la materia, tendran la misma consideracion, en lo que se refiere a
lo dispuesto en este titulo 1V, que los aparatos cuya conformidad se ha verificado en Espafia y
cumplan, asimismo, las demas disposiciones legales en la materia.

2. El Ministerio de Ciencia y Tecnhologia establecera los procedimientos para el reconocimiento
de la conformidad de los aparatos de telecomunicacion afectos a los acuerdos de
reconocimiento mutuo que establezca la Unidn Europea con terceros paises.

3. Los aparatos de telecomunicacion que utilicen el espectro radioeléctrico con parametros de
radio no armonizados en la Unién Europea no podran ser puestos en el mercado mientras no
hayan sido autorizados por el Ministerio de Ciencia y Tecnologia, ademas de haber evaluado
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la conformidad con las normas aplicables a aquellos y ser conformes con el resto de
disposiciones que les sean aplicables.

Articulo 42. Condiciones que deben cumplir las instalaciones e instaladores.

La instalacion de los aparatos de telecomunicacion deberd ser realizada siguiendo las
instrucciones proporcionadas por su fabricante y manteniendo, en cualquier caso, inalteradas
las condiciones bajo las cuales se ha verificado su conformidad con los requisitos esenciales,
en los términos establecidos en los articulos anteriores de este titulo.

Reglamentariamente por el Gobierno se estableceran, previa audiencia de los colegios
profesionales afectados y de las asociaciones representativas de las empresas de
construccion e instalacion, las condiciones aplicables a los operadores e instaladores de
equipos, aparatos y sistemas de telecomunicaciones, a fin de que, acreditando su competencia
profesional, se garantice su puesta en servicio.

DOMINIO PUBLICO RADIOELECTRICO

Articulo 43. Gestion del dominio publico radioeléctrico.

1. El espectro radioeléctrico es un bien de dominio publico, cuya titularidad, gestion,
planificacion, administracion y control corresponden al Estado. Dicha gestion se ejercera de
conformidad con lo dispuesto en este titulo y en los tratados y acuerdos internacionales en los
gue Espafa sea parte, atendiendo a la normativa aplicable en la Unién Europea y a las
resoluciones y recomendaciones de la Unién Internacional de Telecomunicaciones y de otros
organismos internacionales.

2. La administracion, gestion, planificacion y control del espectro radioeléctrico incluyen, entre
otras funciones, la elaboracion y aprobaciéon de los planes generales de utilizacién, el
establecimiento de las condiciones para el otorgamiento del derecho a su uso, la atribucién de
ese derecho y la comprobacién técnica de las emisiones radioeléctricas. Asimismo, se integra
dentro de la administracion, gestion, planificacion y control del referido espectro la inspeccion,
deteccion, localizacion, identificacion y eliminacion de las interferencias perjudiciales,
irregularidades y perturbaciones en los sistemas de telecomunicaciones, iniciandose, en su
caso, el oportuno procedimiento sancionador.

3. La utilizacion del dominio publico radioeléctrico mediante redes de satélites se incluye
dentro de la gestion, administracion y control del espectro de frecuencias.

Asimismo, la utilizacion del dominio publico radioeléctrico necesaria para la utilizacién de los
recursos Orbita-espectro en el ambito de la soberania espafiola y mediante satélites de
comunicaciones queda reservada al Estado. Su explotacién estara sometida al derecho
internacional y se realizara, en la forma que reglamentariamente se determine, mediante su
gestion directa por el Estado o mediante concesion. En todo caso, la gestion podra también
llevarse a cabo mediante conciertos con organismos internacionales.
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4. La gestion del dominio piblico radioeléctrico tiene por objetivo el establecimiento de un
marco juridico que asegure unas condiciones armonizadas para Su usO y que permita su
disponibilidad y uso eficiente. A tales efectos:

a) Los derechos de uso privativo del dominio publico radioeléctrico se otorgaran por plazos
que se fijardn reglamentariamente, renovables en funcion de las disponibilidades y
previsiones de la planificacion de dicho dominio publico. Los derechos de uso privativo sin
limitacion de nimero se otorgaran por un periodo que finalizara el 31 de diciembre del afio
natural en que cumplan su quinto afio de vigencia, prorrogable por periodos de cinco afios.
Por su parte, los derechos de uso privativo con limitacién de nimero tendran la duracion
prevista en los correspondientes procedimientos de licitacion que en todo caso sera de un
méximo de veinte afios renovables.

b) En las concesiones el solicitante debera acreditar su condicién de operador y, en los
términos que se fijen reglamentariamente, el uso efectivo del dominio publico reservado
una vez otorgado el derecho de uso.

Articulo 44. Facultades del Gobierno para la gestidon del dominio publico radioeléctrico.

1. El Gobierno desarrollara reglamentariamente las condiciones de gestion del dominio publico
radioeléctrico, la elaboracién de los planes para su utilizacién y los procedimientos de
otorgamiento de los derechos de uso de dicho dominio. En dicho reglamento se regulara,
como minimo, lo siguiente:

a) El procedimiento de determinacién, control e inspeccién de los niveles de emision
radioeléctrica tolerable y que no supongan un peligro para la salud publica, en
concordancia con lo dispuesto por las recomendaciones de la Comisién Europea. Tales
limites deberan ser respetados, en todo caso, por el resto de Administraciones publicas,
tanto autondémicas como locales.

b) El procedimiento para la elaboracion de los planes de utilizacion del espectro
radioeléctrico, que incluyen el cuadro nacional de atribucién de frecuencias, los planes
técnicos nacionales de radiodifusion y television, cuya aprobacién correspondera al
Gobierno, y las necesidades de espectro radioeléctrico para la defensa nacional. Los datos
relativos a esta Ultima materia tendran el caracter de reservados.

c) Los procedimientos de otorgamiento de derechos de uso del dominio publico
radioeléctrico. Los procedimientos de otorgamiento de derechos de uso del dominio
publico radioeléctrico tendran en cuenta, entre otras circunstancias, la tecnologia utilizada,
el interés de los servicios, las bandas y su grado de aprovechamiento.

También tendran en consideracion la valoracidon econémica, para el interesado, del uso del
dominio publico, que éste es un recurso escaso Yy, en su caso, las ofertas presentadas por
los licitadores.

d) La habilitacion para el ejercicio de los derechos de uso del dominio publico
radioeléctrico revestira la forma de afectacion, concesion o autorizacion administrativa. El
plazo para el otorgamiento de las autorizaciones y concesiones de dominio publico
radioeléctrico sera de seis semanas desde la entrada de la solicitud en cualquiera de los
registros del 6rgano administrativo competente, sin perjuicio de lo dispuesto en el apartado
siguiente. Dicho plazo no sera de aplicacion cuando sea necesaria la coordinacion
internacional de frecuencias o afecte a reservas de posiciones orbitales.

e) La adecuada utilizaciéon del espectro radioeléctrico mediante el empleo de equipos y
aparatos.
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2. Cuando sea preciso para garantizar el uso eficaz del espectro radioeléctrico, el Ministerio de
Ciencia y Tecnologia podra, previa audiencia a las partes interesadas, incluidas las
asociaciones de consumidores y usuarios, limitar el nimero de concesiones demaniales a
otorgar sobre dicho dominio para la explotacion de redes publicas y la prestacion de servicios
de comunicaciones electrénicas. Esta limitacion sera revisable por el propio ministerio, de
oficio o a instancia de parte, en la medida en que desaparezcan las causas que la motivaron.
Cuando, de conformidad con lo previsto en el parrafo anterior, el Ministerio de Ciencia y
Tecnologia limite el nimero de concesiones demaniales, se tramitard un procedimiento de
licitacion para el otorgamiento de las mismas que respetara en todo caso los principios de
publicidad, concurrencia y no discriminacion para todas las partes interesadas. Para ello se
aprobara, mediante orden del Ministerio de Ciencia y Tecnologia, el pliego de bases y la
convocatoria de licitacién correspondiente a la concesién del segmento de dominio publico
radioeléctrico que se sujeta a limitacion. En este caso el Ministerio de Ciencia y Tecnologia
debera resolver sobre el otorgamiento de la concesion demanial en un plazo maximo de ocho
meses desde la convocatoria de la licitacion.

Teniendo en cuenta los principios establecidos en la legislacién patrimonial y de contratos de
las Administraciones publicas, se estableceran reglamentariamente las normas aplicables
respecto de la concesiéon demanial en lo relativo a la convocatoria de la licitacion, al pliego de
bases que deba aprobarse y a la adjudicacion de la concesion.

Articulo 45. Titulos habilitantes para el uso del dominio publico radioeléctrico.

1. El derecho de uso del dominio publico radioeléctrico se otorgara por la Agencia Estatal de
Radiocomunicaciones, a través de la afectacién demanial o de la concesion o autorizacion
administrativa, salvo en los supuestos contemplados en el apartado 2 del articulo anterior. El
uso comun del dominio publico radioeléctrico sera libre.

2. El otorgamiento del derecho al uso del dominio publico radioeléctrico revestira la forma de
autorizacion administrativa en los siguientes supuestos:

a) Si se trata de una reserva del derecho de uso especial no privativo del dominio publico.
Tendran la consideracién de uso especial del dominio publico el del espectro radioeléctrico
por radioaficionados y otros sin contenido econémico, como los de banda ciudadana,
estableciéndose mediante reglamento el plazo de su duracion y las condiciones asociadas
exigibles.

b) Si se otorga el derecho de uso privativo para autoprestacion por el solicitante, salvo en
el caso de Administraciones publicas que requeriran de afectacion demanial. No se
otorgaran derechos de uso privativo del dominio publico radioeléctrico para su uso en
autoprestacion en los supuestos en que la demanda supere a la oferta y se aplique el
procedimiento previsto en el apartado 2 del articulo anterior.

En los restantes supuestos, el derecho al uso privativo del dominio publico radioeléctrico
requerird concesion administrativa. Para el otorgamiento de dicha concesién demanial, sera
requisito previo que los solicitantes acrediten su condicion de operador. Las resoluciones
mediante las cuales se otorguen las concesiones de dominio publico radioeléctrico se dictaran
y publicaran en la forma y plazos que se establezcan mediante real decreto.
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Reglamentariamente, el Gobierno podra fijar condiciones para que se autorice por la
Administracion de telecomunicaciones la transmision de determinados derechos de uso del
dominio publico radioeléctrico.

Dichas transmisiones en ningun caso eximiran al titular del derecho de uso cedente, de las
obligaciones asumidas frente a la Administraciéon, y deberan en todo caso respetar las
condiciones técnicas de uso establecidas en el cuadro nacional de atribucién de frecuencias o
en los planes técnicos o las que, en su caso, estén fijjadas en las medidas técnicas de
aplicacion de la Unién Europea.

Asimismo, en dicho reglamento se podran fijar los supuestos en que sean transferibles las
autorizaciones de uso del dominio publico radioeléctrico en los casos en que se produzca una
subrogacion en los derechos y obligaciones del operador.

3. Reglamentariamente, el Gobierno establecera las condiciones no discriminatorias,
proporcionadas y transparentes asociadas a los titulos habilitantes para el uso del dominio
publico radioeléctrico, entre las que se incluiran las necesarias para garantizar el uso efectivo y
eficiente de las frecuencias y los compromisos contraidos por los operadores en los procesos
de licitacion previstos en el apartado 2 del articulo anterior, que se puedan imponer en cada
caso asociadas al uso de la frecuencia, asi como las condiciones de otorgamiento de titulos
habilitantes para el uso del dominio publico radioeléctrico para fines experimentales o eventos
de corta duracion.

4. Con caracter previo a la utilizacion del dominio publico radioeléctrico, se exigird,
preceptivamente, la inspeccién o el reconocimiento de las instalaciones, con el fin de
comprobar que se ajustan a las condiciones previamente autorizadas. En funcion de la
naturaleza del servicio, de la banda de frecuencias empleada, de la importancia técnica de las
instalaciones que se utilicen o por razones de eficacia en la gestion del espectro podra
sustituirse la inspeccion previa por una certificacion expedida por técnico competente.

5. Con arreglo a los principios de objetividad y de proporcionalidad, atendiendo principalmente
a las necesidades de la planificacion y del uso eficiente y la disponibilidad del espectro
radioeléctrico en los términos establecidos reglamentariamente, el Ministerio de Ciencia y
Tecnologia podra modificar los titulos habilitantes para el uso del dominio publico radioeléctrico
previa audiencia de los interesados, del Consejo de Consumidores y Usuarios y, en su caso,
de las asociaciones mas representativas de los restantes usuarios, e informe de la Comisién
del Mercado de las Telecomunicaciones. La modificacion se realizard mediante orden
ministerial, que establecera un plazo para que los titulares se adapten a aquélla.

LA ADMINISTRACION DE LAS TELECOMUNICACIONES

Articulo 46. Competencias de la Administracion General del Estado y de sus organismos
publicos.

1. Tendrdn la consideracion de Autoridad Nacional de Reglamentacion de
Telecomunicaciones:
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a) El Gobierno.

b) Los d6rganos superiores y directivos del Ministerio de Ciencia y Tecnologia que, de
conformidad con la estructura organica del departamento, asuman las competencias de
esta ley.

c) Los dérganos superiores y directivos del Ministerio de Economia en materia de
regulacién de precios.

d) La Comisidn del Mercado de las Telecomunicaciones.

e) La Agencia Estatal de Radiocomunicaciones.

Reglamentariamente, el Gobierno desarrollara las competencias que esta ley encomienda al
Ministerio de Ciencia y Tecnologia, al Ministerio de Economia, a la Comision del Mercado de
las Telecomunicaciones y a la Agencia Estatal de Radiocomunicaciones, asi como las
funciones, responsabilidades y los recursos materiales, de personal y financieros que para el
cumplimiento de los fines se les asignen. Entre los recursos financieros, se podra incluir la
afectacion de las tasas en los términos que se regulan en el titulo siguiente de esta ley.

2. El Ministro de Ciencia y Tecnologia, sin perjuicio de las competencias atribuidas a otros
drganos por esta ley, propondra al Gobierno la politica a seguir para facilitar el desarrollo y la
evolucioén de las obligaciones de servicio publico a las que se hace referencia en el titulo 11l y la
desarrollarda asumiendo la competencia de control y seguimiento de las obligaciones de
servicio publico que correspondan a los distintos operadores en la explotacion de redes o la
prestacion de servicios de comunicaciones electronicas, sin perjuicio de las competencias que
esta ley otorga a la Comision del Mercado de las Telecomunicaciones en relacion con el
servicio universal.

También corresponden al Ministerio de Ciencia y Tecnologia, en los términos de esta ley, las
competencias no atribuidas a la Comision del Mercado de las Telecomunicaciones de acuerdo
con lo dispuesto en el titulo Il de esta ley, asi como las competencias en materia de la
evaluacion de la conformidad de equipos y aparatos y de gestion del dominio publico
radioeléctrico, sin perjuicio de las expresamente atribuidas a la Agencia Estatal de
Radiocomunicaciones.

Articulo 47. La Agencia Estatal de Radiocomunicaciones.

1. Se crea, con la denominacion de Agencia Estatal de Radiocomunicaciones, un organismo
publico con caréacter de organismo autbnomo, de acuerdo con lo previsto en el articulo 43.1.a)
de la Ley 6/1997, de 14 de abril, de Organizaciéon y Funcionamiento de la Administracion
General del Estado, con personalidad juridico-publica diferenciada y plena capacidad de obrar,
que se regira por esta ley y las demas normas de aplicacion.

2. Dicha Agencia se adscribe, a través de la Secretaria de Estado de Telecomunicaciones y
para la Sociedad de la Informacién, al Ministerio de Ciencia y Tecnologia, al que corresponde
su direccidn estratégica, la evaluacion y el control de los resultados de su actividad.

3. A la Agencia, dentro de la esfera de sus competencias, le corresponden las potestades
administrativas para el cumplimiento de sus fines, en los términos que prevea su Estatuto y de
acuerdo con la legislacion aplicable.
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4. En el ejercicio de sus funciones publicas, la Agencia actuara de acuerdo con lo previsto en
la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y
del Procedimiento Administrativo Comun.

5. La Agencia tendra por objeto la ejecucion de la gestion del dominio publico radioeléctrico en
el marco de las directrices fijadas por el Gobierno, el Ministerio de Ciencia y Tecnologia y la
Secretaria de Estado de Telecomunicaciones y para la Sociedad de la Informacién, asi como
en la normativa correspondiente.

6. Para el cumplimiento del objeto fijjado en el apartado anterior, la Agencia desarrollara las
siguientes funciones en los términos que reglamentariamente se determinen:

a) La propuesta de planificacién, la gestion y la administracion del dominio publico
radioeléctrico, asi como la tramitacion y el otorgamiento de los titulos habilitantes para su
utilizacion, salvo cuando se limite su nimero de acuerdo con lo previsto en el apartado 2
del articulo 44.

b) El ejercicio de las funciones atribuidas a la Administracion General del Estado en
materia de autorizacién e inspeccién de instalaciones radioeléctricas en relaciéon con los
niveles de emision radioeléctrica permitidos a que se refiere el articulo 44 de esta ley, en el
ambito de la competencia exclusiva que corresponde al Estado sobre las
telecomunicaciones, de acuerdo con el articulo 149.1.21.a de la Constitucién.

¢) La gestion de un registro publico de radiofrecuencias, accesible a través de internet, en
el que constaran los titulares de concesiones administrativas para el uso privativo del
dominio publico radioeléctrico.

d) La elaboracion de proyectos y desarrollo de los planes técnicos nacionales de
radiodifusion y television.

e) La comprobacion técnica de emisiones radioeléctricas para la identificacion, localizacién
y eliminacion de interferencias perjudiciales, infracciones, irregularidades y perturbaciones
de los sistemas de radiocomunicacion.

f) El control y la inspeccién de las telecomunicaciones, asi como la propuesta de incoacién
de expedientes sancionadores en la materia, sin perjuicio de las competencias
establecidas en este ambito por esta ley.

En materias de competencia del Ministerio de Ciencia y Tecnologia o de la Comisién del
Mercado de Telecomunicaciones, y a su solicitud, la Agencia Estatal de
Radiocomunicaciones realizara las funciones de inspeccion que le sean requeridas.

g) La gestién de la asignacion de los recursos 6rbita-espectro para comunicaciones por
satélite.

h) La gestion en periodo voluntario de la tasa por reserva del dominio publico
radioeléctrico establecida en el apartado 3 del anexo | de esta ley, y la gestién y
recaudacion en periodo voluntario de las tasas de telecomunicaciones establecidas en el
apartado 4 del citado anexo |, que se recauden por la prestacion de servicios que tenga
encomendada la Agencia de acuerdo con lo previsto en esta ley, sin perjuicio de los
convenios que pudiera establecer la Agencia Estatal de Radiocomunicaciones con otras
entidades y de la facultad ejecutiva de recaudacion que corresponda a otros érganos del
Estado en materia de ingresos publicos.

i) La elaboracién de estudios e informes y, en general, el asesoramiento de la
Administracion General del Estado en todo lo relativo a la gestidon del dominio publico
radioeléctrico.
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j) La colaboracion con la Secretaria de Estado de Telecomunicaciones y para la Sociedad
de la Informacién en la participacion en los organismos internacionales relacionados con la
planificacion del espectro radioeléctrico.

k) La elaboracién y elevacion al Ministerio de Ciencia y Tecnologia de un informe anual
sobre su actuacion.

7. El régimen de personal de la Agencia se ajustara a lo dispuesto en el articulo 47.1 de la Ley
6/1997, de 14 de abril, de Organizacion y Funcionamiento de la Administracion General del
Estado.

En los términos en que se establezca en su Estatuto, la Agencia podra igualmente contratar
personal laboral para la provisién de puestos de especial contenido técnico. La tramitacion de
las correspondientes convocatorias de seleccion y provision de puestos de trabajo se realizara
por la Agencia, en los mismos términos establecidos para la Administracion General del
Estado.

8. Los recursos econdémicos de la Agencia podran provenir de cualquiera de los enumerados
en el apartado 1 del articulo 65 de la Ley 6/1997, de 14 de abril, de Organizacién y
Funcionamiento de la Administracion General del Estado. Entre los recursos econémicos de la
Agencia se incluira, ademas, el remanente que, de conformidad con lo previsto en el apartado
5 del anexo | de esta ley, le ingrese la Comision del Mercado de las Telecomuncaciones, asi
como lo recaudado en concepto de la tasa del apartado 4 del anexo | por la prestacion de
servicios que tenga encomendada la Agencia de acuerdo con lo previsto en esta ley.

9. El régimen de contratacion, de adquisicion y de enajenacion de la Agencia se rige por las
normas generales de contratacion de las Administraciones publicas.

10. El régimen patrimonial de la Agencia Estatal de Radiocomunicaciones se ajustara a las
previsiones del articulo 48 de la Ley 6/1997, de 14 de abril, de Organizacién y Funcionamiento
de la Administracién General del Estado.

11. La Agencia elaborara anualmente un anteproyecto de presupuesto con la estructura que
sefiale el Ministerio de Hacienda, y lo remitira al Ministerio de Ciencia y Tecnologia para su
elevacién al Gobierno y posterior remision a las Cortes Generales, como parte de los
Presupuestos Generales del Estado. El régimen presupuestario, el econémico-financiero, el de
contabilidad, el de intervencion y el de control financiero de la Agencia Estatal de
Radiocomunicaciones sera el establecido en la Ley General Presupuestaria, de acuerdo con lo
previsto en el articulo 50 de la Ley 6/1997, de 14 de abril, de Organizacion y Funcionamiento
de la Administracién General del Estado.

12. Corresponde al Gobierno aprobar el Estatuto de la Agencia Estatal de
Radiocomunicaciones, mediante real decreto, a iniciativa del Ministro de Ciencia y Tecnologia
y a propuesta conjunta de los Ministros de Hacienda y de Administraciones Publicas.

13. La constitucién efectiva de la Agencia tendra lugar en el momento y con los plazos que
sefiale el real decreto de aprobacién de su Estatuto. Dicho real decreto debera someterse a la
aprobacion del Consejo de Ministros en un plazo no superior a un afio desde la entrada en
vigor de la presente disposicion. En el citado real decreto se determinaran los 6rganos, centros
y servicios que quedaran integrados en la Agencia con las modificaciones que sean precisas.
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Articulo 48. La Comisién del Mercado de las Telecomunicaciones.

1. La Comisién del Mercado de las Telecomunicaciones es un organismo publico de los
previstos por el apartado 1 de la disposicion adicional décima de la Ley 6/1997, de 14 de abril,
de Organizacion y Funcionamiento de la Administraciéon General del Estado, dotado de
personalidad juridica y plena capacidad publica y privada. Esta adscrita al Ministerio de
Ciencia y Tecnologia, a través de la Secretaria de Estado de Telecomunicaciones y para la
Sociedad de la Informacidn, que ejercera las funciones de coordinacion entre la Comision y el
Ministerio. Se regira por lo dispuesto en esta ley y disposiciones que la desarrollen, asi como
por la Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones
Publicas y del Procedimiento Administrativo Comun, en el ejercicio de las funciones publicas
que esta ley le atribuye y, supletoriamente, por la Ley 6/1997, de 14 de abril, de Organizacion y
Funcionamiento de la Administracion General del Estado, de acuerdo con lo previsto por el
apartado 1 de su disposicién adicional décima. El personal que preste servicio en la Comision
quedara vinculado a ella por una relacion de caracter laboral.

2. La Comision del Mercado de las Telecomunicaciones tendra por objeto el establecimiento y
supervision de las obligaciones especificas que hayan de cumplir los operadores en los
mercados de telecomunicaciones y el fomento de la competencia en los mercados de los
servicios audiovisuales, conforme a lo previsto por su normativa reguladora, la resolucién de
los conflictos entre los operadores y, en su caso, el ejercicio como 6rgano arbitral de las
controversias entre los mismos.

3. En las materias de telecomunicaciones reguladas en esta ley la Comision del Mercado de
las Telecomunicaciones ejercera las siguientes funciones:

a) Arbitrar en los conflictos que puedan surgir entre los operadores del sector de las
comunicaciones electronicas, asi como en aquellos otros casos que puedan establecerse
por via reglamentaria, cuando los interesados lo acuerden.

El ejercicio de esta funcion arbitral no tendra caracter publico. El procedimiento arbitral se
establecera mediante real decreto y se ajustara a los principios esenciales de audiencia,
libertad de prueba, contradiccién e igualdad, y seréa indisponible para las partes.

b) Asignar la numeracion a los operadores, para lo que dictara las resoluciones oportunas,
en condiciones objetivas, transparentes y no discriminatorias, de acuerdo con lo que
reglamentariamente se determine. La Comision velara por la correcta utilizacion de los
recursos publicos de numeracién asignados. Asimismo, autorizara la transmision de dichos
recursos, estableciendo, mediante resolucién, las condiciones de aquélla.

c) Ejercer las funciones que en relaciéon con el servicio universal y su financiacion le
encomienda el titulo Il de esta ley.

d) La resolucion vinculante de los conflictos que se susciten entre los operadores en
materia de acceso e interconexion de redes, en los términos que se establecen en el titulo
Il de esta ley, asi como en materias relacionadas con las guias telefénicas, la financiacion
del servicio universal y el uso compartido de infraestructuras.

Asimismo, ejercera las restantes competencias que en materia de interconexion se le
atribuyen en esta ley.

e) Adoptar las medidas necesarias para salvaguardar la pluralidad de oferta del servicio, el
acceso a las redes de comunicaciones electrénicas por los operadores, la interconexion de
las redes y la explotacién de red en condiciones de red abierta, y la politica de precios y
comercializacion por los prestadores de los servicios.
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A estos efectos, sin perjuicio de las funciones encomendadas en el capitulo Il del titulo Il
de esta ley y en su normativa de desarrollo, la Comisién ejercera las siguientes funciones:

1.a Podra dictar, sobre las materias indicadas, instrucciones dirigidas a los operadores
gue actlen en el sector de comunicaciones electronicas. Estas instrucciones seran
vinculantes una vez notificadas o, en su caso, publicadas en el "Boletin Oficial del
Estado".

2.a Pondra en conocimiento del Servicio de Defensa de la Competencia los actos,
acuerdos, practicas o conductas de los que pudiera tener noticia en el ejercicio de sus
atribuciones y que presenten indicios de ser contrarios a la Ley 16/1989, de 17 de julio,
de Defensa de la Competencia. A tal fin, la Comision del Mercado de las
Telecomunicaciones comunicara al Servicio de Defensa de la Competencia todos los
elementos de hecho a su alcance y, en su caso, remitird dictamen no vinculante de la
calificacion que le merecen dichos hechos.

3.a Ejercer la competencia de la Administracién General de Estado para interpretar la
informacién que en aplicacién del articulo 9 de esta ley le suministren los operadores
en el ejercicio de la proteccion de la libre competencia en el mercado de las
comunicaciones electronicas.

f) Informar preceptivamente en los procedimientos iniciados para la autorizacion de las
operaciones de concentracion de operadores o de toma de control de uno o varios
operadores del sector de las comunicaciones electrénicas, cuando dichas operaciones
hayan de ser sometidas al Gobierno para su decisién, de acuerdo con la legislacién
vigente en materia de defensa de la competencia.

g) Definir los mercados pertinentes para establecer obligaciones especificas conforme a lo
previsto en el capitulo Il del titulo 11 y en el articulo 13 de esta ley.

h) Asesorar al Gobierno y al Ministro de Ciencia y Tecnologia, a solicitud de éstos o por
propia iniciativa, en los asuntos concernientes al mercado y a la regulacién de las
comunicaciones, particularmente en aquellas materias que puedan afectar al desarrollo
libre y competitivo del mercado. Igualmente podra asesorar a las comunidades autonomas
y a las corporaciones locales, a peticién de los 6rganos competentes de cada una de ellas,
en relacién con el ejercicio de competencias propias de dichas Administraciones publicas
que entren en relacién con la competencia estatal en materia de telecomunicaciones.

En particular, informard preceptivamente en los procedimientos tramitados por la
Administracion General del Estado para la elaboracion de disposiciones normativas, en
materia de comunicaciones electrénicas, especificaciones técnicas de equipos, aparatos,
dispositivos y sistemas de telecomunicacion ; planificacion y atribucién de frecuencias del
espectro radioeléctrico, asi como pliegos de clausulas administrativas generales que, en
su caso, hayan de regir los procedimientos de licitacibn para el otorgamiento de
concesiones de dominio publico radioeléctrico.

i) Ejercer las funciones inspectoras en aquellos asuntos sobre los que tenga atribuida la
potestad sancionadora de acuerdo con el articulo 50.1 y solicitar la intervencién de la
Agencia Estatal de Radiocomunicaciones para la inspeccién técnica de las redes y
servicios de comunicaciones electronicas en aquellos supuestos en que la Comisién lo
estime necesario para el desempefio de sus funciones.

i) El ejercicio de la potestad sancionadora en los términos previstos por esta ley.

En los procedimientos que se inicien como resultado de denuncia por parte del Ministerio
de Ciencia y Tecnologia el érgano instructor, antes de formular la oportuna propuesta de
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resolucion, sometera el expediente a informe de dicho ministerio. La propuesta de
resolucion debera ser motivada si se separa de dicho informe.

k) Denunciar, ante los servicios de inspeccién de telecomunicaciones de la Agencia Estatal
de Radiocomunicaciones, las conductas contrarias a la legislacion general de las
telecomunicaciones cuando no le corresponda el ejercicio de la potestad sancionadora.

En los procedimientos que se inicien como resultado de las denuncias a que se refiere el
parrafo anterior, el 6érgano instructor, antes de formular la oportuna propuesta de
resolucion, sometera el expediente a informe de la Comision del Mercado de las
Telecomunicaciones.

La propuesta de resolucion debera ser motivada si se separa de dicho informe.

I) La llevanza de un registro de operadores, en el que se inscribiran todas aquellas cuya
actividad requiera la naotificacion a la que se refiere el articulo 6 de esta ley.

El registro contendra los datos necesarios para que la Comision pueda ejercer las
funciones que tenga atribuidas.

m) Cualesquiera otras que legal o reglamentariamente se le atribuyan o que le
encomienden el Gobierno o el Ministerio de Ciencia y Tecnologia.

4. La Comision del Mercado de las Telecomunicaciones estara regida por un Consejo, al que
corresponderd el ejercicio de todas las funciones establecidas en el apartado anterior.

5. Dicho Consejo estara compuesto por un Presidente, un Vicepresidente y siete consejeros,
gue seran nombrados por el Gobierno, mediante real decreto adoptado a propuesta conjunta
de los Ministros de Ciencia y Tecnologia y Economia, entre personas de reconocida
competencia profesional relacionada con el sector de las telecomunicaciones y la regulacién
de los mercados, previa comparecencia ante la Comision competente del

Congreso de los Diputados, para informar sobre las personas a quienes pretende proponer.

6. El Consejo designard un Secretario no Consejero, que actuara con voz, pero sin voto.

7. Los cargos de Presidente, Vicepresidente y consejeros se renovaran cada seis afos,
pudiendo los inicialmente designados ser reelegidos por una sola vez.

8. El Presidente, el Vicepresidente y los consejeros cesaran en su cargo por renuncia
aceptada por el Gobierno, expiraciéon del término de su mandato o por separacion acordada
por el Gobierno, previa instruccion de expediente por el Ministro de Ciencia y Tecnologia, por
incapacidad permanente para el ejercicio del cargo, incumplimiento grave de sus obligaciones,
condena por delito doloso o incompatibilidad sobrevenida.

9. Todos los miembros del Consejo estaran sujetos al régimen de incompatibilidades de los
altos cargos de la Administracion.

10. El Consejo de la Comision del Mercado de las Telecomunicaciones aprobara el reglamento
de régimen interior de la Comision, en el que se regulara la actuacién de los érganos de ésta,
el procedimiento a seguir para la adopcion de acuerdos y la organizacion del personal.

El acuerdo de aprobacién del reglamento de régimen interior debera ser adoptado con el visto
favorable de dos tercios de los miembros que componen el Consejo de la Comisién del
Mercado de las Telecomunicaciones.
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11. La Comision elaborara anualmente un informe al Gobierno sobre el desarrollo del mercado
de las telecomunicaciones y de los servicios audiovisuales, que sera elevado a las Cortes
Generales. Este informe reflejara todas las actuaciones de la Comisién, sus observaciones y
sugerencias sobre la evolucion del mercado, el cumplimiento de las condiciones de la libre
competencia, las medidas para corregir las deficiencias advertidas y para facilitar el desarrollo
de las telecomunicaciones.

12. En el gjercicio de sus funciones, y en los términos que reglamentariamente se determinen,
la Comisién del Mercado de las Telecomunicaciones, una vez iniciado el procedimiento
correspondiente, podra en cualquier momento, de oficio 0 a instancia de los interesados,
adoptar las medidas cautelares que estime oportunas para asegurar la eficacia del laudo o de
la resolucion que pudiera recaer, si existiesen elementos de juicio suficientes para ello.

13. La Comisidn tendra patrimonio propio, independiente del patrimonio del Estado.
14. Los recursos de la Comision estaran integrados por:

a) Los bienes y valores que constituyan su patrimonio y los productos y rentas del mismo.
b) Los ingresos obtenidos por la liquidacion de tasas devengadas por la realizacion de
actividades de prestacion de servicios y los derivados del ejercicio de las competencias y
funciones a que se refiere el apartado 3 de este articulo. No obstante, la recaudacién
procedente de la actividad sancionadora de la Comision del Mercado de las
Telecomunicaciones se ingresara en el Tesoro Publico.

En particular, constituirdn ingresos de la Comisién las tasas que se regulan en el apartado
1 del anexo | de esta ley en los términos fijados en aquél.

La gestion y recaudacion en periodo voluntario de las tasas de los apartados 1 y 2 del
anexo | de esta ley, asi como de las tasas de telecomunicaciones establecidas en el
apartado 4 del citado anexo | que se recauden por la prestacion de servicios que tenga
encomendada la Comision, de acuerdo con lo previsto en esta ley, correspondera a la
Comisién en los términos que se fijan en el apartado 5 de dicho anexo, sin perjuicio de los
convenios que pudiera ésta establecer con otras entidades y de la facultad ejecutiva que
corresponda a otros 6rganos del Estado en materia de ingresos publicos, o de su
obligacién de ingreso en el Tesoro Publico, en su caso, en los supuestos previstos en el
anexo | de esta ley.

¢) Las transferencias que, en su caso, efectie el Ministerio de Ciencia y Tecnologia con
cargo a los Presupuestos Generales del Estado.

15. La Comision elaborara anualmente un anteproyecto de presupuesto con la estructura que
determine el Ministerio de Hacienda, y lo remitira a dicho departamento para su elevacion al
Gobierno. Este Ultimo, previa su aprobacién, lo enviara a las Cortes Generales, integrado en
los Presupuestos Generales del Estado. El presupuesto tendrd caracter estimativo y sus
variaciones seran autorizadas de acuerdo con lo establecido en la Ley General
Presupuestaria.

16. El control econémico y financiero de la Comision se efectuara con arreglo a lo dispuesto en
la Ley General Presupuestaria.
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17. Las disposiciones y resoluciones que dicte la Comision en el ejercicio de sus funciones
publicas pondran fin a la via administrativa y seran recurribles ante la jurisdiccion contencioso-
administrativa en los términos establecidos en la ley reguladora de dicha jurisdiccion.

Los laudos que dicte la Comision en el ejercicio de su funcion arbitral tendran los efectos
establecidos en la Ley 36/1988, de 5 de diciembre, de Arbitraje; su revision, anulacion y
ejecucién forzosa se acomodaran a lo dispuesto en la citada ley.

TASAS EN MATERIA DE TELECOMUNICACIONES

Articulo 49. Principios aplicables a las tasas en materia de telecomunicaciones.

1. Los operadores vy los titulares de derechos de uso del dominio publico radioeléctrico o de
recursos de numeracién estaran sujetos al pago de las tasas establecidas en el ordenamiento
juridico.

2. Dichas tasas tendran como finalidad:

a) Cubrir los gastos administrativos que ocasione el trabajo de regulacion relativo a la
preparacién y puesta en practica del derecho comunitario derivado y actos administrativos,
como las relativas a la interconexién y acceso.

b) Los que ocasionen la gestion, control y ejecucion del régimen establecido en esta ley.

¢) Los que ocasione la gestion, control y ejecucién de los derechos de ocupacion del
dominio publico, los derechos de uso del dominio publico radioeléctrico y la numeracion.

d) La gestion de las notificaciones reguladas en el articulo 6 de esta ley.

e) Los gastos de cooperacion internacional, armonizacion y normalizacion y el andlisis de
mercado.

3. Sin perjuicio de lo dispuesto en el apartado 2, las tasas establecidas por el uso del dominio
publico radioeléctrico, la numeracion y el dominio publico necesario para la instalacion de
redes de comunicaciones electronicas tendran como finalidad la necesidad de garantizar el
uso 6ptimo de estos recursos, teniendo en cuenta el valor del bien cuyo uso se otorga y su
escasez.

Dichas tasas deberan ser no discriminatorias, transparentes, justificadas objetivamente y ser
proporcionadas a su fin. Asimismo, deberan fomentar el cumplimiento de los objetivos y
principios establecidos en el articulo 3, en los términos que se establezcan
reglamentariamente.

4. Las tasas a que se refieren los apartados anteriores serdn impuestas de manera objetiva,
transparente y proporcional, de manera que se minimicen los costes administrativos
adicionales y las cargas que se derivan de ellos.

5. El Ministerio de Ciencia y Tecnhologia, la Comision del Mercado de las Telecomunicaciones y
la Agencia Estatal de Radiocomunicaciones, asi como las Administraciones territoriales que
gestionen y liquiden tasas subsumibles en el apartado 2 de este articulo, publicaran un
resumen anual de los gastos administrativos que justifican su imposicion y del importe total de
la recaudacion.
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6. Las tasas en materia de telecomunicaciones gestionadas por la Administracion General del
Estado y sus organismos publicos seran las recogidas en el anexo | de esta ley.

INSPECCION Y REGIMEN SANCIONADOR

Articulo 50. Funciones inspectoras y sancionadoras.

1. La funcion inspectora en materia de telecomunicaciones corresponde a:

a) La Agencia Estatal de Radiocomunicaciones.
b) La Comision del Mercado de las Telecomunicaciones.
c¢) El Ministerio de Ciencia y Tecnologia.

2. Sera competencia del Ministerio de Ciencia y Tecnologia la inspeccion de los servicios y de
las redes de telecomunicaciones, de sus condiciones de prestacion, de los equipos, de los
aparatos, de las instalaciones y de los sistemas civiles, que contara con un servicio central de
inspecciodn técnica de telecomunicaciones.

3. Correspondera a la Comision del Mercado de las Telecomunicaciones la inspeccién de las
actividades de los operadores de telecomunicaciones respecto de las cuales tenga
competencia sancionadora de conformidad con esta ley.

4. Correspondera a la Agencia Estatal de Radiocomunicaciones la competencia de control e
inspeccion del dominio puablico radioeléctrico, asi como la realizacién de actividades de
inspeccién conforme a lo establecido en el apartado siguiente.

5. Para la realizacion de determinadas actividades de inspeccién técnica, el Ministerio de
Ciencia y Tecnologia o la Comisién del Mercado de las Telecomunicaciones, en materias de su
competencia, podran solicitar la actuacién de la Agencia Estatal de Radiocomunicaciones.

6. Los funcionarios de la Agencia Estatal de Radiocomunicaciones, del Ministerio de Ciencia y
Tecnologia y el personal de la Comision del Mercado de las Telecomunicaciones
especificamente designado para ello tendran, en el ejercicio de sus funciones inspectoras, la
consideracion de autoridad publica y podran solicitar, a través de la autoridad gubernativa
correspondiente, el apoyo necesario de los Cuerpos y Fuerzas de Seguridad.

Los operadores o quienes realicen las actividades a las que se refiere esta ley vendran
obligados a facilitar al personal de inspeccién, en el ejercicio de sus funciones, el acceso a sus
instalaciones. También deberan permitir que dicho personal lleve a cabo el control de los
elementos afectos a los servicios o actividades que realicen, de las redes que instalen o
exploten y de cuantos documentos estan obligados a poseer o conservar.

Las personas fisicas y juridicas comprendidas en este parrafo quedan obligadas a poner a
disposicion del personal de inspeccidén cuantos libros, registros y documentos, sea cual fuere
su soporte, éste considere precisos, incluidos los programas informdticos y los archivos
magnéticos, opticos o de cualquier otra clase.
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Las actuaciones de comprobacion o investigacion llevadas a cabo por la Agencia Estatal de
Radiocomunicaciones, el Ministerio de Ciencia y Tecnologia y la Comision del Mercado de las
Telecomunicaciones en el ambito de sus competencias podran desarrollarse, a eleccién de sus
servicios:

a) En cualquier despacho, oficina o dependencia de la persona o entidad inspeccionada o
de quien las represente.

b) En los propios locales de la Agencia Estatal de Radiocomunicaciones, del Ministerio de
Ciencia y Tecnologia o de la Comision del Mercado de las Telecomunicaciones.

Cuando las actuaciones de comprobacién o investigacion se desarrollen en los lugares
sefialados en el parrafo a) anterior, se observara la jornada laboral de los mismos, sin
perjuicio de que pueda actuarse de comun acuerdo en otras horas o dias.

Las obligaciones establecidas en los parrafos anteriores serdn también exigibles a
quienes, careciendo de titulo habilitante, aparezcan como responsables de la prestacion
del servicio, de la instalacion o de la explotacién de la red o del ejercicio de la actividad.

7. La aplicacion del régimen sancionador, corresponde al Ministerio de Ciencia y Tecnologia y
a la Comisién del Mercado de las Telecomunicaciones de conformidad con lo establecido en el
articulo 58 de esta ley.

Articulo 51. Responsabilidad por las infracciones en materia de telecomunicaciones.

La responsabilidad administrativa por las infracciones de las normas reguladoras de las
telecomunicaciones seréa exigible:

a) En el caso de incumplimiento de las condiciones establecidas para la explotacion de
redes o la prestacion de servicios de comunicaciones electronicas, a la persona fisica o
juridica que desarrolle la actividad.

b) En las cometidas con motivo de la explotacién de redes o la prestacion de servicios sin
haber efectuado la notificacién a que se refiere el articulo 6 de esta ley, a la persona fisica
o0 juridica que realice la actividad o, subsidiariamente, a la que tenga la disponibilidad de
los equipos e instalaciones por cualquier titulo juridico valido en derecho o careciendo de
éste.

¢) En las cometidas por los usuarios o por otras personas que, sin estar comprendidas en
los parrafos anteriores, realicen actividades reguladas en la normativa sobre
telecomunicaciones, a la persona fisica o juridica cuya actuacion se halle tipificada por el
precepto infringido o a la que las normas correspondientes atribuyen especificamente la
responsabilidad.

Articulo 52. Clasificacién de las infracciones.

Las infracciones de las normas reguladoras de las telecomunicaciones se clasifican en muy
graves, graves y leves.

Articulo 53. Infracciones muy graves.
Se consideran infracciones muy graves:

a) La realizacién de actividades sin titulo habilitante cuando sea legalmente necesario o
utilizando parametros técnicos diferentes de los propios del titulo y la utilizacion de



N12. Ley 32/2003, General de Telecomunicaciones

Péagina 44/75

potencias de emision notoriamente superiores a las permitidas o de frecuencias
radioeléctricas sin autorizacion o distintas de las autorizadas, siempre que, en estos dos
Gltimos casos, se produzcan dafios graves a las redes o0 a la prestacion de los servicios de
comunicaciones electronicas.

b) El uso, en condiciones distintas a las autorizadas, del espectro radioeléctrico que
provoque alteraciones que impidan la correcta prestacion de otros servicios por otros
operadores.

c) El incumplimiento grave o reiterado por los titulares de concesiones, afectaciones
demaniales o autorizaciones para el uso del dominio publico radioeléctrico de las
condiciones esenciales que se les impongan por el Ministerio de Ciencia y Tecnologia.

d) La transmision total o parcial de concesiones o0 autorizaciones para el uso privativo del
dominio publico radioeléctrico, sin cumplir con los requisitos establecidos a tal efecto por la
normativa de desarrollo de esta ley.

e) La produccién deliberada de interferencias definidas como perjudiciales en esta ley,
incluidas las causadas por estaciones radioeléctricas que estén instaladas o en
funcionamiento a bordo de un buque, de una aeronave o de cualquier otro objeto flotante o
aerotransportado que transmita emisiones desde fuera del territorio espafiol para su
posible recepcion total o parcial en éste.

f) Efectuar emisiones radioeléctricas que incumplan gravemente los limites de exposicion
establecidos en la normativa de desarrollo del articulo 44 de esta ley e incumplir
gravemente las demas medidas de seguridad establecidas en dicha normativa, incluidas
las obligaciones de sefializacion o vallado de las instalaciones radioeléctricas.

g) Permitir el empleo de enlaces procedentes del exterior del territorio nacional que se
faciliten a través de satélites cuyo uso no haya sido previamente autorizado.

h) La instalacién, puesta en servicio o utilizacién de terminales o de equipos conectados a
las redes publicas de comunicaciones electronicas que no hayan evaluado su
conformidad, conforme al titulo IV de esta ley, si se producen dafios muy graves a
aquéllas.

i) La importacién o la venta al por mayor de equipos 0 aparatos cuya conformidad no haya
sido evaluada de acuerdo con lo dispuesto en el titulo IV de esta ley, o con los acuerdos o
convenios internacionales celebrados por el Estado espafiol.

j) El incumplimiento grave y reiterado por los titulares de los laboratorios designados o por
las entidades colaboradoras de la Administracion de las obligaciones que
reglamentariamente se establezcan para su funcionamiento o de las derivadas de su
acreditacion o concierto, en el proceso de evaluacion de los aparatos de
telecomunicaciones, de conformidad con las especificaciones técnicas que les sean de
aplicacion.

k) La negativa o la obstruccién a ser inspeccionado, y la no colaboracion con la inspeccion
cuando ésta sea requerida.

I) El incumplimiento grave o reiterado de las obligaciones de servicio publico, segun lo
establecido en el titulo III.

m) El incumplimiento reiterado de la obligacion de mantener los niveles de calidad
establecidos para la prestacion de los servicios.

n) La interceptacion, sin autorizacion, de telecomunicaciones no destinadas al publico en
general.

fi) La divulgacién del contenido, o de la simple existencia, de mensajes no destinados al
publico en general emitidos o recibidos a través de servicios de telecomunicaciones, a los
que se acceda mediante la interceptacién voluntaria o involuntaria, su publicacion o
cualquier otro uso de ellos sin la debida autorizacién.
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0) El incumplimiento deliberado, por parte de los operadores, de las obligaciones en
materia de interceptacion legal de las comunicaciones impuestas en desarrollo del articulo
33 de esta ley.

p) El incumplimiento reiterado de los requerimientos de informacion formulados por el
organo competente de la Administracion del Estado en el ejercicio de sus funciones.

g) El incumplimiento de las instrucciones dictadas por la Comisién del Mercado de las
Telecomunicaciones, en el ejercicio de las competencias que en materia de mercados de
referencia y operadores con poder significativo le atribuye esta ley.

r) El incumplimiento de las resoluciones adoptadas por la Comision del Mercado de las
Telecomunicaciones en el ejercicio de sus funciones en materia de comunicaciones
electronicas, con excepcion de las que lleve a cabo en el procedimiento arbitral previo
sometimiento voluntario de las partes.

s) El incumplimiento grave o reiterado por los operadores de las condiciones para la
prestacién de servicios o la explotacion de redes de comunicaciones electronicas.

t) La explotacién de redes o la prestacién de servicios de comunicaciones electrénicas sin
cumplir los requisitos exigibles para realizar tales actividades establecidos en esta ley y su
normativa de desarrollo.

u) El incumplimiento de lo establecido en el articulo 6.1.

v) El incumplimiento, por parte de las personas fisicas o juridicas habilitadas para la
explotacién de redes o la prestacion de servicios de comunicaciones electronicas
accesibles al publico, de las obligaciones en materia de acceso e interconexion a las que
estén sometidas por la vigente legislacion.

w) El incumplimiento de las condiciones determinantes de la adjudicacion y asignacion de
los recursos de numeracién incluidos en los planes de numeracion debidamente
aprobados.

x) El incumplimiento reiterado de los requerimientos de informacién formulados por la
Comisién del Mercado de las Telecomunicaciones en el ejercicio de sus funciones.

y) La falta de notificacion a la Administracion por el titular de una red de comunicaciones
electronicas de los servicios que se estén prestando a través de ella cuando esta
informacion sea exigible de acuerdo con la normativa aplicable.

z) La vulneracion grave o reiterada de los derechos previstos por el articulo 38.3, salvo el
previsto por el parrafo h), cuya infraccion se regira por el régimen sancionador previsto por
la Ley 34/2002, de 11 de julio, de Servicios de la Sociedad de la Informacién y Comercio
Electrénico.

Articulo 54. Infracciones graves.
Se consideran infracciones graves:

a) La realizacién de actividades sin titulo habilitante cuando sea legalmente necesario o
utilizando parametros técnicos diferentes de los propios del titulo y la utilizacion de
potencias de emision notoriamente superiores a las permitidas o de frecuencias
radioeléctricas sin autorizacion o distintas de las autorizadas, siempre que las referidas
conductas no constituyan infraccién muy grave.

b) La instalacién de estaciones radioeléctricas sin autorizacion, cuando, de acuerdo con lo
dispuesto en la normativa reguladora de las telecomunicaciones, sea necesaria, 0 de
estaciones radioeléctricas a bordo de un buque, de una aeronave o de cualquier otro
objeto flotante o aerotransportado, que, en el mar o fuera de él, posibilite la transmision de
emisiones desde el exterior para su posible recepcion total o parcial en territorio nacional.
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¢) La mera produccion de interferencias definidas como perjudiciales en esta ley que no se
encuentren comprendidas en el articulo anterior.

d) La emision de sefiales de identificacién falsa o engafiosa.

e) El uso, en condiciones distintas de las autorizadas, del espectro radioeléctrico que
provoque alteraciones que dificulten la correcta prestacion de otros servicios por otros
operadores.

f) No atender el requerimiento hecho por la autoridad competente para el cese de las
emisiones radioeléctricas, en los supuestos de produccion de interferencias.

g) El establecimiento de comunicaciones con estaciones no autorizadas.

h) Efectuar emisiones radioeléctricas que incumplan los limites de exposicion establecidos
en la normativa de desarrollo del articulo 44 de esta ley e incumplir las deméas medidas de
seguridad establecidas en ella, incluidas las obligaciones de sefializacién o vallado de las
instalaciones radioeléctricas.

i) La instalacion, puesta en servicio o utilizacién de terminales o de equipos conectados a
las redes puablicas de comunicaciones electronicas que no hayan evaluado su
conformidad, conforme al titulo IV de esta ley, salvo que deba ser considerado como
infraccion muy grave.

j) La distribucién, venta o exposicibn para la venta de equipos o aparatos cuya
conformidad con los requisitos esenciales aplicables no haya sido evaluada de acuerdo
con lo dispuesto en el titulo IV de esta ley o con los acuerdos o convenios internacionales
celebrados por el Estado espariol.

k) La realizacion de la actividad de instalacion de aparatos y sistemas de telecomunicacion
sin disponer del correspondiente titulo habilitante, asi como el incumplimiento de los
requisitos aplicables al acceso a los servicios de telecomunicaciones en el interior de los
edificios y a la instalacion en ellos de las infraestructuras de telecomunicaciones.

I) La alteracion, la manipulacion o la omisién de las caracteristicas técnicas, de las marcas,
de las etiquetas, de los signos de identificacion o de la documentacion de los equipos o de
los aparatos de telecomunicaciones.

m) El incumplimiento por las entidades colaboradoras de la Administracion para la
normalizacion y la homologacion de las prescripciones técnicas y del contenido de las
autorizaciones o de los conciertos que les afecten, con arreglo a lo que
reglamentariamente se determine.

n) Los siguientes actos de colaboracion con los usuarios de bugues o aeronaves, ya sean
nacionales o de bandera extranjera, efectuados deliberadamente y que posibiliten la
produccién de las infracciones previstas en el parrafo h) del articulo 53 y en el parrafo b)
de este articulo:

1.° El suministro, el mantenimiento o la reparacion del material que incorpore el buque
o la aeronave.

2.° Su aprovisionamiento o abastecimiento.

3.° El suministro de medios de transporte o el transporte de personas o de material al
buque o a la aeronave.

4° El encargo o la realizaciébn de producciones de todo tipo desde buques o
aeronaves, incluida la publicidad destinada a su difusién por radio.

5.° La prestacion de servicios relativos a la publicidad de las estaciones instaladas en
los buques o en las aeronaves.

6.° Cualesquiera otros actos de colaboracion para la comision de una infraccién en
materia de telecomunicaciones mediante el uso de buques o aeronaves.
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fi) El incumplimiento por parte de los operadores de las obligaciones en materia de
interceptacion legal de las comunicaciones impuestas en desarrollo del articulo 33 de esta
ley, salvo que deba ser considerado como infraccion muy grave, conforme a lo dispuesto
en el articulo anterior.

0) El incumplimiento de las obligaciones de servicio publico, segun lo establecido en el
titulo Ill, salvo que deba considerarse como infraccién muy grave, conforme a lo previsto
en el articulo anterior.

p) El incumplimiento por los operadores de las condiciones para la prestacion de servicios
0 la explotacién de redes de comunicaciones electrénicas.

g) Cualquier otro incumplimiento grave de las obligaciones de los operadores explotadores
de redes o prestadores de servicios de comunicaciones electronicas o de sus usuarios,
previsto en las leyes vigentes, salvo que deba ser considerado como infracciéon muy grave,
conforme a lo dispuesto en el articulo anterior.

r) La vulneracidon de los derechos previstos por el articulo 38.3, salvo que deba ser
reconocida como infraccion muy grave. Queda exceptuado el derecho previsto por el
parrafo h), cuya infraccion se regird por el régimen sancionador previsto por la Ley
34/2002, de 11 de julio, de Servicios de la Sociedad de la Informacién y Comercio
Electrénico.

Articulo 55. Infracciones leves.
Se consideran infracciones leves:

a) La produccién de cualquier tipo de emisién radioeléctrica no autorizada, salvo que deba
ser considerada como infraccién grave o muy grave.

b) La mera produccion de interferencias cuando no deba ser considerada como infraccion
grave o muy grave.

¢) Carecer de los preceptivos cuadros de tarifas o de precios cuando su exhibicion se exija
por la normativa vigente.

d) No facilitar los datos requeridos por la Administracion o retrasar injustificadamente su
aportacion cuando resulte exigible conforme a lo previsto por la normativa reguladora de
las comunicaciones electronicas.

e) Cualquier otro incumplimiento de las obligaciones impuestas a operadores de redes o
de servicios de comunicaciones electronicas o de sus usuarios, previsto en las leyes
vigentes, salvo que deba ser considerado como infraccién grave o muy grave, conforme a
lo dispuesto en los articulos anteriores.

Articulo 56. Sanciones.

1. El Ministerio de Ciencia y Tecnologia o la Comisién del Mercado de las Telecomunicaciones
impondran, en el ambito de sus respectivas competencias, las siguientes sanciones:

a) Por la comisién de infracciones muy graves tipificadas en los parrafos q) y r) del articulo
53 se impondra al infractor multa por importe no inferior al tanto, ni superior al quintuplo,
del beneficio bruto obtenido como consecuencia de los actos u omisiones en que consista
la infraccién. En caso de que no resulte posible aplicar este criterio 0 que de su aplicacion
resultara una cantidad inferior a la mayor de las que a continuacion se indican, esta Ultima
constituira el limite del importe de la sancién pecuniaria. A estos efectos, se consideraran
las siguientes cantidades: el uno por ciento de los ingresos brutos anuales obtenidos por la
entidad infractora en el Gltimo ejercicio en la rama de actividad afectada o, en caso de
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inexistencia de éstos, en el ejercicio actual: el cinco por ciento de los fondos totales,
propios o ajenos, utilizados en la infraccion, o 20 millones de euros.

b) Por la comision de las demas infracciones muy graves se impondra al infractor multa
por importe no inferior al tanto, ni superior al quintuplo, del beneficio bruto obtenido como
consecuencia de los actos u omisiones en que consista la infraccién. En caso de que no
resulte posible aplicar este criterio, el limite maximo de la sancién sera de dos millones de
euros.

Las infracciones muy graves, en funcidon de sus circunstancias, podran dar lugar a la
inhabilitacion hasta de cinco afios del operador para la explotacién de redes o la prestacion
de servicios de comunicaciones electronicas.

c) Por la comisién de infracciones graves se impondra al infractor multa por importe de
hasta el duplo del beneficio bruto obtenido como consecuencia de los actos u omisiones
gue constituyan aquéllas o, en caso de que no resulte aplicable este criterio, el limite
maximo de la sancién sera de 500.000 euros.

Las infracciones graves, en funcién de sus circunstancias, podran llevar aparejada
amonestacion publica, con publicacion en el "Boletin Oficial del Estado" y en dos
periddicos de difusion nacional, una vez que la resolucién sancionadora tenga caracter
firme.

d) Por la comision de infracciones leves se impondra al infractor una multa por importe de
hasta 30.000 euros.

Las infracciones leves, en funcion de sus circunstancias, podran llevar aparejada una
amonestacion privada.

2. En todo caso, la cuantia de la sancién que se imponga, dentro de los limites indicados, se
graduara teniendo en cuenta, ademas de lo previsto en el articulo 131.3 de la Ley 30/1992, de
26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Coman, lo siguiente:

a) La gravedad de las infracciones cometidas anteriormente por el sujeto al que se
sanciona.

b) La repercusién social de las infracciones.

¢) El beneficio que haya reportado al infractor el hecho objeto de la infraccion.

d) El dafio causado.

Ademas, para la fijaciéon de la sancion se tendra en cuenta la situacion econdmica del infractor,
derivada de su patrimonio, de sus ingresos, de sus cargas familiares y de las demas
circunstancias personales que acredite que le afectan.

El infractor vendra obligado, en su caso, al pago de las tasas que hubiera debido satisfacer en
el supuesto de haber realizado la notificaciébn a que se refiere el articulo 6 o de haber
disfrutado de titulo para la utilizacion del dominio publico radioeléctrico.

3. Sin perjuicio de lo establecido en el apartado 1 de este articulo, el Ministerio de Ciencia y
Tecnologia o la Comisidon del Mercado de las Telecomunicaciones, en el ambito de sus
respectivas competencias, podran adoptar las siguientes medidas:

a) Las infracciones a las que se refieren los articulos 53 y 54 podran dar lugar a la
adopcién de medidas cautelares, que de conformidad con el articulo 136 de la Ley
30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del
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Procedimiento Administrativo Com(n, podran consistir en el precintado y, en su caso, la
retirada del mercado de los equipos o instalaciones que hubiera empleado el infractor por
un plazo maximo de seis meses, y en la orden de cese inmediato de la actividad
presuntamente infractora, siendo, en su caso, aplicable el régimen de ejecucién subsidiaria
previsto en el articulo 98 de dicha ley.

b) Cuando el infractor carezca de titulo habilitante para la ocupacién del dominio puablico o
su equipo no haya evaluado su conformidad, se mantendran las medidas cautelares
previstas en el parrafo anterior hasta la resolucién del procedimiento o hasta la evaluacion
de la conformidad.

c) Las sanciones impuestas por cualquiera de las infracciones comprendidas en los
articulos 53 y 54, cuando se requiera titulo habilitante para el ejercicio de la actividad
realizada por el infractor, podran llevar aparejada, como sancién accesoria, el precintado o
la incautacion de los equipos 0 aparatos o la clausura de las instalaciones en tanto no se
disponga del referido titulo.

d) Asimismo, podra acordarse, como medida de aseguramiento de la eficacia de la
resolucion definitiva que se dicte, la suspension provisional de la eficacia del titulo y la
clausura provisional de las instalaciones, por un plazo maximo de seis meses.

4. Ademas de la sancidn que corresponda imponer a los infractores, cuando se trate de una
persona juridica, se podra imponer una multa de hasta 60.000 euros a sus representantes
legales 0 a las personas que integran los érganos directivos que hayan intervenido en el
acuerdo o decision.

Quedan excluidas de la sancién aquellas personas que, formando parte de 6rganos colegiados
de administracion, no hubieran asistido a las reuniones o hubieran votado en contra o salvando
su voto.

5. Las cuantias sefialadas en este articulo podran ser actualizadas por el Gobierno, teniendo
en cuenta la variacion de los indices de precios de consumo.

Articulo 57. Prescripcion.

1. Las infracciones reguladas en esta ley prescribirdn, las muy graves, a los tres afios; las
graves, a los dos afios, y las leves, a los seis meses.

El plazo de prescripcién de las infracciones comenzara a computarse desde el dia en que se
hubieran cometido. Interrumpird la prescripcion la iniciacién, con conocimiento del interesado,
del procedimiento sancionador. El plazo de prescripcion volvera a correr si el expediente
sancionador estuviera paralizado durante mas de un mes por causa no imputable al presunto
responsable.

En el supuesto de infraccién continuada, la fecha inicial del computo sera aquélla en que deje
de realizarse la actividad infractora o la del Ultimo acto con que la infraccidon se consume. No
obstante, se entendera que persiste la infraccion en tanto los equipos, aparatos o instalaciones
objeto del expediente no se encuentren a disposicion de la Administracion o quede constancia
fehaciente de su imposibilidad de uso.

2. Las sanciones impuestas por faltas muy graves prescribirdn a los tres afios; las impuestas
por faltas graves, a los dos afios, y las impuestas por faltas leves, al afio.
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El plazo de prescripcion de las sanciones comenzard a computarse desde el dia siguiente a
aquel en que adquiera firmeza la resolucion por la que se impone la sancion.

Interrumpira la prescripcion la iniciacion, con conocimiento del interesado, del procedimiento
de ejecucion, volviendo a correr el plazo si aquél esta paralizado durante mas de un mes por
causa no imputable al infractor.

Articulo 58. Competencias sancionadoras.
La competencia sancionadora correspondera:

a) A la Comision del Mercado de las Telecomunicaciones, cuando se trate de infracciones
muy graves tipificadas en los parrafos q) a x) del articulo 53, infracciones graves tipificadas
en el parrafo p) y, en el &mbito material de su actuacion, en el parrafo q) del articulo 54, e
infracciones leves tipificadas en el parrafo d) del articulo 55, respecto de los
requerimientos por ella formulados. Dentro de la Comision del Mercado de las
Telecomunicaciones, la imposicion de sanciones correspondera:

1.° Al Consejo, respecto de las infracciones muy graves y graves.
2.° Al Presidente, en cuanto a las leves.

b) A la Agencia de Proteccién de Datos, cuando se trate de las infracciones muy graves
comprendidas en el parrafo z) del articulo 53 y de las infracciones graves previstas por el
parrafo r) del articulo 54.

¢) Cuando se trate de infracciones no incluidas en los parrafos anteriores, y en el &mbito
de competencias de la Administracion General del Estado, la imposicion de sanciones
correspondera al Secretario de Estado de Telecomunicaciones y para la Sociedad de la
Informacion.

El ejercicio de la potestad sancionadora se sujetara al procedimiento aplicable, con
caracter general, a la actuacidon de las Administraciones publicas. No obstante, el plazo
maximo de duracién del procedimiento sera de un afo y el plazo de alegaciones no tendra
una duracién inferior a un mes.

DISPOSICIONES ADICIONALES

Primera. Limitaciones y servidumbres.

1. Las limitaciones a la propiedad y las servidumbres a las que hace referencia el apartado 1
del articulo 32 de esta ley podran afectar:

a) A la altura maxima de los edificios.

b) A la distancia minima a la que podran ubicarse industrias e instalaciones eléctricas de
alta tension y lineas férreas electrificadas.

¢) A la distancia minima a la que podran instalarse transmisores radioeléctricos.

2. Con la excepcién de la normativa legal vigente aplicable a la defensa nacional y a la
navegacion aérea, no podran establecerse, por via reglamentaria, limitaciones a la propiedad
ni servidumbres que contengan condiciones mas gravosas que las siguientes:
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a) Para distancias inferiores a 1.000 metros, el angulo sobre la horizontal con el que se
observe, desde la parte superior de las antenas receptoras de menor altura de la estacion,
el punto mas elevado de un edificio serd como maximo de tres grados.

b) La maxima limitacién exigible de separacidn entre una industria o una linea de tendido
eléctrico de alta tension o de ferrocarril y cualquiera de las antenas receptoras de la
estacion sera de 1.000 metros.

La instalacion de transmisores radioeléctricos en las proximidades de la estacion se
realizara con las siguientes limitaciones:

(VER IMAGEN, PAGINA 38913)

Maxima limitacion exigible de separacién entre instalaciones a proteger y antena del
transmisor -Kilometros Gama de frecuencias Potencia radiada aparente del transmisor en
direccion a la instalacién a proteger -Kilovatios
00lRPR12fR30MHz1RPR1010P T 1020
001RPR11fT30MHz1RPR102PT105

3. Las limitaciones de intensidad de campo eléctrico se exigiran para aquellas instalaciones
cuyos equipos tengan una alta sensibilidad. Se entiende que utilizan equipos de alta
sensibilidad las instalaciones dedicadas a la investigacion. Para las instalaciones de
radioastronomia y astrofisica, estas limitaciones seran las siguientes:

a) Las estaciones dedicadas a la observaciéon radioastronémica, en cada una de las
bandas de frecuencia que se encuentran atribuidas al servicio de radioastronomia de
conformidad con el cuadro nacional de atribucién de frecuencias, estaran protegidas contra
la interferencia perjudicial por los niveles de intensidad de campo que se indican a
continuacion:

-34,2 dB (IV/m) en la banda 1400 a 1427 MHz.

-35,2 dB (IV/m) en la banda 1610,6 a 1613,8 MHz.

-35,2 dB (IV/m) en la banda 1660 a 1670 MHz.

-31,2 dB (IV/m) en la banda 2690 a 2700 MHz.

-25,2 dB (IV/m) en la banda 4990 a 5000 MHz.

-14,2 dB (IV/m) en la banda 10,6 a 10,7 GHz.

-10,2 dB (IV/m) en la banda 15,35 a 15,4 GHz.

-2,2 dB (IV/m) en la banda 22,21 a 22,5 GHz.

-1,2 dB (IV/m) en la banda 23,6 a 24 GHz.

4,8 dB (IV/m) en la banda 31,3 a 31,8 GHz.

8,8 dB (IV/m) en la banda 42,5 a 43,5 GHz.

20,8 dB (IV/m) en la banda 86 a 92 GHz.
b) Para la proteccion de las instalaciones de observatorios de astrofisica, la limitacion de la
intensidad de campo eléctrico, en cualquier frecuencia, serd de 88,8 dB (IV/m) en la
ubicacién del observatorio.

4. Para un mejor aprovechamiento del espectro radioeléctrico, la Administracion podra
imponer, en las instalaciones, la utilizacién de aquellos elementos técnicos que mejoren la
compatibilidad radioeléctrica entre estaciones.
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Segunda. Significado de los términos empleados por esta ley.

A los efectos de esta ley, los términos definidos en el anexo Il tendran el significado que alli se
les asigna.

Tercera. Aplicacién de la legislacion reguladora de las infraestructuras comunes en los
edificios, y de la disposicidn adicional cuadragésima cuarta de la Ley 66/1997, de 30 de
diciembre.

La legislacion que regule las infraestructuras comunes en los edificios para el acceso a los
servicios de telecomunicacion mantendra su vigencia y no quedara afectada por la entrada en
vigor de esta ley.

Lo mismo ocurrira con la disposicidn adicional cuadragésima cuarta de la Ley 66/1997, de 30
de diciembre, de medidas fiscales, administrativas y de orden social.

Cuarta. Informacién confidencial.

Las entidades que aporten a alguna Autoridad Nacional de Reglamentacion datos o
informaciones de cualquier tipo con ocasién del desempefio de sus funciones podran indicar,
de forma justificada, qué parte de lo aportado consideran de trascendencia comercial o
industrial, cuya difusion podria perjudicarles, a los efectos de que sea declarada su
confidencialidad respecto de cualesquiera personas o entidades que no sean parte de alguna
Autoridad Nacional de Reglamentacién. Cada Autoridad Nacional de Reglamentacién decidira,
de forma motivada y a través de las resoluciones oportunas, sobre la informacion que, segin
la legislacion vigente, esté exceptuada del secreto comercial o industrial y sobre la amparada
por la confidencialidad.

Quinta. El Consejo Asesor de las Telecomunicaciones y de la Sociedad de la
Informacién.

1. El Consejo Asesor de las Telecomunicaciones y de la Sociedad de la Informacién, presidido
por el Ministro de Ciencia y Techologia o por la persona en quien delegue, es un 6rgano
asesor del Gobierno en materia de telecomunicaciones y sociedad de la informacién.

2. Las funciones del Consejo seran de estudio, deliberacion y propuesta en materias relativas
a las telecomunicaciones y a la sociedad de la informacién, sin perjuicio de las competencias
gue correspondan a los 6rganos colegiados interministeriales con competencias de informe al
Gobierno en materia de politica informatica.

Le correspondera, igualmente, informar sobre los asuntos que el Gobierno determine o sobre
los que, por propia iniciativa, juzgue conveniente. El informe del Consejo Asesor de las
Telecomunicaciones y de la Sociedad de la Informacién equivaldra a la audiencia a la que se
refiere el articulo 24.1.c) de la Ley 50/1997, de 27 de noviembre, del Gobierno.

El Gobierno, mediante real decreto, establecerd la composicion y el régimen de
funcionamiento del Consejo Asesor de las Telecomunicaciones y de la Sociedad de la
Informacién, cuyos miembros representaran a la Administracion General del Estado, a las
Administraciones autondémicas, a la Administracion local a través de sus asociaciones o



N12. Ley 32/2003, General de Telecomunicaciones

Péagina 53/75

federaciones mas representativas, a los usuarios, incluyendo en todo caso a los
discapacitados a través de sus organizaciones mas representativas, a los operadores que
presten servicios o exploten redes publicas de comunicaciones electrénicas, a los prestadores
de servicios de la sociedad de la informacion, a las industrias fabricantes de equipos de
telecomunicaciones y de la sociedad de la informacion y a los sindicatos mas representativos
del sector.

Sexta. Multas coercitivas.

Para asegurar el cumplimiento de las resoluciones que dicten, la Administraciéon General del
Estado o la Comision del Mercado de las Telecomunicaciones podran imponer multas
coercitivas por importe diario de 100 hasta 10.000 euros, en los términos previstos en la Ley
30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del
Procedimiento Administrativo Comun.

Las multas coercitivas seran independientes de las sanciones que puedan imponerse con tal
caracter y compatibles con ellas.

El importe de las multas coercitivas previstas en esta disposicion se ingresard en el Tesoro
Publico.

Séptima. Obligaciones en materia de acceso condicional, acceso a determinados
servicios de radiodifusion y televisién, television de formato ancho y obligaciones de
transmision.

1. Mediante reglamento se regularén las condiciones aplicables a los operadores de redes
publicas de comunicaciones electrénicas en materia de acceso condicional a los servicios de
televisién y radio digitales difundidos a los telespectadores y oyentes, con independencia del
medio de transmision utilizado. Asimismo, se regulard mediante real decreto el procedimiento
de revision de dichas condiciones por la Comisién del Mercado de las Telecomunicaciones, en
el supuesto de que el operador obligado ya no tuviera poder significativo en el mercado en
cuestion.

2. En la medida que sea necesario para garantizar el acceso de los usuarios finales a
determinados servicios digitales de radiodifusion y televisién, la Comisiéon del Mercado de las
Telecomunicaciones podra imponer, en la forma y para los servicios que se determine
reglamentariamente por el Gobierno, obligaciones a los operadores que dispongan de
interfaces de programa de aplicaciones (API) y guias electrénicas de programacién (EPG) para
gue faciliten el acceso a estos recursos en condiciones razonables, justas y no
discriminatorias.

3. Las redes publicas de comunicaciones electronicas utilizadas para la distribucion de
servicios de television digital deberan disponer de capacidad para distribuir programas y
servicios de television de formato ancho. Los operadores de dichas redes que reciban
programas o servicios de television de formato ancho para su posterior distribucion estaran
obligados a mantener dicho formato.

4. Mediante reglamento aprobado por el Gobierno podran imponerse, como obligaciones de
servicio publico, exigencias razonables de transmisién de determinados canales y servicios de
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programas de radio y television a los operadores que exploten redes de comunicaciones
electrénicas utilizadas para la distribucion de programas de radio o televisién al publico, si un
namero significativo de usuarios finales de dichas redes las utiliza como medio principal de
recepcion de programas de radio y televisidn, cuando resulte necesario para alcanzar objetivos
de interés general claramente definidos y de forma proporcionada, transparente y
periédicamente revisable.

Octava. Mecanismo de consulta.

Las medidas adoptadas por una Autoridad Nacional de Reglamentacion de acuerdo con los
articulos 10, 13, 19 y de la disposicién adicional séptima de esta ley y de su normativa de
desarrollo se someteran al mecanismo de consulta establecido en el articulo 7 de la Directiva
2002/21/CE, del Parlamento Europeo y del Consejo, de 7 de marzo de 2002, relativa a un
marco regulador comun de las redes y de los servicios de comunicaciones electronicas
(Directiva marco) y las normas dictadas al efecto en desarrollo del mismo por la Comision
Europea.

Novena. Proteccion de datos personales.

No sera preciso el consentimiento del interesado para la comunicacion de datos personales
necesaria para el cumplimiento de lo previsto en los articulos 7 y 38.6 de esta ley.

Décima. Servicios de difusién por cable.

Los servicios de difusion de radio y television por cable se prestardn en régimen de libre
competencia, en las condiciones que se establezcan por el Gobierno mediante reglamento.
Para su prestacion en un ambito territorial superior al de una comunidad autbnoma sera
preceptiva la previa obtencién de una autorizacién administrativa estatal y su inscripcién en el
registro que a tal efecto se llevara en la Comisién del Mercado de las Telecomunicaciones.

Los operadores cuyo ambito territorial de actuacion no exceda del correspondiente al de una
comunidad autdbnoma deberan solicitar la autorizacién al érgano competente de la misma.
Dichas autorizaciones se inscribiran en los registros establecidos al efecto por cada comunidad
auténoma. Tales inscripciones deberan comunicarse al registro de la Comisién del Mercado de
las Telecomunicaciones a efectos meramente informativos.

El reglamento de los servicios de difusion de radio y television establecera las obligaciones de
los titulares de las autorizaciones y, en particular, las relativas a:

a) Distribucién de programas de titularidad de programadores independientes.
b) Cumplimiento de la legislacion aplicable en materia de contenidos de los servicios de
radio y television.

Undécima.
El Ministerio de Ciencia y Tecnologia podra requerir a los solicitantes de los informes a que se

refiere el apartado 4 del articulo 33 de la Ley 43/1995, de 27 de diciembre, del Impuesto sobre
Sociedades, la aportacién de informe de calificacién de las actividades e identificacién de los
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gastos e inversiones asociados en investigacion y desarrollo o innovacion realizados por
entidades debidamente acreditadas en los términos que se establezcan reglamentariamente.

Duodécima. Despliegue de infraestructuras de radiocomunicacion.

En el marco de lo previsto en el apartado 7 del articulo 5 de la Ley 30/1992, de 26 de
noviembre, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comudn, se creara un o6rgano de cooperacién con participacion de las
comunidades auténomas para impulsar, salvaguardando las competencias de todas las
administraciones implicadas, el despliegue de las infraestructuras de radiocomunicacion, en
especial las redes de telefonia movil y fija inalambrica, de acuerdo con los principios de
seguridad de las instalaciones, de los usuarios y del publico en general, la maxima calidad del
servicio, la proteccion del medio ambiente y la disciplina urbanistica. A estos efectos, y de
acuerdo con lo previsto por el apartado 8 del citado articulo 5 de la Ley 30/1992, la asociacién
de las entidades locales de ambito estatal con mayor implantacion podra ser invitada a asistir a
las reuniones del citado drgano de cooperacion.

DISPOSICIONES TRANSITORIAS

Primera. Derechos reconocidos y titulos otorgados antes de la entrada en vigor de esta
ley.

Respecto de las normas en vigor en el momento de aprobacion de esta ley y de los derechos
reconocidos y los titulos otorgados al amparo de aquéllas, sera de aplicacién lo siguiente:

1. Las normas dictadas en desarrollo del titulo Il de la Ley General de Telecomunicaciones
en relacién con las autorizaciones y licencias individuales continuaran vigentes en lo que
no se opongan a esta ley, hasta que se apruebe la normativa de desarrollo prevista en el
articulo 8.

2. Respecto de los titulos actualmente existentes se aplicaran las siguientes normas:

a) Quedan extinguidos desde la entrada en vigor de la esta ley todos los titulos
habilitantes otorgados para la explotacion de redes y la prestacién de servicios de
telecomunicaciones, quedando sus titulares habilitados para la prestacion de servicios
0 la explotacién de redes de comunicaciones electronicas, siempre que rednan los
requisitos establecidos en el parrafo primero del articulo 6.1 de esta ley.

La extincion del titulo no implicard la de otros que estuvieran vinculados a él, entre
otros, aquellos que le otorguen derechos de uso del dominio publico radioeléctrico, de
numeracion o de ocupacion de la propiedad publica o privada.

En particular, quedan extinguidos los siguientes titulos:

Las autorizaciones generales y provisionales.

Las licencias individuales.

Las concesiones administrativas para la prestacion de servicios de telecomunicaciones
pendientes de transformacion a la entrada en vigor de esta ley.

No obstante lo anterior, seguirdan siendo exigibles las condiciones aplicables conforme
a sus antiguos titulos y normativa anterior vigente hasta que se desarrolle el
reglamento a que se refiere el articulo 8 de la ley cuando no sean incompatibles con
las condiciones que, segun la Directiva 2002/20/CE, del Parlamento Europeo y del
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Consejo, de 7 de marzo de 2002, relativa a la autorizacion de redes y servicios de
comunicaciones electronicas, pueden asociarse a una autorizacion general.

En el caso de licencias individuales otorgadas con limitaci6n de numero, las
condiciones ligadas a la licencia extinta se entenderan afectas a la concesién demanial
resultante de la transformacion prevista en el apartado 8.d) de esta disposicion
transitoria.

En tanto que no se desarrolle reglamentariamente el titulo Il de esta ley, aquellas
personas fisicas o juridicas que, reuniendo los requisitos establecidos en el articulo 6
de esta ley, notifiguen a la Comisién del Mercado de las Telecomunicaciones su
intencion de prestar servicios 0 explotar redes de comunicaciones electrénicas, o
hayan solicitado una autorizaciéon o licencia conforme al régimen anterior sin haber
obtenido aln el correspondiente titulo, podran iniciar la prestacién de la actividad en
los términos establecidos en la normativa anterior, en lo que no se oponga a esta ley.
b) Los actuales registros especiales de titulares de autorizaciones generales y de
titulares de licencias individuales y, en general, cuantos contengan inscripciones de
cualquier otro titulo o titulares de habilitaciones para prestar servicios de
telecomunicaciones que se extingan como consecuencia de la entrada en vigor de
esta ley se seguiran llevando en los términos que se indican en el parrafo siguiente en
tanto no se desarrolle reglamentariamente el Registro de operadores a que se refiere
el articulo 7 de esta ley.

A los efectos previstos en el parrafo anterior, todas las inscripciones contenidas en los
actuales registros se consideraran inscripciones de personas fisicas o juridicas
habilitadas para explotar redes o prestar servicios de comunicaciones electronicas,
siempre que éstas relinan los requisitos establecidos en el articulo 6 de esta ley.

El Registro de titulares de autorizaciones generales seguira vigente para la inscripcion
de las personas fisicas o juridicas que presenten notificaciones al amparo del articulo
6 de esta ley hasta la puesta en funcionamiento del nuevo registro, e incorporard,
ademas, la inscripcidn de las personas fisicas o juridicas que exploten redes o presten
servicios de comunicaciones electronicas que, conforme a la normativa anterior, no
fueran susceptibles de inscripcion.

) Las licencias para autoprestacion con concesion demanial aneja de dominio publico
radioeléctrico se transformardn en una autorizacion administrativa de uso privativo de
dominio publico radioeléctrico, manteniendo el plazo de duracibn que les
correspondiese hasta la finalizacion del titulo que se transforma. Los érganos
competentes en gestion del espectro radioeléctrico procederan de oficio a efectuar las
correspondientes modificaciones en los titulos anulando la licencia para
autoprestacion.

A las concesiones de servicios portadores y finales de telecomunicaciones o de
telecomunicaciones moviles pendientes de transformar de las previstas en la
disposicion transitoria primera, apartado 6, de la Ley 11/1998, de 24 de abril, General
de Telecomunicaciones, les sera de aplicacion lo previsto respecto de las licencias
individuales de tipo B y C que mantengan derechos de ocupacion de dominio publico y
de la propiedad privada y obligaciones de servicio publico.

3. Los mercados de referencia actualmente existentes, los operadores dominantes en dichos
mercados y las obligaciones que tienen impuestas dichos operadores continuaran en vigor
hasta que, en los términos fijados en el titulo Il, se fijen los nuevos mercados de referencia, las
empresas con poder significativo en dichos mercados y sus obligaciones.
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El Reglamento de desarrollo de la Ley General de Telecomunicaciones actualmente en vigor
en lo relativo a interconexion y acceso a las redes publicas y numeracién continuara en vigor
hasta tanto se aprueben las nuevas normas que desarrollen el titulo Il de esta ley.

Asimismo, las normas legales y reglamentarias, asi como los acuerdos de la Comisién
Delegada del Gobierno para Asuntos Econémicos en materia de regulacion y fijacién de
precios de los servicios de telecomunicaciones, continuardn en vigor hasta que se fijen, en los
términos establecidos en el parrafo primero, los mercados de referencia, los operadores con
poder significativo en dichos mercados y las obligaciones que sean de aplicaciéon en cada uno
de dichos mercados a los operadores con poder significativo en ellos.

4. Tanto el Plan Nacional de Numeracién para los Servicios de Telecomunicaciones, aprobado
por Acuerdo del Consejo de Ministros de 14 de noviembre de 1997, como el Real Decreto
225/1998, de 16 de febrero, por el que se aprueba el Reglamento de procedimiento de
asignacion y reserva de numeraciéon de la Comisién del Mercado de las Telecomunicaciones,
asi como las deméas normas vigentes en materia de numeracion, continuaran en vigor en tanto
no se dicten otras nuevas que las sustituyan.

5. Hasta que se apruebe el reglamento que sustituya al actualmente en vigor en lo relativo al
servicio universal y a las demas obligaciones de servicio publico, continuara en vigor en lo que
no se oponga a esta ley tanto lo previsto en el articulo 37.a) de la Ley 11/1998, de 24 de abril,
General de Telecomunicaciones, como lo dispuesto en dicho reglamento.

En especial, el reglamento que sustituya el anteriormente citado debera regular la forma en
gue se efectuara la transicién en:

La designacion del operador u operadores para la prestacion del servicio universal en
aplicacion de los nuevos procedimientos previstos en el articulo 23.

El paso de la aplicacion del concepto de servicio universal de la Ley General de
Telecomunicaciones al nuevo concepto del articulo 22.

En todo caso, seguiran en vigor hasta la aprobacién del nuevo reglamento las hormas dictadas
al amparo de la Ley General de Telecomunicaciones que regulan los derechos de los
consumidores y usuarios, las infraestructuras comunes de telecomunicaciones, asi como el
resto de disposiciones reglamentarias en desarrollo del titulo 11l de dicha ley.

6. En relacion con los derechos de ocupacion de la propiedad publica o privada, desde la
entrada en vigor de esta ley serd de plena aplicacion lo dispuesto en ella y, a dichos efectos,
las Administraciones a que se refiere el capitulo Il del titulo Il no podran fundar la denegacion
de derechos de ocupacion del dominio publico o privado, sino en la aplicacién de las normas a
que se hace referencia en dicho capitulo que hubiesen aprobado.

Asimismo, la Comisién del Mercado de las Telecomunicaciones deberd haber puesto en
funcionamiento en dicho plazo el sistema previsto en el articulo 31.

7. Las normas actualmente vigentes en las materias que desarrollan el titulo IV de esta ley
continuaran en vigor.
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8. En relacion con la normativa vigente antes de la entrada en vigor de esta ley sobre el uso
del dominio publico radioeléctrico, sera de aplicacion lo siguiente:

a) Las normas en vigor sobre el dominio publico radioeléctrico en el momento de
aprobacion de esta ley, tanto los reglamentos como los planes de atribucion de
frecuencias, continuaran en vigor, con las salvedades que se establecen en los parrafos
siguientes.

b) El uso especial del dominio publico radioeléctrico continuara rigiéndose por la normativa
vigente en el momento de la publicacion de esta ley en todo lo que no se oponga a ella. En
particular, en lo que se refiere al uso del espectro radioeléctrico correspondiente a las
bandas asignadas a los radioaficionados y a la banda ciudadana, mantendran su validez
los titulos habilitantes anteriormente existentes, pudiendo otorgarse, en las mismas
condiciones, nuevos titulos en tanto no se dicte la normativa que sustituya a la
actualmente en vigor.

Las autorizaciones de uso especial del dominio publico radioeléctrico, una vez finalice el
periodo de validez de las otorgadas antes de la entrada en vigor de esta ley, se
transformaran en el titulo que corresponda en las condiciones previstas en el titulo V.

¢) El derecho al uso privativo del dominio publico radioeléctrico sin limitacion de nimero se
transformara de la forma siguiente:

El derecho de uso privativo de dominio publico radioeléctrico para autoprestacion se
transformara en autorizacién administrativa de derecho de uso privativo manteniendo
validez, a estos efectos, la concesion demanial otorgada afecta a una licencia individual
hasta la finalizacion del plazo por el que fue otorgada, con los mismos derechos y
obligaciones, en lo que no se oponga a esta ley. A dichos efectos, se considerara dicha
concesiéon demanial independiente de cualquier licencia individual.

Las concesiones de uso privativo del dominio publico radioeléctrico sin limitacién de
namero para prestacion de servicios a terceros continuaran manteniendo su validez en los
términos en que se encuentren otorgadas en la actualidad.

d) Los titulos habilitantes para el ejercicio del derecho de uso privativo de dominio publico
radioeléctrico con limitacion de numero continuardn manteniendo su validez en los
términos en que se encuentren otorgados en la actualidad, hasta tanto se apruebe el
reglamento a que se refiere el articulo 44, debiendo con posterioridad transformarse en
una concesion demanial en los términos que se establezcan en el citado reglamento.

9. En relacién con las tasas de telecomunicaciones, y hasta tanto se aprueben y entren en
vigor las normas de desarrollo del titulo VII, seguirdn siendo de aplicacién las disposiciones
vigentes que establecen tanto las tasas como sus procedimientos de recaudacion en materia
de telecomunicaciones, sin perjuicio de lo establecido en la disposicion transitoria quinta de
esta ley y en su anexo I.

No obstante lo establecido en el parrafo anterior, hasta que se aprueben y entren en vigor las
normas de desarrollo del titulo VII, continuaran vigentes las siguientes tasas:

a) La tasa por el uso especial del dominio publico radioeléctrico, prevista en el articulo 73.4
de la Ley 11/1998, de 24 de abril, General de Telecomunicaciones.

b) El concepto de la tasa del articulo 74 de la Ley 11/1998, de 24 de abril, General de
Telecomunicaciones, establecido por la tramitacion y otorgamiento de licencias
individuales para uso de redes y servicios en régimen de autoprestacion.
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Por el contrario, hasta que se aprueben y entren en vigor las normas de desarrollo del titulo
VII, no resultaran exigibles los siguientes conceptos de las tasas previstas en el apartado 4 del
anexo | de esta ley:

a) El concepto relativo a la tasa por la tramitacién de autorizaciones de uso especial del
dominio publico radioeléctrico, y

b) El concepto relativo a la tasa por la tramitacion de autorizaciones o concesiones
demaniales para el uso privativo del dominio publico radioeléctrico.

Las competencias de gestion y recaudacion en periodo voluntario atribuidas por esta ley a la
Agencia Estatal de Radiocomunicaciones se ejercitaran por los 6rganos actualmente
competentes del Ministerio de Ciencia y Tecnologia hasta tanto no se produzca la efectiva
constitucion de la Agencia Estatal de Radiocomunicaciones, conforme a lo dispuesto en el
apartado 13 del articulo 47 de esta ley, y se aprueben y entren en vigor las normas de
desarrollo del titulo VIl relativas a las tasas afectadas.

Las referencias hechas en la normativa de desarrollo de la Ley 11/1998, de 24 de abiril,
General de Telecomunicaciones, a los tipos de infracciones previstas en dicha ley se
entenderan hechas a sus equivalentes de esta ley.

10. Los procedimientos iniciados antes de la entrada en vigor de esta ley continuaran
tramitdndose de conformidad con la normativa anteriormente vigente hasta la aprobacion de
las disposiciones reglamentarias correspondientes; a partir de dicha fecha deben continuarse
los procedimientos en curso, de conformidad con lo dispuesto en esta ley y en especial de lo
dispuesto en los apartados anteriores, convaliddndose, en su caso, las actuaciones ya
realizadas.

Segunda. Prestacidon del servicio universal.

Durante el periodo transitorio previsto en el apartado cinco de la disposicién transitoria
primera, la prestacién del servicio universal en el ambito definido por la Ley 11/1998, de 24 de
abril, General de Telecomunicaciones, seguird correspondiendo a Telefénica de Espafia,
S.A.U. Una vez aprobado el reglamento previsto en dicho apartado, se estara a lo dispuesto en
él.

Tercera. Fijacion de precios.

Durante el periodo transitorio previsto en el apartado tres de la disposicion transitoria primera,
la Comisién Delegada del Gobierno para Asuntos Econdmicos, previo informe de la Comision
del Mercado de las Telecomunicaciones, podra fijar, transitoriamente, precios fijos, maximos y
minimos, o los criterios para su fijacion y los mecanismos para su control, en funcion de los
costes reales de la prestacion del servicio y del grado de concurrencia de operadores en el
mercado. Para determinar el citado grado de concurrencia, se analizara la situacién propia de
cada uno de los distintos servicios, de forma tal que se garantice la concurrencia, el control de
las situaciones de abuso de posicibn dominante y el acceso a aquéllos de todos los
ciudadanos a precios asequibles.

A estos efectos, los operadores que exploten redes o0 presten servicios estaran obligados a
suministrar informacién pormenorizada sobre sus costes, atendiendo a los criterios y
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condiciones que se fijan reglamentariamente. En todo caso, dicha informacién debera ser
relevante a los fines de la regulacién de los precios y, asimismo, deberd suministrarse
acompafiada de un informe de conformidad emitido por una empresa auditora independiente.

Cuarta. Prestacion de determinados servicios a los que se refiere el articulo 25.

En tanto no se proceda al desarrollo de lo dispuesto en el articulo 25 de esta ley, la Sociedad
Estatal Correos y Telégrafos, S. A., prestara directamente los servicios de télex, telegréaficos y
otros de caracteristicas similares, a los que se refiere el articulo 25.2 de esta ley, ajustandose,
en su caso, a lo que prevea el reglamento previsto en el apartado 3 de dicho articulo.

Asimismo, se encomienda a la Direccién General de la Marina Mercante la prestacion de los
servicios de seguridad de la vida humana en el mar subsumibles bajo el articulo 25.1.

Quinta. Régimen transitorio para la fijacion de las tasas establecidas en el anexo | de
estaley.

Hasta que se fijen, de conformidad con lo que se establece en la legislacion especifica sobre
tasas y prestaciones patrimoniales de caracter publico, los valores a los que se refieren los
apartados 1, 2, 3y 4 del anexo | de esta ley, sera de aplicacion lo siguiente:

El importe de la tasa anual que, conforme al apartado 1, los operadores deben satisfacer por la
prestacion de servicios a terceros sera el resultado de aplicar el tipo del 1,5 por mil a la cifra de
los ingresos brutos de explotacion que obtengan aquéllos.

El valor de cada nimero para la fijacion de la tasa por numeracion, a que se refiere el apartado
2, serd de 0,03 euros.

Hasta que se fije el importe de la tasa por reserva del dominio publico radioeléctrico, a la que
se refiere el apartado 3, seguira siendo de aplicacion lo establecido en la correspondiente Ley
de Presupuestos Generales del Estado.

El importe minimo a ingresar en concepto de tasa por reserva del dominio publico
radioeléctrico, previsto en el apartado 3.3 del anexo |, se fija inicialmente en 100 euros.

Las autorizaciones para el uso especial del dominio publico radioeléctrico transformadas
conforme al apartado ocho.b) de la disposicion transitoria primera no estaran sujetas al pago
de la tasa por reserva de dicho dominio.

Hasta que se fijen las cuantias de la tasa prevista en el apartado 4, se aplicaran las siguientes:

a) Por la expedicién de certificaciones registrales y de presentacion de proyecto técnico y
del certificado o boletin de instalacién, 37 euros.

b) Por la expedicién de certificaciones de cumplimiento de especificaciones técnicas, 292
euros.

¢) Por cada acto de inspeccién o comprobacion técnica efectuado, 307 euros.

d) Por la tramitacidon de la autorizacién o concesion demanial para el uso privativo del
dominio publico radioeléctrico, 62 euros.
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e) Por la tramitacion de la autorizacion de uso especial del dominio publico radioeléctrico,
180 euros por estacion de aficionado, y 100 euros por estacion de banda ciudadana.

f) Por la presentacion a los examenes para la obtencion del diploma de operador de
estaciones de aficionado, 20 euros.

g) Por la expedicién del diploma de operador de estaciones de aficionado, 12 euros.

h) Por inscripcion en el registro de instaladores, 91 euros.

i) Por la solicitud y emision del dictamen técnico de evaluacion de la conformidad de
equipos y aparatos de telecomunicacién, 301 euros.

A partir de la entrada en vigor de esta ley, la reserva para uso privativo de cualquier frecuencia
del dominio publico radioeléctrico estara sujeta a la tasa por reserva del dominio publico
radioeléctrico conforme a la regulacién establecida en ella, con independencia del momento en
gue se otorgaran los titulos habilitantes que dieron derecho a dicha reserva y de la duracién de
los mismos.

Sexta. Régimen transitorio de las obligaciones en materia de television.

1. Seguiran siendo aplicables las disposiciones sobre el sistema de garantia de cobertura de
los servicios soporte de los servicios de television, establecido actualmente en la Orden de 9
de marzo de 2000, por la que se aprueba el Reglamento de desarrollo de la Ley 11/1998, de
24 de abril, General de Telecomunicaciones, en lo relativo al uso del dominio publico
radioeléctrico, hasta tanto no se mantengan, modifiquen o eliminen a través del procedimiento
de fijacién de mercados de referencia y poder significativo en el mercado con obligaciones a
los operadores que se designen establecido en esta ley o se impongan, en su caso, las
correspondientes obligaciones de servicio publico.

2. Igualmente seguiran siendo aplicables las obligaciones contenidas en la Ley 17/1997, de 3
de mayo, por la que se incorpora al derecho espafiol la Directiva 95/47/CE, del Parlamento
Europeo y del Consejo, de 24 de octubre de 1995, sobre el uso de normas para la transmision
de sefales de televisién y se aprueban medidas adicionales para la liberalizacion del sector,
modificada por el Real Decreto Ley 16/1997, de 13 de septiembre, hasta tanto no se
desarrollen reglamentariamente los apartados 1 y 2 de la disposicion adicional séptima de esta

ley.

Lo dispuesto en los dos apartados anteriores no perjudica la posibilidad de transformar las
obligaciones referidas en ellos en otras obligaciones de servicio publico conforme al articulo 25
de esta ley.

3. Asimismo, seguiran siendo aplicables las obligaciones de transmision establecidas en los
parrafos e), f) y g) del apartado 1 del articulo 11 de la Ley 42/1995, de 22 de diciembre, de las
Telecomunicaciones por Cable, hasta tanto no se supriman, modifiquen o sustituyan conforme
a lo dispuesto en el apartado 4 de la disposicidén adicional séptima de esta ley.

Séptima. Presentacion de la contabilidad de costes.

Durante el periodo transitorio previsto en el apartado 3 de la disposicion transitoria primera
ser& de aplicacion lo siguiente:
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a) Los operadores que presten el servicio telefénico disponible al publico fijo o de lineas
susceptibles de arrendamiento, que tengan la consideracion de operador con poder
significativo en el mercado, presentaran a los Ministerios de Economia y de Ciencia y
Tecnologia y a la Comision del Mercado de las Telecomunicaciones, antes del 31 de julio
de cada afio, los resultados del sistema de contabilidad de costes del dltimo ejercicio
cerrado y del inmediatamente anterior, correspondientes a las areas de negocio de los
servicios telefénico fijo, de lineas susceptibles de arrendamiento y de acceso e
interconexioén, prestados en el territorio espafiol, asi como los de prestacion del servicio
universal de telecomunicaciones, con el grado de detalle que permita conocer los costes
totales y unitarios de cada uno de los servicios, de acuerdo con los principios, criterios y
condiciones para el desarrollo del sistema de contabilidad de costes aprobados por dicha
Comision.

b) Asimismo, los operadores que, no teniendo la consideracidon de operadores con poder
significativo en el mercado, tengan obligaciones de prestacion del servicio universal de
comunicaciones electrénicas presentaran los resultados del sistema de contabilidad de
costes por la prestacion de este servicio, en las mismas condiciones y fechas referidas en
el parrafo anterior.

c) Los operadores de telefonia mévil automéatica que tengan la condicion de operadores
con poder significativo en el mercado nacional de acceso e interconexion presentaran a los
Ministerios de Economia y de Ciencia y Tecnologia y a la Comision del Mercado de las
Telecomunicaciones, antes del 31 de julio de cada afio, los estados de costes que
justifiquen los precios de acceso e interconexion de acuerdo con los principios, criterios y
condiciones para el desarrollo del sistema de contabilidad de costes aprobados por dicha
Comisién. Estos estados de costes seran los correspondientes al Ultimo ejercicio cerrado y
al inmediatamente anterior y deberan presentarse auditados externamente.

El analisis de los citados costes a efectos de los parrafos anteriores, asi como su incidencia
sobre la estructura sectorial, se llevara a cabo por los Ministerios de Economia y de Ciencia y
Tecnologia, con la asistencia de la Comision del Mercado de las Telecomunicaciones.

Octava. Competencias de la Comisidon del Mercado de las Telecomunicaciones en
materia de fomento de la competencia en los mercados de los servicios audiovisuales.

La Comisién del Mercado de las Telecomunicaciones seguird ejerciendo las funciones en
materia de fomento de la competencia en los mercados de los servicios audiovisuales que le
atribuye la Ley 12/1997, de 24 de abril, de Liberalizacién de las Telecomunicaciones, en los
términos previstos en la misma, en tanto no entre en vigor la nueva legislacién del sector
audiovisual.

Novena. Resolucién de procedimientos sancionadores por el envio no autorizado de
comunicaciones comerciales por correo electrénico iniciados antes de la entrada en
vigor de esta ley.

La Secretaria de Estado de Telecomunicaciones y para la Sociedad de la Informacion del
Ministerio de Ciencia y Tecnologia podra resolver conforme a la regulacion vigente de la Ley
de Servicios de la Sociedad de la Informacién y de Comercio Electrénico a la entrada en vigor
de esta ley, los procedimientos sancionadores por el envio no autorizado de comunicaciones
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comerciales por correo electronico o medios de comunicacion electronica equivalentes
iniciados al amparo de dicha ley, que no hubieran concluido a la entrada en vigor de esta ley.

Décima. Régimen de los servicios de difusion por cable.

Los titulos habilitantes otorgados para los servicios de difusién de radio y televisién por cable y
los que se encuentren en proceso de otorgamiento al amparo de la Ley 42/1995, de 22 de
diciembre, de Telecomunicaciones por Cable, se transformardn de manera inmediata por la
Comisién del Mercado de las Telecomunicaciones en la correspondiente autorizacion
administrativa. Si el ambito territorial de actuacion del servicio no excediera del
correspondiente a una comunidad autobnoma, la Comision del Mercado de las
Telecomunicaciones comunicara al 6rgano competente de la comunidad auténoma la
transformacion en autorizacién administrativa.

Hasta que se apruebe el reglamento a que se refiere la disposicion adicional décima de esta
ley, a las autorizaciones que resulten de la transformacién prevista en el parrafo anterior les
seran de aplicacion los articulos 10.1, 10.2 y 12 de la Ley 42/1995, de 22 de diciembre, de
Telecomunicaciones por Cable.

No obstante lo dispuesto en la disposicion adicional décima, no se otorgaran nuevas
autorizaciones para la prestacién de los servicios de difusion por cable antes del 31 de
diciembre de 2009, salvo que el Gobierno a partir del 31 de diciembre de 2005, previo
dictamen razonado de la Comisién de Mercado de las Telecomunicaciones relativo a la
situacién global de extension de las redes de cable considere conveniente la modificacién de
dicho término.

Vencido el término a que se refiere el articulo anterior, el otorgamiento de las autorizaciones se
realizara conforme a lo que se establezca por reglamento. En el mismo se estableceran las
condiciones de prestacién del servicio, que seran aplicables tanto a los titulares previstos en el
parrafo anterior como a los que obtengan las autorizaciones mencionadas en éste.

Sin perjuicio de lo establecido en los parrafos anteriores, podran otorgarse nuevas
autorizaciones para la prestaciéon de los servicios de difusién por cable antes de la fecha
mencionada, una vez que haya entrado en vigor el reglamento previsto por la disposicion
adicional décima, dentro del &mbito de las demarcaciones territoriales constituidas conforme a
la Ley 42/1995, de 22 de diciembre, de Telecomunicaciones por Cable, en las que hubieran
quedado desiertos los concursos convocados a su amparo.

DISPOSICION DEROGATORIA

Unica. Derogacién normativa.

Sin perjuicio de lo dispuesto en las disposiciones transitorias de esta ley, quedan derogadas
las siguientes disposiciones:

a) La Ley 12/1997, de 24 de abril, de Liberalizacién de las Telecomunicaciones.

b) La Ley 11/1998, de 24 de abril, General de Telecomunicaciones, excepto sus
disposiciones adicionales quinta, sexta y séptima, y sus disposiciones transitorias sexta,
séptima y duodécima.
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c) La Ley 17/1997, de 3 de mayo, por la que se incorpora al derecho espafiol la Directiva
95/47/CE, del Parlamento Europeo y del Consejo, de 24 de octubre de 1995, sobre el uso
de normas para la transmision de sefiales de television y se aprueban medidas adicionales
para la liberalizacién del sector, modificada por el Real Decreto Ley 16/1997, de 13 de
septiembre.

d) El Real Decreto Ley 16/1999, de 15 de octubre, por el que se adoptan medidas para
combatir la inflacién y facilitar un mayor grado de competencia en las telecomunicaciones,
con excepcion de su articulo 6.

e) El capitulo | del Real Decreto Ley 7/2000, de 23 de junio, de Medidas Urgentes en el
Sector de las Telecomunicaciones.

f) La disposicion adicional vigésima tercera de la Ley 14/2000, de 29 de diciembre, de
medidas fiscales, administrativas y de orden social.

g) La Ley 42/1995, de 22 de diciembre, de las Telecomunicaciones por Cable, sin perjuicio
de lo previsto en las disposiciones transitorias sexta y décima de esta ley.

h) Igualmente, quedan derogadas cuantas otras disposiciones de igual o inferior rango se
opongan a lo dispuesto en esta ley.

DISPOSICIONES FINALES

Primera. Modificacion de la Ley 34/2002, de 11 de julio, de Servicios de la Sociedad de la
Informacién y Comercio Electrénico.

Uno. Se modifica el articulo 21 de la Ley 34/2002, de 11 de julio, de Servicios de la Sociedad
de la Informacion y de Comercio Electrénico, que queda redactado en los siguientes términos:

"Articulo 21. Prohibicion de comunicaciones comerciales realizadas a través de correo
electrénico o medios de comunicacién electrénica equivalentes.

1. Queda prohibido el envio de comunicaciones publicitarias o promocionales por correo
electrénico u otro medio de comunicacién electronica equivalente que previamente no
hubieran sido solicitadas o expresamente autorizadas por los destinatarios de las mismas.

2. Lo dispuesto en el apartado anterior no sera de aplicacion cuando exista una relacion
contractual previa, siempre que el prestador hubiera obtenido de forma licita los datos de
contacto del destinatario y los empleara para el envio de comunicaciones comerciales
referentes a productos o servicios de su propia empresa que sean similares a los que
inicialmente fueron objeto de contratacion con el cliente.

En todo caso, el prestador deberd ofrecer al destinatario la posibilidad de oponerse al
tratamiento de sus datos con fines promocionales mediante un procedimiento sencillo y
gratuito, tanto en el momento de recogida de los datos como en cada una de las
comunicaciones comerciales que le dirija."

Dos. Se modifica el articulo 22 de la Ley de Servicios de la Sociedad de la Informacién y de
Comercio Electrénico, con la siguiente redaccion:

"Articulo 22. Derechos de los destinatarios de servicios.
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1. El destinatario podra revocar en cualquier momento el consentimiento prestado a la
recepcion de comunicaciones comerciales con la simple notificacion de su voluntad al
remitente.

A tal efecto, los prestadores de servicios deberan habilitar procedimientos sencillos y
gratuitos para que los destinatarios de servicios puedan revocar el consentimiento que
hubieran prestado.

Asimismo, deberan facilitar informacion accesible por medios electronicos sobre dichos
procedimientos.

2. Cuando los prestadores de servicios empleen dispositivos de almacenamiento y
recuperacion de datos en equipos terminales, informaran a los destinatarios de manera
clara y completa sobre su utilizacién y finalidad, ofreciéndoles la posibilidad de rechazar el
tratamiento de los datos mediante un procedimiento sencillo y gratuito.

Lo anterior no impedira el posible almacenamiento o acceso a datos con el fin de efectuar
o facilitar técnicamente la transmision de una comunicacion por una red de
comunicaciones electronicas o, en la medida que resulte estrictamente necesario, para la
prestacién de un servicio de la sociedad de la informacién expresamente solicitado por el
destinatario."”

Tres. Se modifica el articulo 38.3.b) de la Ley de Servicios de la Sociedad de la Informacion y
de Comercio Electronico, que queda redactado de la siguiente manera:

"b) El envio masivo de comunicaciones comerciales por correo electrénico u otro medio de
comunicacion electrénica equivalente, a destinatarios que no hayan autorizado su remision
o se hayan

opuesto a ella o el envio, en el plazo de un afio, de mas de tres comunicaciones
comerciales por los medios aludidos a un mismo destinatario, cuando éste no hubiera
solicitado o autorizado su remisién o se hubiera opuesto a ella.”

Cuatro. Se modifica el articulo 38.4.d) de la Ley de Servicios de la Sociedad de la Informacion
y de Comercio Electronico, que queda redactado de la siguiente manera:

"d) El envio de comunicaciones comerciales por correo electrénico u otro medio de
comunicacion electrénica equivalente a los destinatarios que no hayan autorizado su
remisién o se hayan opuesto a ella, cuando no constituya infraccién grave."

Cinco. Se modifica el articulo 43.1 de la Ley de Servicios de la Sociedad de la Informacion y
de Comercio Electrénico, que quedara redactado como sigue:

"1. La imposicion de sanciones por el incumplimiento de lo previsto en esta ley
corresponderd, en el caso de infracciones muy graves, al Ministro de Ciencia y Tecnologia
y en el de infracciones graves y leves, al Secretario de Estado de Telecomunicaciones y
para la Sociedad de la Informacion.

No obstante lo anterior, la imposicién de sanciones por incumplimiento de las resoluciones
dictadas por los 6rganos competentes en funcién de la materia o entidad de que se trate a
que se refieren los péarrafos a) y b) del articulo 38.2 de esta ley correspondera al 6rgano
que dicté la resolucién incumplida. Igualmente, correspondera a la Agencia de Proteccién
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de Datos la imposicion de sanciones por la comision de las infracciones tipificadas en los
articulos 38.3.b) y 38.4.d) de esta ley."

Seis. Se afiade una disposiciéon adicional sexta a la Ley de Servicios de la Sociedad de la
Informacién y de Comercio Electrénico, con la siguiente redaccion:

"Disposicion adicional sexta. Fomento de la Sociedad de la Informacion.

El Ministerio de Ciencia y Tecnologia como Departamento de la Administracion General
del Estado responsable de la propuesta al Gobierno y de la ejecucion de las politicas
tendentes a promover el desarrollo en Espafia de la Sociedad de la Informacion, la
generacion de valor afiadido nacional y la consolidacion de una industria nacional sélida
y eficiente de productos, servicios y contenidos de la Sociedad de la Informacion,
presentara al Gobierno para su aprobacion y a las Cortes Generales un plan cuatrienal
para el desarrollo de la Sociedad de la Informacion y de convergencia con Europa con
objetivos mensurables, estructurado en torno a acciones concretas, con mecanismos de
seguimiento efectivos, que aborde de forma equilibrada todos los frentes de actuacion,
contemplando diversos horizontes de maduraciéon de las iniciativas y asegurando la
cooperacion y la coordinacion del conjunto de las Administraciones publicas.

Este plan establecera, asimismo, los objetivos, las acciones, los recursos y la
periodificacion del proceso de convergencia con los paises de nuestro entorno
comunitario en linea con las decisiones y recomendaciones de la Union Europea.

En este sentido, el plan debera:

Potenciar decididamente las iniciativas de formacion y educacién en las tecnologias de
la informacién para extender su uso ; especialmente, en el ambito de la educacion, la
cultura, la gestion de las empresas, el comercio electrénico y la sanidad.

Profundizar en la implantacion del gobierno y la administracion electronica
incrementando el nivel de participacion ciudadana y mejorando el grado de eficiencia de
las Administraciones publicas."

Segunda. Fundamento constitucional.

Esta ley se dicta al amparo de la competencia exclusiva estatal en materia de
telecomunicaciones, prevista en el articulo 149.1.21.a de la Constitucion, salvo la disposicién
adicional décima y las disposiciones transitorias octava y décima, que se dictan al amparo de
la competencia estatal en materia de medios de comunicacién social, prevista por el articulo
149.1.27.ade la Constitucion.

Tercera. Competencias de desarrollo.
El Gobierno y el Ministro de Ciencia y Tecnologia, de acuerdo con lo previsto en esta ley y en

el ambito de sus respectivas competencias, podran dictar las normas reglamentarias que
requieran el desarrollo y la aplicaciéon de esta ley.
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Cuarta. Entrada en vigor.

La presente ley entrara en vigor el dia siguiente al de su publicacién en el "Boletin Oficial del
Estado".
Por tanto, Mando a todos los espafioles, particulares y autoridades, que guarden y hagan
guardar esta ley.
Madrid, 3 de noviembre de 2003.
JUAN CARLOS R.
El Presidente del Gobierno,
JOSE MARIA AZNAR LOPEZ

ANEXO |
Tasas en materia de telecomunicaciones
1. Tasa general de operadores

Sin perjuicio de la contribucién econémica que pueda imponerse a los operadores para la
financiacion del servicio universal, de acuerdo con lo establecido en el articulo 24 y en el titulo
lll, todo operador estara obligado a satisfacer a la Administracion General del Estado y sus
organismos publicos una tasa anual que no podra exceder el dos por mil de sus ingresos
brutos de explotacion y que estard destinada a sufragar los gastos que se generen, incluidos
los de gestion, control y ejecucion, por la aplicaciéon del régimen juridico establecido en esta
ley, por las autoridades nacionales de reglamentacién a que se refiere el articulo 46.

A efectos de lo sefialado en el parrafo anterior, se entiende por ingresos brutos el conjunto de
ingresos que obtenga el operador derivados de la explotacién de las redes y la prestacién de
los servicios de comunicaciones electrénicas incluidos en el ambito de aplicacion de esta ley. A
tales efectos, no se consideraran como ingresos brutos los correspondientes a servicios
prestados por un operador cuyo importe recaude de los usuarios con el fin de remunerar los
servicios de operadores que exploten redes o presten servicios de comunicaciones
electronicas.

La tasa se devengara el 31 de diciembre de cada afio. No obstante, si por causa imputable al
operador, éste perdiera la habilitacion para actuar como tal en fecha anterior al 31 de
diciembre, la tasa se devengara en la fecha en que esta circunstancia se produzca.

A efectos de lo dispuesto en el parrafo anterior, la Ley de Presupuestos Generales del Estado
establecera anualmente el porcentaje a aplicar sobre los ingresos brutos de explotacién que
obtenga el operador, con el limite determinado en este apartado para la fijacion del importe de
la tasa, tomando en consideracion la relacion entre los ingresos del cobro de la tasa y los
gastos ocasionados por el funcionamiento de la Comisibn del Mercado de las
Telecomunicaciones.

La diferencia entre los ingresos presupuestados por este concepto y los realmente obtenidos
sera tenida en cuenta a efectos de reducir o incrementar el porcentaje a fijar en la Ley de
Presupuestos Generales del Estado del afio siguiente. Se tomara como objetivo conseguir el
equilibrio entre los ingresos por la tasa y los gastos derivados de la citada actividad realizada
por la Comision del Mercado de las Telecomunicaciones.
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No obstante, en caso de ser reducido el porcentaje en la Ley de Presupuestos Generales del
Estado al limite del 1,5 por mil del ingreso bruto, el superavit entre ingresos obtenidos y
gastos, si lo hubiera, se ingresara por la Comision del Mercado de las Telecomunicaciones en
la Agencia Estatal de Radiocomunicaciones, en los plazos y condiciones que se establezcan
reglamentariamente, teniendo en cuenta sus necesidades de financiacion.

2. Tasas por numeracion telefonica

1. Constituye el hecho imponible de la tasa la asignacion por la Comision del Mercado de las
Telecomunicaciones de bloques de numeracion o de numeros a favor de una o varias
personas o entidades.

Seran sujetos pasivos de la tasa las personas fisicas o juridicas a las que se asignen los
bloques de numeracién o los nimeros.

La tasa se devengard el 1 de enero de cada afio, excepto la del periodo inicial, que se
devengara en la fecha que se produzca la asignacién de bloques de numeracion o de
nameros.

El procedimiento para su exaccion se establecera por reglamento. El importe de dicha
exaccion sera el resultado de multiplicar la cantidad de numeros asignados por el valor
otorgado a cada nimero.

El valor de cada nimero podra ser diferente, en funcién del nimero de digitos y de los distintos
servicios a los que afecte y se fijara anualmente en la Ley de Presupuestos Generales del
Estado.

A los efectos de esta tasa, se entiende que todos los nimeros estan formados por nueve
digitos. Cuando se asignen nimeros con menos digitos, a los efectos del célculo de la cuantia
a pagar en el concepto de tasa, se considerara que se estan asignando la totalidad de los
nameros de nueve digitos que se puedan formar manteniendo como parte inicial de éstos el
namero asignado.

2. No obstante lo dispuesto en el epigrafe anterior, en la fijacion del importe a satisfacer por
esta tasa se podra tomar en consideracion el valor de mercado del uso del numero asignado y
la rentabilidad que de él pudiera obtener la persona o entidad beneficiaria, conforme a lo
dispuesto en el apartado 4 del articulo 17.

En este caso, en los supuestos de caracter excepcional en que asi esté previsto en el plan
nacional de numeracién telefénica o sus disposiciones de desarrollo y en los términos que en
aquél se fijen, con base en el especial valor de mercado del uso de determinados nameros, la
cuantia anual podré sustituirse por la que resulte de un procedimiento de licitacién en el que se
fijard un valor inicial de referencia y el tiempo de duracién de la asignacion. Si el valor de
adjudicacion de la licitacion resultase superior a dicho valor de referencia, aquél constituira el
importe de la tasa.

3. Procedera la devolucién del importe de la tasa por numeracion que proporcionalmente
corresponda, cuando se produzca la cancelacién de la asignacion de recursos de numeracién
a peticion del interesado, durante el ejercicio anual que corresponda. Para ello, se seguira el
procedimiento reglamentariamente establecido.

4. El importe de los ingresos obtenidos por esta tasa se ingresara en el Tesoro Publico y se
destinara a la financiacion de los gastos que soporte la Administracion General del Estado en
la gestion, control y ejecucion del régimen juridico establecido en esta ley.
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3. Tasa por reserva del dominio publico radioeléctrico

1. La reserva para uso privativo de cualquier frecuencia del dominio puablico radioeléctrico a
favor de una o varias personas o entidades se gravara con una tasa anual, en los términos que
se establecen en este apartado.

Para la fijacion del importe a satisfacer en concepto de esta tasa por los sujetos obligados, se
tendra en cuenta el valor de mercado del uso de la frecuencia reservada y la rentabilidad que
de él pudiera obtener el beneficiario.

Para la determinacion del citado valor de mercado y de la posible rentabilidad obtenida por el
beneficiario de la reserva se tomaran en consideracion, entre otros, los siguientes parametros:

a) El grado de utilizacién y congestion de las distintas bandas y en las distintas zonas
geogréficas.

b) El tipo de servicio para el que se pretende utilizar la reserva y, en patrticular, si éste lleva
aparejadas las obligaciones de servicio publico recogidas en el titulo 111,

c) La banda o sub-banda del espectro que se reserve.

d) Los equipos y tecnologia que se empleen.

e) El valor econémico derivado del uso o aprovechamiento del dominio publico reservado.

2. El importe a satisfacer en concepto de esta tasa sera el resultado de dividir por el tipo de
conversion contemplado en la Ley 46/1998, de 17 de diciembre, sobre introduccién del euro, el
resultado de multiplicar la cantidad de unidades de reserva radioeléctrica del dominio publico
reservado por el valor que se asigne a la unidad. En los territorios insulares, la superficie a
aplicar para el célculo de las unidades radioeléctricas que se utilicen para la determinacion de
la tasa correspondiente se calculard excluyendo la cobertura no solicitada que se extienda
sobre la zona maritima. A los efectos de lo dispuesto en este apartado, se entiende por unidad
de reserva radioeléctrica un patron convencional de medida, referido a la ocupacién potencial
o real, durante el periodo de un afio, de un ancho de banda de un kilohercio sobre un territorio
de un kilometro cuadrado.

3. La cuantificacién de los parametros anteriores se determinard por Ley de Presupuestos
Generales del Estado. La reduccion del parametro indicado en el parrafo b) del epigrafe 1 de
este apartado de la tasa por reserva de dominio publico radioeléctrico serd de 75 por ciento del
valor de dicho coeficiente para las redes y servicios de comunicaciones electronicas que lleven
aparejadas obligaciones de servicio publico de los articulos 22 y 25, apartados 1 y 2, de esta
ley, o para el dominio publico destinado a la prestacion de servicios publicos en gestion directa
o0 indirecta mediante concesion administrativa.

Asimismo, en la ley a que se refiere el parrafo anterior se fijara:

a) La formula para el célculo del nimero de unidades de reserva radioeléctrica de los
distintos servicios radioeléctricos.

b) Los tipos de servicios radioeléctricos.

¢) El importe minimo a ingresar en concepto de tasa por reserva del dominio publico
radioeléctrico.

4. El pago de la tasa deberd realizarse por el titular de la reserva de dominio publico
radioeléctrico. Las estaciones meramente receptoras que no dispongan de reserva
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radioeléctrica estaran excluidas del pago de la tasa. El importe de la exaccion sera ingresado
en el Tesoro Publico.

5. El importe de la tasa habra de ser satisfecho anualmente. Se devengara inicialmente el dia
del otorgamiento del titulo habilitante para el uso de demanio y, posteriormente, el dia 1 de
enero de cada afio.

6. El procedimiento de exaccidn se establecera por norma reglamentaria. El impago del
importe de la tasa podra motivar la suspensién o la pérdida del derecho a la ocupacion del
dominio publico radioeléctrico.

7. Las Administraciones publicas estaran exentas del pago de esta tasa en los supuestos de
reserva de frecuencia del dominio publico radioeléctrico para la prestacion de servicios
obligatorios de interés general sin contrapartida econémica directa o indirecta, como tasas,
precios publicos o privados, ni otros ingresos derivados de dicha prestacion, tales como los
ingresos en concepto de publicidad. A tal efecto, deberan solicitar, fundadamente, dicha
exencion al Ministerio de Ciencia y Tecnologia. Asimismo, no estaran sujetos al pago los
enlaces descendentes de radiodifusion por satélite, tanto sonora como de television.

4. Tasas de telecomunicaciones

1. La gestion precisa para la emisién de certificaciones registrables y de la presentacion de
proyecto técnico y del certificado o boletin de instalacion que ampara las infraestructuras
comunes de telecomunicaciones en el interior de edificios, de cumplimiento de las
especificaciones técnicas de equipos y aparatos de telecomunicaciones, asi como la emision
de dictamenes técnicos de evaluacion de la conformidad de estos equipos y aparatos, las
inscripciones en el registro de instaladores de telecomunicacién, las actuaciones inspectoras o
de comprobacién técnica que, con caracter obligatorio, vengan establecidas en esta ley o en
otras disposiciones con rango legal, la tramitacion de autorizaciones 0 concesiones
demaniales para el uso privativo del dominio publico radioeléctrico y la tramitacién de
autorizaciones de uso especial de dicho dominio daran derecho a la exaccion de las tasas
compensatorias del coste de los tramites y actuaciones necesarias, con arreglo a lo que se
dispone en los pérrafos siguientes.

Asimismo, dard derecho a la exaccion de las correspondientes tasas compensatorias, con
arreglo a lo dispuesto en los parrafos siguientes, la realizacién de los exdmenes para la
obtencién del diploma de operador de estaciones de radioaficionados y la expedicion de éste.

2. Constituye el hecho imponible de la tasa la prestacion por la Administracion de los servicios
necesarios para el otorgamiento de las certificaciones correspondientes, de la emision de
dictamenes técnicos, las inscripciones en el registro de instaladores de telecomunicacion y la
realizacion de las actuaciones inspectoras o de comprobacion técnica sefialadas en el nUmero
anterior, asi como la tramitacion de autorizaciones o concesiones demaniales para el uso
privativo del dominio publico radioeléctrico y la tramitacion de autorizaciones de uso especial
del dominio publico radioeléctrico la realizacion de los exdmenes de operador de estaciones de
aficionado y la expedicién de los diplomas correspondientes.

3. Seran sujetos pasivos de la tasa, segun los supuestos, la persona natural o juridica que
solicite la correspondiente certificacién o dictamen técnico de evaluacion, la correspondiente
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inscripcién en el registro de instaladores de telecomunicacién, aquélla a la que proceda
practicar las actuaciones inspectoras de caracter obligatorio o solicite la tramitacion de
autorizaciones o concesiones demaniales para el uso privativo del dominio publico
radioeléctrico o la tramitacion de autorizaciones de uso especial del dominio publico
radioeléctrico, y la que se presente a los examenes para la obtencion del titulo de operador de
estaciones de aficionado a la que se le expida el correspondiente diploma.

4. La cuantia de la tasa se establecera en la Ley de Presupuestos Generales del Estado. La
tasa se devengara en el momento de la solicitud correspondiente. El rendimiento de la tasa se
ingresard en el Tesoro Publico o, en su caso, en las cuentas bancarias habilitadas al efecto
respectivamente por la Comision del Mercado de las Telecomunicaciones o por la Agencia
Estatal de Radiocomunicaciones en los términos previstos en los articulos 47 y 48 de esta ley,
en la forma que reglamentariamente se determine. Asimismo, reglamentariamente se
establecera la forma de liquidacion de la tasa.

La realizacion de pruebas o ensayos para comprobar el cumplimiento de especificaciones
técnicas tendra la consideracion de precio publico cuando aquéllas puedan efectuarse por el
interesado, opcionalmente, en centros dependientes de la Administracién de cualquier Estado
miembro de la Unién Europea, de la Administracion espafiola o en centros privados o ajenos a
aquéllas, cuando dichas pruebas sean solicitadas por el interesado voluntariamente sin que
venga obligado a ello por la normativa en vigor.

5. Fines de las tasas, su gestion y recaudacion en periodo voluntario, por la Comision del
Mercado de las Telecomunicaciones, por la Agencia Estatal de Radiocomunicaciones y por el
Ministerio de Ciencia y Tecnologia.

1. A los efectos de lo dispuesto en el apartado 5 del articulo 49, la Comision del Mercado de
las Telecomunicaciones y la Agencia Estatal de Radiocomunicaciones deberan presentar, en
los términos que se establezcan reglamentariamente, una cuenta anual de los ingresos
generados por las tasas que recaudan, al amparo de la competencia de gestién recaudatoria
que les otorgan los parrafos siguientes de este apartado. La diferencia, en su caso, entre los
ingresos obtenidos por la tasa general de operadores y los gastos ocasionados por el ejercicio
de sus actividades ser& ingresado por la Comision del Mercado de las Telecomunicaciones en
la Agencia Estatal de Radiocomunicaciones, de conformidad con lo dispuesto en el apartado 1
del anexo | de esta ley.

2. La Comisién del Mercado de las Telecomunicaciones gestionara y recaudara las tasas en
periodo voluntario, que se regulan en los apartados 1 y 2 de este anexo, asi como las del
apartado 4 del citado anexo | que se recauden por la prestacién de servicios que tenga
encomendados la Comision, de acuerdo con lo previsto en esta ley.

La Agencia Estatal de Radiocomunicaciones gestionard en periodo voluntario la tasa que
regula en el apartado 3, y gestionard y recaudara en periodo voluntario las tasas previstas en
el apartado 4 cuando se recauden por la prestacién de servicios que tenga encomendados la
Agencia, de acuerdo con lo previsto en esta ley.

3. En los supuestos no incluidos en el parrafo anterior, correspondera la gestiéon en periodo
voluntario de estas tasas al 6rgano competente del Ministerio de Ciencia y Tecnologia.
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ANEXO Il
Definiciones

1. Abonado: cualquier persona fisica o juridica que haya celebrado un contrato con un
proveedor de servicios de comunicaciones electrénicas disponibles para el publico para la
prestacion de dichos servicios.

2. Acceso: la puesta a disposicion de otro operador, en condiciones definidas y sobre una base
exclusiva o0 no exclusiva, de recursos o servicios con fines de prestacion de servicios de
comunicaciones electrénicas. Este término abarca, entre otros aspectos, los siguientes: el
acceso a elementos de redes y recursos asociados que pueden requerir la conexién de
equipos por medios fijos y no fijos (en particular, esto incluye el acceso al bucle local y a
recursos y servicios necesarios para facilitar servicios a través del bucle local) ; el acceso a
infraestructuras fisicas, como edificios, conductos y mastiles ; el acceso a sistemas
informaticos pertinentes, incluidos los sistemas de apoyo operativos ; el acceso a la conversion
del numero de llamada o a sistemas con una funcionalidad equivalente ; el acceso a redes fijas
y moviles, en particular con fines de itinerancia; el acceso a sistemas de acceso condicional
para servicios de television digital ; el acceso a servicios de red privada virtual.

3. Bucle local o bucle de abonado de la red publica telefénica fija: el circuito fisico que conecta
el punto de terminacion de la red en las dependencias del abonado a la red de distribucion
principal o instalaciéon equivalente de la red publica de telefonia fija.

4. Consumidor: cualquier persona fisica o juridica que utilice o solicite un servicio de
comunicaciones electrénicas disponible para el publico para fines no profesionales.

5. Derechos exclusivos: los derechos concedidos a una empresa por medio de un instrumento
legal, reglamentario o administrativo que le reserve el derecho a prestar un servicio o a
emprender una actividad determinada en una zona geogréafica especifica.

6. Derechos especiales: los derechos concedidos a un numero limitado de empresas por
medio de un instrumento legal, reglamentario o administrativo que, en una zona geogréfica
especifica:

a) Designen o limiten, con arreglo a criterios que no sean objetivos, proporcionales y no
discriminatorios, a dos 0 mas el nimero de tales empresas autorizadas a prestar un
servicio o emprender una actividad determinada, o b) Confiera a una empresa o empresas,
con arreglo a tales criterios, ventajas legales o reglamentarias que dificulten gravemente la
capacidad de otra empresa de prestar el mismo servicio o emprender la misma actividad
en la misma zona geogréfica y en unas condiciones basicamente similares.

7. Direccién: cadena o combinacion de cifras y simbolos que identifica los puntos de
terminacion especificos de una conexion y que se utiliza para encaminamiento.

8. Operador con poder significativo en el mercado: operador que, individual o conjuntamente
con otros, disfruta de una posicién equivalente a una posicion dominante, esto es, una posicion
de fuerza econémica que permite que su comportamiento sea, en medida apreciable,
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independiente de los competidores, los clientes y, en Ultima instancia, los consumidores que
sean personas fisicas.

9. Equipo avanzado de television digital: decodificadores para la conexion a televisores o
televisores digitales integrados capaces de recibir servicios de television digital interactiva.

10. Equipo terminal: equipo destinado a ser conectado a una red publica de comunicaciones
electronicas, esto es, a estar conectado directamente a los puntos de terminacion de aquella o
interfuncionar, a su través, con objeto de enviar, procesar o recibir informacion.

11. Especificacion técnica: la especificacion que figura en un documento que define las
caracteristicas necesarias de un producto, tales como los niveles de calidad o las propiedades
de su uso, la seguridad, las dimensiones, los simbolos, las pruebas y los métodos de prueba,
el empaqguetado, el marcado y el etiquetado.

Se incluyen dentro de la citada categoria las normas aplicables al producto en lo que se refiere
a la terminologia.

12. Espectro radioeléctrico: las ondas radioeléctricas en las frecuencias comprendidas entre 9
KHz y 3000 GHz; las ondas radioeléctricas son ondas electromagnéticas propagadas por el
espacio sin guia artificial.

13. Explotacién de una red de comunicacion electronica: la creacion, el aprovechamiento, el
control o la puesta a disposicion de dicha red.

14. Interconexion: la conexion fisica y logica de las redes publicas de comunicaciones
utilizadas por un mismo operador o por otro distinto, de manera que los usuarios de un
operador puedan comunicarse con los usuarios del mismo operador o de otro distinto, o
acceder a los servicios prestados por otro operador. Los servicios podran ser prestados por las
partes interesadas o por terceros que tengan acceso a la red. La interconexion constituye un
tipo particular de acceso entre operadores de redes publicas.

15. Interfaz de programa de aplicacion (API): la interfaz de software entre las aplicaciones
externas, puesta a disposicidn por los operadores de radiodifusion o prestadores de servicios,
y los recursos del equipo avanzado de television digital para los servicios de radio y televisién
digital.

16. Interferencia perjudicial: toda interferencia que suponga un riesgo para el funcionamiento
de un servicio de radionavegacion o de otros servicios de seguridad o que degrade u obstruya
gravemente o interrumpa de forma repetida un servicio de radiocomunicacion que funcione de
conformidad con la reglamentaciéon comunitaria o nacional aplicable.

17. Nombre: combinacion de caracteres (nimeros, letras o simbolos).
18. Numero: cadena de cifras decimales.
19. Numero geografico: el nimero identificado en el plan nacional de numeracién que contiene

en parte de su estructura un significado geografico utilizado para el encaminamiento de las
llamadas hacia la ubicacion fisica del punto de terminacién de la red.
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20. NUimeros no geograficos: los nimeros identificados en el plan nacional de numeracién que
no son nimeros geograficos. Incluiran, entre otros, los nimeros de teléfonos moviles, los de
llamada gratuita y los de tarificacién adicional.

21. Operador: persona fisica o juridica que explota redes publicas de comunicaciones
electrénicas o presta servicios de comunicaciones electrénicas disponibles al publico y ha
notificado a la Comision del Mercado de las Telecomunicaciones el inicio de su actividad.

22. Punto de terminacién de la red: el punto fisico en el que el abonado accede a una red
publica de comunicaciones. Cuando se trate de redes en las que se produzcan operaciones de
conmutacién o encaminamiento, el punto de terminacion de la red estara identificado mediante
una direccion de red especifica, la cual podra estar vinculada al nUmero o al nombre de un
abonado.

El punto de terminacién de red es aquel en el que terminan las obligaciones de los operadores
de redes y servicios y al que, en su caso, pueden conectarse los equipos terminales.

23. Radiocomunicacion: toda telecomunicacion transmitida por medio de ondas radioeléctricas.

24. Recursos asociados: aquellos sistemas, dispositivos u otros recursos asociados con una
red de comunicaciones electronicas o con un servicio de comunicaciones electrénicas que
permitan o apoyen la prestacion de servicios a través de dicha red o servicio ; incluyen los
sistemas de acceso condicional y las guias electronicas de programas.

25. Red de comunicaciones electrénicas: los sistemas de transmision y, cuando proceda, los
equipos de conmutacidon o encaminamiento y demas recursos que permitan el transporte de
sefiales mediante cables, ondas hertzianas, medios 6pticos u otros medios electromagnéticos
con inclusién de las redes de satélites, redes terrestres fijas (de conmutacién de circuitos y de
paquetes, incluida internet) y moviles, sistemas de tendido eléctrico, en la medida en que se
utilicen para la transmision de sefales, redes utilizadas para la radiodifusidn sonora y televisiva
y redes de television por cable, con independencia del tipo de informacién transportada.

26. Red publica de comunicaciones: una red de comunicaciones electrénicas que se utiliza, en
su totalidad o principalmente, para la prestacién de servicios de comunicaciones electrénicas
disponibles para el publico.

27. Red telefénica publica: una red de comunicacién electrénica utilizada para la prestacion de
servicios telefonicos disponibles al publico. Sirve de soporte a la transferencia, entre puntos de
terminacion de la red, de comunicaciones vocales, asi como de otros tipos de comunicaciones,
como el fax y la transmision de datos.

28. Servicio de comunicaciones electronicas: el prestado por lo general a cambio de una
remuneracion que consiste, en su totalidad o principalmente, en el transporte de sefales a
través de redes de comunicaciones electronicas, con inclusion de los servicios de
telecomunicaciones y servicios de transmision en las redes utilizadas para la radiodifusion,
pero no de los servicios que suministren contenidos transmitidos mediante redes y servicios de
comunicaciones electronicas o de las actividades que consistan en el ejercicio del control
editorial sobre dichos contenidos ; quedan excluidos, asimismo, los servicios de la sociedad de
la informacién definidos en el articulo 1 de la Directiva 98/34/CE que no consistan, en su
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totalidad o principalmente, en el transporte de sefiales a través de redes de comunicaciones
electronicas.

29. Servicio de television de formato ancho: el servicio de televisién constituido, total o
parcialmente, por programas producidos y editados para su presentacion en formato ancho
completo. La relacion de dimensiones 16:9 constituye el formato de referencia para los
servicios de television de este tipo.

30. Servicio telefénico disponible al publico: el servicio disponible al publico a través de uno o
mas numeros de un plan nacional o internacional de numeracion telefonica, para efectuar y
recibir llamadas nacionales e internacionales y tener acceso a los servicios de emergencia,
pudiendo incluir adicionalmente, cuando sea pertinente, la prestacion de asistencia mediante
operador, los servicios de informacién sobre nimeros de abonados, guias, la oferta de
teléfonos publicos de pago, la prestacion de servicios en condiciones especiales, la oferta de
facilidades especiales a los clientes con discapacidad o con necesidades sociales especiales y
la prestacién de servicios no geograficos.

31. Sistema de acceso condicional: toda medida técnica 0 mecanismo técnico que condicione
el acceso en forma inteligible a un servicio protegido de radiodifusion sonora o televisiva al
pago de una cuota u otra forma de autorizacion individual previa.

32. Telecomunicaciones: toda transmisién, emisién o recepcion de signos, sefales, escritos,
imagenes, sonidos o informaciones de cualquier naturaleza por hilo, radioelectricidad, medios
Opticos u otros sistemas electromagnéticos.

33. Teléfono publico de pago: un teléfono accesible al publico en general y para cuya
utilizacion pueden emplearse como medios de pago monedas, tarjetas de crédito/débito o
tarjetas de prepago, incluidas las tarjetas que utilizan cédigos de marcacion.

34. Usuario: una persona fisica o juridica que utiliza o solicita un servicio de comunicaciones
electrénicas disponible para el publico.

35. Usuario final: el usuario que no explota redes publicas de comunicaciones ni presta
servicios de comunicaciones electrénicas disponibles para el publico ni tampoco los revende.

36. Autoridad Nacional de Reglamentacién: el Gobierno, los departamentos ministeriales,
6rganos superiores y directivos y organismos publicos, que de conformidad con esta ley
ejercen las competencias que en la misma se preveén.
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DISPOSICIONES GENERALES
JUAN CARLOS |
REY DE ESPANA
A todos los que la presente vieren y entendieren. Sabed: Que las Cortes Generales han
aprobado y Yo vengo en sancionar la siguiente Ley.
EXPOSICION DE MOTIVOS
e Titulo preliminar. Del &mbito de aplicacion y los principios generales.
e Titulo primero. Derechos de los ciudadanos a relacionarse con las Administraciones
Publicas por medios electrdnicos.
e Titulo segundo. Régimen juridico de la administracion electrénica.
Capitulo I. De la sede electrdnica.
Capitulo II. De la identificacién y autenticacién.
Seccion 1.2 Disposiciones comunes.
Seccidn 2.2 Identificacion de los ciudadanos y autenticacién de su actuacion.
Seccion 3.2 Identificacion electronica de las Administraciones Publicas y autenticacion del
ejercicio de su competencia.
Seccion 4.2 De la interoperabilidad y de la acreditacion y representacién de los ciudadanos.

Capitulo Ill. De los registros, las comunicaciones y las notificaciones electronicas.

Seccioén 1.2 De los registros.
Seccién 2.2 De las comunicaciones y las notificaciones electrénicas.

Capitulo IV. De los documentos y los archivos electrénicos.
e Titulo tercero. De la gestidn electronica de los procedimientos.
Capitulo I. Disposiciones comunes.
Capitulo II. Utilizacién de medios electrénicos en la tramitacion del procedimiento.

e Titulo cuarto. Cooperacién entre administraciones para el impulso de la administracién
electronica.

Capitulo I. Marco institucional de cooperacion en materia de administracion electrénica.
Capitulo Il. Cooperacion en materia de interoperabilidad de sistemas y aplicaciones.
Capitulo Ill. Reutilizacién de aplicaciones y transferencia de tecnologias.

e Disposicion adicional primera. Reunion de Organos Colegiados por medios electrénicos.

¢ Disposicion adicional segunda. Formacion de empleados publicos.
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Disposicion adicional tercera. Plan de Medios en la Administracion General del Estado.

Disposicion adicional cuarta. Procedimientos Especiales.

Disposicion adicional quinta. Funcion Estadistica.

Disposicion adicional sexta. Uso de Lenguas Oficiales.

Disposicion transitoria Unica. Régimen transitorio.

Disposicion derogatoria Unica.

Disposicion final primera. Caracter basico de la Ley.

Disposicion final segunda. Publicacion electronica del «Boletin Oficial del Estado».

Disposicion final tercera. Adaptacion de las Administraciones Publicas para el ejercicio de
derechos.

Disposicion final cuarta. Modificacion de la Ley 84/1978, de 28 de diciembre, por la que se
regula la tasa por expedicion del Documento Nacional de
Identidad.

Disposicion final quinta. Modificacion de la Ley 16/1979, de 2 de octubre, sobre Tasas de la
Jefatura Central de Tréfico.

Disposicion final sexta. Habilitacion para la regulacion del teletrabajo en la Administracion
General del Estado.

Disposicion final séptima. Desarrollo reglamentario del articulo 4 c).

Disposicion final octava. Desarrollo y Entrada en vigor de la Ley.
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EXPOSICION DE MOTIVOS

Determinadas edades de la humanidad han recibido su denominacién de las técnicas que se
empleaban en las mismas y hoy podriamos decir que las tecnologias de la informacién y las
comunicaciones estan afectando también muy profundamente a la forma e incluso al contenido
de las relaciones de los seres humanos entre si y de las sociedades en que se integran. El
tiempo actual -y en todo caso el siglo XXI, junto con los afos finales del XX-, tiene como uno
de sus rasgos caracteristicos la revolucién que han supuesto las comunicaciones electronicas.
En esa perspectiva, una Administracion a la altura de los tiempos en que actla tiene que
acompafiar y promover en beneficio de los ciudadanos el uso de las comunicaciones
electronicas. Estos han de ser los primeros y principales beneficiarios del salto, impensable
hace so6lo unas décadas, que se ha producido en el campo de la tecnologia de la informacion y
las comunicaciones electrénicas. Al servicio, pues, del ciudadano la Administracion queda
obligada a transformarse en una administracion electronica regida por el principio de eficacia
gue proclama el articulo 103 de nuestra Constitucion.

Es en ese contexto en el que las Administraciones deben comprometerse con su época y
ofrecer a sus ciudadanos las ventajas y posibilidades que la sociedad de la informacion tiene,
asumiendo su responsabilidad de contribuir a hacer realidad la sociedad de la informacioén. Los
técnicos y los cientificos han puesto en pie los instrumentos de esta sociedad, pero su
generalizacion depende, en buena medida, del impulso que reciba de las Administraciones
Publicas. Depende de la confianza y seguridad que genere en los ciudadanos y depende
también de los servicios que ofrezca.

El mejor servicio al ciudadano constituye la razén de la reformas que tras la aprobacion de la
Constitucion se han ido realizando en Espafia para configurar una Administracion moderna
que haga del principio de eficacia y eficiencia su eje vertebrador siempre con la mira puesta en
los ciudadanos. Ese servicio constituye también la principal razon de ser de la Ley de acceso
electronico de los ciudadanos a los servicios publicos que trata, ademas, de estar a la altura de
la época actual.

En efecto, la descentralizacion politica del Estado no se agoté en su primer y mas inmediato
designio de organizar politicamente Espafia de una forma muy diferente al Estado unitario,
sino que ha sido ocasién para que la mayor proximidad democratica de los nuevos poderes
autonomicos se tradujese también en una mayor proximidad de las Administraciones de ellos
dependientes respecto del ciudadano.

En la misma linea se mueve el reconocimiento constitucional de la autonomia local.

No obstante, esa mayor proximidad al ciudadano de la Administracion, derivada de la
descentralizacion autonémica y local, no ha acabado de superar la barrera que sigue
distanciando todavia al ciudadano de la Administracion, de cualquier Administracion, incluida la
del Estado, y que, muchas veces, no es otra que la barrera que levanta el tiempo y el espacio:
el tiempo que hay que dedicar a la relacién con aquélla para la realizacion de muchos tramites
de la vida diaria que empiezan a veces por la necesidad de una primera informacién que exige
un desplazamiento inicial, mas los sucesivos desplazamientos y tiempo que se dedican a
posteriores tramites a hacer con la Administracion para las actividades mas elementales. Esas
primeras barreras potencian, en ocasiones, otras que afectan a la posicion servicial de las
Administraciones Publicas. Estas no pueden cumplir siempre su misién atendiendo cualquier
cosa que pida un ciudadano, puesto que puede estar en contradiccién con los intereses de la
mayoria de los demés ciudadanos, con los intereses generales representados por las leyes.
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Pero en esos casos -en que los intereses generales no coinciden con los intereses
individuales- la relacion con el ciudadano debe ser, también, lo mas rapida y clara posible sin
pérdidas de tiempo innecesarias.

En todo caso, esas primeras barreras en las relaciones con la Administracion -la distancia a la
gue hay que desplazarse y el tiempo que es preciso dedicar- hoy dia no tienen razon de ser.
Las tecnologias de la informacién y las comunicaciones hacen posible acercar la
Administracion hasta la sala de estar de los ciudadanos o hasta las oficinas y despachos de
las empresas y profesionales. Les permiten relacionarse con ella sin colas ni esperas. E
incluso recibir servicios e informaciones ajenos a actividades de intervenciéon administrativa o
autorizacion; informaciones y servicios no relacionados con actuaciones limitadoras, sino al
contrario ampliadoras de sus posibilidades. Esas condiciones permiten también a los
ciudadanos ver a la Administracion como una entidad a su servicio y no como una burocracia
pesada que empieza por exigir, siempre y para empezar, el sacrificio del tiempo y del
desplazamiento que impone el espacio que separa el domicilio de los ciudadanos y empresas
de las oficinas publicas. Pero, ademas de eso, las nuevas tecnologias de la informacion
facilitan, sobre todo, el acceso a los servicios publicos a aquellas personas que antes tenian
grandes dificultades para llegar a las oficinas publicas, por motivos de localizacion geografica,
de condiciones fisicas de movilidad u otros condicionantes, y que ahora se pueden superar por
el empleo de las nuevas tecnologias. Se da asi un paso trascendental para facilitar, en
igualdad de condiciones, la plena integracion de estas personas en la vida publica, social,
laboral y cultural.

De ello se percaté la Ley 30/1992 de 26 de Régimen Juridico de las Administraciones Publicas
y del Procedimiento Administrativo Comin (LRJAP-PAC), que en su primera version recogio
ya en su articulo 45 el impulso al empleo y aplicacién de las técnicas y medios electrénicos,
informaticos y teleméticos, por parte de la Administracion al objeto de desarrollar su actividad y
el ejercicio de sus competencias y de permitir a los ciudadanos relacionarse con las
Administraciones cuando fuese compatible con los «medios técnicos de que dispongan».

Esa prevision, junto con la de la informatizacion de registros y archivos del articulo 38 de la
misma Ley en su version originaria y, especialmente, en la redaccion que le dio la Ley 24/2001
de 27 de diciembre al permitir el establecimiento de registros telematicos para la recepcién o
salida de solicitudes, escritos y comunicaciones por medios telematicos, abria el paso a la
utilizacion de tales medios para relacionarse con la Administracion.

Simultdneamente, la misma Ley 24/2001 modificé el articulo 59 permitiendo la notificacion por
medios telematicos si el interesado hubiera sefialado dicho medio como preferente o
consentido expresamente.

En el mismo sentido destacan las modificaciones realizadas en la Ley General Tributaria para
permitir también las notificaciones telematicas asi como el articulo 96 de la nueva Ley General
Tributaria de 2003 que prevé expresamente la actuacion administrativa automatizada o la
imagen electrénica de los documentos.

Sin embargo, el desarrollo de la administracion electrénica es todavia insuficiente. La causa en
buena medida se debe a que las previsiones de los articulos 38, 45 y 59 de la Ley de Régimen
Juridico de las Administraciones Publicas y del Procedimiento Administrativo Comuin son
facultativas. Es decir, dejan en manos de las propias Administraciones determinar si los
ciudadanos van a poder de modo efectivo, 0 no, relacionarse por medios electrénicos con
ellas, segun que éstas quieran poner en pie los instrumentos necesarios para esa
comunicacion con la Administracion.

Por ello esta Ley pretende dar el paso del «podran» por el «deberan».
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Las avanzadas para el momento, pero por otra parte prudentes, previsiones legales, muy
vélidas en 1992 o en 2001, hoy han quedado desfasadas, ante una realidad en que el grado
de penetraciéon de ordenadores y el nimero de personas y entidades con acceso en banda
ancha a Internet, con las posibilidades abiertas a otras tecnologias y plataformas, no se
corresponden ya con los servicios meramente facultativos que la Ley citada permite y estimula
a establecer a las Administraciones.

El servicio al ciudadano exige consagrar su derecho a comunicarse con las Administraciones
por medios electrénicos. La contrapartida de ese derecho es la obligacion de éstas de dotarse
de los medios y sistemas electrénicos para que ese derecho pueda ejercerse. Esa es una de
las grandes novedades de la Ley: pasar de la declaracion de impulso de los medios
electrénicos e informaticos -que se concretan en la practica en la simple posibilidad de que
algunas Administraciones, o algunos de sus 6rganos, permitan las comunicaciones por medios
electronicos- a que estén obligadas a hacerlo porque la Ley reconoce el derecho de los
ciudadanos a establecer relaciones electronicas.

La Ley consagra la relacion con las Administraciones Publicas por medios electronicos como
un derecho de los ciudadanos y como una obligacion correlativa para tales Administraciones.
El reconocimiento de tal derecho y su correspondiente obligacién se erigen asi en el eje central
del proyecto de Ley.

Pero en torno a dicho eje es preciso abordar muchas otras que contribuyen a definir y
concretar el alcance de ese derecho. Asi, por ejemplo, tal derecho se hace efectivo de modo
real mediante la imposicion, al menos en el ambito de la Administracion General del Estado y
en los términos de la ley, de la obligacion de poner a disposicién de ciudadanos y empresas al
menos un punto de acceso general a través del cual los usuarios puedan, de forma sencilla,
acceder a la informacién y servicios de su competencia; presentar solicitudes y recursos;
realizar el trdmite de audiencia cuando proceda; efectuar pagos o acceder a las notificaciones
y comunicaciones que les remitan la Administracion Publica.

También debe encontrar informacion en dicho punto de acceso Unico sobre los servicios
multicanal o que le sean ofrecidos por mas de un medio, tecnologia o plataforma.

La Ley se articula a partir de las competencias del Estado que le reconoce el articulo 149.1.18
de la Constitucion: «Bases del régimen juridico de las Administraciones Publicas», por una
parte y «procedimiento administrativo comuan» por otra.

Por otra parte, la regulacion estatal, en lo que tiene de basico, deja margen a los desarrollos
autondmicos, sin que pueda olvidarse, ademas, que el objeto de las bases en este caso deben
permitir «en todo caso», de acuerdo con este nimero 18, un «tratamiento comin» ante ellas.
En esta perspectiva, la regulacion del Estado debe abordar aquellos aspectos en los que es
obligado que las previsiones normativas sean comunes, como es el caso de la
interoperabilidad, las garantias de las comunicaciones electrénicas, los servicios a los que
tienen derecho los ciudadanos, la conservacion de las comunicaciones electronicas y los
demas temas que se abordan en la ley para garantizar que el ejercicio del derecho a
relacionarse electronicamente con todas las administraciones forme parte de ese tratamiento
comun que tienen.

La Ley 30/1992 se limitd a abrir la posibilidad, como se ha dicho, de establecer relaciones
teleméaticas con las Administracién, pero la hora actual demanda otra regulacion que garantice,
pero ahora de modo efectivo, un tratamiento comin de los ciudadanos antes todas las
Administraciones: que garantice, para empezar y sobre todo, el derecho a establecer
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relaciones electrénicas con todas las Administraciones Publicas. Las nuevas realidades,
exigencias y experiencias que se han ido poniendo de manifiesto; el propio desarrollo de la
sociedad de la informacién, la importancia que una regulacion clara, precisa y comun de los
derechos de los ciudadanos y el cambio de circunstancias tecnolégicas y sociales exige
actualizar el contenido, muy diferente al de 1992, de la regulacién béasica que esté hoy a la
altura de las nueva exigencias. Esa regulacién comun exige, hoy, por ejemplo, reconocer el
derecho de los ciudadanos -y no sélo la posibilidad- de acceder mediante comunicaciones
electronicas a la Administracion.

El reconocimiento general del derecho de acceder electrénicamente a las Administraciones
Publicas tiene otras muchas consecuencias a las que hay dar solucién y de las que aqui, de
forma resumida, se enumeran algunas.

Asi, en primer lugar, la progresiva utilizacion de medios electrénicos suscita la cuestion de la
privacidad de unos datos que se facilitan en relaciéon con un expediente concreto pero que,
archivados de forma electronica como consecuencia de su propio modo de transmision, hacen
emerger el problema de su uso no en el mismo expediente en el que es evidente, desde luego,
pero, si la eventualidad de su uso por otros servicios o dependencias de la Administracion o de
cualquier Administracion o en otro expediente. Las normas de la Ley Organica 15/1999, de 13
de diciembre, de Proteccidon de Datos de Caracter Personal deben bastar, y no se trata de
hacer ninguna innovacién al respecto, pero si de establecer previsiones que garanticen la
utilizacion de los datos obtenidos de las comunicaciones electronicas para el fin preciso para el
que han sido remitidos a la Administracion.

Por otra parte, los interesados en un procedimiento tienen derecho de acceso al mismo y ver
los documentos. Lo mismo debe suceder, como minimo, en un expediente iniciado
electrénicamente o tramitado de esta forma. Dicho expediente debe poder permitir el acceso
en linea a los interesados para verificar la situacion del expediente, sin mengua de todas las
garantias de la privacidad.

En todo caso, la progresiva utilizacibn de comunicaciones electrénicas, derivada del
reconocimiento del derecho a comunicarse electrénicamente con la Administracion, suscita la
cuestiéon no ya de la adaptacion de ésta -recursos humanos y materiales- a una nueva forma
de relacionarse con los ciudadanos, sino también la cuestién de la manera de adaptar sus
formas de actuacién y tramitacion de los expedientes y en general adaptar los procedimientos
a la nueva realidad que imponen las nuevas tecnologias.

El hecho de reconocer el derecho de los ciudadanos a comunicarse electrénicamente con la
Administracién plantea, en primer lugar, la necesidad de definir claramente la «sede»
administrativa electronica con la que se establecen las relaciones, promoviendo un régimen de
identificacion, autenticacién, contenido minimo, proteccién juridica, accesibilidad, disponibilidad
y responsabilidad. Exige también abordar la definicién a los efectos de la Ley de una serie de
términos y conceptos cuyo uso habitual obliga en un contexto de comunicaciones electronicas
a efectuar muchas precisiones. Tal sucede con la definicion de expediente electrénico y de
documento electrénico; de los registros electrénicos y de las notificaciones electrénicas o del
alcance y sistemas de sellados de tiempo.

La consagracién de ese derecho de los ciudadanos a comunicarse electronicamente con la
Administracién suscita, también, por ejemplo, la cuestién de la forma de utilizar y archivar
dichas comunicaciones. Y lo plantea tanto en lo que podria considerarse la formacion del
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expediente o el archivo de oficina -el vinculado a la tramitacion de los expedientes-, como en lo
que se refiere al archivo de los expedientes ya tramitados.

En cuanto al funcionamiento interno de la Administracion, las nuevas tecnologias permiten
oportunidades de mejora (eficiencia y reduccion de costes) que hacen ineludible la
consideracion de las formas de tramitacién electrénica, tanto para la tramitacion electronica de
expedientes, como para cualquier otra actuacion interna de la Administracién, expandiéndolas
gradualmente con el objetivo del afio 2009.

Ciertamente, el uso de medios electrénicos no puede significar merma alguna del derecho del
interesado en un expediente a acceder al mismo en la forma tradicional, asi como tampoco
puede suponer un freno o un retraso para que la Administracion internamente adopte los
mecanismos mas adecuados, en este caso medios electronicos, que le permitan mejorar
procesos y reducir el gasto publico. Conjugar ambos requerimientos es posible gracias a las
medidas de la politica de fomento de desarrollo de la Sociedad de la Informacién que se
vienen impulsando en los Ultimos afios. En este sentido la Administracion debe incorporar las
nuevas tecnologias a su funcionamiento interno y, simultdaneamente, se debe garantizar que
aquellos ciudadanos que por cualquier motivo (no disponibilidad de acceso a las nuevas
tecnologias o falta de formacién) no puedan acceder electronicamente a la Administracion
Pdblica, dispongan de los medios adecuados para seguir comunicandose con la
Administracidon con los mismos derechos y garantias. La solucién a ese doble objetivo pasa
por la formacion del personal al servicio de la Administracion que atiende al publico para que
hagan posible la comunicacion de estos ciudadanos con la administracion electrénica, asi
como por la disponibilidad de puntos de acceso electrénico publicos en sedes administrativas.
O también, desde luego, establecer las previsiones generales que sean garantia de los
derechos de los ciudadanos y de un tratamiento igual ante todas las Administraciones en todos
€s0s supuestos.

En segundo lugar es necesario regular la validez de los documentos y sus copias y la forma de
que el documento electrénico opere con plena validez en modo convencional y, en su caso, la
forma en que los documentos convencionales se transformen en documentos electrénicos.
Otra cuestion que se aborda es la de las plataformas que pueden utilizar los ciudadanos o las
propias Administraciones para establecer tales comunicaciones electrénicas. El ordenador e
Internet puede ser una via, pero no es desde luego la Unica; las comunicaciones via SMS
pueden ser otra forma de actuacion que en algunas Administraciones estan siendo ya
utilizadas. La Televisién Digital Terrestre, por ejemplo, abre también posibilidades con las que
hay también que contar. La Ley no puede limitarse a regular el uso de los canales electrénicos
disponibles hoy en dia, ya que la gran velocidad en el desarrollo de las tecnologias de la
informacion hacen posible la apariciébn de nuevos instrumentos electrénicos que pudieran
aplicarse para la administracién electrénica en muy poco tiempo, siendo necesario generalizar
la regulacién de estos canales.

La Ley debe partir del principio de libertad de los ciudadanos en la eleccién de la via o canal
por el que quieren comunicarse con la Administracién, si bien cada tecnologia puede ser apta
para una funcién en razon de sus caracteristicas y de la fiabilidad y seguridad de sus
comunicaciones.

v
Debe recordarse que el impulso de una administracién electrénica supone también dar

respuesta a los compromisos comunitarios y a las iniciativas europeas puestas en marcha a
partir de Consejo Europeo de Lisboa y Santa Maria da Feira, continuado con sucesivas
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actuaciones hasta la actual comunicacion de la Comisién «i2010: Una Sociedad de la
Informacién Europea para el crecimiento y el empleo».

El impulso comunitario a la iniciativa e-Europa da la maxima importancia al desarrollo de la
administracion electronica, buscando aprovechar todas las posibilidades de las nuevas
tecnologias como un factor determinante del futuro econémico de Europa.

En estos afios de vigencia de la iniciativa e-Europa el ambito de actuacion de la administracion
electronica ha crecido considerablemente en sucesivas revisiones, hasta llegar a noviembre de
2005, cuando, tras la publicacion de la comunicacion relativa a i2010 se aprobd, en la Cumbre
de Manchester, una resolucién ministerial, con objetivos concretos para el desarrollo de la
administracion electronica en la Unién. Tras esta resolucion se aprobé el Plan de Accion sobre
administracion electrénica 2010, en la que se sefiala que los éxitos de la administracion
electrénica son ya claramente visibles en varios paises de la UE, estimando en 50.000
millones de euros el ahorro anual en toda la Union que una implantacion generalizada de ella
podria generar.

Asimismo, el 12 de diciembre de 2006, y con objeto de avanzar en la consecucion del objetivo
fijado por el Consejo Europeo de Lisboa, se aprobo la Directiva 2006/123/CE, relativa a los
servicios en el mercado interior.

Esta Directiva establece, entre otras obligaciones para los Estados miembros, la de facilitar por
medios electrénicos acceso a los tramites relacionados con las actividades de servicios y a la
informacion de interés tanto para los prestadores como para los destinatarios de los mismos.
Por ello, y dada la analogia de esta finalidad con el objetivo de esta Ley, se realiza en la
misma una referencia expresa a la informacion y tramites relacionados con las actividades de
servicios, de forma que los articulos 6, 7 y 8 de la Directiva pueden considerarse traspuestos
por esta Ley.

Por otra parte, en el contexto internacional, también otros organismos se han interesado en la
administracion electrénica como forma de activar la economia y mejorar el gobierno de los
paises como es el caso de la OCDE, que public6 en 2004 un estudio con un titulo casi
autodescriptivo: «La administracion electronica: Un imperativo», donde resalta los ahorros que
la administracién electrénica puede generar al permitirles aumentar su eficacia.

También el Consejo de Europa, desde una perspectiva mas social, estd analizando la
administracion electronica como un motor de desarrollo. En diciembre de 2004 el Comité de
Ministros adopt6 una recomendacion donde se sefiala que la administracion electronica no es
asunto meramente técnico, sino de gobernanza democratica.

\Y,

En este contexto, una Ley para el acceso electrénico de los ciudadanos a las Administraciones
Publicas se justifica en la creacién de un marco juridico que facilite la extension y utilizacion de
estas tecnologias. Y el principal reto que tiene la implantacién de las Tecnologias de la
Informacién y las Comunicaciones (TIC) en la sociedad en general y en la Administracion en
particular es la generacién de confianza suficiente que elimine o minimice los riesgos
asociados a su utilizacion. La desconfianza nace de la percepcion, muchas veces injustificada,
de una mayor fragilidad de la informacion en soporte electrénico, de posibles riesgos de
pérdida de privacidad y de la escasa transparencia de estas tecnologias.

Por otro lado, la legislacion debe proclamar y erigirse sobre un principio fundamental como es
la conservacién de las garantias constitucionales y legales a los derechos de los ciudadanos y
en general de las personas que se relacionan con la Administracion Publica, cuya exigencia se
deriva del articulo 18.4 CE, al encomendar a la ley la limitacion del uso de la informatica para



N13. Ley 11/2007, de acceso electronico de los ciudadanos a los Servicios

Publicos

Péagina 9/36

preservar el ejercicio de los derechos constitucionales. Esta conservacion exige afirmar la
vigencia de los derechos fundamentales no sélo como limite, sino como vector que orienta
esta reforma legislativa de acuerdo con el fin promocional consagrado en el articulo 9.2 de
nuestro texto fundamental, asi como recoger aquellas peculiaridades que exigen la aplicacion
segura de estas tecnologias. Estos derechos deben completarse con otros exigidos por el
nuevo soporte electronico de relaciones, entre los que debe estar el derecho al uso efectivo de
estos medios para el desarrollo de las relaciones de las personas con la Administracién. Las
anteriores consideraciones cristalizan en un Estatuto del ciudadano frente a la administracion
electrénica que recoge un elenco no limitativo de las posiciones del ciudadano en sus
relaciones con las Administraciones Publicas, asi como las garantias especificas para su
efectividad.

Con este fin, la Ley crea la figura del Defensor del Usuario, que atendera las quejas y realizara
las sugerencias y propuestas pertinentes para mejorar las relaciones de ciudadanos en su
trato con las Administraciones Pblicas por medios electronicos.

De otro lado, merece subrayarse el papel de vanguardia que corresponde a nuestras
empresas en el desarrollo de una verdadera sociedad de la informacion y, por ende, de una
Administracion accesible electronicamente. No en vano, la integracion de las Tecnologias de la
Informacién y las Comunicaciones (TIC's) en el dia a dia de la empresa, necesaria en virtud de
las exigencias del entorno abierto y altamente competitivo en que operan, ha sido y es palanca
impulsora para el desarrollo y creciente incorporacion de esas mismas tecnologias en el actuar
administrativo. Al mismo tiempo, representa una ayuda insustituible para favorecer la
expansion de la «cultura electrénica» entre los trabajadores-ciudadanos.

Las empresas pueden, en tal sentido, desempefiar un papel coadyuvante clave para la
consecucién de los objetivos pretendidos por esta Ley. Las razones apuntadas aconsejan un
tratamiento especifico de aquellos procedimientos y gestiones que de forma mas intensa
afectan al desarrollo de la actividad empresarial.

A todo ello se debe la aprobacién de esta Ley de acceso electronico de los ciudadanos a los
servicios publicos, en la que se incluyen las siguientes materias con la estructura que se
recoge en los siguientes apartados.

\

La Ley se estructura en cuatro titulos, seis disposiciones adicionales, una disposicion
transitoria, una derogatoria y ocho finales.

En el Titulo Preliminar se definen el objeto y finalidades de la ley, los principios generales a los
que se ajusta, asi como su ambito de aplicacion. Debe destacarse el caracter basico de la ley
en los términos establecidos en la disposicién final primera, siendo por tanto de aplicacion a
todas las Administraciones Publicas los articulos referidos en dicha disposicion final.

La Ley establece entre otros, el principio de igualdad, para que la utilizacion de
comunicaciones electrénicas con las Administraciones Publicas no implique una discriminacién
para los ciudadanos que se relacionen con la Administracion por medios no electrénicos.

En el Titulo Primero estan recogidos los derechos de los ciudadanos en sus relaciones con las
Administraciones Publicas a través de medios electrénicos. Para garantizar el pleno ejercicio
de estos derechos, se establece la obligacion de las Administraciones de habilitar diferentes
canales o medios para la prestacion de los servicios electrénicos.

Asimismo, se establece la obligacibn de cada Administracién de facilitar a las otras
Administraciones los datos de los interesados que se le requieran y obren en su poder, en la
tramitacién de un procedimiento, siempre que el interesado preste su consentimiento expreso,
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el cual podra emitirse y recabarse por medios electronicos, al objeto de que los ciudadanos no
deban aportar datos y documentos que estan en poder de las Administraciones Publicas.

Para velar por la efectividad de los derechos reconocidos a los ciudadanos se prevé, en el
ambito de la Administracion General del Estado, la actuacién de las Inspecciones Generales
de Servicios de los Departamentos Ministeriales y del Defensor del usuario.

En el Titulo Segundo se regula el régimen juridico de la administracién electrénica. Por una
parte, su Capitulo Primero se dedica a la sede electronica, como direccion electrénica cuya
gestion y administracion corresponde a una Administracion Publica funcionando con plena
responsabilidad respecto de la integridad, veracidad y actualizaciéon de la informacién y los
servicios a los que puede accederse a través de la misma. En la normativa de desarrollo de la
Ley, cada Administracion determinara los instrumentos de creacion de las sedes electrénicas.
En su Capitulo Segundo se regulan las formas de identificacién y autenticacién, tanto de los
ciudadanos como de los 6rganos administrativos en el ejercicio de sus competencias, siendo
destacable que se habilitan distintos instrumentos de acreditacion, que se concretaran en la
normativa aplicable a cada supuesto con criterios de proporcionalidad. El Documento Nacional
de Identidad electronico esta habilitado con caracter general para todas las relaciones con las
Administraciones Publicas, y por ello se impulsara como formula para extender el uso general
de la firma electrénica. También se establece la obligacién para cualquier Administraciéon de
admitir los certificados electrénicos reconocidos en el ambito de la Ley de Firma Electrénica.
Interesa también destacar sobre esta cuestion, y con objeto de evitar la brecha digital, la
posibilidad de que sean funcionarios publicos quienes acrediten la voluntad de los ciudadanos,
siguiendo el procedimiento establecido, para sus relaciones electrénicas con la Administracion.
En el Capitulo Tercero se regulan los registros, comunicaciones y notificaciones electronicas.
La principal novedad a este respecto es la nueva regulacién de los registros electrénicos, de
manera que puedan convertirse en un instrumento que se libere de la rigidez actual y sirvan
para la presentacion de cualquier escrito o solicitud ante las Administraciones Publicas.

La Ley regula las comunicaciones electrénicas de los ciudadanos con las Administraciones y
de éstas entre si, para aunar los criterios de agilidad y de seguridad juridica. En el Capitulo
Cuarto, sobre los documentos y archivos electronicos, se establecen las condiciones para
reconocer la validez de un documento electrénico, se regula todo el sistema de copias
electrénicas, tanto las realizadas a partir de documentos emitidos originariamente en papel,
como las copias de documentos que ya estuvieran en soporte electrénico y las condiciones
para realizar en soporte papel copia de originales emitidos por medios electrénicos, o
viceversa.

El Titulo Tercero trata de la gestion electrénica de los procedimientos, desarrolla la regulacion
de los procedimientos administrativos utilizando medios electrénicos y los criterios a seguir en
la gestién electrénica, guardando un cierto paralelismo con la regulaciéon que encontramos en
la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun. Asi, se regula la iniciacion, instruccion y terminacion de procedimientos
por medios electrénicos.

En este Titulo cabe hacer especial referencia a la obligacion que se establece para las
Administraciones Publicas de poner a disposicién de los usuarios informacion por medios
electrénicos sobre el estado de tramitacion de los procedimientos, tanto para los gestionados
en su totalidad por medios electronicos como para el resto de procedimientos.

El Titulo Cuarto esta dedicado a la Cooperacion entre Administraciones para el impulso de la
administracion electronica. En él se establecen el 6rgano de cooperacidn en esta materia de la
Administracion General del Estado con los de las Comunidades Auténomas y con la
Administracién Local, y se determinan los principios para garantizar la interoperabilidad de
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sistemas de informacion asi como las bases para impulsar la reutilizacion de aplicaciones y
transferencia de tecnologias entre Administraciones.

La Ley consta, por ultimo, de seis disposiciones adicionales, una transitoria, una derogatoria y
ocho finales entre las que presenta especial relevancia la disposicion final primera en la que se
citan los preceptos de la ley que tienen caracter basico al amparo del articulo 149.1.18 de la
Constitucion.

Especial interés tiene también la disposicion final tercera, pues con independencia de la fecha
de entrada en vigor de la Ley, en ella se sefialan las fechas para la efectividad plena del
derecho de los ciudadanos a relacionarse con las Administraciones Publicas por medios
electronicos, estableciendo los plazos que se consideran adecuados para llevar a cabo las
necesarias actuaciones previas de adecuacion por parte de las distintas Administraciones
Publicas.

DEL AMBITO DE APLICACION Y LOS

PRINCIPIOS GENERALES

Articulo 1. Objeto de Ley.

1. La presente Ley reconoce el derecho de los ciudadanos a relacionarse con las
Administraciones Publicas por medios electronicos y regula los aspectos bésicos de la
utilizacién de las tecnologias de la informacion en la actividad administrativa, en las relaciones
entre las Administraciones Publicas, asi como en las relaciones de los ciudadanos con las
mismas con la finalidad de garantizar sus derechos, un tratamiento comun ante ellas y la
validez y eficacia de la actividad administrativa en condiciones de seguridad juridica.

2. Las Administraciones Publicas utilizaran las tecnologias de la informacién de acuerdo con lo
dispuesto en la presente Ley, asegurando la disponibilidad, el acceso, la integridad, la
autenticidad, la confidencialidad y la conservacién de los datos, informaciones y servicios que
gestionen en el ejercicio de sus competencias.

Articulo 2. Ambito de aplicacion.

1. La presente Ley, en los términos expresados en su disposicion final primera, sera de
aplicacion:

a) A las Administraciones Publicas, entendiendo por tales la Administracion General del
Estado, las Administraciones de las Comunidades Auténomas y las Entidades que integran
la Administracion Local, asi como las entidades de derecho publico vinculadas o
dependientes de las mismas.

b) A los ciudadanos en sus relaciones con las Administraciones Publicas.

¢) A las relaciones entre las distintas Administraciones Publicas.

2. La presente Ley no sera de aplicacion a las Administraciones Publicas en las actividades
que desarrollen en régimen de derecho privado.
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Articulo 3. Finalidades de la Ley.
Son fines de la presente Ley:

1. Facilitar el ejercicio de derechos y el cumplimiento de deberes por medios electronicos.
2. Facilitar el acceso por medios electrénicos de los ciudadanos a la informacion y al
procedimiento administrativo, con especial atencion a la eliminacion de las barreras que
limiten dicho acceso.

3. Crear las condiciones de confianza en el uso de los medios electrénicos, estableciendo
las medidas necesarias para la preservacion de la integridad de los derechos
fundamentales, y en especial los relacionados con la intimidad y la proteccion de datos de
caracter personal, por medio de la garantia de la seguridad de los sistemas, los datos, las
comunicaciones, y los servicios electronicos.

4. Promover la proximidad con el ciudadano y la transparencia administrativa, asi como la
mejora continuada en la consecucién del interés general.

5. Contribuir a la mejora del funcionamiento interno de las Administraciones Publicas,
incrementando la eficacia y la eficiencia de las mismas mediante el uso de las tecnologias
de la informacién, con las debidas garantias legales en la realizacion de sus funciones.

6. Simplificar los procedimientos administrativos y proporcionar oportunidades de
participacion y mayor transparencia, con las debidas garantias legales.

7. Contribuir al desarrollo de la sociedad de la informacién en el &mbito de las
Administraciones Publicas y en la sociedad en general.

Articulo 4. Principios generales.

La utilizacién de las tecnologias de la informacion tendrd las limitaciones establecidas por la
Constitucion y el resto del ordenamiento juridico, respetando el pleno ejercicio por los
ciudadanos de los derechos que tienen reconocidos, y ajustdndose a los siguientes principios:

a) El respeto al derecho a la proteccion de datos de caracter personal en los términos
establecidos por la Ley Organica 15/1999, de Proteccion de los Datos de Caracter
Personal, en las demas leyes especificas que regulan el tratamiento de la informacion y en
sus normas de desarrollo, asi como a los derechos al honor y a la intimidad personal y
familiar.

b) Principio de igualdad con objeto de que en ningln caso el uso de medios electrénicos
pueda implicar la existencia de restricciones o discriminaciones para los ciudadanos que
se relacionen con las Administraciones Publicas por medios no electrénicos, tanto respecto
al acceso a la prestacion de servicios publicos como respecto a cualquier actuaciéon o
procedimiento administrativo sin perjuicio de las medidas dirigidas a incentivar la utilizacion
de los medios electronicos.

¢) Principio de accesibilidad a la informacién y a los servicios por medios electrénicos en
los términos establecidos por la normativa vigente en esta materia, a través de sistemas
que permitan obtenerlos de manera segura y comprensible, garantizando especialmente la
accesibilidad universal y el disefio para todos de los soportes, canales y entornos con
objeto de que todas las personas puedan ejercer sus derechos en igualdad de
condiciones, incorporando las caracteristicas necesarias para garantizar la accesibilidad
de aquellos colectivos que lo requieran.

d) Principio de legalidad en cuanto al mantenimiento de la integridad de las garantias
juridicas de los ciudadanos ante las Administraciones Publicas establecidas en la Ley
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30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun.

e) Principio de cooperacion en la utilizacion de medios electrénicos por las
Administraciones Publicas al objeto de garantizar tanto la interoperabilidad de los sistemas
y soluciones adoptados por cada una de ellas como, en su caso, la prestacion conjunta de
servicios a los ciudadanos. En particular, se garantizara el reconocimiento mutuo de los
documentos electronicos y de los medios de identificacion y autenticacion que se ajusten a
lo dispuesto en la presente Ley.

f) Principio de seguridad en la implantacion y utilizacién de los medios electrénicos por las
Administraciones Publicas, en cuya virtud se exigir4 al menos el mismo nivel de garantias
y seguridad que se requiere para la utilizacion de medios no electrénicos en la actividad
administrativa.

g) Principio de proporcionalidad en cuya virtud sdélo se exigiran las garantias y medidas de
seguridad adecuadas a la naturaleza y circunstancias de los distintos tramites y
actuaciones. Asimismo sé6lo se requeriran a los ciudadanos aquellos datos que sean
estrictamente necesarios en atencion a la finalidad para la que se soliciten.

h) Principio de responsabilidad y calidad en la veracidad y autenticidad de las
informaciones y servicios ofrecidos por las Administraciones Publicas a través de medios
electronicos.

i) Principio de neutralidad tecnolégica y de adaptabilidad al progreso de las técnicas y
sistemas de comunicaciones electrénicas garantizando la independencia en la eleccion de
las alternativas tecnoldgicas por los ciudadanos y por las Administraciones Publicas, asi
como la libertad de desarrollar e implantar los avances tecnolégicos en un ambito de libre
mercado. A estos efectos las Administraciones Publicas utilizardn estandares abiertos asi
como, en su caso y de forma complementaria, estdndares que sean de uso generalizado
por los ciudadanos.

i) Principio de simplificacion administrativa, por el cual se reduzcan de manera sustancial
los tiempos y plazos de los procedimientos administrativos, logrando una mayor eficacia y
eficiencia en la actividad administrativa.

k) Principio de transparencia y publicidad del procedimiento, por el cual el uso de medios
electronicos debe facilitar la maxima difusion, publicidad y transparencia de las
actuaciones administrativas.

Articulo 5. Definiciones.

A efectos de la presente ley, los términos que en ellas se emplean tendran el sentido que se
establece en su anexo.

DERECHOS DE LOS CIUDADANOS A RELACIONARSE
CON LAS ADMINISTRACIONES PUBLICAS POR MEDIOS

ELECTRONICOS

Articulo 6. Derecho de los ciudadanos.

1. Se reconoce a los ciudadanos el derecho a relacionarse con las Administraciones Publicas
utilizando medios electrénicos para el ejercicio de los derechos previstos en el articulo 35 de la
Ley 30/1992, de 26 de noviembre, de Régimen Juridico de las Administraciones Publicas y del
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Procedimiento Administrativo Comun, asi como para obtener informaciones, realizar consultas
y alegaciones, formular solicitudes, manifestar consentimiento, entablar pretensiones, efectuar
pagos, realizar transacciones y oponerse a las resoluciones y actos administrativos.

2. Ademas, los ciudadanos tienen en relacién con la utilizacién de los medios electrénicos en
la actividad administrativa, y en los términos previstos en la presente Ley, los siguientes
derechos:

a) A elegir, entre aquellos que en cada momento se encuentren disponibles, el canal a
través del cual relacionarse por medios electronicos con las Administraciones Publicas.

b) A no aportar los datos y documentos que obren en poder de las Administraciones
Publicas, las cuales utilizaran medios electrénicos para recabar dicha informacién siempre
gue, en el caso de datos de caracter personal, se cuente con el consentimiento de los
interesados en los términos establecidos por la Ley Organica 15/1999, de Proteccién de
Datos de Caracter Personal, o una norma con rango de Ley asi lo determine, salvo que
existan restricciones conforme a la normativa de aplicacion a los datos y documentos
recabados. El citado consentimiento podra emitirse y recabarse por medios electronicos.

¢) A la igualdad en el acceso electrénico a los servicios de las Administraciones Publicas.
d) A conocer por medios electronicos el estado de tramitacion de los procedimientos en los
gue sean interesados, salvo en los supuestos en que la normativa de aplicacion establezca
restricciones al acceso a la informacion sobre aquéllos.

e) A obtener copias electronicas de los documentos electronicos que formen parte de
procedimientos en los que tengan la condicion de interesado.

f) A la conservacién en formato electrénico por las Administraciones Publicas de los
documentos electrénicos que formen parte de un expediente.

g) A obtener los medios de identificacion electrénica necesarios, pudiendo las personas
fisicas utilizar en todo caso los sistemas de firma electronica del Documento Nacional de
Identidad para cualquier trdmite electrénico con cualquier Administracion Publica.

h) A la utilizacion de otros sistemas de firma electrénica admitidos en el ambito de las
Administraciones Publicas.

i) A la garantia de la seguridad y confidencialidad de los datos que figuren en los ficheros,
sistemas y aplicaciones de las Administraciones Publicas.

i) A la calidad de los servicios publicos prestados por medios electrénicos.

k) A elegir las aplicaciones o sistemas para relacionarse con las Administraciones Publicas
siempre y cuando utilicen estdndares abiertos o, en su caso, aquellos otros que sean de
uso generalizado por los ciudadanos.

3. En particular, en los procedimientos relativos al establecimiento de actividades de servicios,
los ciudadanos tienen derecho a obtener la siguiente informacién a través de medios
electronicos:

a) Los procedimientos y tramites necesarios para acceder a las actividades de servicio y
para su ejercicio.

b) Los datos de las autoridades competentes en las materias relacionadas con las
actividades de servicios, asi como de las asociaciones y organizaciones profesionales
relacionadas con las mismas.

¢) Los medios y condiciones de acceso a los registros y bases de datos publicos relativos
a prestadores de actividades de servicios y las vias de recurso en caso de litigio entre
cualesquiera autoridades competentes, prestadores y destinatarios.
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Articulo 7. Defensa de los derechos de los ciudadanos.

1. En la Administracion General del Estado, se crea la figura del Defensor del usuario de la
administracion electronica, que velara por la garantia de los derechos reconocidos a los
ciudadanos en la presente Ley, sin perjuicio de las competencias atribuidas en este ambito a
otros organos o entidades de derecho publico. Serd nombrado por el Consejo de Ministros a
propuesta del Ministro de Administraciones Publicas entre personas de reconocido prestigio en
la materia. Estara integrado en el Ministerio de Administraciones Publicas y desarrollara sus
funciones con imparcialidad e independencia funcional.

2. El Defensor del usuario de la administracion electronica elaborara, con caracter anual, un
informe que se elevara al Consejo de Ministros y se remitira al Congreso de los Diputados.
Dicho informe contendrd un analisis de las quejas y sugerencia recibidas asi como la
propuesta de las actuaciones y medidas a adoptar en relacion con lo previsto en el apartado 1
de este articulo.

3. Para el ejercicio de sus funciones, el Defensor del usuario de la administracion electrénica
contara con los recursos de la Administracion General del Estado con la asistencia que, a tal
efecto, le presten las Inspecciones Generales de los Servicios de los Departamentos
ministeriales y la Inspeccion General de Servicios de la Administracién Publica. En particular,
las Inspecciones de los Servicios le asistiran en la elaboracion del informe al que se refiere el
apartado anterior y le mantendran permanentemente informado de las quejas y sugerencias
gue se reciban en relacion con la prestacion de servicios publicos a través de medios
electrénicos. A estos efectos, la Comisién Coordinadora de las Inspecciones generales de
servicios de los departamentos ministeriales realizarq, en este ambito, las funciones de
coordinacion que tiene legalmente encomendadas.

4. Reglamentariamente se determinara el estatuto del Defensor del usuario de la
administracion electronica, asi como la regulacion de sus relaciones con los 6rganos a los que
se refiere el apartado anterior de este articulo.

Articulo 8. Garantia de prestacién de servicios y disposicion de medios e instrumentos
electrdnicos.

1. Las Administraciones Publicas deberan habilitar diferentes canales o medios para la
prestacion de los servicios electrénicos, garantizando en todo caso el acceso a los mismos a
todos los ciudadanos, con independencia de sus circunstancias personales, medios o0
conocimientos, en la forma que estimen adecuada.

2. La Administracién General del Estado garantizara el acceso de todos los ciudadanos a los
servicios electronicos proporcionados en su ambito a través de un sistema de varios canales
que cuente, al menos, con los siguientes medios:

a) Las oficinas de atencion presencial que se determinen, las cuales pondran a disposicion
de los ciudadanos de forma libre y gratuita los medios e instrumentos precisos para ejercer
los derechos reconocidos en el articulo 6 de esta Ley, debiendo contar con asistencia y
orientacién sobre su utilizacién, bien a cargo del personal de las oficinas en que se
ubiguen o bien por sistemas incorporados al propio medio o instrumento.
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b) Puntos de acceso electronico, consistentes en sedes electrOnicas creadas y
gestionadas por los departamentos y organismos publicos y disponibles para los
ciudadanos a través de redes de comunicacion. En particular se creara un Punto de
acceso general a través del cual los ciudadanos puedan, en sus relaciones con la
Administracion General del Estado y sus Organismos Publicos, acceder a toda la
informacién y a los servicios disponibles. Este Punto de acceso general contendra la
relacion de servicios a disposicion de los ciudadanos y el acceso a los mismos, debiendo
mantenerse coordinado, al menos, con los restantes puntos de acceso electrénico de la
Administracion General del Estado y sus Organismos Publicos.

c) Servicios de atencion telefonica que, en la medida en que los criterios de seguridad y
las posibilidades técnicas lo permitan, facilten a los ciudadanos el acceso a las
informaciones y servicios electronicos a los que se refieren los apartados anteriores.

Articulo 9. Transmisiones de datos entre Administraciones PuUblicas.

1. Para un eficaz ejercicio del derecho reconocido en el apartado 6.2.b), cada Administracion
debera facilitar el acceso de las restantes Administraciones Publicas a los datos relativos a los
interesados que obren en su poder y se encuentren en soporte electrénico, especificando las
condiciones, protocolos y criterios funcionales o técnicos necesarios para acceder a dichos
datos con las maximas garantias de seguridad, integridad y disponibilidad, de conformidad con
lo dispuesto en la Ley Organica 15/1999, de 13 de diciembre, de Proteccién de Datos de
Caracter Personal y su normativa de desarrollo.

2. La disponibilidad de tales datos estara limitada estrictamente a aquellos que son requeridos
a los ciudadanos por las restantes Administraciones para la tramitacion y resolucion de los
procedimientos y actuaciones de su competencia de acuerdo con la normativa reguladora de
los mismos. El acceso a los datos de caracter personal estard, ademas, condicionado al
cumplimiento de las condiciones establecidas en el articulo 6.2.b) de la presente Ley.

REGIMEN JURIDICO DE LA ADMINISTRACION
ELECTRONICA

De la sede electrénica

Articulo 10. Mercados de referenciay operadores con poder significativo en el mercado.

1. La sede electrénica es aquella direccién electrénica disponible para los ciudadanos a través
de redes de telecomunicaciones cuya titularidad, gestién y administracién corresponde a una
Administracion Publica, érgano o entidad administrativa en el ejercicio de sus competencias.

2. El establecimiento de una sede electrénica conlleva la responsabilidad del titular respecto de
la integridad, veracidad y actualizacion de la informacion y los servicios a los que pueda
accederse a través de la misma.

3. Cada Administracion Puablica determinara las condiciones e instrumentos de creacion de las
sedes electronicas, con sujecion a los principios de publicidad oficial, responsabilidad, calidad,
seguridad, disponibilidad, accesibilidad, neutralidad e interoperabilidad. En todo caso debera
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garantizarse la identificacion del titular de la sede, asi como los medios disponibles para la
formulacion de sugerencias y quejas.

4. Las sedes electrénicas dispondran de sistemas que permitan el establecimiento de
comunicaciones seguras siempre que sean necesarias.

5. La publicacion en las sedes electronicas de informaciones, servicios y transacciones
respetara los principios de accesibilidad y usabilidad de acuerdo con las normas establecidas
al respecto, estandares abiertos y, en su caso, aquellos otros que sean de uso generalizado
por los ciudadanos.

Articulo 11. Publicaciones electronicas de Boletines Oficiales.

1. La publicacion de los diarios o boletines oficiales en las sedes electrénicas de la
Administracién, Organo o Entidad competente tendrd, en las condiciones y garantias que cada
Administracion Publica determine, los mismos efectos que los atribuidos a su edicién impresa.

2. La publicacién del «Boletin Oficial del Estado» en la sede electrénica del organismo
competente tendra caracter oficial y auténtico en las condiciones y con las garantias que se
determinen reglamentariamente, derivandose de dicha publicacién los efectos previstos en el
titulo preliminar del Codigo Civil y en las restantes normas aplicables.

Articulo 12. Publicacién electrénica del tablén de anuncios o edictos.

La publicacién de actos y comunicaciones que, por disposicion legal o reglamentaria deban
publicarse en tablén de anuncios o edictos podra ser sustituida o complementada por su
publicacién en la sede electrénica del organismo correspondiente.

Capitulo 1.

SECCION 1.2 DISPOSICIONES COMUNES
Articulo 13. Formas de identificacion y autenticacion.

1. Las Administraciones Publicas admitiran, en sus relaciones por medios electronicos,
sistemas de firma electronica que sean conformes a lo establecido en la Ley 59/2003, de 19 de
diciembre, de Firma Electrénica y resulten adecuados para garantizar la identificacion de los
participantes y, en su caso, la autenticidad e integridad de los documentos electrénicos.

2. Los ciudadanos podran utilizar los siguientes sistemas de firma electrénica para relacionarse
con las Administraciones Publicas, de acuerdo con lo que cada Administracién determine:

a) En todo caso, los sistemas de firma electrénica incorporados al Documento Nacional de
Identidad, para personas fisicas.

b) Sistemas de firma electrénica avanzada, incluyendo los basados en certificado
electrénico reconocido, admitidos por las Administraciones Publicas.
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c) Otros sistemas de firma electrénica, como la utilizacion de claves concertadas en un
registro previo como usuario, la aportacion de informaciéon conocida por ambas partes u
otros sistemas no criptograficos, en los términos y condiciones que en cada caso se
determinen.

3. Las Administraciones Publicas podran utilizar los siguientes sistemas para su identificacién
electronica y para la autenticacion de los documentos electrénicos que produzcan:

a) Sistemas de firma electrénica basados en la utilizacion de certificados de dispositivo
seguro 0 medio equivalente que permita identificar la sede electrénica y el establecimiento
con ella de comunicaciones seguras.

b) Sistemas de firma electrénica para la actuacién administrativa automatizada.

¢) Firma electrénica del personal al servicio de las Administraciones Publicas.

d) Intercambio electronico de datos en entornos cerrados de comunicacion, conforme a lo
especificamente acordado entre las partes.

SECCION 2.2 IDENTIFICACION DE LOS CIUDADANOS Y AUTENTICACION DE SU
ACTUACION

Articulo 14. Utilizacién del Documento Nacional de Identidad.

Las personas fisicas podran, en todo caso y con caracter universal, utilizar los sistemas de
firma electrénica incorporados al Documento Nacional de Identidad en su relacion por medios
electrénicos con las Administraciones Publicas. El régimen de utilizacion y efectos de dicho
documento se regira por su normativa reguladora.

Articulo 15. Utilizacién de sistemas de firma electronica avanzada.

1. Los ciudadanos, ademas de los sistemas de firma electrénica incorporados al Documento
Nacional de Identidad, referidos en el articulo 14, podran utilizar sistemas de firma electrénica
avanzada para identificarse y autenticar sus documentos.

2. La relacion de sistemas de firma electrénica avanzada admitidos, con caracter general, en el
ambito de cada Administracion Publica, deber4 ser publica y accesible por medios
electronicos. Dicha relacion incluira, al menos, informacion sobre los elementos de
identificacién utilizados asi como, en su caso, las caracteristicas de los certificados
electronicos admitidos, los prestadores que los expiden y las especificaciones de la firma
electronica que puede realizarse con dichos certificados.

3. Los certificados electronicos expedidos a Entidades sin personalidad juridica, previstos en la
Ley 59/2003, de 19 de diciembre, de Firma Electronica podran ser admitidos por las
Administraciones Publicas en los términos que estas determinen.

Articulo 16. Utilizacién de otros sistemas de firma electrénica.

1. Las Administraciones Publicas podran determinar, teniendo en cuenta los datos e intereses
afectados, y siempre de forma justificada, los supuestos y condiciones de utilizacion por los
ciudadanos de otros sistemas de firma electronica, tales como claves concertadas en un
registro previo, aportacion de informacién conocida por ambas partes u otros sistemas no
criptograficos.
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2. En aquellos supuestos en los que se utilicen estos sistemas para confirmar informacion,
propuestas o borradores remitidos o exhibidos por una Administracion Puablica, ésta debera
garantizar la integridad y el no repudio por ambas partes de los documentos electrénicos
concernidos.

3. Cuando resulte preciso, las Administraciones Publicas certificaran la existencia y contenido
de las actuaciones de los ciudadanos en las que se hayan usado formas de identificacion y
autenticacion a que se refiere este articulo.

SECCION 3.2 IDENTIFICACION ELECTRONICA DE LAS ADMINISTRACIONES PUBLICAS
Y AUTENTICACION DEL EJERCICIO DE SU COMPETENCIA

Articulo 17. Identificacién de las sedes electrénicas.

Las sedes electrénicas utilizaran, para identificarse y garantizar una comunicaciéon segura con
las mismas, sistemas de firma electronica basados en certificados de dispositivo seguro o
medio equivalente.

Articulo 18. Sistemas de firma electronica para la actuacién administrativa automatizada.

1. Para la identificacién y la autenticacion del ejercicio de la competencia en la actuacion
administrativa automatizada, cada Administracién Plblica podra determinar los supuestos de
utilizacién de los siguientes sistemas de firma electrénica:

a) Sello electronico de Administracion Publica, 6rgano o entidad de derecho publico,
basado en certificado electrénico que reuna los requisitos exigidos por la legislacion de
firma electronica.

b) Cdédigo seguro de verificacion vinculado a la Administracion Puablica, 6rgano o entidad y,
en su caso, a la persona firmante del documento, permitiéndose en todo caso la
comprobacion de la integridad del documento mediante el acceso a la sede electrénica
correspondiente.

2. Los certificados electronicos a los que se hace referencia en el apartado 1.a) incluiran el
namero de identificacion fiscal y la denominacion correspondiente, pudiendo contener la
identidad de la persona titular en el caso de los sellos electrénicos de 6rganos administrativos.

3. La relacién de sellos electrénicos utilizados por cada Administracion Publica, incluyendo las
caracteristicas de los certificados electronicos y los prestadores que los expiden, debera ser
publica y accesible por medios electrénicos. Ademas, cada Administracion Publica adoptara
las medidas adecuadas para facilitar la verificacion de sus sellos electrénicos.

Articulo 19. Firma electrénica del personal al servicio de las Administraciones Publicas.

1. Sin perjuicio de lo previsto en los articulos 17 y 18, la identificacién y autenticacion del
ejercicio de la competencia de la Administracion Puablica, 6rgano o entidad actuante, cuando
utilice medios electrénicos, se realizara mediante firma electronica del personal a su servicio,
de acuerdo con lo dispuesto en los siguientes apartados.
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2. Cada Administracion Publica podra proveer a su personal de sistemas de firma electronica,
los cuales podran identificar de forma conjunta al titular del puesto de trabajo o cargo y a la
Administracién u 6rgano en la que presta sus servicios.

3. La firma electrénica basada en el Documento Nacional de Identidad podra utilizarse a los
efectos de este articulo.

Articulo 20. Intercambio electrénico de datos en entornos cerrados de comunicacién.

1. Los documentos electronicos transmitidos en entornos cerrados de comunicaciones
establecidos entre Administraciones Publicas, 6érganos y entidades de derecho publico, seran
considerados validos a efectos de autenticacion e identificacién de los emisores y receptores
en las condiciones establecidas en el presente articulo.

2. Cuando los participantes en las comunicaciones pertenezcan a una misma Administracion
Publica, ésta determinard las condiciones y garantias por las que se regira que, al menos,
comprendera la relacion de emisores y receptores autorizados y la naturaleza de los datos a
intercambiar.

3. Cuando los participantes pertenezcan a distintas administraciones, las condiciones y
garantias citadas en el apartado anterior se estableceran mediante convenio.

4. En todo caso debera garantizarse la seguridad del entorno cerrado de comunicaciones y la
proteccioén de los datos que se transmitan.

SECCION 42 DE LA |INTEROPERABILIDAD Y DE LA ACREDITACION Y
REPRESENTACION DE LOS CIUDADANOS

Articulo 21. Interoperabilidad de la identificacion y autenticacion por medio de
certificados electrénicos.

1. Los certificados electronicos reconocidos emitidos por prestadores de servicios de
certificacién seran admitidos por las Administraciones Publicas como validos para relacionarse
con las mismas, siempre y cuando el prestador de servicios de certificacion ponga a
disposicion de las Administraciones Publicas la informacién que sea precisa en condiciones
que resulten tecnol6gicamente viables y sin que suponga coste alguno para aquellas.

2. Los sistemas de firma electronica utilizados o admitidos por alguna Administracion Publica
distintos de los basados en los certificados a los que se refiere el apartado anterior podran ser
asimismo admitidos por otras Administraciones, conforme a principios de reconocimiento
mutuo y reciprocidad.

3. La Administracion General del Estado dispondrd, al menos, de una plataforma de
verificacion del estado de revocacion de todos los certificados admitidos en el @mbito de las
Administraciones Publicas que sera de libre acceso por parte de todos los Departamentos y
Administraciones. Cada Administracion Publica podra disponer de los mecanismos necesarios
para la verificacion del estado de revocacion y la firma con los certificados electrénicos
admitidos en su &mbito de competencia.
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Articulo 22. Identificacién y autenticacion de los ciudadanos por funcionario publico.

1. En los supuestos en que para la realizacién de cualquier operacién por medios electrénicos
se requiera la identificacion o autenticacion del ciudadano mediante algin instrumento de los
previstos en el articulo 13 de los que aquel no disponga, tal identificacién o autenticacién podra
ser validamente realizada por funcionarios publicos mediante el uso del sistema de firma
electronica del que estén dotados.

2. Para la eficacia de lo dispuesto en el apartado anterior, el ciudadano debera identificarse y
prestar su consentimiento expreso, debiendo quedar constancia de ello para los casos de
discrepancia o litigio.

3. Cada Administracién Publica mantendra actualizado un registro de los funcionarios
habilitados para la identificacion o autenticacion regulada en este articulo.

Articulo 23. Formas de Representacion.

Sin perjuicio de lo dispuesto en el articulo 13.2, las Administraciones Publicas podran habilitar
con caracter general o especifico a personas fisicas o juridicas autorizadas para la realizacion
de determinadas transacciones electronicas en representacion de los interesados. Dicha
habilitacién debera especificar las condiciones y obligaciones a las que se comprometen los
gue asi adquieran la condicion de representantes, y determinard la presuncion de validez de la
representacion salvo que la normativa de aplicacion prevea otra cosa. Las Administraciones
Puablicas podran requerir, en cualquier momento, la acreditacién de dicha representacion.

Capitulo I11.

SECCION 1.2 DE LOS REGISTROS
Articulo 24. Registros electronicos.

1. Las Administraciones Publicas crearan registros electrénicos para la recepcion y remision de
solicitudes, escritos y comunicaciones.

2. Los registros electrénicos podran admitir;

a) Documentos electrénicos normalizados correspondientes a los servicios, procedimientos
y trdmites que se especifiquen conforme a lo dispuesto en la norma de creacion del
registro, cumplimentados de acuerdo con formatos preestablecidos.

b) Cualquier solicitud, escrito o comunicacion distinta de los mencionados en el apartado
anterior dirigido a cualquier 6rgano o entidad del &mbito de la administracién titular del
registro.

3. En cada Administracion Puablica existira, al menos, un sistema de registros electronicos
suficiente para recibir todo tipo de solicitudes, escritos y comunicaciones dirigidos a dicha
Administracién Publica. Las Administraciones Publicas podran, mediante convenios de
colaboracion, habilitar a sus respectivos registros para la recepcion de las solicitudes, escritos
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y comunicaciones de la competencia de otra Administracion que se determinen en el
correspondiente convenio.

4. En el ambito de la Administracion General del Estado se automatizaran las oficinas de
registro fisicas a las que se refiere el articulo 38 de la Ley 30/1992, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun, a fin de garantizar la
interconexién de todas sus oficinas y posibilitar el acceso por medios electronicos a los
asientos registrables y a las copias electronicas de los documentos presentados.

Articulo 25. Creacion y funcionamiento.

1. Las disposiciones de creacién de registros electrénicos se publicaran en el Diario Oficial
correspondiente y su texto integro debera estar disponible para consulta en la sede electronica
de acceso al registro. En todo caso, las disposiciones de creaciéon de registros electrénicos
especificaran el 6rgano o unidad responsable de su gestion, asi como la fecha y hora oficial y
los dias declarados como inhabiles a los efectos previstos en el articulo siguiente.

2. En la sede electrénica de acceso al registro figurara la relacién actualizada de las
solicitudes, escritos y comunicaciones a las que se refiere el apartado 2.a) del articulo anterior
gue pueden presentarse en el mismo asi como, en su caso, la posibilidad de presentacion de
solicitudes, escritos y comunicaciones a los que se refiere el apartado 2.b) de dicho articulo.

3. Los registros electrénicos emitirdn automaticamente un recibo consistente en una copia
autenticada del escrito, solicitud o comunicacién de que se trate, incluyendo la fecha y hora de
presentacion y el nimero de entrada de registro.

4. Podran aportarse documentos que acompafien a la correspondiente solicitud, escrito o
comunicacion, siempre que cumplan los estandares de formato y requisitos de seguridad que
se determinen en los Esquemas Nacionales de Interoperabilidad y de Seguridad. Los registros
electrénicos generardn recibos acreditativos de la entrega de estos documentos que
garanticen la integridad y el no repudio de los documentos aportados.

Articulo 26. COmputo de plazos.

1. Los registros electronicos se regiran a efectos de computo de los plazos imputables tanto a
los interesados como a las Administraciones Publicas por la fecha y hora oficial de la sede
electrénica de acceso, que debera contar con las medidas de seguridad necesarias para
garantizar su integridad y figurar visible.

2. Los registros electronicos permitirdn la presentaciéon de solicitudes, escritos y
comunicaciones todos los dias del afio durante las veinticuatro horas.

3. A los efectos del computo de plazo fijado en dias habiles o naturales, y en lo que se refiere a
cumplimiento de plazos por los interesados, la presentacion en un dia inhabil se entendera
realizada en la primera hora del primer dia habil siguiente, salvo que una norma permita
expresamente la recepcion en dia inhabil.

4. El inicio del cémputo de los plazos que hayan de cumplir los érganos administrativos y
entidades de derecho publico vendra determinado por la fecha y hora de presentacion en el
propio registro o, en el caso previsto en el apartado 2.b del articulo 24, por la fecha y hora de
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entrada en el registro del destinatario. En todo caso, la fecha efectiva de inicio del computo de
plazos debera ser comunicada a quien presento el escrito, solicitud o comunicacion.

5. Cada sede electrénica en la que esté disponible un registro electronico determinara,
atendiendo al ambito territorial en el que ejerce sus competencias el titular de aquella, los dias
que se consideraran inhabiles a los efectos de los apartados anteriores. En todo caso, no sera
de aplicacion a los registros electronicos lo dispuesto en el articulo 48.5 de la Ley 30/1992, de
Régimen Juridico de las Administraciones Publicas y del Procedimiento Administrativo Comun.

SECCION 2.2 DE LAS COMUNICACIONES Y LAS NOTIFICACIONES ELECTRONICAS
Articulo 27. Comunicaciones electrénicas.

1. Los ciudadanos podran elegir en todo momento la manera de comunicarse con las
Administraciones Publicas, sea o no por medios electrénicos, excepto en aquellos casos en los
gue de una norma con rango de Ley se establezca o infiera la utilizacion de un medio no
electrénico. La opcion de comunicarse por unos u otros medios no vincula al ciudadano, que
podra, en cualquier momento, optar por un medio distinto del inicialmente elegido.

2. Las Administraciones Publicas utilizaran medios electronicos en sus comunicaciones con los
ciudadanos siempre que asi lo hayan solicitado o consentido expresamente. La solicitud y el
consentimiento podran, en todo caso, emitirse y recabarse por medios electronicos.

3. Las comunicaciones a través de medios electrénicos seran validas siempre que exista
constancia de la transmisién y recepcion, de sus fechas, del contenido integro de las
comunicaciones y se identifique fidedignamente al remitente y al destinatario de las mismas.

4. Las Administraciones publicaran, en el correspondiente Diario Oficial y en la propia sede
electronica, aquellos medios electrénicos que los ciudadanos pueden utilizar en cada supuesto
en el ejercicio de su derecho a comunicarse con ellas.

5. Los requisitos de seguridad e integridad de las comunicaciones se estableceran en cada
caso de forma apropiada al caracter de los datos objeto de aquellas, de acuerdo con criterios
de proporcionalidad, conforme a lo dispuesto en la legislacidn vigente en materia de proteccion
de datos de caréacter personal.

6. Reglamentariamente, las Administraciones Publicas podran establecer la obligatoriedad de
comunicarse con ellas utilizando so6lo medios electronicos, cuando los interesados se
correspondan con personas juridicas o colectivos de personas fisicas que por razén de su
capacidad econdmica o técnica, dedicacion profesional u otros motivos acreditados tengan
garantizado el acceso y disponibilidad de los medios tecnolégicos precisos.

7. Las Administraciones Publicas utilizaran preferentemente medios electrénicos en sus
comunicaciones con otras Administraciones Pdublicas. Las condiciones que regiran estas
comunicaciones se determinaran entre las Administraciones Publicas participantes.

Articulo 28. Practica de la notificacion por medios electrdnicos.

1. Para que la notificacién se practique utilizando algin medio electrénico se requerira que el
interesado haya sefialado dicho medio como preferente o haya consentido su utilizacion, sin
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perjuicio de lo dispuesto en el articulo 27.6. Tanto la indicacion de la preferencia en el uso de
medios electrénicos como el consentimiento citados anteriormente podran emitirse y
recabarse, en todo caso, por medios electrénicos.

2. El sistema de notificacion permitira acreditar la fecha y hora en que se produzca la puesta a
disposicion del interesado del acto objeto de notificacion, asi como la de acceso a su
contenido, momento a partir del cual la notificacion se entendera practicada a todos los efectos
legales.

3. Cuando, existiendo constancia de la puesta a disposicion transcurrieran diez dias naturales
sin que se acceda a su contenido, se entendera que la notificacion ha sido rechazada con los
efectos previstos en el articulo 59.4 de la Ley 30/1992 de Régimen Juridico y del
Procedimiento Administrativo Comun y normas concordantes, salvo que de oficio o a instancia
del destinatario se compruebe la imposibilidad técnica o material del acceso.

4. Durante la tramitacion del procedimiento el interesado podra requerir al dérgano
correspondiente que las notificaciones sucesivas no se practiquen por medios electronicos,
utilizandose los demas medios admitidos en el articulo 59 de la Ley 30/1992, de Régimen
Juridico y del Procedimiento Administrativo Comun, excepto en los casos previstos en el
articulo 27.6 de la presente Ley.

5. Producira los efectos propios de la notificacién por comparecencia el acceso electrénico por
los interesados al contenido de las actuaciones administrativas correspondientes, siempre que
gquede constancia de dichos acceso.

Capitulo IV.

Articulo 29. Documento administrativo electronico.

1. Las Administraciones Publicas podran emitir validamente por medios electrénicos los
documentos administrativos a los que se refiere el articulo 46 de la Ley 30/1992, de Régimen
Juridico de las Administraciones Publicas y del Procedimiento Administrativo Comun, siempre
gue incorporen una o varias firmas electronicas conforme a lo establecido en la Seccion 3.2 del
Capitulo Il de la presente Ley.

2. Los documentos administrativos incluirdn referencia temporal, que se garantizara a través
de medios electrénicos cuando la naturaleza del documento asi lo requiera.

3. La Administracion General del Estado, en su relacién de prestadores de servicios de
certificacién electrénica, especificara aquellos que con caracter general estén admitidos para
prestar servicios de sellado de tiempo.

Articulo 30. Copias electrénicas.

1. Las copias realizadas por medios electrénicos de documentos electrénicos emitidos por el
propio interesado o por las Administraciones Publicas, manteniéndose o no el formato original,
tendran inmediatamente la consideracion de copias auténticas con la eficacia prevista en el
articulo 46 de la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del
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Procedimiento Administrativo Comun, siempre que el documento electronico original se
encuentre en poder de la Administracion, y que la informacién de firma electrénica y, en su
caso, de sellado de tiempo permitan comprobar la coincidencia con dicho documento.

2. Las copias realizadas por las Administraciones Publicas, utilizando medios electrénicos, de
documentos emitidos originalmente por las Administraciones Publicas en soporte papel
tendran la consideracidon de copias auténticas siempre que se cumplan los requerimientos y
actuaciones previstas en el articulo 46 de la Ley 30/1992, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun.

3. Las Administraciones Publicas podran obtener imagenes electrénicas de los documentos
privados aportados por los ciudadanos, con su misma validez y eficacia, a través de procesos
de digitalizacion que garanticen su autenticidad, integridad y la conservacion del documento
imagen, de lo que se dejara constancia. Esta obtencion podra hacerse de forma automatizada,
mediante el correspondiente sello electronico.

4. En los supuestos de documentos emitidos originalmente en soporte papel de los que se
hayan efectuado copias electrénicas de acuerdo con lo dispuesto en este articulo, podra
procederse a la destruccion de los originales en los términos y con las condiciones que por
cada Administracion Puablica se establezcan.

5. Las copias realizadas en soporte papel de documentos publicos administrativos emitidos por
medios electrénicos y firmados electronicamente tendran la consideracion de copias auténticas
siempre que incluyan la impresién de un cédigo generado electrénicamente u otros sistemas
de verificaciébn que permitan contrastar su autenticidad mediante el acceso a los archivos
electrénicos de la Administracion Publica, 6rgano o entidad emisora.

Articulo 31. Archivo electrénico de documentos.

1. Podran almacenarse por medios electrénicos todos los documentos utilizados en las
actuaciones administrativas.

2. Los documentos electrénicos que contengan actos administrativos que afecten a derechos o
intereses de los particulares deberan conservarse en soportes de esta naturaleza, ya sea en el
mismo formato a partir del que se origind el documento o en otro cualquiera que asegure la
identidad e integridad de la informacién necesaria para reproducirlo. Se asegurard en todo
caso la posibilidad de trasladar los datos a otros formatos y soportes que garanticen el acceso
desde diferentes aplicaciones.

3. Los medios o soportes en que se almacenen documentos, deberan contar con medidas de
seguridad que garanticen la integridad, autenticidad, confidencialidad, calidad, proteccion y
conservacion de los documentos almacenados. En particular, aseguraran la identificacion de
los usuarios y el control de accesos, asi como el cumplimiento de las garantias previstas en la
legislacion de proteccién de datos.

Articulo 32. Expediente electrénico.

1. El expediente electrénico es el conjunto de documentos electronicos correspondientes a un
procedimiento administrativo, cualquiera que sea el tipo de informacién que contengan.
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2. El foliado de los expedientes electronicos se llevard a cabo mediante un indice electrénico,
firmado por la Administracién, 6rgano o entidad actuante, segun proceda. Este indice
garantizara la integridad del expediente electrénico y permitird su recuperacion siempre que
sea preciso, siendo admisible que un mismo documento forme parte de distintos expedientes
electronicos.

3. La remisién de expedientes podra ser sustituida a todos los efectos legales por la puesta a
disposicion del expediente electronico, teniendo el interesado derecho a obtener copia del
mismo.

DE LA GESTION ELECTRONICA DE LOS
PROCEDIMIENTOS

Disposiciones comunes

Articulo 33. Utilizacién de medios electrénicos.

1. La gestion electronica de la actividad administrativa respetara la titularidad y el ejercicio de
la competencia por la Administracion Publica, érgano o entidad que la tenga atribuida y el
cumplimiento de los requisitos formales y materiales establecidos en las normas que regulen la
correspondiente actividad. A estos efectos, y en todo caso bajo criterios de simplificacion
administrativa, se impulsara la aplicacion de medios electrénicos a los procesos de trabajo y la
gestion de los procedimientos y de la actuacién administrativa.

2. En la aplicacibn de medios electrénicos a la actividad administrativa se considerara la
adecuada dotacion de recursos y medios materiales al personal que vaya a utilizarlos, asi
como la necesaria formacion acerca de su utilizacion.

Articulo 34. Criterios para la gestion electronica.

La aplicacion de medios electrénicos a la gestion de los procedimientos, procesos y servicios
irh siempre precedida de la realizacion de un andlisis de redisefio funcional y simplificacion del
procedimiento, proceso o servicio, en el que se considerardn especialmente los siguientes
aspectos:

a) La supresion o reduccion de la documentacion requerida a los ciudadanos, mediante su
sustitucién por datos, transmisiones de datos o certificaciones, o la regulacién de su
aportacion al finalizar la tramitacion.

b) La previsidn de medios e instrumentos de participacion, transparencia e informacion.

¢) La reduccién de los plazos y tiempos de respuesta.

d) La racionalizacién de la distribucién de las cargas de trabajo y de las comunicaciones
internas.
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Capitulo II.

Articulo 35. Iniciacién del procedimiento por medios electrénicos.

1. La iniciacién de un procedimiento administrativo a solicitud de interesado por medios
electronicos requerira la puesta a disposicion de los interesados de los correspondientes
modelos o sistemas electrénicos de solicitud en la sede electronica que deberan ser accesibles
sin otras restricciones tecnoldgicas que las estrictamente derivadas de la utilizacion de
estandares en los términos establecidos en el apartado i) del articulo 4 y criterios de
comunicacion y seguridad aplicables de acuerdo con las normas y protocolos nacionales e
internacionales.

2. Los interesados podran aportar al expediente copias digitalizadas de los documentos, cuya
fidelidad con el original garantizaran mediante la utilizaciéon de firma electronica avanzada. La
Administracidon Publica podréa solicitar del correspondiente archivo el cotejo del contenido de
las copias aportadas. Ante la imposibilidad de este cotejo y con caracter excepcional, podra
requerir al particular la exhibicion del documento o de la informacion original. La aportacion de
tales copias implica la autorizacion a la Administracion para que acceda y trate la informacion
personal contenida en tales documentos.

3. Con objeto de facilitar y promover su uso, los sistemas normalizados de solicitud podran
incluir comprobaciones automaticas de la informacion aportada respecto de datos
almacenados en sistemas propios o pertenecientes a otras administraciones e, incluso, ofrecer
el formulario cumplimentado, en todo o en parte, con objeto de que el ciudadano verifique la
informacidn y, en su caso, la modifique y complete.

Articulo 36. Instruccién del procedimiento utilizando medios electrénicos.

1. Las aplicaciones y sistemas de informacion utilizados para la instruccién por medios
electrénicos de los procedimientos deberan garantizar el control de los tiempos y plazos, la
identificacion de los organos responsables de los procedimientos asi como la tramitacion
ordenada de los expedientes y facilitar la simplificacién y la publicidad de los procedimientos.

2. Los sistemas de comunicacion utilizados en la gestion electronica de los procedimientos
para las comunicaciones entre los 6rganos y unidades intervinientes a efectos de emision y
recepcién de informes u otras actuaciones deberan cumplir los requisitos establecidos en esta
Ley.

3. Cuando se utilicen medios electrénicos para la participacion de los interesados en la
instruccion del procedimiento a los efectos del ejercicio de su derecho a presentar alegaciones
en cualquier momento anterior a la propuesta de resolucién o en la préactica del tramite de
audiencia cuando proceda, se emplearan los medios de comunicacion y naotificacion previstos
en los articulos 27 y 28 de esta Ley.

Articulo 37. Acceso de los interesados a lainformacién sobre el estado de tramitacion.
1. En los procedimientos administrativos gestionados en su totalidad electrénicamente, el

6rgano que tramita el procedimiento pondra a disposicion del interesado un servicio electronico
de acceso restringido donde éste pueda consultar, previa identificacién, al menos la
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informacion sobre el estado de tramitacion del procedimiento, salvo que la normativa aplicable
establezca restricciones a dicha informacion. La informacion sobre el estado de tramitacion del
procedimiento comprendera la relacion de los actos de tramite realizados, con indicacion sobre
su contenido, asi como la fecha en la que fueron dictados.

2. En el resto de los procedimientos se habilitardn igualmente servicios electronicos de
informacion del estado de la tramitacion que comprendan, al menos, la fase en la que se
encuentra el procedimiento y el 6rgano o unidad responsable.

Articulo 38. Terminacion de los procedimientos por medios electrénicos.

1. La resolucion de un procedimiento utilizando medios electrénicos garantizara la identidad
del 6érgano competente mediante el empleo de alguno de los instrumentos previstos en los
articulos 18 y 19 de esta Ley.

2. Podran adoptarse y notificarse resoluciones de forma automatizada en aquellos
procedimientos en los que asi esté previsto.

Articulo 39. Actuacién administrativa automatizada.

En caso de actuacion automatizada debera establecerse previamente el 6rgano u érganos
competentes, segun los casos, para la definicibn de las especificaciones, programacion,
mantenimiento, supervision y control de calidad y, en su caso, auditoria del sistema de
informacion y de su cdodigo fuente. Asimismo, se indicara el érgano que debe ser considerado
responsable a efectos de impugnacion.

COOPERACION ENTRE ADMINISTRACIONES PARA EL
IMPULSO DE LA ADMINISTRACION ELECTRONICA

Marco institucional de cooperacion en materia de administracion
electronica

Articulo 40. Comité Sectorial de administraciéon electréonica.

1. El Comité Sectorial de administracién electrénica, dependiente de la Conferencia Sectorial
de Administracion Publica, es el 6rgano técnico de cooperacion de la Administracion General
del Estado, de las administraciones de las Comunidades Auténomas y de las entidades que
integran la Administracion Local en materia de administracién electrénica.

2. El Comité Sectorial de la administracion electronica velara por el cumplimiento de los fines y
principios establecidos en esta Ley, y en particular desarrollara las siguientes funciones:

a) Asegurar la compatibilidad e interoperabilidad de los sistemas y aplicaciones empleados
por las Administraciones Publicas.

b) Preparar planes programas conjuntos de actuacion para impulsar el desarrollo de la
administracion electrénica en Espafia.
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3. Cuando por razon de las materias tratadas resulte de interés podra invitarse a las
organizaciones, corporaciones o agentes sociales que se estime conveniente en cada caso a
participar en las deliberaciones del comité sectorial.

Capitulo II.

Articulo 41. Interoperabilidad de los Sistemas de Informacion.

Las Administraciones Publicas utilizaran las tecnologias de la informacion en sus relaciones
con las deméas administraciones y con los ciudadanos, aplicando medidas informaticas,
tecnoldgicas, organizativas, y de seguridad, que garanticen un adecuado nivel de
interoperabilidad técnica, semantica y organizativa y eviten discriminacion a los ciudadanos por
razén de su eleccion tecnoldgica.

Articulo 42. Esquema Nacional de Interoperabilidad y Esquema Nacional de Seguridad.

1. El Esquema Nacional de Interoperabilidad comprendera el conjunto de criterios y
recomendaciones en materia de seguridad, conservacion y normalizacion de la informacién, de
los formatos y de las aplicaciones que deberan ser tenidos en cuenta por las Administraciones
Publicas para la toma de decisiones tecnoldgicas que garanticen la interoperabilidad.

2. El Esquema Nacional de Seguridad tiene por objeto establecer la politica de seguridad en la
utilizacion de medios electrénicos en el ambito de la presente Ley, y esta constituido por los
principios bésicos y requisitos minimos que permitan una proteccion adecuada de la
informacion.

3. Ambos Esquemas se elaborardn con la participacion de todas las Administraciones y se
aprobaran por Real Decreto del Gobierno, a propuesta de la Conferencia Sectorial de
Administracion Publica y previo informe de la Comision Nacional de Administracién Local,
debiendo mantenerse actualizados de manera permanente.

4. En la elaboracién de ambos Esquemas se tendran en cuenta las recomendaciones de la
Unién Europea, la situacién tecnolégica de las diferentes Administraciones Publicas, asi como
los servicios electronicos ya existentes. A estos efectos consideraran la utilizacion de
estandares abiertos asi como, en su caso y de forma complementaria, estadndares que sean de
uso generalizado por los ciudadanos.

Articulo 43. Red de comunicaciones de las Administraciones Publicas espafiolas.

La Administracién General del Estado, las Administraciones Autonémicas y las entidades que
integran la Administracién Local, asi como los consorcios u otras entidades de cooperacion
constituidos a tales efectos por éstas, adoptaran las medidas necesarias e incorporaran en sus
respectivos ambitos las tecnologias precisas para posibilitar la interconexién de sus redes con
el fin de crear una red de comunicaciones que interconecte los sistemas de informacion de las
Administraciones Publicas espafiolas y permita el intercambio de informacion y servicios entre
las mismas, asi como la interconexién con las redes de las Instituciones de la Unién Europea y
de otros Estados Miembros.
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Articulo 44. Red integrada de Atencidn al Ciudadano.

1. Las Administraciones Publicas podran suscribir convenios de colaboracién con objeto de
articular medidas e instrumentos de colaboracion para la implantacion coordinada y
normalizada de una red de espacios comunes o ventanillas Unicas.

2. En particular, y de conformidad con lo dispuesto en el apartado anterior, se implantaran
espacios comunes o ventanillas Unicas para obtener la informacién prevista en el articulo 6.3
de esta Ley y para realizar los tramites y procedimientos a los que hace referencia el apartado
a) de dicho articulo.

Capitulo Il1.

Articulo 45. Reutilizacién de sistemas y aplicaciones de propiedad de la Administracion.

1. Las administraciones titulares de los derechos de propiedad intelectual de aplicaciones,
desarrolladas por sus servicios 0 cuyo desarrollo haya sido objeto de contratacion, podran
ponerlas a disposicion de cualquier Administracion sin contraprestacion y sin necesidad de
convenio.

2. Las aplicaciones a las que se refiere el apartado anterior podran ser declaradas como de
fuentes abiertas, cuando de ello se derive una mayor transparencia en el funcionamiento de la
Administracion Publica o se fomente la incorporacién de los ciudadanos a la Sociedad de la
informacion.

Articulo 46. Transferencia de tecnologia entre Administraciones.

1. Las Administraciones Publicas mantendran directorios actualizados de aplicaciones para su
libre reutilizacion, especialmente en aquellos campos de especial interés para el desarrollo de
la administracion electronica y de conformidad con lo que al respecto se establezca en el
Esquema Nacional de Interoperabilidad.

2. La Administracién General del Estado, a través de un centro para la transferencia de la
tecnologia, mantendra un directorio general de aplicaciones para su reutilizacion, prestara
asistencia técnica para la libre reutilizacion de aplicaciones e impulsara el desarrollo de
aplicaciones, formatos y estandares comunes de especial interés para el desarrollo de la
administracion electrénica en el marco de los esquemas nacionales de interoperabilidad y
seguridad.

DISPOSICIONES ADICIONALES

Primera. Reunion de Organos colegiados por medios electrénicos.

1. Los 6rganos colegiados podran constituirse y adoptar acuerdos utilizando medios
electrénicos, con respeto a los tramites esenciales establecidos en los articulos 26 y el 27.1 de
la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comun.
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2. En la Administracion General del Estado, lo previsto en el apartado anterior se efectuara de
acuerdo con las siguientes especialidades:

a) Debera garantizarse la realizacién efectiva de los principios que la legislaciéon establece
respecto de la convocatoria, acceso a la informacién y comunicacion del orden del dia, en
donde se especificaran los tiempos en los que se organizaran los debates, la formulacion y
conocimiento de las propuestas y la adopcién de acuerdos.

b) El régimen de constitucion y adopcién de acuerdos garantizara la participacion de los
miembros de acuerdo con las disposiciones propias del 6rgano.

¢) Las actas garantizaran la constancia de las comunicaciones producidas asi como el
acceso de los miembros al contenido de los acuerdos adoptados.

DISPOSICIONES ADICIONALES

Segunda. Formaciéon de empleados publicos.

La Administracién General del Estado promovera la formacion del personal a su servicio en la
utilizacion de medios electrénicos para el desarrollo de las actividades propias de aquélla.

En especial, los empleados publicos de la Administracion General del Estado recibirdn
formacion especifica que garantice conocimientos actualizados de las condiciones de
seguridad de la utilizacién de medios electrénicos en la actividad administrativa, asi como de
proteccién de los datos de caracter personal, respeto a la propiedad intelectual e industrial y
gestion de la informacién.

Tercera. Plan de Medios en la Administracién General del Estado.

En el plazo de seis meses a partir de la publicacion de esta Ley, el Ministerio de
Administraciones Publicas, en colaboracién con los Ministerios de Economia y Hacienda y de
Industria, Turismo y Comercio, elevara al Consejo de Ministros un Plan de implantacién de los
medios necesarios para el ambito de la Administracion General del Estado. Dicho Plan
incorporara las estimaciones de los recursos econdmicos, técnicos y humanos que se
consideren precisos para la adecuada aplicacion de lo dispuesto en la presente Ley en los
tiempos establecidos en el calendario al que se refiere el apartado 2 de la disposicién final
tercera, asi como los mecanismos de evaluacion y control de su aplicacion.

Cuarta. Procedimientos Especiales.

La aplicacién de lo dispuesto en el Titulo Tercero de esta ley a los procedimientos en materia
tributaria, de seguridad social y desempleo y de régimen juridico de los extranjeros en Espafia,
se efectuara de conformidad con lo establecido en las disposiciones adicionales quinta, sexta,
séptima y decimonovena de la Ley 30/1992, de Régimen Juridico de las Administraciones
Pudblicas y del Procedimiento Administrativo Comun. Asimismo, en la aplicacion de esta ley
habran de ser tenidas en cuenta las especificidades en materia de contratacién publica,
conforme a lo preceptuado en la disposicion adicional séptima del Texto Refundido de la Ley
de Contratos de las Administraciones Publicas, aprobado por Real Decreto Legislativo 2/2000,
de 16 de junio.
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Quinta. Funcion Estadistica.

Lo dispuesto en los articulos 6.2.b) y 9 de la presente ley no sera de aplicacion a la recogida
de datos prevista en el Capitulo Il de la Ley 12/1989, de 9 de mayo, de la Funcion Estadistica
Publica.

Sexta. Uso de Lenguas Oficiales.

1. Se garantizara el uso de las lenguas oficiales del Estado en las relaciones por medios
electronicos de los ciudadanos con las Administraciones Publicas, en los términos previstos en
la Ley 30/1992, de Régimen Juridico de las Administraciones Publicas y del Procedimiento
Administrativo Comuan y en la normativa que en cada caso resulte de aplicacion.

2. A estos efectos, las sedes electronicas cuyo titular tenga competencia sobre territorios con
régimen de cooficialidad linglistica posibilitaran el acceso a sus contenidos y servicios en las
lenguas correspondientes.

3. Los sistemas y aplicaciones utilizados en la gestién electronica de los procedimientos se
adaptaran a lo dispuesto en cuanto al uso de lenguas cooficiales en el articulo 36 de la ley
30/1992, de Régimen Juridico de las Administraciones Publicas y el Procedimiento
Administrativo Comun.

4. Cada Administracion Publica afectada determinara el calendario para el cumplimiento
progresivo de lo previsto en la presente disposicion, debiendo garantizar su cumplimiento total

en los plazos establecidos en la disposicion final tercera.

DISPOSICIONES ADICIONALES

Unica. Régimen Transitorio.

1. Los procedimientos y actuaciones de los ciudadanos y las Administraciones Publicas que,
utilizando medios electrénicos, se hayan iniciado con anterioridad a la entrada en vigor de la
presente Ley se seguirdn rigiendo por la normativa anterior hasta su terminacion.

2. Los registros telematicos existentes a la entrada en vigor de la presente Ley seran
considerados registros electrénicos regulandose por lo dispuesto en los articulos 24, 25 y 26

de esta Ley.

DISPOSICION DEROGATORIA

Unica.

1. Quedan derogados los siguientes preceptos de la Ley 30/1992, de Régimen Juridico de las
Administraciones Publicas y del Procedimiento Administrativo Comun: apartado nimero 9 del
articulo 38, apartados numeros 2, 3 y 4 del articulo 45, apartado nimero 3 del articulo 59 y la
disposicion adicional decimoctava.

2. Asimismo, quedan derogadas las normas de igual o inferior rango en cuanto contradigan o
se opongan a lo dispuesto en la presente Ley.
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Primera. Carécter basico de la Ley.

1. Los articulos 1, 2, 3, 4,5, 6,8.1, 9, 10, 11.1, 12, 13, 14, 15, 16, 17, 18, 19, 20, 21.1,21.2, 22,
23, 24.1, 24.2, 24.3, 25, 26, 27, 28, 29.1, 29.2, 30, 32, 35, 37.1, 38, 42, el apartado 1 de la
disposicion adicional primera, la disposicion adicional cuarta, la disposicion transitoria Unica y
la disposicion final tercera se dictan al amparo de lo dispuesto en el articulo 149.1.18.2 de la
Constitucion, que atribuye al Estado la competencia sobre las bases del régimen juridico de las
Administraciones Publicas y sobre el procedimiento administrativo comun.

2. Con excepcion del articulo 42, el Titulo IV de la presente ley sera de aplicacion a todas las
Administraciones Publicas en la medida en que éstas participen o se adscriban a los érganos
de cooperacion o instrumentos previstos en el mismo.

Segunda. Publicacién electronica del «Boletin Oficial del Estado».

La publicacion electronica del «Boletin Oficial del Estado» tendrd el caracter y los efectos
previstos en el articulo 11.2 de la presente Ley desde el 1 de enero de 2009.

Tercera. Adaptacion de las Administraciones Publicas para el ejercicio de derechos.

1. Desde la fecha de entrada en vigor de la presente Ley, los derechos reconocidos en el
articulo 6 de la presente ley podran ser ejercidos en relacion con los procedimientos y
actuaciones adaptados a lo dispuesto en la misma, sin perjuicio de lo sefialado en los
siguientes apartados. A estos efectos, cada Administracién Publica hard publica y mantendra
actualizada la relacién de dichos procedimientos y actuaciones.

2. En el ambito de la Administracién General del Estado y los organismos publicos vinculados
o dependientes de ésta, los derechos reconocidos en el articulo 6 de la presente ley podran
ser ejercidos en relacion con la totalidad de los procedimientos y actuaciones de su
competencia a partir del 31 de diciembre de 2009. A tal fin, el Consejo de Ministros establecera
y hara publico un calendario de adaptacién gradual de aquellos procedimientos y actuaciones
que lo requieran.

3. En el ambito de las Comunidades Autonomas, los derechos reconocidos en el articulo 6 de
la presente ley podran ser ejercidos en relacién con la totalidad de los procedimientos y
actuaciones de su competencia a partir del 31 de diciembre de 2009 siempre que lo permitan
sus disponibilidades presupuestarias.

4. En el ambito de las Entidades que integran la Administracion Local, los derechos
reconocidos en el articulo 6 de la presente ley podran ser ejercidos en relacion con la totalidad
de los procedimientos y actuaciones de su competencia a partir del 31 de diciembre de 2009
siempre que lo permitan sus disponibilidades presupuestarias. A estos efectos las
Diputaciones Provinciales, o en su caso los Cabildos y Consejos Insulares u otros organismos
supramunicipales, podran prestar los servicios precisos para garantizar tal efectividad en el
ambito de los municipios que no dispongan de los medios técnicos y organizativos necesarios
para prestarlos.



N13. Ley 11/2007, de acceso electronico de los ciudadanos a los Servicios

Publicos

Pagina 34/36

DISPOSICIONES ADICIONALES

Cuarta. Modificacién de la Ley 84/1978, de 28 de diciembre, por la que se regula la tasa
por expedicidon del Documento Nacional de Identidad.

Uno. El apartado 2 del articulo 4 queda redactado del siguiente modo:

«2. Quienes hubieran de renovar preceptivamente su documento durante el plazo de
vigencia del mismo, por variacion de alguno de los datos que se recogen en el mismo.»

Dos. El articulo 6 queda redactado del siguiente modo:

«Articulo 6. Cuota tributaria.
La cuota tributaria exigible serd de 6,70 euros. Los excesos del costo de la expedicion, si
existen, seran sufragados con cargo a los Presupuestos Generales del Estado.»

Quinta. Modificacion de la Ley 16/1979, de 2 de octubre, sobre Tasas de la Jefatura
Central de Trafico.

Uno. En el apartado 1 del articulo 5 se modifica la letra d) y se incorpora una nueva letra e)
que quedan redactadas del siguiente modo:

«d) Quienes soliciten duplicados de las autorizaciones administrativas para conducir o para
circular por cambio de domicilio.
e) Quienes soliciten la baja definitiva de un vehiculo por entrega en un establecimiento
autorizado para su destruccion.»

Dos. Los puntos 4 y 4 bis, primera columna de la izquierda del Grupo IV del articulo 6, quedan
redactados del siguiente modo:

«4. Duplicados de permisos, autorizaciones por extravio, sustraccion, deterioro, prérroga
de vigencia o cualquier modificacion de aquéllos.

4 bis. duplicados de licencias de conduccién y de circulacion de ciclomotores por extravio,
sustraccidn, deterioro, prérroga de vigencia o cualquier modificacion de aquellos.»

Sexta. Habilitacion para la regulacion del teletrabajo en la Administracién General del
Estado.

El Ministerio de Administraciones Publicas, en colaboracidn con los Ministerios de Economia y
Hacienda, de Industria, Turismo y Comercio y de Trabajo y Asuntos Sociales, regularan antes
del 1 de marzo de 2008 las condiciones del teletrabajo en la Administracién General del
Estado.

Séptima. Desarrollo reglamentario del articulo 4.c).

El Gobierno desarrollara reglamentariamente lo previsto en el articulo 4.c) de la presente Ley
para garantizar que todos los ciudadanos, con especial atencién a las personas con algun tipo
de discapacidad y mayores, que se relacionan con la Administracion General del Estado
puedan acceder a los servicios electrénicos en igualdad de condiciones con independencia de
sus circunstancias personales, medios o conocimientos.
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Octava. Desarrollo y entrada en vigor de la Ley.

1. Corresponde al Gobierno y a las Comunidades Autbnomas, en el ambito de sus respectivas
competencias, dictar las disposiciones necesarias para el desarrollo y aplicacion de la presente
Ley.

2. La presente Ley entrara en vigor el dia siguiente al de su publicacién en el «Boletin Oficial
del Estado».

Por tanto,

Mando a todo los espafioles, particulares y autoridades, que guarden y hagan guardar esta
Ley.

Madrid, 22 de junio de 2007.
JUAN CARLOS R.
La Presidenta del Gobierno en funciones,
MARIA TERESA FERNANDEZ DE LA VEGA SANZ

ANEXO
Definiciones
A efectos de la presente ley, se entiende por:

a) Actuacién administrativa automatizada: Actuacién administrativa producida por un
sistema de informacion adecuadamente programado sin necesidad de intervencién de una
persona fisica en cada caso singular. Incluye la produccién de actos de tramite o
resolutorios de procedimientos, asi como de meros actos de comunicacion.

b) Aplicacion: Programa o conjunto de programas cuyo objeto es la resolucién de un
problema mediante el uso de informética.

¢) Aplicacién de fuentes abiertas: Aquella que se distribuye con una licencia que permite la
libertad de ejecutarla, de conocer el codigo fuente, de modificarla o mejorarla y de
redistribuir copias a otros usuarios.

d) Autenticacion: Acreditacién por medios electronicos de la identidad de una persona o
ente, del contenido de la voluntad expresada en sus operaciones, transacciones y
documentos, y de la integridad y autoria de estos Ultimos.

e) Canales: Estructuras o medios de difusion de los contenidos y servicios; incluyendo el
canal presencial, el telefénico y el electronico, asi como otros que existan en la actualidad
0 puedan existir en el futuro (dispositivos méviles, TDT, etc).

f) Certificado electronico: Segun el articulo 6 de la Ley 59/2003, de 19 de diciembre, de
Firma Electrénica, «<Documento firmado electrénicamente por un prestador de servicios de
certificacién que vincula unos datos de verificacion de firma a un firmante y confirma su
identidad».

g) Certificado electronico reconocido: Segun el articulo 11 de la Ley 59/2003, de 19 de
diciembre, de Firma Electronica: «Son certificados reconocidos los certificados electronicos
expedidos por un prestador de servicios de certificacibn que cumpla los requisitos
establecidos en esta Ley en cuanto a la comprobacion de la identidad y demas
circunstancias de los solicitantes y a la fiabilidad y las garantias de los servicios de
certificacién que presten».
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h) Ciudadano: Cualesquiera personas fisicas, personas juridicas y entes sin personalidad
gue se relacionen, o sean susceptibles de relacionarse, con las Administraciones Publicas.
i) Direccion electronica: Identificador de un equipo o sistema electrénico desde el que se
provee de informacién o servicios en una red de comunicaciones.
i) Documento electrénico: Informacion de cualquier naturaleza en forma electronica,
archivada en un soporte electrénico segin un formato determinado y susceptible de
identificacion y tratamiento diferenciado.
k) Estandar abierto: Aquel que redna las siguientes condiciones:
- sea publico y su utilizaciéon sea disponible de manera gratuita 0 a un coste que no
suponga una dificultad de acceso,
- su uso y aplicaciébn no esté condicionado al pago de un derecho de propiedad
intelectual o industrial.
I) Firma electronica: Segun el articulo 3 de la Ley 59/2003, de 19 de diciembre, de Firma
Electrénica, «conjunto de datos en forma electrénica, consignados junto a otros o
asociados con ellos, que pueden ser utilizados como medio de identificaciéon del firmante».
m) Firma electronica avanzada: Segun el articulo 3 de la Ley 59/2003, de 19 de diciembre,
de Firma Electronica, «firma electrénica que permite identificar al firmante y detectar
cualquier cambio ulterior de los datos firmados, que esta vinculada al firmante de manera
Unica y a los datos a que se refiere y que ha sido creada por medios que el firmante puede
mantener bajo su exclusivo control».
n) Firma electrénica reconocida: Segun el articulo 3 de la Ley 59/2003, de 19 de
diciembre, de Firma Electrénica, «firma electrénica avanzada basada en un certificado
reconocido y generada mediante un dispositivo seguro de creacién de firma.
0) Interoperabilidad: Capacidad de los sistemas de informacion, y por ende de los
procedimientos a los que éstos dan soporte, de compartir datos y posibilitar el intercambio
de informacion y conocimiento entre ellos.
p) Medio electrénico: Mecanismo, instalacién, equipo o0 sistema que permite producir,
almacenar o transmitir documentos, datos e informaciones; incluyendo cualesquiera redes
de comunicacion abiertas o restringidas como Internet, telefonia fija y moévil u otras.
g) Punto de acceso electrénico: Conjunto de paginas web agrupadas en un dominio de
Internet cuyo objetivo es ofrecer al usuario, de forma facil e integrada, el acceso a una
serie de recursos y de servicios dirigidos a resolver necesidades especificas de un grupo
de personas o el acceso a la informacién y servicios de a una institucion publica.
r) Sistema de firma electrénica: Conjunto de elementos intervinientes en la creacién de una
firma electrénica. En el caso de la firma electronica basada en certificado electrénico,
componen el sistema, al menos, el certificado electronico, el soporte, el lector, la aplicacién
de firma utilizada y el sistema de interpretacion y verificacion utilizado por el receptor del
documento firmado.
s) Sellado de tiempo: Acreditacion a cargo de un tercero de confianza de la fecha y hora
de realizacion de cualquier operacién o transaccion por medios electrénicos.
t) Espacios comunes o ventanillas Unicas: Modos o canales (oficinas integradas, atencion
telefénica, paginas en Internet y otros) a los que los ciudadanos pueden dirigirse para
acceder a las informaciones, tramites y servicios publicos determinados por acuerdo entre
varias Administraciones.
u) Actividad de servicio: Cualquier actividad econdémica por cuenta propia, prestada
normalmente a cambio de una remuneracion.
v) Prestador de actividad de servicio: Cualquier persona fisica o juridica que ofrezca o
preste una actividad de servicio.



	INICIO
	FIN

