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OBJETIVO-EXPOSICION

COMO LAS ORGANIZACIONES PRODUCTIVAS REALIZAN GESTION
PREVENTIVA DE LA VIOLENCIA DIGITAL Y CIBERACOSO LABORAL



PR QTQCOLE

EN LOS SUPUESTOS DE ACOSO EN
LA UNIVERSITAT JAUME |

¢ QUE PODEMOS HACER FRENTE A LA VIOLENCIA DIGITAL Y
CIBERACOSO EN EL TRABAJO?



PROTOCOLOS GENERICOS ACOSO, QUE SE INCLUYA LA
PREVENCION DE LA “VIOLENCIA Y CIBERACOSO”
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PROPUESTA ELABORACION DE PROTOCOLOS “ESPECIFICOS”
VIOLENCIA DIGITAL Y CIBERACOSO EN EL TRABAJO

PROTOCOL O
ESPECIFICO |

FRENTE A LA
“VIOLENCIA DIGITALY
CIBERACOSO”




¢QUE JUSTIFICA LA EXISTENCIA DE PROTOCOLOS “ESPECIFICOS”
VIOLENCIA DIGITAL Y CIBERACOSO EN EL TRABAJO?

PROTOCOLO ¢
ESPECIFICO

FRENTE A LA
“VIOLENCIA DIGITALY
CIBERACOSO”




JUSTIFICACION: RAZONES DE SU TRATAMIENTO ESPECIFICO

ESTAN EN LAS PARTICULARIDADES DEL ACOSO DIGITAL

= FORMA DE TRANSMISION MAS RAPIDA Y FACIL (INMEDIATEZ)
= ENORME CAPACIDAD DE DIFUSION (VIRALIZACION)
= MAYOR LESIVIDAD DERIVADA PUBLICIDAD MEDIO DIGITAL
= AGRESION DIFICIL DESAPARICION (“BORRADO”) EN EL ESPACIO VIRTUAL
= PERPETRARSE DESDE EL ANONIMATO
= SIN LIMITES ESPACIALES O TEMPORALES

= DIMENSION GENERO: LA MUIJER PRINCIPAL VICTIMA DE CIBERACOSO



JUSTIFICACION: POR LOS ELEMENTOS QUE CARACTERIZAN
EL CIBERACOSO EN EL TRABAJO TRAS C.190-0OIT

.

“REPETIDA” (ACOSO) O DE “UNA SOLA VEZ” (UNA
50LO ACTO, AGRESION PUNTUAL)

N POR COMPANEROS, SUPERIORES O POR TERCERAS
O EXTERNAS (CLIENTES, USUARIOS, PROVEEDORES...)
JSO HORIZONTAL

2.- DENTRO O FUERA DE LA JORNADA Y DEL TIEMPO DE TRABAJO
-y -

..-——-.'(

Q.- USCEPTI SAR UN DANO FiSICO, PSiQUICO, SEXUAL,
PROFESIONAL, ECONOMIGO




ELEMENTOS REVISADOS Y CUESTIONADOS
DE CONFORMIDAD CON EL C-190 OIT

° .ELEMENTO REPETITIVO: REITERACION DE LA CONDUCTA,
REPETIDA, SISTEMATICA, PROLONGADA EN EL TIEMPO (ACOSO MORAL O
PSICOLOGICO)

TIC PERMITEN ACCESO REPETIDO AL CONTENIDO PUBLICADO EN RED

22.-ELEMENTO INTENCIONAL: INDIFERENCIA CUAL ES LA INTENCION
O PROPOSITO DEL AGRESOR (STC 56/2019, DE 6 DE MAYO)

ELEMENTO INNECESARIO QUE DEBE ELIMINARSE PROTOCOLOS

32.-ELEMENTO DEL DANO PRODUCIDO: NO NECESIDAD RESULTADO
DANOSO, “SUSCEPTIBLE” DE CAUSAR UN DANO FISICO, PSIQUICO, SEXUAL,
PROFESIONAL, ECONOMICO...




PROPUESTA CONTENIDO PROTOCOLO PREVENCION Y
ACTUACION FRENTE VIOLENCIA DIGITAL Y CIBERACOSO

@
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Il PLAN DE IGUALDAD
DE LA UNIVERSITAT JAUME |




PROTOCOL

per a la prevencio,
deteccio i actuacio
enfront dels suposits

de violencia, assetjament
i discriminacio a la
Universitat Jaume |

LI ™

XY APROVAT PEL CONSELL DE GOVERN
EN LA SESSIO NUM. 2/2023, DE 28 DE FEBRER DE 2023
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POLITICA DE TOLERANCIA CERO A
TODA FORMA DE VIOLENCIA

PREAMBULO

DECLARACION DE PRINCIPIOS

COMPROMISO ETICO



Violéncia
digital i
ciberassetja-
ment

Violencia
psicologica

Assetjament
sexual

Violéncies
sexuals

Violéncia de
segon ordre

Assetjament

per rad de
sexe

Assetjament
laboral

Assetjament
per orientacio
sexual

TIPUS DE VIOLENCIA | ASSETJAMENT

Violéncia
fisica

Assetjament
discriminatori

Assetjament

per expressio

o identitat de
genere




DEFINICION VIOLENCIA DIGITAL
Y CIBERACOSO LABORAL




CATALOGO DE PRINCIPALES CONDUCTAS CONSTITUTIVAS
DE VIOLENCIA DIGITAL 'Y CIBERACOSO

(ANEXO PROTOCOLO)
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DIFUNDIR IMAGENES O DATOS DELICADOS

O GRABACI
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“VENGANZA SENTIMENTAL” O “PORNOVENGANZA”
Difusion de videos intimos de su expareja —compafera trabajo-
una vez terminada relacion afectiva
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RIDICULIZAR O ESTIGMATIZAR EN ESPACIOS WEB
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CREAR PERFIL FALSO EN NOMBRE DE LA VICTIMA

BCUividao rediame

1| Giovanna Is now Friends with Fat Palio
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£ A otras 3 personas mas les gusta estc
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USURPAR IDENTIDAD DE LA VICTIMA Y OFENDER
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ACCEDER A DISPOSITIVOS DIGITALES DE LA VICTIMA

HACKING




ACCIONES DE PRESION PARA CUMPLIR DEMANDAS DEL
CIBERAGRESOR




USO DEL TELEFONO MOVIL COMO INSTRUMENTO DE ACOSO




MENSAJES Y COMENTARIOS EN REDES OFENSIVOS Y AMENAZANTES

E CATALUNA 6585/2015, DE 6 DE NOVIEMBRE

. rSTSJ ANDALUCIA/MALAGA 817/2014, DE 22 DE MAYO

~~STSJ'DE CASTILLA LA MANCHA 443/2016, DE 8 DE ABRIL
“STSJ CANARIAS/LAS PALMAS, DE 6 DE MARZO DE 2018

-

e - 1L % STSJ ANDALUCIA-SEVILLA 932/2017, DE 23 DE MARZO
STSJ PAIS VASCO 947/2014, DE 13 DE MAYO
- STS (S. MILITAR) 1 DE JUNIO 2021

- STSJ CATALUNA 5206/2018, DE 5 DE OCTUBRE



APARTADO AMPLIO DEDICADO A LAS
MEDIDAS DE PREVEN

MEDIDAS PARA PREVENIR, DETECTAR Y DETENER B ACOSO SEXUAL EN LA EMPRESA
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MESURES DE PREVENCIO DE LA VIOLENCIA | L'ASSETJAMENT

Difusié del protocol

Sessions informatives
i formatives

Estrategies preventives:

avaluacio de riscos, relacions
de poder, rols home-dona

Prevencio de la comissio de
delictes i conductes contra la
llibertat sexual i integritat moral

Enquestes de clima laboral
i d'avaluacio de riscos
psicosocials

Persones
de confianga-referéncia
als centres de 'UJI

UNIVERSITAT
JAUME |

Procediment preventiu
de deteccid de casos de
violéncia o assetjament

Implicacio de la representacio
legal del personal treballador
(sindicats)

Exigéncia a les entitats que
presten serveis a Ull de
comptar amb un protocol




EVALUACION DE RIESGOS PSICOSOCIALES

[

MEDIDAS PREVENTIVAS EN RELACION CON D
LOS FACTORES ESTRUCTURALES

RELACIONES DE PODER EN TRABAJO
DISTRIBUCION DE ROLES MUJER-HOM
FORMAS DE ORGANIZAR EL TRABAJO
RELACIONES ENTRE PERSONAS |

s =



SESIONES INFORMATIVAS, FORMATIVAS, SENSIBILIZACION SOBRE

QUE ES LA VIOLENCIA DIGITAL Y CIBERACOSO
Y SU REPERCUSION EN LA SALUD




SUICIDIO EMPLEADA IVECO

En los ultimos dias arreciaron los ataques y burlas de compaferos hacia
Veronica, empleada de Iveco victima de la difusion de videos sexuales. Bajo
presion, se suicido.



https://elpais.com/tag/iveco/a




COM ES POT PRESENTAR UNA RECLAMACIO O DENUNCIA?

-

COMION?

A traveés d'un formulari especific localitzable al web de I'UJI
Omplintun SPI p

Victima
o assetjament
(estudiantat, PAS,
PO, PL.)

Representants
de l'estudiantat
Organitzacions
sindicals de I'UJI

UNITAT
D'IGUALTAT

QUI PRESENTA QUIREP

LA RECLAMACIO LA RECLAMACIO
DENUNCIA? O DENUNCIA?

Aquesta reclamacié o denlncia sera tractada per la CIRA

QUE ES LA COMISSIO INVESTIGADORA EN RECLAMACIONS

D'ASSETJAMENT (CIRA)?

Organ técnic especialitzat que investiga FUNCIONS
reclarnacions o denuncies, informna i adopta
acords en els casos de violéncia, assetjament
i discriminacic. e Elaborarun informe del cas amb propostes d'andvament,
No s un Grgan instructor, ni exerceix funcions adopcio de mesures preventives o expedient disciplinari.
disciplinaries ni sancionadores.

# Investigar les reclamacions | denuncies.



PROCEDIMENT DEL PROTOCOL

UNITAT
DIGUALTAT Procediment
PUNT preuEntuu
VIOLETA-RAINBOW “Persona de
Aszessorament i conflamga”
acompanyanment

RECLAMACIO-DEMUNCIA
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Vi EXTERNA ELEVACIO MESURES
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L 4

CIRAASSETIAMENT LABORAL PRESIDENCLA RH
ALTRES SUPOSITS ASSETIAMENT: PRESIDENCIA UNITAT




INSTRUMENTO DE DETECCION-PREVENCION:

PERSONES DE

CONFIANCA

CREACION DE LA FIGURA DE LAS “PERSONAS DE CONFIANZA”



Punt vieleta-ra "bew

Punt d’atencio

Assessorament i acollida
psicologica i juridica

Despatx RR0103SD | Edifici Rectorat
puntvr@uiji.es | 964 729 039
www.uji.es/serveis/ui/puntvioletarainbow/




INCLUSION PREVENCION CIBERACOSO EN LAS POLITICAS INTERNAS
DE USOS RAZONABLES Y ADECUADOS DE TIC Y REDES SOCIALES

0 CESION INCONTROLADA E INCONSCIENTE DE NUESTRA
ESFERA INTIMA'Y PERSONAL. EN EL TRABAJO: LO PUBLICO Y
LO PRIVADO SE ENTREMEZCLAN

d FORMACION Y EDUCACION EN USOS ADECUADOS Y
PRUDENTES DE LAS TIC Y REDES

O DETERMINAR COMO DEBEN COMPORTARSE PERSONAS
EMPLEADAS EN EL USO DE INTERNET Y SUS REDES
SOCIALES




INCLUSION PREVENCION CIBERACOSO EN LAS POLITICAS INTERNAS
DE USOS RAZONABLES Y ADECUADOS DE TIC Y REDES SOCIALES

T agencia cdn
aspanola s B . 5
espa SEDE ELECTRONICA

Las redes sociales no son un juego:
si compartes contenido sexual o
violento perdemos todos

Utiliza el Canal Prioritario de la Agencia Espafiola de Proteccién de Datos para denunciar la publicacién

ilegitima de contenidos... 2
B Si compartes
contenido sexual o violento

MAS INFORMACION : b} Dememos m[ms b{

CANAL PRIORITARIO

GUIAS AGENCIA ESPANOLA DE PROTECION DE DATOS
(AEPD)



INCLUSION PREVENCION CIBERACOSO EN LAS POLITICAS INTERNAS
DE USOS RAZONABLES Y ADECUADOS DE TIC Y REDES SOCIALES

SUSCRIPCION
BOLETINES

nglis ntacto u Ayuda en Ciberseguridad Agenda ala de prensa ncuestas Mapa we
e o
sincibe
O e Protege tu empresa ~ Eventos » Otras actividades ~ Conoce INCIBE ~
INSTITUTO NACIONAL DE CIBERSEGURIDAD

Compra Publica Innovadora
de INCIBE

Consulta Pdblica al Mercado para la definicion de
actuaciones de impulso de la ciberseguridad a través
de |a Compra Publica Innovadora y |a elaboracion
del Mapa de Demanda Temprana.

Mas informacion

TU AYUDA EN G
CIBERSEGURIDAD ‘D) @ O @
De actualidad en incibe.es

INSTITUTO NACIONAL DE CIBERSEGURIDAD
(INCIBE)



PUBLICACIONES, GUIAS, BUENAS PRACTICAS, CENTROS
EDUCATIVOS, FICHAS TECNICAS PREVENTIVAS...

Laboratorio-Observatorio de Riesgos
Psicosociales de Andalucia

ociales
e e

El ciberacoso
en el trabajo

Ciberacoso ot
En EI trabajﬂ Cristébal Molina Navarrete

LAEDRAL

3 Wolters Kluwer



INCLUIR LA VIOLENCIA DIGITAL Y CIBERACOSO EN EL REGIMEN
DISCIPLINARIO DE LA ORGANIZACION




DIMENSION DE GENERO:
LA MUJER PRINCIPAL VICTIMA DE CIBERACOSO

O INFORME AGENCIA DERECHOS FUNDAMENTALES UNION EUROPEA (2014): 23%
de las mujeres habia manifestado sufrir “acoso o abuso en red” al menos una vez
en su vida . Y una de cada diez mujeres ha sido victima de violencia en la red desde

los 15 anos de edad.

J INFORME PARLAMENTO EUROPEO (2018): “el 20% de las mujeres jovenes de la
Unidn Europea han sufrido ciberacoso sexual”



CONVENIO 190

Para la eliminacion de la violencia y el acoso
en el mundo del trabajo

¢7°CRN, Organizacién
&(6]::?}\’4 Internacional

M\ del Trabajo

|. adhesion por Espafia (BOE 16 junio 2022)
Entrada en vigor Espafia: 25 mayo 2023

“DERECHO DE TODA PERSONA A UN ENTORNO DE
TRABAJO LIBRE DE VIOLENCIA Y ACOSO”

(VIOLENCIA'Y ACOSO DIGITAL A LA MUJER POR MEDIO TIC)



LEY ORGANICA 10/2022, DE GARANTIA
INTEGRAL DE LA LIBERTAD SEXUAL



VIOLENCIAS SEXUALES COMETIDAS EN EL AMBITO DIGITAL

LO 10/2022 LOGILS
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CIBERACOSO A LA MUJER EN EL TRABAJO EXISTE
INVISIBILIZADO O SILENCIADO-AUSENCIA DENUNCIA
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DECLARACION SIMONE BILES EN EL SENADO:

“Culpo del abuso sexual a Nassar y a todo el sistema que |lo
permitié”




“Lo esencial en esta sociedad de conectividad es la formacion del

sujeto moral y el respeto a la dignidad humana”
(Adela Cortina)

ESKERRIK ASKO!!!
MUCHAS GRACIAS!!!

L UNIVERSITAT
JAUME |



